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Péter Hudoba, Péter Burcsi

Abstract:

The birthday problem is a widely known observation, can be found in most of the textbooks on
probability. In this talk we are focusing on the following case of the problem: there are n people in a
classroom and we want to decide if there are two people who were born on the same day of the year.
During the decision making process, we want to keep all information secret.

We consider multiple ways to securely solve the decision problem and compare them by computational
and communication aspects.
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Extended abstract

Birthday problem

One version of the birthday problem is described in [1, 2, 3] as the following: n people are selected at
random. What is the probability that at least r people will have the same birthday. The widely known
version is, the n = 23 and = 2. The probability of the event that we will have two people who have
been born on the same day is more than 50%.

Secure multi-party computation

Secure multi-party computation (MPC) is a field in cryptography, where the parties compute a func-
tion with their inputs jointly while keeping those inputs private. The problem in discussion, which we
are focusing on is a special MPC problem. Read more in [4].

Some naive solutions

We can deduct the algorithm to the socialist millionaire problem, where we decide if the two partici-

pants have same number or not without geting any information about the other’s number. If we ask all
n(n—1)

5— socialist

of the participants to decide if they have same birthday, we can solve the problem with
millionaire solving. There are solutions for this MPC problem in [5],[6].

We can also deduct to a voting protocol. If we ask all of the participants to vote for every day, we can
solve the problem in 365 voting rounds.

Security

What does "keep all information in secret" mean? Firstly, it means that at the end of the process no
participant knows any other’s birth date, but in this case that is also considered an information if an
adversary knows that Alice and Bob have the same birthday.

This talk

In this talk we will explain multiple ways to solve the problem, show complexity and share imple-
mentations in Python.
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