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ABSTRACT 
 
Smart grids are playing a key role in modern electric power grids, improving load control, assuring safer 
operations and collecting valuable information of the electrical conditions of the grid. In a smart grid, a RTU 
(Remote Terminal Unit) is a device that is able to measure the electric variables of the grid and sends all the 
information to a MTU (Master Terminal Unit), which is responsible of controlling the operations of the grid. 
RMU (Ring Main Unit) devices are used in electric power grids to protect loads and to disconnect them in 
case of failure to prevent damage. This article presents the design of a special RMU capable of measuring 
voltage, current and frequency, detecting electric faults, and making automatic self-healing in order to 
manage the flow of energy in the smart grid to guarantee energy supply to the critical loads (hospitals). The 
RMU devices were installed on a scaled smart grid in order to show its operation capabilities. 
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PROTOTIPO A ESCALA DE UNA RING MAIN UNIT PARA LA MEDICIÓN Y CONTROL DE NODOS EN 
UNA RED INTELIGENTE 

 
RESUMEN 

 
Las redes inteligentes están jugando un rol muy importante en los sistemas de distribución de energía 
eléctrica, mejorando el control de las cargas, garantizando operaciones más seguras y recolectando 
información valiosa de las condiciones de la red eléctrica. En una red inteligente, una RTU (Remote Terminal 
Unit) es un dispositivo capaz de medir las variables eléctricas de la red y enviar toda la información a una 
MTU (Master Terminal Unit), la cual se encarga de controlar la operación de la red. Los dispositivos RMU 
(Ring Main Unit) son usados en las redes de energía eléctrica para proteger las cargas desconectándolas en 
caso de una falla para evitar daños. Este artículo presenta el diseño de un dispositivo RMU capaz de medir 
las principales variables eléctricas, detectar fallas eléctricas y hacer una reconfiguración automática de la red 
para gestionar el flujo de energía en la red inteligente y garantizar el suministro de energía en las cargas 
sensibles tales como los hospitales incluso cuando existe una falla en la red. Los dispositivos fueron 
instalados en una red inteligente a escala con el fin de mostrar sus capacidades durante la operación. 
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1. INTRODUCTION 
 
The excessive demand of energy is leading into 
research of new distributed energy systems such as 
smart grids, which use renewable energy resources 
such as photovoltaic solar panels, wind turbines 
and fuel cells to supply electric energy together with 
the main electric grid to feed the loads [5],[12]. They 
also have energy storage systems and Advanced 
Metering Infrastructure systems (AMI), which are 
responsible of the power measurement, control and 
the communication network to manage and 
supervise the status of the grid from a control room 
[1],[13],[15],[16].  
 
A smart grid is an automated electric distribution 
system composed by renewable energy resource, 
an advanced metering infrastructure system and a 
SCADA system. The SCADA and the advanced 
metering systems play along a key role in order to 
control and measure the energy demand of an 
electric grid [2]. The low power generators 
composed by renewable energy resources, and the 
measuring and control devices allow redundancy 
feeding systems, automatic detection and 
localization of failures, and self-healing, in order to 
improve the electric energy distribution services. A 
smart grid can also help to reduce the highest peak 
of energy consumption during a day by using 
intelligent meters capable of measuring the demand 
of energy. By knowing the dynamic of the energy 
demand consumption during a day, the users can 
know the intervals of time in which the energy has a 
lower price. With this, which is called Demand 
Response, users will decrease their consumption 
during rush hours and increase their consumption 
during the off-peak time, reducing the highest peak 
of energy consumption and reducing the effort of 
the central generators [15]. 
 
Commercial RMU devices are capable of 
measuring current, detecting faults and protecting 
the elements of the grid by using breakers in case 
of fault. They can also be remote controlled in order 
to manage and reconfigure the electric grid 
manually. Commercial RMU devices are not 
capable of detecting electric faults and 
automatically reconfigure the grid in order to make 
self-healing to overcome the fault by managing 
automatically the flow of energy in the grid. Is 
necessary to design a RMU capable of monitoring, 
controlling and reconfiguring automatically the 
electric grid in order to protect and overcome faults 
to guarantee energy supply to the critical loads. By 

having a wireless mesh network, all the RMU 
devices that are connected in the grid can 
communicate with each other in order to manage 
the operations of the grid automatically. 
 
This article presents the design of a RMU device 
that was installed in the nodes of a 12V AC scaled 
smart grid to make power measurement and 
automatic control in order to manage and supervise 
the status of the grid with a SCADA system [2]. The 
RMU device was designed to manage automatically 
the grid, being capable of measuring power, fault 
detection and automatic reconfiguration of the grid 
in order to overcome faults in a scaled electric grid 
of 12V AC. The device measures RMS voltage, 
RMS current, frequency, reactive power, power 
factor and temperature, and then sends all the 
information to a computer that plays the role of a 
control room where the supervisory system is being 
held [6]. This device is also able to receive 
command messages from the computer to perform 
control actions like connecting/disconnecting the 
grid to manage the flow of energy between the 
nodes of the smart grid. [3]  
 
This article is divided as follows: Section 2 explains 
the methodology used in the design of the RMU 
device. Section III shows the operation results of 
the RMU after testing it in a controlled environment 
inside a scaled smart grid. Section IV mentions the 
research project that financed the present work. 
Section V shows the conclusions of the work. 
 
2. METHODOLOGY  
 
The RMU device was designed in order to work in a 
12V scaled smart grid. So, after the topology of the 
smart grid was designed, the first step was to 
identify the main characteristics that the device 
should have in order to allow the management of 
the smart grid. It was decided that the device should 
measure the electric variables of the grid, send 
wireless information of the status of the grid, detect 
any voltage or current failure, be capable of 
connecting or disconnecting the grid in order to 
make self-healing, and have a specific size in order 
to install multiple devices inside the smart grid. 
 
After the characteristics of the device were decided, 
the electronic design began. To make the design of 
the device it was used a software tool in order to 
make simulations. Then, it was developed a first 
prototype using a protoboard in order to make some 
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tests using the scaled electric grid and finally it was 
designed the PCB.  
 
The methodology is divided as follows: Subsection 
II.I shows the general structure of the RMU. 
Subsection II.II explains the basic operations of the 
RMU. Subsection II.III shows the principal 
characteristics and specifications of the RMU. 
Subsection II.VI explains the communication and 
monitoring system. 
 
2.1 GENERAL STRUCTURE OF THE RMU 

DEVICE 
 
The RMU is composed by one main module which 
is responsible of measuring the electric variables in 
the grid and two secondary modules that connect or 
disconnect the grid in order to allow the flow of 
energy through the grid or to isolate a specific part 
of the smart grid. A secondary module is composed 
by a microcontroller, a voltage conditioning circuit, a 
current conditioning circuit, a relay and two indicator 
LEDs. The main module is composed by a 
microcontroller, a voltage conditioning circuit, a 
current conditioning circuit, a relay, a power sensor, 
an XBee module and four indicator LEDs that show 
if the relay is closed,  if there is any voltage failure, 
if there is any current failure or if the device is 
operating in a special way.  
 
Figure 1 shows a general block diagram of the 
complete RMU device which is composed by one 
main module and two secondary modules. Using 
multiple RMU devices in an electric grid allows the 
secondary modules to control the flow of energy 
through the grid, and to detect and locate a failure 
by knowing if the failure has occurred before the 
secondary module A or after the secondary module 
B. The main module allows the connection between 
the load and the grid. 
 
This RMU device can be used in the smart grid to 
have a redundancy feeding system configuration to 
guarantee availability of energy to a sensitive load 
by allowing flow of energy coming from both sides 
(see figure 1). Passing through the secondary 
module “A” to the load or passing through the 
secondary module “B” to the load [9]. In case of 
failure in one of the grids that supplies energy that 
passes through one of the secondary modules, for 
example secondary module “A”, the RMU can 
isolate the damaged grid by disconnecting the 
secondary module “A”. Then the secondary module 
“B” is connected to allow flow of energy coming 

from an auxiliary substation to ensure power on the 
sensitive load [8]. 
 

 
Figure 1. Complete Block diagram of the RMU 
(Source: own elaboration) 
 
Figure 2 shows the block diagram of the main 
module. The electric grid passes through the 
conditioning circuits to obtain samples for the power 
sensor in order to measure voltage and current. In 
case of a power failure the relay opens to protect 
the load [11]. All the measurements from the power 
sensor are sent to the microcontroller using SPI 
communication and then the microcontroller sends 
all the information of the measured variables and 
the status of each RMU module to a computer using 
an XBee module to get wireless communication [7]. 
 

 
Figure 2. Block diagram of the Main Module 
(Source: own elaboration) 
 
Figure 3 shows the block diagram of the secondary 
module, where the electric grid passes through the 
conditioning circuits and the relay, in order to 
achieve voltage and current samples to measure 
and disconnect the grid in case of detecting a 
voltage or current value out of the normal operation 
range. 
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Figure 3. Block diagram of the Secondary Module 
(Source: own elaboration) 
 
 
2.2 OPERATION MODE OF THE RMU 

MODULES 
 
The RMU can operate in four different 
configurations: 
 

 The Main Module connected to the SA 
(Secondary Module A). 

 The Main Module connected to the SB 
(Secondary Module B). 

 The Main Module connected to SA and SB. 

 The Main Module connected alone without 
any Secondary Module.  

 
These four configurations of the RMU can be used 
in the smart grid depending on the applications and 
the necessities. It is always necessary to use a 
Main Module because this module is the 
responsible of the wireless communication by 
sending information and receiving all the commands 
[9].  
 
 
Main Module: 
The Main Module of the RMU can operate by itself 
and can do the following tasks: 

 Measure the electric variables of the grid: 
voltage, current, frequency, reactive power, 
power factor and temperature. 

 Detect voltage or current failures and 
disconnect automatically. 

 Send information of the measurement and 
the status of each module to a computer 
using an XBee module.  

 Receive commands from a computer.  
 
The Main Module has been configured to operate in 
a 12 V AC electric grid, in which a voltage failure 

has been defined if the voltage level is out of the 
range between 10.8 – 13.2 V. This range has been 
defined based on the Colombian electric grid 
standards where a voltage drop/rise is assumed as 
a failure if its value changes more than +/-10% of 
the nominal value, which in this case is of 12V. If 
the current level is greater than 4.8 A it will also be 
assumed as a failure [14]. 
The Main Module can also be configured using 
commands (see table 1) “Z” and “W” to detect a low 
level current also as a failure. There are also some 
other commands that are used to disconnect or 
reconnect manually the Main Module. 
Secondary Module 
 
A Secondary Module of the RMU can do the 
following things: 

 Detect voltage or current failure levels and 
disconnect automatically. 

 Detect that a voltage failure has been fixed 
and reconnect automatically. 

 
The Secondary Module has also been configured 
based on the Colombian grid standards to detect a 
voltage failure if the voltage level is out of the range 
between 10.8 – 13.2 V. If the current level is greater 
than 4.8 A, it will be assumed as a current failure 
[14]. 
It is necessary to have also a Main Module to use a 
Secondary Module because if there is a command 
for a Secondary Module, the Main Module is the 
one who receives the command and then sends a 
specific signal to the Secondary Module to execute 
the corresponding action. 
 
Table 1 shows a list of all the commands that can 
be sent from a computer to a RMU. Commands in 
green are for the Module SA (Secondary A), in Blue 
for the Module SB (Secondary B) and in Yellow for 
the Main Module. 
 
From table 1, commands “a”, “b” and “z” are used to 
disconnect the electric grid using the relay that is 
associated to the corresponding module. 
Commands “c”, “d” and “W” are used to reconnect 
the electric grid using the relay associated to the 
corresponding module. In the Main Module, there is 
a command “Z” that is used to reconnect the electric 
grid using the relay of the Main Module and also 
configures the Main Module to detect current failure 
if the current level is too low. 
Commands “A”, “B” and “M” are used to connect the 
electric grid permanently regardless of whether 
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there is any failure or not. Commands “x”, “y” and 
“m” are used to disable the permanent connection 
function of the corresponding module. 
 
 
Table 1. Control room command messages for the 
RMU devices 
 

HEX SYMBOL COMMAND ACTION 

61 a Disconnect SA 

63 c Reconnect SA 

41 A Enable SA mode: connected 
permanently 

78 x Disable SA mode: connected 
permanently 

62 b Disconnect SB 

64 d Reconnect SB 

42 B Enable SB mode: connected 
permanently 

79 y Disable SB mode: connected 
permanently 

7A z Disconnect Main Module 

5A Z Reconnect Main Module with 
low current level detection 

57 W Reconnect Main Module 
without low current level 
detection 

4D M Enable Main Module mode: 
connected permanently 

6D m Disable Main Module mode: 
connected permanently 

(Source: own elaboration) 
 
 
2.3 SPECIFICATIONS 
 
Table 2 presents a list of the principal 
characteristics of the Main Module of the RMU. 
 
The RMU modules were designed to work in a 
scaled smart grid to measure a nominal voltage of 
12 V and a maximum current of 3A. From the 
specifications of tables 1 and 2, the measuring 
ranges are the values in which the modules 
measures voltage and current guaranteeing a 
precision less than 5% of the full scale. The 
operation ranges are the values of voltage and 
current in which the modules operate normally 
without detecting any failure. The response time 
was designed with a delay of 500ms in order to 
detect a continuous failure and prevent a false 
alarm. 
 

Table 2. Specifications of the Main Module of the 
RMU device 
 

MAIN 
MODULE 

Min Value Max Value Units 

Power Supply 5.5 15 V 

Voltage 
Measure 

0 20 V 

Current 
Measure 

0 5 A 

Voltage 
Operating 
Range 

10.8 13.2 V 

Current 
Operation 
Range 

0 4.8 A 

Failure 
Response 
Time 

- 500 ms 

Command 
Response 
Time 

- 100 ms 

Power 
Consumption 

- 500 mW 

(Source: own elaboration) 
 
Table 3 presents a list of the principal 
characteristics of the Secondary Module of the 
RMU. 
 
Table 3. Specifications of the Secondary Module of 
the RMU device 
 

SECONDARY 
MODULE 

Min 
Value 

Max 
Value 

Units 

Power Supply 5.5 15 V 

Voltage 
Measure Range 

0 20 V 

Current 
Measure Range 

0 5 A 

Voltage 
Operating 
Range 

10.8 13.2 V 

Current 
Operation 
Range 

0 4,8 A 

Failure 
Response Time 

- 500 ms 

Command 
Response Time 

- 200 ms 

Power 
Consumption 

- 250 mW 

(Source: own elaboration) 
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2.4 COMMUNICATION AND MONITORING 
SYSTEM 

 
The Main Module uses an XBee module to send 
wireless information of the status of the grid in a 
data frame. The XBee modules of the RMU devices 
are configured in API mode [10]. The RMU devices 
are configured to send 2 different types of data 
messages every 400 ms [4]. 
 
Table 4 shows the general structure of an XBee 
communication frame in API mode [10]. 
 
Table 4. General structure of a XBee Rx Frame 

Delimiter Length 
MSB 

Length 
LSB 

Payload Checksum 

7E 00 11 PAYLOAD Checksum 

 

PAYLOAD 

API Address 
MSB 

Address 
LSB 

Power Option Data 

81 MSB 
Address 

LSB 
address 

Power 00 DATA 

 
From table 4, the “7E” indicates the beginning of a 
frame and the “0011” indicates the length of the 
payload. Inside the payload, the “81” corresponds to 
an Rx frame, the “Address MSB” and “Address 
LSB” indicates the ID of the RMU that send the 
frame, “Power” indicates the power of the signal 
received, “00” is an option by default and “DATA” is 
a packet of bytes which contains all the information 
of the status of the electric grid. If the RMU detects 
that the voltage and current levels are correct, it 
sends a MONITORING DATA packet with 
information of voltage, current, frequency, reactive 
power, power factor and temperature for the 
monitoring system. If the RMU detects any failure, it 
sends a FAILURE DATA packet with information of 
voltage measurement and the status of the grid.  
 
 Monitoring Data 
This type of message is sent only when the RMU 
device detects that the voltage and current levels on 
the grid are operating normally without any failure. 
In order to identify this type of message, the first 
byte of the data in the payload must be “02”. Table 
5 shows the monitoring data frame, which is 
composed by 12 bytes. 
 
 
 
 

Table 5. Structure of the monitoring message 
 

DATA 

02 V1 V2 I1 I2 F Q PF T 00 00 00 

(Source: own elaboration) 
 
 
The first byte of the data “02” indicates that the data 
packet corresponds to a monitoring message. The 
other 11 bytes correspond to the following values: 
• V1, V2: Voltage 
• I1, I2: Current 
• F: Frequency 
• Q: Reactive power 
• PF: Power factor 
• T: Temperature 
 
The last 3 bytes are always zero “00” just to 
increase the size of the data packet in order to have 
a payload of 12 bytes, which is the same size of a 
failure message. This was decided because by 
having both types of messages with the same size it 
would make much easier the programming of the 
data acquisition for the monitoring system. 
 
An example of a monitoring message can be the 
following: 
 
7E 00 11 81 31 01 A1 00 02 50 01 41 05 F8 00 FF 
15 00 00 00 06 
 
For each value in hexadecimal there is a specific 
constant factor that must be applied to obtain the 
real value of each measurement. 
  
Failure Data 
This type of message is sent only when the RMU 
device detects a voltage or current failure. To 
identify this type of message, the first byte of the 
data in the payload must be “03”. 
 
Table 6 shows the monitoring data frame, which is 
composed by 12 bytes. 
 

Table 6. Structure of the failure message 
 

DATA 

03 V1 V2 MV MI MR AV AI AR BV BI BR 

(Source: own elaboration) 
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The first byte of the data payload “03” indicates that 
the frame corresponds to a failure message. The 
other 11 bytes correspond to the following: 
 
• V1, V2: Voltage value 
• MV: Voltage status in the Main Module 
• MI: Current status in the Main Module 
• MR: Relay status in the Main Module 
• AV: Voltage status in the SA Module 
• AI: Current status in the SA Module 
• AR: Relay status in the SA Module 
• BV: Voltage status in the SB Module 
• BI: Current status in the SB Module 
• BR: Relay status in the SB Module 
 
The idea of this type of message is to inform in the 
monitoring system the status of each module during 
a failure. The voltage status byte is “00” if a module 
detects a voltage failure, and is “01” if the voltage 
level is between the allowed ranges. The current 
status byte is “00” if a module detects a current 
failure, and is “01” if the current level is between the 
allowed ranges. The relay status byte is “01” if the 
relay of the module is closed and is “00” if the relay 
is opened. 
 
An example of a failure message can be the 
following: 
 
7E 00 11 81 31 05 B1 00 03 50 02 01 01 01 00 01 
00 01 01 01 3F 
 

3. RESULTS AND ANALYSIS  
 
Figure 4 shows a photo of one RMU device 
composed by one main module (middle) and two 
secondary modules (left and right). 
 

 
Figure 4. Photo of the RMU device 

(Source: own elaboration) 

Multiple RMU modules were installed in a scaled 
smart grid in order to show the operation of an 
automated electric grid, by having measurement, 
fault detection and localization, and electric grid 
reconfiguration to achieve self healing. The scaled 
smart grid that was designed in this project is 
composed by three different zones, in which each 
zone has some special characteristics to allow a 
representation of a common neighbor in a city. The 
first zone is composed by residential, commercial 
and official loads, the second zone is composed by 
residential and commercial loads, and the third 
zone is composed by residential and industrial 
loads. With these different types of loads the idea is 
to show the demand response of the typical energy 
profiles. 
 
The RMU modules that were installed in the scaled 
smart grid allow energy measurement and failure 
response in order to supervise the electric grid and 
minimize the consequences of a failure by detecting 
it and making self-healing.  
 
To show the dynamics of the automated electric 
grid, there are two operation modes. The first one is 
the monitoring operation, where there are no 
failures in the electric grid. It is used a 
microcontroller with a PWM signal to change the 
intensity of the loads (LEDs) in order to represent a 
normal power demand profile during a normal day. 
The second operation mode is the Failure 
Response, where there exist some relays to 
generate failures by disconnecting the electric grid. 
In this operation mode, the idea is to show how the 
RMU devices detect and locate failures, and how 
they operate to make self-healing and isolate the 
damaged grid. 
 
Monitoring System 
Figure 5 shows the active power demand profile 
during a day in the first zone of the smart grid. 
 
Figure 5 shows a peak of energy consumption at 
1pm due to residential, commercial and official 
loads. A second peak of energy can be seen at 8pm 
due to the illumination needs at night. 
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Figure 5. Active power demand profile of the first 

zone (Source: own elaboration) 
 

 
Figure 6 shows the active power demand profile 
during a day in the second zone of the smart grid. 
 

 
Figure 6. Active power demand profile of the 

second zone (Source: own elaboration) 
 
Similarly to figure 5, figure 6 shows the energy 
demand profile due to residential and commercial 
loads, which has a first peak of energy consumption 
at 2pm and a second peak of energy at 9pm.  
 
Figure 7 shows the active power demand profile 
during a day in the third zone of the smart grid. 
 

 
Figure 7. Active power demand profile of the third 

zone (Source: own elaboration) 
 

Figure 7 shows a first peak of energy consumption 
in the morning at 6am due to the startup of the 
industrial machines, a second peak at 1pm due to 
residential loads, and a third peak at 8pm due to the 
illumination needs at night. 
 
It’s important to notice that the third zone has a 
peak of energy consumption in the morning that the 
other two zones doesn’t have. This is because the 
third zone has associated some industrial loads.  
Now, by having measurements of the loads 
consumption it can be incorporated a demand 
response in order to reduce the energy peaks from 
the different types of energy demand profiles. 
 
Failure Response 
This article presents two different examples of 
failure response that were made in the second zone 
of the smart grid using the RMU devices. 
 
Figure 8 shows the topology of the second zone of 
the scaled smart grid during normal operation. In 
the second zone the RMU1, RMU3 and RMU4 are 
main modules responsible of disconnecting the 
main substation in case of failure in one of the 
transformers. The RMU2 is composed by a main 
module and a secondary module B which is used to 
make self-healing by closing a ring and allowing 
flow of energy between two branches. The RMU 8 
is a main module that is associated to a distributed 
generator and is used to isolate the load node 
during a failure in order to operate as an isolated 
micro grid. The RMU 9 is a main module that is 
used to connect the secondary substation in case of 
failure in order to supply energy during a failure in 
the main substation. 
 

 
 

Figure 8. Normal operation of the second zone of 
the scaled smart grid 

(Source: own elaboration) 
 



Revista Politécnica ISSN 1900-2351 (Impreso), ISSN 2256-5353 (En línea), Año 14, Volumen 14, Número 26, páginas 113-124, Enero-Junio 2018 

121 
 

The RMU modules from the topology of the second 
zone have a circle that indicates the status of the 
device. If the circle is green it indicates that the 
module is connected and allowing flow of energy 
through it. If the circle is white it means that the 
module is opened and isolating the electric grid. 
 
Figure 9 shows the moment in which a failure 
occurs in the transformer that is associated to the 
RMU4. 
 

 
 

Figure 9. Failure in the transformer associated to 
the RMU 4. 

(Source: own elaboration) 
 
 
Figure 9 shows that at the moment the failure 
occurs, the RMU4 disconnects leaving without 
energy two of the load nodes. The RMU8 also 
disconnects making that the distributed generator 
supply all the energy to the associated loads. 
After the failure is detected, the RMU9 connects the 
secondary substation (see figure 10). 
 

 
Figure 10. Failure response during a failure in the 

transformer associated to the RMU 4. 
(Source: own elaboration) 

 

Figure 10 shows that the RMU9 connects in order 
to supply energy to all the loads except the ones 
that are associated to the distributed generator. 
 
After the failure is fixed, the electric grid goes back 
to its normal operation (see figure 8). 
 
Figure 11 shows the active power measurement of 
the RMU4 and RMU9 during the failure that occurs 
at 10am in the transformer that is associated to the 
RMU 4. 
 

 
Figure 11. Failure response during a failure in the 

transformer of RMU 4. 
(Source: own elaboration) 

 
Figure 11 shows that when the failure occurs at 
10am, the RMU4 detects a failure and disconnects 
the electric grid, so that’s why the active power that 
flows through the RMU4 is zero. Then, the RMU8 
disconnects its associated loads in order to work in 
island mode with the distributed generator and the 
RMU9 connects the secondary substation (see 
figure 10). With this configuration, the electric grid 
has a backup configuration using a secondary 
substation in order to guarantee energy in case that 
a failure occurs. When the failure has been fixed 
(17pm), the RMU4 reconnects and then the RMU9 
disconnects, so that the electric grid goes back to 
its normal operation. 
 
Figure 12 shows the consequences of another 
failure that has been represented in the scaled 
smart grid by simulating a failure in the transformer 
that is associated in the RMU3. 
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Figure 12. Failure in the transformer associated to 

the RMU 3. 
(Source: own elaboration) 

 
Figure 12 shows that at the moment the failure 
occurs, the RMU3 disconnects leaving without 
energy all the loads associated to the branch. 
 
After the failure is detected, the RMU2 connects its 
secondary module B in order to close a ring and 
connect the two branches. Figure 13 shows the 
electric grid reconfiguration in order to overcome 
the failure. 
 

 
Figure 13. Failure response during a failure in the 

transformer of RMU 3. 
(Source: own elaboration) 

 
Figure 13 shows that by closing the ring the branch 
associated to the RMU1 supplies the energy to the 
branch that has the failure. 
 
After the failure is fixed, the electric grid goes back 
to its normal operation by connecting the RMU3 and 
then disconnecting the secondary module of the 
RMU2 to open the ring. 
 
Figure 14 shows the active power measurement of 
the RMU1 and RMU3 during the failure that occurs 
at 10am in the transformer that is associated to the 
RMU 3. 
 

 
Figure 14. Failure response during a failure in the 

transformer of RMU 3. 
(Source: own elaboration) 

 
Figure 14 shows that when the failure occurs at 
10am, the RMU3 detects a failure and disconnects 
the electric grid. This is why the active power that 
flows through the RMU3 is zero. Then, the RMU2 
closes the ring so that the transformer associated to 
the RMU1 supplies also energy to the branch 
associated to the RMU3. With this configuration the 
electric grid has a back up configuration by closing 
a ring in order to guarantee energy in case that a 
failure occurs. 
 
The two failures mentioned above are some 
examples of monitoring and failure response in an 
automated electric grid by using smart meters in the 
electric distributed network.  
 
It was developed a SCADA system in LabView in 
order to control the failure response and to show a 
representation of a failure in the scaled smart grid. 
Figures 11 and 14 have a time simulation in which 
one hour corresponds to one second.  
 
To evaluate the performance of the RMU device, a 
scaled smart grid was built to represent the 
operation of an automated electric grid in a 
neighborhood of the city by installing ten (10) RMU 
devices capable of measuring voltage, current, 
power and frequency in the different nodes of the 
scaled electric grid and detecting electric faults and 
disconnecting automatically the grid to prevent 
damage in the loads. Figure 15 and shows a photo 
of the scaled smart grid in which ten RMU devices 
were installed. Figure 16 shows a photo of the 
scaled electric grid during operation. 
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Figure 15. Development of the scaled smart grid 

using 10 RMU devices. 
(Source: own elaboration) 

 

 
Figure 16. Scaled smart grid during operation. 

(Source: own elaboration) 
 
 
 

4. CONCLUSIONS 
 
The scaled automated electric grid was able to 
show some of the dynamics and operation modes 
that must have a smart grid. The RMU devices were 
able to control the nodes in the smart grid, by 
measuring the energy generated from the 
renewable energy sources and controlling the 
direction of the flow of energy depending on the 
demand.  

Commercial RMU devices are not capable of 
detecting electric faults and automatically 
reconfigure the grid in order to make self-healing to 
overcome the fault by managing automatically the 
flow of energy in the grid. The designed RMU 
devices were capable of real time monitoring of the 
electric grid and control of nodes by disconnecting 
or connecting the grid in case of failures in order to 
make self-healing and overcome the faults. These 
devices can detect and locate failures in the grid, 
and working along with the SCADA system can 
improve the dynamics of the self-healing, reducing 
the elapsed time that takes a failure to be located 
and the number of users affected. The special 
capabilities of the RMU devices allow a 
reconfiguration of the electric grid during a failure in 
order to close electric rings and connect 
redundancy feeding systems, offering a better 
service to the users by having energy even during 
electric grid failures. Theses RMU devices can work 
as smart meters to measure some loads 
consumption in order to make a demand response 
analysis and then by taking control of the loads 
consumption the peaks of energy can be reduced 
during a normal energy demand profile. The 
wireless communication of the RMU devices and 
their modular operation, allow different configuration 
topologies to be automated in order to improve the 
energy service, increase the safety, make self-
healing and guarantee redundancy feeding 
systems. It is important to install devices like the 
RMU’s in an electric distributed energy network in 
order to control the grid and assure a safety 
operation during failures and distributed generation 
issues. 
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