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ABSTRAKT
V této dizertační práci je provedena studie nových přenosových protokolů pro různé bez-
drátové síťové systémy. S využitím matematické analýzy jsme analyzovali a vyhodnotili
efektivitu přenosu z hlediska pravděpodobnosti výpadku přes Rayleighův kanál. Teore-
tické analýzy jsou ověřeny provedenými simulacemi metodou Monte Carlo.
Nejprve došlo ke studii kooperativního přenosu ve dvoucestném dekóduj-a-předej (Two-
Way Decode-and-Forward–TWDF) a vícecestném DF schématu s větším počtem pře-
nosových uzlů pro sekundární systém, kdy takto byl získán přístup ke spektru spolu s
primárním systémem. Konkrétně jsme navrhli dvoucestné DF schéma se získáváním ener-
gie a dvoucestné DF neortogonální schéma s mnohonásobným přístupem (Non-orthogonal
Multiple Access–NOMA) s digitálním síťovým kódováním. Kromě toho rovněž zkoumáme
bezdrátové systémy s větším počtem přenosových uzlů, kde je přítomen výběr nejlepšího
přenosového uzlu pro optimalizaci efektivnosti navrženého schématu. Přenosové protokoly
navržených schémat EHAF (Energy Harvesting Amplify and Forward) a EHDF(Energy
Harvesting Decode and Forward) jsou společně porovnány v identickém prostředí z po-
hledu pravděpodobnosti výpadku. Následně, na základě získaných výsledků, jsme dospěli
k závěru, že navržená schémata vylepšují výkonnost bezdrátových kooperativních sys-
témů, konkrétně jejich propustnost.
Dále jsme se zaměřili na zkoumání NOMA technologie a navrhli optimální řešení (pro-
tokoly) pro urychlení datového přenosu a zajištění QoS v další generaci bezdrátových
komunikací. V této práci jsme navrhli dvoucestné DF NOMA schéma (nazýváno jako
TWNOMA protokol), ve kterém mezilehlý přenosový uzel napomáhá dvěma zdrojovým
uzlům komunikovat mezi sebou. Výsledky simulace a analýzy ukazují, že navržený pro-
tokol TWNOMA vylepšuje dosaženou přenosovou rychlost v porovnání s konvenčním
dvoucestným schématem používajícím DNC (TWDNC protokol), dvoucestným schéma-
tem bez použití DNC (TWNDNC protokol) a dvoucestným schématem v zesil-a-předej
(amplify-and-forward) přenosových systémech (TWANC protokol).
Nakonec jsme zvážili využití kombinace NOMA a zabezpečení fyzické vrstvy (Physical
Layer Security–PLS) v podpůrné kooperativní kognitivní síti (Underlay Cooperative Co-
gnitive Network–UCCN). Zde je zde zkoumán výběr nejlepšího přenosového uzlu, který
užívá NOMA a bere v úvahu PLS pro efektivnější přenos a zabezpečení nové generace
bezdrátových sítí.

KLÍČOVÁ SLOVA
Neortogonální mnohonásobný přístup, postupná eliminace rušení, zabezpečení fyzické
vrstvy, kooperativní komunikace, dvoucestné schéma, dekóduj-a-předej, oportunistický
výběr přenosového uzlu, kognitivní rádio, získávání energie, pravděpodobnost výpadku.



ABSTRACT

In this dissertation thesis, we study the new relaying protocols for different wireless
network systems. We analyze and evaluate an efficiency of the transmission in terms
of the outage probability over Rayleigh fading channels by mathematical analyses. The
theoretical analyses are verified by performing Monte Carlo simulations.

First, we study the cooperative relaying in the Two-Way Decode-and-Forward (DF)
and multi-relay DF scheme for a secondary system to obtain spectrum access along with
a primary system. In particular, we proposed the Two-Way DF scheme with Energy
Harvesting, and the Two-Way DF Non-orthogonal Multiple Access (NOMA) scheme with
digital network coding. Besides, we also investigate the wireless systems with multi-relay;
the best relay selection is presented to optimize the effect of the proposed scheme. The
transmission protocols of the proposed schemes EHAF (Energy Harvesting Amplify and
Forward) and EHDF (Energy Harvesting Decode and Forward) are compared together
in the same environment and in term of outage probability. Hence, with the obtained
results, we conclude that the proposed schemes improve the performance of the wireless
cooperative relaying systems, particularly their throughput.

Second, we focus on investigating the NOMA technology and proposing the optimal
solutions (protocols) to advance the data rate and to ensure the Quality of Service (QoS)
for the users in the next generation of wireless communications. In this thesis, we propose
a Two-Way DF NOMA scheme (called a TWNOMA protocol) in which an intermediate
relay helps two source nodes to communicate with each other. Simulation and analysis
results show that the proposed protocol TWNOMA is improving the data rate when com-
paring with a conventional Two-Way scheme using digital network coding (DNC) (called
a TWDNC protocol), Two-Way scheme without using DNC (called a TWNDNC proto-
col) and Two-Way scheme in amplify-and-forward(AF) relay systems (called a TWANC
protocol).

Finally, we considered the combination of the NOMA and physical layer security (PLS)
in the Underlay Cooperative Cognitive Network (UCCN) . The best relay selection stra-
tegy is investigated, which uses the NOMA and considers the PLS to enhance the transmis-
sion efficiency and secrecy of the new generation wireless networks.

KEYWORDS
Non-orthogonal multiple access, successive interference cancellation (SIC), physical layer
security, cooperative communication, Two-Way, decode-and-forward, opportunistic relay
selection, cognitive radio (CR), energy harvesting, outage probability.
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Introduction

1 INTRODUCTION

In recent time, wireless networks have become one of the most common communication
methods due to its flexibility in different environments. Besides, many kinds of smart
devices and the Internet of Things (IoT) devices are produced. They are predicted to keep
rising in the future. Therefore, they will make to surge an increase in amounts of wireless
connections. As a result, this tendency is developed in the 5G systems. A major challenge
for the wireless system designer is to find the solutions to improve the performance for
reliable transmission, high data rate (i.e. bandwidth) and security.

To deploy above problems, in this thesis, we introduce the new NOMA technology
and apply the cooperative relay methods: Two-Way cooperative relay, relay selection
to propose the relay protocols to enhance the efficiency in the wireless communication
systems. Besides, we have also proposed the NOMA in the UCCN with PLS to increase
security transmission and improve the bandwidth for wireless communication systems.
The concepts of this Section are presented as follows.

1.1 Backgrounds

1.1.1 NOMA technology

The NOMA has been recently received significant attention from the researches in wire-
less systems as a promising technique to achieve enhanced spectrum efficiency of the fifth
generation (5G) mobile network [1, 2, 3, 4, 5, 6]. In the NOMA technique, the users can
share both time and frequency resources and only adjust their power allocation ratios.
The users with better channel conditions can serve as relays to enhance the system perfor-
mance by using SIC [7, 8]. This technology improves the limitation of orthogonal multiple
access (OMA) . Figure 1.1 is denoted the difference between the NOMA and OMA. The
OMA technique is known as Time division multiple access (TDMA), and orthogonal
frequency-division multiple access (OFDMA). In TDMA technology, the users share the
same frequency channel by dividing the signal into different time slots. The users commu-
nicate in quick sequence, one after the other, each using their assigned time slots. With
the OFDMA, the multi-user is contacted via orthogonal frequency-division multiplexing
(OFDM) technique, in which subcarrier frequencies are chosen so that the subcarriers are
orthogonal to each other [8].

In figure 1.1 (a), the characteristic NOMA scheme is considered with a single-cell
downlink scenario in which a single base station (BS) connects to two users ( U1, U2)
directly. The BS always transmits the signals to the U1 and U2 at the same time, the
total power also distributes two users. It is assumed that each user has a private antenna.
The variances of Zero-mean Additive White Gaussian Noises (AWGNs) are equal, denoted
similarly as N0. All channels are designated to flat and block Rayleigh fading. The Channel
State Information (CSI) regarding the BS to U1, U2 are known at the BS and the U1,

1
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Figure 1.1: Multiple access schemes for a two-user scenario (a) NOMA (b) OMA.

U2. In NOMA, the channel condition is presented as |ℎ1|2 > |ℎ2|2. This is a condition to
the user U2 always holds the weakest instantaneous channel [9]. The operation principle
of the above simple NOMA scheme is presented as follows
Firstly, the BS broadcasts the information 𝑥𝑆 [9] to two users in which 𝑥𝑆 is given by

𝑥𝑠 =
√︁
𝛼1𝑃𝑥1 +

√︁
𝛼2𝑃𝑥2, (1.1)

where P is the power at BS that are distributed to user U1, user U2. The 𝛼1 and 𝛼2 are
the power allocation coefficients, 𝑥1 and 𝑥2 are the messages sending to user U1 and user
U2. Following the principle of the NOMA and in Figure 1.1, we assume that 𝛼2 > 𝛼1 with
𝛼1 + 𝛼2 = 1.
The received signal at user U𝑖, 𝑖 ∈ (1, 2) can be represented as

𝑦𝑖 = ℎ𝑖𝑥𝑠 + 𝑛𝑖. (1.2)

Firstly, user U1 performs SIC to decode the signal 𝑥2 from (1.1) for user U2 and removes
this signal. So user U1 receives the signal 𝑥1, and is given as

𝑦1 =
√︁
𝛼1𝑃𝑥1ℎ1 + 𝑛1. (1.3)

2
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Because user U2 does not use SIC, the signal is decoded directly. The signal received at
user U2 is expressed as follows

𝑦2 =
√︁
𝛼1𝑃ℎ2𝑥1 +

√︁
𝛼2𝑃ℎ2𝑥2 + 𝑛2, (1.4)

where 𝑛𝑖 denote the AWGNs at the user U𝑖 with the same variance N0, 𝐸{|𝑥𝑖|2} = 1
(𝐸{𝑥} is denoted for the expectation process of x).
From the formulas (1.3), (1.4) and applying the Shannon formula, the achievable data
rate for user U1 and user U2 are given by

𝑅1 = log2

(︃
1 + 𝛼1𝑃 |ℎ1|2

N0

)︃
. (1.5)

𝑅2 = log2

(︃
1 + 𝛼2𝑃 |ℎ2|2

𝛼1𝑃 |ℎ2|2 + N0

)︃
, (1.6)

In this thesis, we apply the NOMA technology to investigate two protocols model and
denote for improving the performance of the wireless communication system. The details
of the NOMA technology are presented in Chapter 6 and Chapter 7.

1.1.2 Cooperative communication DF, AF

Figure 1.2: Cooperative communication.

In order to advance the transmitting signals in the fading environment, avoid the
limited power of the wireless communication devices, the useful solution to increase di-
versity capacity and improve range of wireless communication is to use the cooperative
communication [10, 11, 12, 13, 14]. The wireless communication is mainly depended on
communication technology that is most functional in terms of mobile access. Since its
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initiation, it has gone through many developmental phases to satisfy the increasing requi-
rement of its wide range of applications.

Figure 1.2 shows a brief description of the concept of cooperative communication.
There are two mobile users interacting with the same destination. Each mobile node has
one antenna and cannot independently set up spatial diversity. When the distance from
Source to Destinations is very far, or there are disadvantages to the fading environment,
the relays will help wireless source nodes in forwarding their data to destinations.

Figure 1.3: Amplify and Forward.

In this thesis, we assume that wireless devices are used to perform as source and relay
nodes; however, without the loss of generality, any other wireless devices can also be used
in cooperative communication. There are different types of cooperative communication
protocols which could be outlined. These include the AF and DF protocols.

In AF, Figure 1.3 illustrates a simple cooperative signaling method which immediate
user B helps to forward the signal of user A to the Destination. In this figure, user A
sends its messages to the user B. Then the collected signal at user B is amplified and
re-transmitted to the BS [15-21].

With DF, there are many authors studied in [22-29]. The procedure of this technique
is given in figure 1.4. The received signal from the user A is decoded then re-encoded and
forwarded to the destination station by the user B. The DF method helps data security
in transmission among users.
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Figure 1.4: Decode and Forward.

1.1.3 Two-Way Cooperative Networks

Figure 1.5: Two-Way Cooperative communication.

Two-Way cooperative relaying is essential to increase diversity capacity and thus to
improve the range of wireless communication. Due to the ability to enhance data rate and
cutting down the consumed energy of the network [30-40], Two-Way cooperative relaying
has become an interesting case study. Problem importance being it takes four phases in
common one-way relaying to transfer different messages between two sources, those are
links S-R, R-S, D-R, and R-D respectively. Therefore, the performance operation of the
system in the traditional one-way relaying system is not optimal efficiency, while Two-Way
relaying only takes two phases or three phases in the transmitting signal. Therefore, Two-
Way relaying scheme improves the performance of the system. As in figure 1.5, During
the first (broadcast) phase, the source nodes S1 and S2 broadcast their packets 𝑥1 and
𝑥2 to the relay R. In the second (cooperation) phase, the relay R decodes the packets
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𝑥1 and 𝑥2 based on the channel gains, and then, the relay combines the packets 𝑥1,𝑥2

together by using an XOR operation (𝑥 = 𝑥1 ⊕ 𝑥2) [30] before broadcasting the coded x
to the source nodes S1 and S2. At source S1, the signal is also decoded by an XOR method
𝑥1 ⊕ 𝑥 = 𝑥1 ⊕ 𝑥1 ⊕ 𝑥2 = 𝑥2, the result S1 received the signal 𝑥2 from source S2. Similarly,
the source S2 take the signal 𝑥1 from source S1 by 𝑥2 ⊕ 𝑥 = 𝑥2 ⊕ 𝑥1 ⊕ 𝑥2 = 𝑥1. Because of
this efficiency, so many researches focus on the Two-Way relaying system as a potential
solution to widen the coverage and to manipulate the diversity characteristic of wireless
networks.

1.1.4 Relay Selection Methods

In cooperative communication systems as shown in figure 1.6, selecting a proper relay
is a difficult choice. One of several reasons is that, if any of the channel links, such as
the source-relay link or destination-relay link experiences deep fading, the performance
cannot be as good as we expected. Subsequently, the outcome may be lead to the wastage
of limited systems resources if the selected relay is not satisfactory. Some researchers in
[44, 45, 46] have seen that the principle of choosing relay can maximize or minimize the
desired purpose of each transmission. Throughput, error rate, signal to noise ratio (SNR)
and transmission power are some main desired purposes of the function. In summary, the
main reason for relay selection or allocation is to enhance cooperating as shown in Figure
1.7. However, if the number of relays is increased, it may be lead to the overhead and
complexity in the system. Consequently, to reach a high efficient result, we must introduce
a balance in relay selection because all relays may not have good channel conditions.
Another promising challenge is synchronization among participating relays.

Figure 1.6: Cooperative communication with M Relays.

This method is very important. It is used to find the best relay to help the optimal
system. There are two relay selection methods, namely, Opportunistic relay selection
method and Partial relay selection [46].
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Figure 1.7: Cooperative communication with Best Relay.

- Opportunistic relay selection method:

There are the authors to research this method. They have proposed the only best relay
is selected to forward the data from source to the destination. The opportunistic relay
selection considers the signal quality balance between two links at every relay. The op-
portunistic relay selection method is given as

R𝑏 = arg max
𝑖=1,2,...,𝑀

{min (𝛾S,R𝑖 , 𝛾R𝑖,D)} . (1.7)

- Partial relay selection method:

The best Partial relay selection strategy is based on the maximum channel gain of the
links at either the source-relay or the relay-destination, this method is presented by the
formula as follows,

R𝑏 = arg max
𝑖=1,2,...,𝑀

(𝛾S,R𝑖) , (1.8)

where: 𝛾S,R𝑖 and 𝛾R𝑖,𝐷 are defined as the Signal-to-Noise Ratio, 𝑅b is the relay best.

1.2 Related works

1.2.1 Energy Harvesting (EH)

In recent times, in order to develop the green communication based on the superiority over
classical grid-powered and battery-based devices, EH devices have become one of the most
interesting research fields [48, 49, 50, 51, 52]. There are many power sources from different
environments such as Radio Frequency (RF) , solar, wind, sea wave, thermoelectric effects
or other physical phenomena. There had been many types of research about renewable
energy such as solar and wind, but the power from the ambient RF signal is a new and
promised solution to transfer data and energy at the same time. In general, to preserve
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the long-term operation of wireless sensor networks, we usually have to replace the limited
lifetime batteries in a large number of sensor nodes. However, RF-based energy could be
a promised replacement of energy resources of low-power wireless sensor networks. There-
fore, EH could solve the limited lifetime of the battery. Another tendency about wireless
power transmission is the incorporation of the traditional cooperative networks and the
energy harvesting technology to lengthen the lifetime and the coverage range [53, 54, 55].
As we had known in cellular networks and Wireless LAN, the mobile devices do not have
long continuous working time because of the batteries issue. Also, the applications on
these devices also drain the battery capacity quickly. As a result, in the scenario that the
relay nodes in the communication network do not have the private energy sources, energy
harvesting technology can be a proper solution. Two following receiver architectures is
used to enable wireless energy harvesting and information processing at the energy con-
strained relay in wireless AF relaying networks.
-Power splitting receiver: Figure 1.8 shows Power splitting architecture. Power split-
ting receiver detects a part of the received RF power to harvest energy and the remaining
part of the RF power to process the information signals. Power splitting receiver is studied
to improve the throughput of wireless communication systems [56].

Figure 1.8: Power Splitter Architecture.

-Time switching receiver: Transmitted RF signals are separated into two intervals
[58]. The first interval is used to provide energy for the receiver. The second interval is
used to transmit the desired information.

Figure 1.9: Time Switching Architecture.

1.2.2 Physical Layer Security (PLS)

Wireless and mobile networks are rapidly extending, so the security of information transfer
is an important problem. It needs to increase in research and development. In recent
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years, PLS has been investigated in lots of papers [59-63]. The article in [59] considered
the secrecy wireless communication with the same cipher keys to connect between the
source and destination nodes. In [60], the authors evaluate optimal power allocation for
secure multiuser communication in cooperative relaying networks. Nowadays, there are
many studied PLS to apply for 5G network [61, 62, 63]. The combination of cooperative
communication and PLS is an effective approach to overcome the disadvantages of the
fading environment as well as to increase the security capacity of the wireless network.
In addition, the security performance of wireless mobile sensor networks is studied and
applied for the smart city [64].

Figure 1.10: A simple system model of a direct transmission under physical layer security.

Figure 1.10 presents a simple system model of a direct transmission under PLS in
which a source node S transmits its packets 𝑥𝑆 to a destination node D. Eavesdropper
node E is always wiretap to get data from node S. In Figure 1.10, secure communication is
implemented if the capacity of the desired channel is larger than that of the eavesdropping
channel, and is given by formula as follows

[𝐴𝑆𝑅 = {𝑅𝑆𝐷 −𝑅𝑆𝐸}+ (1.9)

where 𝑅𝑆𝐷 is the achievable data rate of link S-D and 𝑅𝑆𝐸 is the obtainable data rates
of wiretapped link S-E. They are denoted by mathematical formula as following

𝑅𝑆𝐸 = 1
2log2

(︁
1 + 𝑆𝑁𝑅

𝑆𝐸

)︁
= 1

2log2

(︃
1 + 𝛾|ℎ𝑆𝐸|2

𝑁0

)︃
, (1.10)

𝑅𝑆𝐷 = 1
2log2

(︁
1 + 𝑆𝑁𝑅

𝑆𝐷

)︁
= 1

2log2

(︃
1 + 𝛾|ℎ𝑆𝐷|2

𝑁0

)︃
, (1.11)

The PLS method is shown in Chapter 7.
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1.2.3 Underlay Cooperative Cognitive Network (UCCN)

The underlay cognitive radio was considered in [65, 66, 67] to increase the transmission in
wireless communication. In cooperative cognitive network, the secondary user is permitted
to use the licensed spectrum bands so that any interference created is always small than
the maximum of the interference power level at the primary user). The underlay CR
network is studied throughout figure1.11 where an ST transmits its signal to an SR using
the licensed spectrum band of the primary network. Both PR and SR of the primary will
have designed signals with the same spectrum band. In order to reduce the affection of
interference to PR, the ST has to adjust its transfer power 𝑃𝑆𝑇 before transmitting its
signal 𝑥𝑆.

Figure 1.11: A simple system model of underlay CR network.

Therefore, this adjust is denoted by formula 𝑃𝑆𝑇 ≤ 𝐼𝑡ℎ
|ℎ𝑆𝑇_𝑃𝑅|2 , where |ℎ𝑆𝑇_𝑃𝑅|2 is

channel gain of link ST-SR, and 𝐼𝑡ℎ is the maximum interference threshold at the PR.
Due to restraint of the transmit power in the underlay CR network, the transmission
signal will be decreased in fading environments. To overcome this disadvantage, many
researchers [68, 69] investigated the cooperative transmissions in the secondary network
under interference constraints, so that transmitted signals from ST to SR were good than
with the support of secondary relays.

1.3 Thesis Organization

The structure of the thesis is as follows:
• Chapter 1 introduces to thesis with background concepts. Besides that, the detail

Related works and the thesis organization are also denoted.
• Chapter 2 presents the state-of-the-art of all the related research works in this thesis.
• Chapter 3 consists of our primary goals in the thesis.
• Chapter 4 presents a Two-Way scheme to increase channel quality and diversity

capacity.
• In Chapter 5 implements the best relay selection method in energy-harvesting coo-

peration scheme to improve the efficient performance and throughput.
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• Chapter 6 focuses on the NOMA technology in Two-Way Decode-and-Forward scheme
with DNC to enhance spectrum efficiency.

• In Chapter 7, we examine the security of UCCN Using NOMA to improve the system
performance and secrecy performance.

• Chapter 8 draws conclusions from our works and also suggests some possible directi-
ons for future research.
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2 STATE OF THE ART

2.1 The performance enhancement solutions in wireless com-
munication networks

There are many studies about wireless communication [10, 11, 12, 13]. One of the most
attracting aspects is optimizing the efficiency of the network. Studying about cooperative
communication has become a highlighted subject for researching and applying in other
to enhance the capability of wireless communication. Cooperative relaying is essential to
increase diversity capacity and thus to improve the range of wireless communication. The
aim of the cooperative relaying is to help wireless source nodes to transmit their data to
destinations. During the first (broadcast) phase, the source node broadcasts its data to
relays while the second (cooperation) phase, the relays help the source to forward the re-
ceived data to the destination. In other to transfer data from the source to the destination
through the relay, cooperative methods are considered as AF and DF [15-24]. The DF
technique is more complex than the AF because the relays must successfully decode the
received data signals first and then forward the recoded signals to the destination node.
The AF technique does not require the decoding operation at the relays, but it creates
more noises due to the amplification characteristic of the signals plus noises.

In recent years, Two-Way cooperative communication is investigated to increase diver-
sity capacity and thus to improve the range of wireless communication [30]. In Two-Way
schemes, many methods are proposed for enhancing the diversity capacity, secrecy capa-
city, ... They are known as the power transmission policies for the energy harvesting [33],
the performance of NOMA-based cooperative relaying systems [7, 87, 89], the optimal
relay transmission policy [31].

In addition, wireless networks having multiple-relay are also studied broadly. The relay
selection method and the optimal relay selection [45, 46, 47] are applied to advance the
performance of the system. It helps the users to transmit data quickly.

In order to prolong the lifetime and expand the coverage of the network, there is a new
research trend on wireless power transfer, which is combining the EH technology and the
conventional cooperative networks [48]. Concerning cellular networks and WLAN, because
the fast growth multimedia applications consume much energy, the batteries in mobile
devices have limited operation time. EH techniques have become a further important role
in wireless powered communication networks, in which the relay nodes are assumed not
to have an internal energy source.

There are many study cases in cooperative relay networks about EH [74, 75, 76, 77, 78,
79]. The researchers in [76] studied the throughput maximization with the assumptions
of both causal and non-causal knowledge of the harvested energy for the EH two-hop AF
relaying network. Besides, the authors assumed that the channel state information is well
recognized before the data is transmitted to the destination by the collaboration of the
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single relay node and the transmitter.
In [79], the author studied transmission power policies for the EH Two-Way relay chan-

nel which maximize the sum-throughput. The EH relay can perform AF, DF, compress-
and-forward, or compute-and-forward relaying. Due to intermittent energy availability,
the channel calls for relaying strategies that adapt to varying transmit powers.

The above researches show that the performance of the system has improved and they
have been deployed in the wireless communications. However, they have not been the best
solutions for the development of the fifth generation (5G) yet.

2.2 The NOMA solutions for applying the fifth generation (5G)
mobile network.

With the NOMA technique, the users can share both time and frequency resources. This
sharing is implemented by adjusting its power allocation ratio. The users with better
channel conditions can serve as relays to enhance the system performance by using suc-
cessive interference cancellation (SIC) [7, 8]. So, it is not only considered to apply for
increasing amounts of the wireless connections, transmitting data traffic, data rate and
the consumed energy in the next generation of wireless communications but also helps to
improve the system throughput and transmit lower latency in wireless communications.
There are many studied cases regard combinations of cooperative relaying and NOMA
[87, 88, 89]. The researchers in [88] studied the performance of NOMA-based cooperative
relaying systems. These are the filed which has attracted increasing interests recently to
improve the throughput of future 5G wireless networks. Besides that, the authors resear-
ched the NOMA technique combining with the PLS in [101, 102]. In [101], the authors
solved the problem of maximizing the minimum confidential information rate among users
subject to the secrecy outage constraint and instantaneous transmit power constraint. Co-
operative NOMA systems with the PLS were investigated in [102] in cases of both AF
and DF operations. The PLS and NOMA have recently received great attention from the
researches in wireless system fields as a promising technique to achieve enhanced spectrum
efficiency of the fifth generation (5G) mobile network. The PLS is very important for data
transmissions. It helps safety for the source nodes to communicate with each other. In
addition, the underlay cognitive radio networks applying NOMA technique and security
principle is also proposed by some authors in [103-108]. In [103] a cooperative transmission
scheme was proposed for a downlink NOMA in CR systems and this research exploited
the maximal spatial diversity. The authors in [108] studied secure communication in co-
gnitive DF relay networks in which a pair of cognitive relays is opportunistically selected
for security protection against eavesdroppers. The above solutions help to enhance the
significant performance of wireless communication. Nevertheless, the authors have not
considered the Two-Way DF scheme using NOMA, also have not examined a combination
of the NOMA with PLS in the UCCN yet.
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3 GOALS OF DISSERTATION THESIS

This Session, we denote the particular goals of the research. There are three goals in the
thesis. The details are shown as follows

3.1 Goal 1: Design and deploy Multi-relay AF, DF scheme to
improve the performance and throughput for the wireless
communication networks.

With the backgrounds, we proposed the system models which are based on the network
coding technique, Two-Way scheme, multi-relay scheme, relay selection technique, and
energy harvesting technique for performance enhancement solutions in wireless communi-
cation networks. In particular, we design and deploy two new protocols such as Energy-
Harvesting Cooperation Scheme with Best Relay Selections Under I/Q Imbalance; Two-
Way DF Scheme with Energy Harvesting from Intermediate Relaying Station. The achie-
vable results are presented as follow:
In the first protocol, we have researched the throughput performance. The achievable
result being the throughput performance of the proposed protocols EHAF and EHDF is
improved when compared with that of a non-selection cooperation scheme. In addition,
because of the optimal relay selection approach, we have figured out that, the system
model with three relays achieves the better throughput than the system model with one
relay in both protocols, so the proposed protocol EHDF is more efficient than the EHAF
protocol.
The second proposed protocol, we have investigated the performance of the Two-Way DF
scheme by applying digital network coding and energy harvesting. Due to collect energy
from the source nodes, the system performance obtained the good diversity performance
of signal transmission between two source nodes.

3.2 Goal 2: Implement proposed Two-Way NOMA protocols to
increase the spectral efficiency and overcome disadvantages
of the fading environment.

In this goal, we proposed a Two-Way cooperation scheme with multiple wireless relays
in which the best relay uses the non-orthogonal multiple access (NOMA) to improve the
system performance in 5G wireless networks (called a TWNOMA protocol). We applied
digital network coding (DNC) technique to compress received data from source nodes.
The system performance has analyzed and evaluated in terms of exact closed-form outage
probability over Rayleigh fading channels. The theoretical analyses have also validated by
performing Monte Carlo simulations.
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For the results of research, we have developed a new protocol model based on NOMA
technique for Performance enhancement solutions in wireless communication networks.

In this protocol, the efficiency transmission has improved because we applied both the
NOMA technique and the DNC technique to compensate for the loss of the bandwidth.
Besides, the spectral efficiency of the proposed protocol was best when the relay was lo-
cated at the midpoint between the sources. Finally, by using the NOMA technology, the
system has overcome the disadvantages of the fading environment.

3.3 Goal 3: Design expanded NOMA protocol to advance the
secrecy system.

In this part, with the inheritance from the goal 2, we have developed and extended ope-
ration protocol based on NOMA technique combining with Physical Layer Security in
Underlay Cooperative Cognitive Networks for performance enhancement in wireless com-
munication networks.

We have researched the best relay selection strategies by three types of relay selection
criteria. With the analyzing and evaluating results, we have seen that the system increa-
sed the security as well as the spectrum efficiency. Besides, due to applying the NOMA
technique, the performance of system and bandwidth have achieved higher efficiency. Fi-
nally, the result of the proposed system has obtained well security performance when
eavesdropper node E moved far from the source and cooperative relay.
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4 PRESENTS A TWO-WAY SCHEME TO INCREASE CHAN-
NEL QUALITY AND DIVERSITY CAPACITY.

Today, many wireless devices, IoT and smart devices are developed quickly. So, we need to
have the solutions to expand the scope of the networks and the energy for these devices. In
this chapter, we proposed the Two-Way cooperative relaying scheme with the energy har-
vesting to denote these problems. As we know, Two-Way cooperative relaying is essential
to increase diversity capacity and thus to improve the range of wireless communication.
The aim of the cooperative relaying is to help wireless source nodes to transmit their data
to destinations. During the first (broadcast) phase, the source nodes broadcast their data
to relays while in the second (cooperation) phase, the relays help the sources to forward the
received data to the destinations. In order to transfer data from the sources to the desti-
nations through the relays, cooperative solutions are considered as AF and DF techniques
[HTP02], [32, 70, 71, 73]. With energy harvesting helps the system to improve throughput
performance and prolong the lifetime of the wireless networks.

4.1 Motivation

It has been many researches about energy harvesting in cooperative network [31, 74, 75,
76, 77]. In [74] based on the presumption of both causal and non-causal knowledge of
the harvested energy in the energy harvesting two-hop AF relaying network, the authors
researched the throughput maximization. Furthermore, before the data is transmitted to
the destination through the single relay node and the transmitter, an assumption has
been made that channel state information was well identified.

Besides, the researchers in [78] examined the power transmission policies for the energy
harvesting Two-Way scheme to find out the optimal the sum throughput. The research has
been observing the energy harvesting relay can operate AF, DF, compress-and-forward,
or compute-and-forward relaying.

Most of all above researchers have assumed that the source nodes have enough energy
in the first phase of the transmission processes. In the other hand, in [79], the source
nodes are insufficient energy for operation in the one-way scheme. There is no study
about Two-Way relaying networks with finite energies at the source and the destination
nodes.

Due to the emerged idea, in this Chapter, we proposed an intermediate relay supplies
the power and transfers the signals to two source nodes in Two-Way energy-harvesting
scheme (called a TWEH protocol). The relay applies digital network coding to compress
received data from the source nodes. There are two significant assumptions given follow.
Initially, we presume that both sources have not enough energy to send as well as to
receive the data. As a result, each source has to harvest energy from the RF signals of
the relay. For instance, in real wireless systems, source nodes sometimes lack the power
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to send and receive messages from other sources while original stations relays have full
energy. In our assumption, the sources node can be charged their battery by using the
power from the RF signals of the relay with full energy (original stations). And then these
source nodes have enough energy to operate.
The second, we examine and compare the proposed TWEH protocol with a conventional
Two-Way DF scheme without using digital network coding and energy harvesting (called
a TWNEH protocol).

In this Chapter, we evaluate the system performances with reference to exact closed-
form outage probabilities (OPs) of the Two-Way DF schemes. There are four superiori-
ties extracted from simulation results: 1) the proposed TWEH protocol outperforms the
Two-Way decode-and-forward scheme without using digital network coding and energy
harvesting (TWNEH protocol); 2) The sum OPs of the protocols TWEH and TWNEH
are smallest when the relay is located at the midpoint of the two sources; 3) the proposed
TWEH protocol achieves the higher performance at the higher energy conversion effici-
encies and the smaller target data rates; 4) The theoretical expressions correspond with
the Monte Carlo simulation results.

This research is constructed as follows: Section 4.2 illustrates a Two-Way system model
with the energy harvesting architecture and operation principles of the proposed TWEH
protocol; Section 4.3 studies and measures the exact OPs of the source nodes, and figures
out the sum OPs of the protocols TWEH and TWNEH; In Section 4.4, we hand out the
simulation results; and Section 4.5 is about our summarization and conclusions.

4.2 System model

h14,d1

h12,d1
h23,d2

h24,d2

S2S1

h11,d1
h21,d2

R

Figure 4.1: System model of a Two-Way DF energy-harvesting scheme

As shown in Figure 4.1, in this Section, we study a system model of a Two-Way DF
with the energy-harvesting scheme, in which consists of a relay R and two source nodes S1

and S2. The S1 and S2 are the energy harvesting source nodes. In this scheme, we consider
that two sources S1 and S2 are insufficient energy in the transmitting-receiving process
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of the pilot messages in the preparing phase, and two sources collect energy from the RF
signals of the relay R. Then, the messages of two source nodes S1 and S2 are carried to the
intermediate relay node R. We have four presumptions as follow. First thing, each node
has a single antenna. Then, variances of Zero-mean White Gaussian Noises (AWGNs) are
equal, denoted similarly as N0. Next, all channels are aimed to flat and block Rayleigh
fading. Finally, Channel State Information (CSI) is perceived at the source nodes S1 and
S2 [80].

In Figure 4.1, let ℎ1𝑖 and ℎ2𝑖 are Rayleigh fading channel coefficients, where 𝑖 ∈
{1, 2, 3, 4}. The distances of link R-S1 and R-S2 are 𝑑1, 𝑑2, respectively. The random
variables 𝑔1𝑖 = |ℎ1𝑖|2 and 𝑔2𝑖 = |ℎ2𝑖|2 have exponential distributions with the parameters
𝜆1 = 𝑑𝛽1 and 𝜆2 = 𝑑𝛽2 , respectively, where 𝛽 is a path-loss exponent. The Cumulative Dis-
tribution Function (CDF) and probability density function (pdf) of random variables 𝑔𝑗𝑖
are expressed as 𝐹𝑔𝑗𝑖(𝑥) = 1 − 𝑒−𝜆𝑖𝑥 and 𝑓𝑔𝑗𝑖(𝑥) = 𝜆𝑖𝑒

−𝜆𝑖𝑥, respectively, where 𝑗 ∈ {1, 2}.
As the above assumptions, the fading channel ℎ𝑗𝑖 stays intact during a block time T,

and is independent and identically assigned between two consecutive block times.
The operation principle of the Two-Way DF with the energy-harvesting scheme (called

the TWEH protocol)[HTP05] is divided into four time slots. In the first time slot, an
energy-provided packet of the relay is carried to two source nodes. The second time slot,
S1 and S2 harvest the energy from the relay R, and then S1 sends an information-carrying
packet 𝑥1 to the relay. Similar to S1, S2 also dispatches an information carrying packet 𝑥2

to the relay R in the third time slot. Finally, in the last time slot, a coded packet is based
on digital network coding by an XOR operation (𝑥 = 𝑥1 ⊕ 𝑥2) [HTP04] is transmitted to
the source nodes S1 and S2.
In the next Section, we will discuss the mathematical expressions and the outage proba-
bility analyses of the protocols TWEH and TWNEH [HTP05].

4.3 Outage Probability Analysis

We assume that a node decodes the received packet successfully if its achievable data rate
is larger than a target data rate threshold R𝑡. The assumption is aimed to analyze the
outage probability of the Two-Way DF schemes (the TWEH and TWNEH protocols).

4.3.1 The TWEH protocol

Because of the symmetry of the system model in Figure 4.1, the outage probability of the
two source nodes S1 and S2 is calculated in the same way. Therefore, we only calculate
the outage probability of S1, and then infer the outage probability of S2.

At the first phase point of the block time T, the energy signal e of the relay R is
transmitted to the source nodes S1 and S2 with a transmission power P, where E{|𝑒|2} = 1
(E{𝑥} is notated for the expectation process of x). The energy carried signals received at
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the source nodes Sj are given, respectively, as

𝑦
(1)
𝑆𝑗

=
√
𝑃ℎ𝑗1𝑒+ 𝑛𝑆𝑗 , (4.1)

where 𝑛𝑆𝑗 represent the AWGNs at receiving antennas of the source nodes Sj, respectively,
with the same variance N0. The harvested energies at the source nodes Sj over a time
interval T are obtained from (4.1), as

𝐸𝑆𝑗 = 𝑃 |ℎ𝑗1|2𝑇𝜂𝑗, (4.2)

where 𝜂𝑖 is defined as the energy conversion efficiencies at the nodes Sj, 0 < 𝜂𝑗 ≤ 1. The
source nodes Sj are considered having the same construction, and 𝜂𝑗 are constant, denoted
as 𝜂𝑗 = 𝜂.

In the second phase, the relay R receives the signal from the source node S1, and is
shown as

𝑦
(2)
𝑅 =

√︁
𝑃𝑆1ℎ12𝑥1 + 𝑛𝑅. (4.3)

The power 𝑃𝑆1 in (4.3) can be achieved from the harvested energy 𝐸𝑆1 as in (4.2) for
sending the signal 𝑥1 to the cooperative relay R over a time interval T as follows

𝑃𝑆1 = 𝐸𝑆1

𝑇
. (4.4)

Replacing 𝐸𝑆1 at formula (4.2) into (4.4), we have the formula as:

𝑃𝑆1 = 𝑃 |ℎ11|2𝜂. (4.5)

At the third time slot, by calculating the same way, the following formula is shown for
the received signal at the relay R from the source node S2 as

𝑦
(3)
𝑅 =

√︁
𝑃𝑆2ℎ23𝑥2 + 𝑛𝑅. (4.6)

Similar to formula (4.4), we have the power 𝑃𝑆2 which is represented as follows

𝑃𝑆2 = 𝑃 |ℎ21|2𝜂. (4.7)

The received 𝑆𝑁𝑅𝑆2𝑅 at the relay R which decode the signal 𝑥2 is achieved as follows

𝑆𝑁𝑅𝑆2𝑅 = 𝑃𝑆2|ℎ23|2

𝑁0
= 𝑃𝜂|ℎ21|2|ℎ23|2

𝑁0
= 𝛾𝜂𝑔21𝑔23, (4.8)

where 𝛾 is denoted as a transmit SNR,𝛾 = 𝑃
𝑁0

. Hence, we have the achievable data rate
at the relay R to decode the information signal 𝑥2 of the source S2, is given as:

𝑅𝑆2𝑅 = 1
4log2 (1 + 𝑆𝑁𝑅𝑆2𝑅) , (4.9a)

where a ratio ¼ denotes for four time slots of the operation in the proposed TWEH
protocol .
Replacing the 𝑆𝑁𝑅𝑆2𝑅 from (4.8) into (4.9a), 𝑅𝑆2𝑅 is expressed as:

𝑅𝑆2𝑅 = 1
4log2 (1 + 𝛾𝜂𝑔21𝑔23) (4.9b)
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After the relay R received the packets 𝑥1 and 𝑥2 in the second time slot, the relay R codes
these signals by using the digital network coding as 𝑥 = 𝑥1 ⊕ 𝑥2. The next, the signal x
will be sent to the source nodes Sj in the last time slot, and are shown respectively, as

𝑦
(4)
𝑆𝑗

=
√
𝑃ℎ𝑗4𝑥+ 𝑛𝑆𝑗 . (4.10)

Base on the (4.10), the received 𝑆𝑁𝑅𝑅𝑆1 at the source S1 for decoding the information
signal x is obtained from (4.10) as follows

𝑆𝑁𝑅𝑅𝑆1 = 𝑃 |ℎ14|2

𝑁0
= 𝛾𝑔14. (4.11)

Using formula 𝑆𝑁𝑅𝑅𝑆1 in (4.11), the achievable data rate at the source node S1 from the
transmission x of the relay R is given as:

𝑅𝑅𝑆1 = 1
4log2 (1 + 𝑆𝑁𝑅𝑅𝑆1) . (4.12a)

Replacing 𝑆𝑁𝑅𝑅𝑆1 the from (4.11) into (4.12a), the following result is shown as

𝑅𝑅𝑆1 = 1
4log2 (1 + 𝛾𝑔14) . (4.12b)

Using formulas (4.9b) and (4.12), we calculate the outage probability of the source
node S1 in which the source node S1 does not receive signal from the source node S2. The
outage probability of the source node S1 is achieved by a math equation as follows

𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝐸𝐻 = Pr[𝑅𝑆2𝑅 < 𝑅𝑡]⏟  ⏞  

Pr 1

+ Pr[𝑅𝑆2𝑅 ≥ 𝑅𝑡, 𝑅𝑅𝑆1 < 𝑅𝑡]⏟  ⏞  
Pr 2

(4.13)

Pr1 is solved by replacing formula (4.9b) into the equation of Pr1 in (4.13) and is repre-
sented as follows

Pr 1 = Pr
[︂1
4log2 (1 + 𝛾𝜂𝑔21𝑔23) < 𝑅𝑡

]︂
=
∫︁ ∞

0
𝑓𝑔21(𝑥)𝐹𝑔23 (𝑎/𝑥) 𝑑𝑥, (4.14a)

where 𝑎 = 24𝑅𝑡−1
𝛾𝜂

, Using the pdf and CDF of the random variables 𝑔21 and 𝑔23 into (4.14a),
we have a closed form expression of Pr1 as

Pr 1 =
∫︁ ∞

0
𝜆2𝑒

−𝜆2𝑥

(︃
1 − 𝑒

−𝜆2

(︁
𝑎/𝑥
)︁)︃
𝑑𝑥 = 1 − 𝑢1 ×𝐾1(1, 𝑢1), (4.14b)

where 𝑢1 = 2𝜆2
√
𝑎 and 𝐾1 (.) is the modified Bessel function [112, eq.(8.432.6)].

Similar to Pr1, Pr2 is calculated by replacing the formula (4.9b) and (4.12b) into the
formula of Pr2 in (4.13), Pr2 is solved as

Pr 2 = Pr
[︁

1
4 log2 (1 + 𝛾𝜂𝑔21𝑔23) ≥ 𝑅𝑡,

1
4 log2 (1 + 𝛾𝑔14) < 𝑅𝑡

]︁
= Pr

[︂1
4log2 (1 + 𝛾𝜂𝑔21𝑔23) ≥ 𝑅𝑡

]︂
⏟  ⏞  

Pr 2.1

× Pr
[︂1
4log2 (1 + 𝛾𝑔14) < 𝑅𝑡

]︂
⏟  ⏞  

Pr 2.2

. (4.15)
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From (4.21), the probability Pr2.1 and Pr2.2 is solved respectively, as follows

Pr 2.1 = 1 − Pr
[︂1
4log2 (1 + 𝛾𝜂𝑔21𝑔23) < 𝑅𝑡

]︂
= 1 − Pr 1 = 𝑢1 ×𝐾1(1, 𝑢1). (4.16)

Pr 2.2 = Pr
[︃
𝑔14 <

24𝑅𝑡 − 1
𝛾

]︃
= Pr [𝑔14 < 𝑎𝜂] = 𝐹𝑔14 (𝑎𝜂) = 1 − 𝑒−𝜆1𝑎𝜂. (4.17)

From (4.16) and (4.17), Pr2 is obtained as follows:

Pr 2 = Pr 2.1 × Pr 2.2 = 𝑢1 ×𝐾1(1, 𝑢1) ×
(︁
1 − 𝑒−𝜆1𝑎𝜂

)︁
. (4.18)

Finally, from (4.14b) and (4.18), we have the outage probability of the source node S1

𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝐸𝐻 is obtained in the closed-form expression as

𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝐸𝐻 = Pr 1 + Pr 2 = 1 − 𝑢1 × 𝑒−𝜆1𝑎𝜂 ×𝐾1(1, 𝑢1). (4.19)

Similarly, the outage probability 𝑃 𝑜𝑢𝑡_𝑆2
𝑇𝑊𝐸𝐻 of the source node S2 in the TWEH protocol is

inferred by changing 𝜆2 to 𝜆1 and vice versa as

𝑃 𝑜𝑢𝑡_𝑆2
𝑇𝑊𝐸𝐻 = 1 − 𝑢2 × 𝑒−𝜆2𝑎𝜂 ×𝐾1(1, 𝑢2), (4.20)

where 𝑢2 = 2𝜆1
√
𝑎.

The sum OPs 𝑃 𝑜𝑢𝑡_𝑠𝑢𝑚
𝑇𝑊𝐸𝐻 in the TWEH protocol is obtained as

𝑃 𝑜𝑢𝑡_𝑠𝑢𝑚
𝑇𝑊𝐸𝐻 = 𝑃 𝑜𝑢𝑡_𝑆1

𝑇𝑊𝐸𝐻+𝑃 𝑜𝑢𝑡_𝑆2
𝑇𝑊𝐸𝐻 = 2−𝑢1×𝑒−𝜆1𝑎𝜂×𝐾1(1, 𝑢1)−𝑢2×𝑒−𝜆2𝑎𝜂×𝐾1(1, 𝑢2). (4.21)

4.3.2 The TWNEH protocol

In this Section, we present the TWNEH protocol which the two source nodes S1 and
S2 are sufficient energy. Two source nodes do not need to harvest the energy from the
relay R in the first time slot. Because the operation principle of the TWNEH protocol is
also performed in four time slots, so the outage probability of the source node S1 in the
TWNEH protocol is similar to the TWEH protocol, and is expressed as

𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝑁𝐸𝐻 = Pr[𝑅𝑁𝐸𝐻

𝑆2𝑅 < 𝑅𝑡]⏟  ⏞  
Pr 3

+ Pr[𝑅𝑁𝐸𝐻
𝑆2𝑅 ≥ 𝑅𝑡, 𝑅

𝑁𝐸𝐻
𝑅𝑆1 < 𝑅𝑡]⏟  ⏞  

Pr 4

, (4.22)

where 𝑅𝑁𝐸𝐻
𝑆2𝑅 and 𝑅𝑁𝐸𝐻

𝑅𝑆1 are achievable data rates at the relay R and the source node S1,
respectively.
In the TWNEH protocol, the sum energy equals to 4 × 𝑇 × 𝑃𝑁𝐸𝐻 , where 𝑃𝑁𝐸𝐻 is the
same power of the nodes S1, S2 and R, whereas the sum energy in the TWEH is 2×𝑇 ×𝑃 .
With fair comparison purpose about used energy, we set as 4 × 𝑇 × 𝑃𝑁𝐸𝐻 = 2 × 𝑇 × 𝑃 ,
then 𝑃𝑁𝐸𝐻 = 𝑃/2.
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The achievable data rates at the relay R and the source node S1 to decode the information
signal 𝑥2 of the source node S2 are given, respectively, as:

𝑅𝑁𝐸𝐻
𝑆2𝑅 = 1

4log2

(︁
1 + 𝑆𝑁𝑅𝑁𝐸𝐻

𝑆2𝑅

)︁
= 1

4log2

(︂
1 + 𝛾𝑔23

2

)︂
. (4.23)

𝑅𝑁𝐸𝐻
𝑅𝑆1 = 1

4log2

(︁
1 + 𝑆𝑁𝑅𝑁𝐸𝐻

𝑅𝑆1

)︁
= 1

4log2

(︂
1 + 𝛾𝑔14

2

)︂
. (4.24)

By replacing the 𝑅𝑁𝐸𝐻
𝑆2𝑅 from (4.23) into the formula of Pr3 in (4.22), Pr3 is obtained as

follows
Pr 3 = Pr

[︁
1
4 log2

(︁
1 + 𝛾𝑔23

2

)︁
< 𝑅𝑡

]︁
= Pr

[︁
𝑔23 < 224𝑅𝑡−1

𝛾

]︁
= Pr [𝑔23 < 2𝑎𝜂] = 𝐹𝑔23 (2𝑎𝜂) = 1 − 𝑒−2𝜆2𝑎𝜂.

(4.25)

The Pr4 is calculated similar to the Pr3. The Pr4 are achieved by replacing the 𝑅𝑁𝐸𝐻
𝑆2𝑅

from (4.23) and 𝑅𝑁𝐸𝐻
𝑅𝑆1 from (4.24) into the Pr4 in (4.22) as

Pr 4 =
[︃
1 − Pr

(︃
𝑔23 < 224𝑅𝑡 − 1

𝛾

)︃
,Pr

(︃
𝑔14 < 224𝑅𝑡 − 1

𝛾

)︃]︃
= 𝑒−2𝜆2𝑎𝜂 ×

(︁
1 − 𝑒−2𝜆1𝑎𝜂

)︁
.

(4.26)
Finally, the 𝑃 𝑜𝑢𝑡_𝑆1

𝑇𝑊𝑁𝐸𝐻 is achieved the closed-form expression as

𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝑁𝐸𝐻 = Pr 3 + Pr 4 = 1 − 𝑒−(𝜆1+𝜆2)2𝑎𝜂. (4.27)

Due to identical effects of the relay R on the transfer signal between the source node S1

and S2 in the TWNEH protocol, the outage probability 𝑃 𝑜𝑢𝑡_𝑆2
𝑇𝑊𝑁𝐸𝐻 of the source node S2 is

equal to 𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝑁𝐸𝐻 and the sum OPs 𝑃 𝑜𝑢𝑡_𝑠𝑢𝑚

𝑇𝑊𝑁𝐸𝐻 in the TWNEH protocol is 2 × 𝑃 𝑜𝑢𝑡_𝑆1
𝑇𝑊𝑁𝐸𝐻 .

4.4 Simulation Results

In this Section, we use the Monte Carlo simulations to check the exact theoretical analyses
of the system performance. The parameters for analysis is set as, the path-loss exponent
𝛽 equal to 3, in the two-dimensional plane, the SNR on the x-axis is defined as SNR =
𝑃/𝑁0. Besides, we set the coordinates of S1, S2, and R as S1 (0, 0), S2 (1, 0) and R (x, y),
respectively, satisfying 0 < x < 1. Therefore, we have the distances 𝑑1 =

√
𝑥2 + 𝑦2 and

𝑑2 =
√︁

(1 − 𝑥)2 + 𝑦2.

Figure 4.2 shows the sum OPs of the protocols TWEH and TWNEH versus the SNR
(dB). We consider the values with x = 0.5, y=0, R𝑡 = 1 (bit/s/Hz) and 𝜂 = 0.9. Due to
the symmetric network model, the OPs of the source nodes S1 and S2 are identical. We
can see that in Figure 4.2, the sum OPs of the source nodes S1 and S2 in both protocols
decrease when the SNRs increase because the harvested energies as in formulas (4.21) and
(4.27), the decoding capacities at the nodes S1, S2 and R are larger at the higher SNRs.
Furthermore, because the proposed TWEH protocol applies the digital network coding
to compensate the loss of the bandwidth for the energy harvesting phase (the first time
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Figure 4.2: The sum OPs of the source nodes S1 and S2 in the protocols TWEH and TWNEH
versus SNR (dB) when x=0.5, R𝑡= 1 (bit/s/Hz), 𝜂 = 0.9

slot), the performance of the proposed TWEH protocol exceeds the conventional TWNEH
protocol. Lastly, we can see that the simulation results match well to the theoretical
results. Thus, we can confirm that the derived formulas during analyzing are accurate.

In Figure 4.3 presents sum OPs of the protocols TWEH and TWNEH versus the
location of relay x on x-axis, when SNR = 10 (dB), R𝑡 = 1 (bit/s/Hz), and x moves from
0.1 to 0.9. In Figure 4.3, the sum OPs of the TWEH protocol is also smaller than that
of the TWNEH protocol. Hence, the proposed TWEH protocol with the digital network
coding outperforms the TWNEH protocol, and concurrently, achieves higher bandwidth
utilization efficiency. In addition, the performance of both protocols is best when the relay
is located at the midpoint of the sources S1 and S2. At this point, the proposed TWEH
protocol can balance the energy harvesting operations and the decoding capacities.

Figure 4.4 presents the sum OPs versus 𝜂 of the protocols TWEH and TWNEH with
R𝑡 = 1(bit/s/Hz), x= 0.5, y=0, 𝜂 is moved from 0.1 to 1, and the SNR values are set to
10 and 20 (dB). As shown in Figure 4.4, the sum OPs of the TWEH protocol is smaller
than the sum OPs of the TWNEH protocol at SNR=10 dB. At SNR = 20 dB, the sum
OPs values of the TWEH protocol is larger than sum OPs of the TWNEH protocol
when 𝜂 < 0.2(small energy conversion efficiency). However, when the value of the energy
conversion efficiency increases from 0.2 to 1, the sum OPs of the TWEH protocol also
decrease and smaller than the sum OPs of the TWNEH protocol. Because the proposed
TWEH protocol apply the energy harvesting, the performance system is good than the
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Figure 4.3: Sum OPs of the protocols TWEH and TWNEH versus location of relays x on x-axis,
when SNR = 10 (dB), 𝜂 = 0.9, R𝑡 = 1 (bit/s/Hz), and x moves from 0.1 to 0.9.
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25



Presents a Two-Way scheme to increase channel quality and diversity capacity.

TWNEH protocol does not apply the energy harvesting.
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Figure 4.5: The sum OPs of the scheme in the TWEH and TWNEH protocols versus R𝑡 when
x=0.5, y=0, and SNR is considered at 10 and 20 (dB).

In Figure 4.5, the sum OPs of the proposed TWEH is compared with the TWNEH
protocol via R𝑡 when x=0.5, y=0, SNR values are set to 10 (dB) and 20 (dB). The Fingure
4.5 illustrates the target data rate R𝑡 goes up, the system performance of the protocols
TWEH and TWNEH decreases and then moves to the worst regions (about 𝑅𝑡 > 2.5).

4.4.1 Conclusions

In this research, we introduce the Two-Way energy-harvesting model (called the TWEH
protocol) in which the intermediate relay performs two roles: supporting energy to two
source nodes in the initial system and implementing the digital network coding to compress
received data from the source nodes. In the offered TWEH protocol, to have enough energy
to transmit and receive the data, each source has to collect energy from the RF signals
of the relay. The system performance of the proposed protocol is gauged by the exact
closed-form outage probability expressions and is verified by the Monte Carlo simulation
method. The outcomes show that the proposed TWEH protocol has higher performance
when compared with the conventional Two-Way DF scheme without using digital network
coding and energy harvesting (called the TWNEH protocol). It also shows that when the
relay is placed at the midpoint of the two sources, both protocols attain the lowest sum
OPs. Moreover, when applying the TWEH protocol, the performance of the system obtains
efficient and maintain the long-term time operation for transmission.
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5 IMPLEMENTS THE BEST RELAY SELECTION METHOD
IN ENERGY-HARVESTING COOPERATION SCHEME.

In Chapter 4, we research the TWEH protocol with only one relay to help the transfer
signal between two source nodes and improve throughput performance of wireless systems.
In this Chapter, to advance in the longer lifetime operation and enhance the throughput
performance of wireless networks, we propose an energy-harvesting cooperation scheme in
which relays suffer in-phase and quadrature-phase imbalances (IQI) and harvest energy
from a wireless transmit source [HTP02].

5.1 Motivation

In recent time, widening the range and rising the diversity capacity of wireless communi-
cation are effected by cooperative relaying. The cooperative communication supports the
data transmission from the wireless source nodes to the destinations. Therefore, many re-
searchers propose cases of cooperative networks under the impact of IQI [82, 83]. The IQI
pertains to the phase and/or amplitude mismatch between the in-phase (I) and quadra-
ture (Q) signals at the transmitter (TX) and receiver (RX) sides. Most researches about
IQI have only investigated the performance analysis and baseband compensation that
base on the single hop communication systems. The performance analysis of AF dual-hop
relaying, where IQI affects both the TX and RX front ends of the relay node [82].

Most of the above researchers, the authors have not presented the energy-harvesting
cooperation scheme with the best relay selection under IQI yet. In this Chapter, we
propose a dual-hop DF and AF relaying networks in which the best relay selection collects
the energy under the impact of IQI.

The Chapter is summarized as follows. Firstly, an energy-harvesting cooperative multi-
relay scheme is proposed. We apply the opportunistic relay selection method to find a best
relay for the EHAF protocol and partial relay selection to have a best relay for the EHDF
protocol. These best relays suffer the IQI. Secondly, the exact closed-form throughput
over Rayleigh fading channels are derived and are confirmed by Monte Carlo simulations.
Thirdly, the proposed EHDF protocol outperforms the proposed EHAF protocol. Finally,
the throughput performance of the two protocols also improves when the number of
cooperative relay increase.

This Chapter is presented as follows: Section 5.2 considers a dual-hop DF and AF
cooperative relaying scheme in which the multiple wireless energy harvesting relay nodes
under impact of IQI; The throughput performance analyses of the proposed EHDF and
EHAF protocols are described in Section 5.3; Section 5.4 is presented the simulation
results are presented; Section 5.5 summarizes our conclusions.

27



Implement the best relay selection method in energy-harvesting cooperation scheme.

5.2 System model

Figure 5.1: dual-hop DF and AF relaying model with M energy-harvesting relays under IQI.

We propose two kinds of cooperative relays, namely DF and AF in which M energy-
harvesting relays denoted as with i = 1, 2, . . ., M. As shown in Figure 5.1, a source node
S and a destination node D are assumed having a single antenna, and transmittance is
forced in the half-duplex mode where transmitting and receiving works do not happen
concurrently. Assuming that there is no connection between the source S and destination
D directly, which the transmission signal from the source S and destination D is just via
relays 𝑅𝑖 because of deep shadowing. In addition, the relays 𝑅𝑖 suffer the impact of the
IQI.

In the proposed scheme, we consider two phases to transfer a single data. In the first
phase, the source S transfers the signal to the relays 𝑅𝑖, and then, the relays harvest
energy from the RF signals of the source S. In the second stage, the signal is carried to
the destination through relays 𝑅𝑖. The next, relays 𝑅𝑖 apply two methods to process the
received signals: amplify and forward to the destination D (called the EHAF protocol), and
decode and forward to the destination D (called the EHDF protocol). In this Chapter,
the best relay of two proposed protocols EHAF and EHDF is found by basing on the
end-to-end SINRs.

The mathematical equations for the throughput analyses of the two protocols EHDF
and EHAF will be considered in the next Section.

5.3 Throughput performance analyses

In this Section, we define the ℎ1𝑖 and the ℎ2𝑖 as Rayleigh channel factors of the 𝑆 − 𝑅𝑖

link and the 𝑅𝑖 −𝐷 link, respectively. Besides, let 𝑛1𝑖 ∼ 𝐶𝑁(0, 𝑁1) and 𝑛𝐷 ∼ 𝐶𝑁(0, 𝑁2)
as the complicated Gaussian noises at the relays 𝑅𝑖 and D.
Two proposed protocols EHDF and EHAF which the throughput based on the research

28



Implement the best relay selection method in energy-harvesting cooperation scheme.

in [48], is described as follows

𝜏X = (1 − P𝑋
𝑜𝑢𝑡)(1−𝛼)R/2 (5.1)

where: P𝑋
𝑜𝑢𝑡 are the OPs of the protocols X, X ∈ {EHAF,EHDF}, R is defined as a target

data rate and is related to a threshold SINRs 𝛾0 as 𝑅 = log2 (1 + 𝛾0). and 𝛼 is described
as time-switching coefficient with 0 < 𝛼 < 1.
In the first phase, the source S transmits its signals to the relays 𝑅𝑖. Then, the received
baseband signals at the relays 𝑅𝑖 of the proposed EHAF and EHDF protocols after down
shift and under effects of RX I/Q mismatch can be presented as

𝑦𝑋_𝑆𝑅𝑖 = 𝐾1(ℎ1𝑖𝑥+ 𝑛1𝑖) +𝐾2(ℎ1𝑖𝑥+ 𝑛𝐷)* (5.2)

where x is the transmit signal of the source node S with average transfer energy E{|𝑥|2} =
𝑃 (E{𝑧} is an expectation expression of z), and

𝐾1
Δ= (1 + 𝑔𝑒

𝑗𝜙𝑇

𝑇 )/2 (5.3)

𝐾2
Δ= (1 − 𝑔𝑒

𝑗𝜙𝑇

𝑇 )/2 (5.4)

The TX magnitude and phase mismatch in (5.3-5.4) is performed 𝑔𝑇 and 𝜙𝑇 .
The mirror data introduced by the IQI is often assigned as (ℎ1𝑖𝑥+ 𝑛1𝑖)* terms in Eq. (5.2).
From (5.2) and [48], the power is gotten from the collected energy in the time (1 −𝛼)𝑇/2
for forwarding the processed signal to the destination D as

𝑃𝑅𝑖 = (|𝐾1|2 + |𝐾2|2) 2𝛼𝜂𝑃 |ℎ1𝑖|2

(1 − 𝛼) (5.5)

The relays 𝑅𝑖 tranfer the signal to the destination D by amplifing (the EHAF protocol)
or decoding (the EHDF protocol) in the second time slot.

5.3.1 The EHAF protocol

In this Section, we consider the operation principle of the proposed EHAF protocol. After
the signals are broadcasted to the relay 𝑅𝑖 from the source S, they will be magnified at
the baseband level by the relay 𝑅𝑖 with a magnification coefficient G, the next, converted
up the radio frequency level (RF), and then, transferred to the destination D. Under TX
IQI at the relay 𝑅𝑖[HTP03], the received baseband signal at the destination D is presented
as

𝑦𝐸𝐻𝐴𝐹_𝑅𝑖𝐷 = ℎ2𝑖(𝐺1(𝐺𝑦𝐸𝐻𝐴𝐹_𝑆𝑅𝑖) +𝐺*
2(𝐺𝑦𝐸𝐻𝐴𝐹_𝑆𝑅𝑖)*) + 𝑛𝐷 (5.6)

where
𝐺1

Δ= (1 + 𝑔𝑒
𝑗𝜙𝑅

𝑅 )/2 (5.7)

𝐺2
Δ= (1 − 𝑔𝑒

𝑗𝜙𝑅

𝑅 )/2 (5.8)
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𝐺 =
√︃

𝑃𝑅𝑖
𝐹 (|ℎ1𝑖|2𝑃 +𝑁𝑖)

(5.9)

In (5.7-5.8), 𝑔𝑅 and 𝜙𝑅 denote the RX magnitude and phase mismatch.
Replacing the formulas (5.2), (5.9) into (5.6), and after some manipulations, the end-to-
end SINRs is achieved as

𝛾𝐸𝐻𝐴𝐹_𝑅𝑖𝐷 = 𝑎𝑃𝑃𝑅𝑖 |ℎ1𝑖|2|ℎ2𝑖|2

{𝑏𝑃𝑃𝑅𝑖 |ℎ1𝑖|2|ℎ2𝑖|2 + 𝑎𝑁1𝑃𝑅𝑖 |ℎ2𝑖|2+
𝑏𝑁1𝑃𝑅𝑖|ℎ2𝑖|2 +𝑁2𝑃 |ℎ1𝑖|2 +𝑁1𝑁2}

(5.10)

where 𝑎 = 𝐴2/𝐹 , 𝑏 = 𝐵2/𝐹 , 𝑐 = 𝑎+ 𝑏, 𝐴 Δ= 𝐾1𝐺1 +𝐾*
2𝐺

*
2;𝐵

Δ= 𝐾1𝐺2 +𝐾*
2𝐺

*
1,

𝐹
Δ= (|𝐾1|2 + |𝐾2|2)(|𝐺1|2 + |𝐺2|2)

Replacing the 𝑃𝑅𝑖 in (5.5) into (5.10), we have the following result:

𝛾𝐸𝐻𝐴𝐹_𝑅𝑖𝐷 = (2𝑎𝛼𝜂𝑃 2(|𝐾1|2 + |𝐾2|2)|ℎ1𝑖|4|ℎ2𝑖|2)⎧⎨⎩ (2𝑏𝛼𝜂𝑃 |ℎ1𝑖|4|ℎ2𝑖|2) + (2𝑎𝛼𝜂𝑁1𝑃 |ℎ1𝑖|2|ℎ2𝑖|2)
+ (2𝑏𝛼𝜂𝑁1𝑃 |ℎ1𝑖|2|ℎ2𝑖|2) + (𝑁2𝑃 |ℎ1𝑖|2(1 − 𝛼) +𝑁1𝑁2(1 − 𝛼)

⎫⎬⎭
(5.11)

We base on the maximum of the end-to-end SINRs to find the best relay 𝑅𝑏1 , and is
expressed as

𝑅𝑏1 = arg max
𝑖∈{1,2,...,𝑀}

𝛾𝐸𝐻𝐴𝐹_𝑅𝑖𝐷 (5.12)

A math equation presents the outage probability of the EHAF protocol as follows

𝑃𝐸𝐻𝐴𝐹
𝑜𝑢𝑡 = Pr

[︁
𝛾𝐸𝐻𝐴𝐹_𝑅𝑏1𝐷 < 𝛾0

]︁
= Pr

[︂
max

𝑖=1,2,...,𝑀
(𝛾𝐸𝐻𝐴𝐹_𝑅𝑖𝐷) < 𝛾0

]︂
=

𝑀∏︀
𝑖=1

Pr [𝛾𝐸𝐻𝐴𝐹_𝑅𝑖𝐷 < 𝛾0] =
𝑀∏︀
𝑖=1

Pr
[︂
𝑤2𝑖 <

𝜔𝑤1𝑖+𝜓
𝑢𝑤2

1𝑖−𝑣𝑤1𝑖

]︂ (5.13)

Applied the proposition in [48], the expression 𝑃𝐸𝐻𝐴𝐹
𝑜𝑢𝑡 is given as:

𝑃𝐸𝐻𝐴𝐹
𝑜𝑢𝑡 =

⎡⎢⎣1 − 𝜆1

∞∫︁
𝑣/𝑢

𝑒
−(𝜆1𝑥+𝜆2

𝜔𝑥+𝜓
(𝑢𝑥2−𝑣𝑥)

)
𝑑𝑥

⎤⎥⎦
𝑀

(5.14)

≈
[︂
1 − 𝑒−𝜆1𝑣

𝑢 𝜇𝐾1(𝜇)
]︂𝑀

, (SINRs approximation)
where

𝜔 = 𝛾0𝑁2𝑃 (1 − 𝛼)
𝜓 = 𝛾0𝑁1𝑁2(1 − 𝛼)
𝑢 = 2𝑎𝛼𝜂𝑃 2 (|𝐾1|2 + |𝐾2|2) − 2𝑏𝛼𝜂𝛾0𝑃

2

𝑣 = 2𝑎𝛼𝜂𝑃 − 2𝑏𝛼𝜂𝛾0𝑃
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5.3.2 The EHDF protocol

From (5.2), the SINRs at the relays 𝑅𝑖 is achieved as follows

𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 = |𝐾1|2𝑃 |ℎ1𝑖|2

|𝐾2|2𝑃 |ℎ1𝑖|2 + (|𝐾1|2 + |𝐾2|2)𝑁1
(5.15)

After the decoded signal, this signal will be forward to the destination D by the relays 𝑅𝑖.
The received signal at the destination D with the TX IQI at the relays 𝑅𝑖 is shown as

𝑦𝐸𝐻𝐷𝐹_𝑅𝑖𝐷 = 𝐺1(ℎ2𝑖𝑥+ 𝑛𝐷) +𝐺2(ℎ2𝑖𝑥+ 𝑛𝐷)* (5.16)

The next, the SINRs 𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷 at the destination D is represented as

𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷 = |𝐺1|2𝑃𝑅𝑖 |ℎ2𝑖|
2

|𝐺2|2𝑃𝑅𝑖 |ℎ2𝑖|2+(|𝐺1|2+|𝐺2|2)𝑁2

= 2𝛼𝜂𝑃 |𝐺1|2|ℎ1𝑖|
2|ℎ2𝑖|

2

{(2𝛼𝜂𝑃 |𝐺2|2|ℎ1𝑖|2|ℎ2𝑖|2)+ (|𝐺1|2+|𝐺2|2)𝑁2(1−𝛼)}

(5.17)

We calculate similar to the EHAF protocol, the best relay 𝑅𝑏2 in proposed EHDF protocol
is given as follows

𝑅𝑏2 = arg max
𝑖∈{1,2,...,𝑀}

min (𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 , 𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷) (5.18)

From formula (5.18), the outage probability of the EHDF protocol is achieved as

𝑃𝐸𝐻𝐷𝐹
𝑜𝑢𝑡 = Pr

⎡⎣ max
𝑖∈{1,2,...,𝑀}

min
⎛⎝ 𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 ,

𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷

⎞⎠ < 𝛾0

⎤⎦
=

𝑀∏︀
𝑖=1

Pr
⎡⎣min

⎛⎝ 𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 ,

𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷

⎞⎠ < 𝛾0

⎤⎦
=

𝑀∏︀
𝑖=1

⎡⎣1 − Pr
⎡⎣ min(𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 ,

𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷) > 𝛾0

⎤⎦⎤⎦

=
𝑀∏︀
𝑖=1

Pr

⎡⎢⎢⎢⎢⎢⎣1 − Pr
⎡⎣ (𝛾𝐸𝐻𝐷𝐹_𝑆𝑅𝑖 > 𝛾0,

𝛾𝐸𝐻𝐷𝐹_𝑅𝑖𝐷) > 𝛾0

⎤⎦
⏟  ⏞  

Φ

⎤⎥⎥⎥⎥⎥⎦

(5.19)

The Φ in (5.19) is solved as

Φ = Pr
(︁
𝑤1𝑖 > 𝑚,𝑤2𝑖 >

𝑜
(𝑝−𝑞)𝑤1𝑖

)︁
=
⎧⎨⎩ Pr

[︁
𝑤1𝑖 > 𝑚,𝑤2𝑖 >

𝑜
(𝑝−𝑞)𝑤1𝑖

]︁
, 𝑝 > 𝑞

Pr [𝑤1𝑖 > 𝑚] , 𝑝 ≤ 𝑞

=

⎧⎪⎨⎪⎩ 𝜆1
∞∫︀
𝑚
𝑒−(𝜆1𝑥+𝜆2

𝑡
𝑥

)𝑑𝑥 , 𝑝 > 𝑞

𝑒−𝜆1𝑚 , 𝑝 ≤ 𝑞

(5.20)
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where 𝑚 = (|𝐾1|2+|𝐾2|2)𝑁1𝛾0

(|𝐾1|2−|𝐾2|2𝛾0)𝑃 ;
𝑤1𝑖 = |ℎ1𝑖|2; 𝑜 = (|𝐺1|2 + |𝐺2|2)𝑁1(1 − 𝛼)𝛾0

𝑝 = |𝐺1|22𝛼𝜂𝑃 ; 𝑞 = |𝐺2|22𝛼𝜂𝑃𝛾0

The integral in Φ (5.20) is complex, and solving of this integral is not practical. However,
we can find the values of Φ by using the numerical method.

5.4 Simulation results

Similar to the simulation results in Section 4.4 of Chapter 4, the system performance of
the proposed protocols EHAF and EHDF is also analyzed and evaluated by using the
exact theoretical analyses and the Monte Carlo simulations of the throughput. Besides,
the coordinates of S, D, and 𝑅𝑖 are set the same with (0, 0), (1, 0) and (x, y), respectively,
satisfying 0 < x < 1. Hence, 𝑑1=

√
𝑥2 + 𝑦2 and 𝑑2 =

√︁
(1 − 𝑥)2 + 𝑦2. The IQI parameters

are set to 20log10(𝑔𝑇 ) = 20log10(𝑔𝑅 ) = 1.58dB. In addition, the SINRs on the x-axis is
defined as 𝛾 = 𝑃

𝑁𝑖
{𝑖 ∈ 1, 2} .
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Figure 5.2: The throughput at the destination in the protocols EHDF and EHAF versus when
the IQI parameters: 20 log10 (𝑔𝑇 ) = 20 log10 (𝑔𝑅) = 1.58dB and 𝜙𝑇 = 𝜙𝑅 = 100, 𝜂 =0.9.

Figure 5.2 shows the throughput performance of two proposed protocols EHDF and
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EHAF via the 𝛼 with the values are considered as 𝑑1 = 𝑑2 = 1, SINR=5(dB), 𝜂=0.9 and
0<𝛼 <1. In this Figure, the throughput performance of in both EHDF and EHAF proto-
col increases by time-switching coefficient 𝛼 and then throughput performance decreases
when 𝛼 increases. Besides, the throughput performance obtains the largest when values
𝛼 get to an optimal value. These optimal values can be obtained by the Golden Section
Search (GSS) method in [85] with a minimal interval 10−3. Particularly, the optimal va-
lues in the EHDF protocol are approximately 0.27 and 0.17 when the number of relays,
M, is set to 1 and 3, respectively. In EHAF protocol, the optimal value 𝛼 = 0.39 when
M=1 and 𝛼 = 0.29 when M=3. As shown in Figure 5.2, the results show that the throu-
ghput performance achieves the optimal at the ideal value 𝛼. Besides, because of applying
the best relay selection method, we have seen that, the system model has 3 relays, the
throughput performance achieves the better than the system model has 1 relay in both
proposed protocols. In addition, due to the impact of IQI noise in the propose system,
the throughput performance will descend by 𝛼. Finally, the throughput performance of
the EHDF protocol is greater than that of the EHAF protocol.
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Figure 5.3: The throughputs in the protocols EHDF and EHAF versus the IQI parameters 𝑔𝑇=
𝑔𝑅(dB) and 𝜙𝑇 = 𝜙𝑅= 100, 𝜂 =0.9.

Figure 5.3 illustrates the throughput performances vesus the IQI parameters 𝑔𝑇 =
𝑔𝑅(dB). In the asymmetric network scheme, we set parameters values 𝜙𝑇= 𝜙𝑅=100, 𝜂=0.9,
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the IQI from 0 (dB) to 30 (dB). The parameters 𝛼 are set to the optimal values 𝛼𝑜𝑝𝑡_𝐴𝐹
and 𝛼𝑜𝑝𝑡_𝐷𝐹 at each value of the 𝑔𝑇 . It can be seen that when the IQI parameters values
increase, the throughput performances of both protocols EHDF and EHAF decrease.
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Figure 5.4: The throughput at the destination in the protocols EHDF and EHAF versus SINR
when the IQI parameters: 20 log10 (𝑔𝑇 )=20log10 (𝑔𝑅) = 1.58dB and 𝜙𝑇 = 𝜙𝑅 = 100, 𝜂=0.9.

Figure 5.4 compares the throughput performance between the EHDF and EHAF pro-
tocol versus SINR (dB) when 𝛼 is set to the optimal values𝛼𝑜𝑝𝑡_𝐴𝐹 and 𝛼𝑜𝑝𝑡_𝐷𝐹 at each
value of the SINR(dB), respectively. The throughput performance of two proposed pro-
tocols increases when the SINRs values increase. Besides, we can see that the throughput
of the EHDF protocol is efficiency the throughput of the EHAF protocol.

Lastly, the simulation results in two proposed protocols EHDF and EHAF fit well to the
theoretical results. Hence, we can conclude that the formulas of throughput performance
analysis are precise.

5.5 Conclusion

In this research, we presented a system model having M relays to transfer the signal
between two sources together under the impact of IQI. To enhance the performance of the
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system, we applied the best relay selection basing on end-to-end SINRs and using energy-
harvesting from a wireless transmit source in both AF (called an EHAF protocol) and DF
(called an EHDF protocol) cooperation methods. The system performance has analyzed
and examined in terms of exact closed-form throughput over Rayleigh fading channels.
The results have shown that the proposed EHDF protocol obtained higher throughput
performance the proposed EHAF protocol. Furthermore, when the system model had the
number of relays increases, the throughput performance of the two proposed protocols
was also improved.
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6 THE NOMA TECHNOLOGY IN TWO-WAY DECODE-AND-
FORWARD SCHEME WITH DNC

In Chapter 4, we investigated the Two-Way cooperative relaying with energy harvesting.
We have proof that it has the advantage of increasing diversity capacity and improving
the performance of wireless communication. However, with the development of wireless
devices, the demand for always available connectivity and transfer data quickly increasing
steadily, so we need the solutions to resolve the speed up data rate, the QoS efficiently.
The NOMA technique is one of the optimal solutions to improve these problems. [HTP01],
[HTP04].

6.1 Motivation

It has been many research the combinations of cooperative relaying and NOMA [7, 88,
89, 90]. In [80], the performance of NOMA-based cooperative relaying systems had been
studied and the performance of NOMA schemes in AF relay systems had been investigated
in [90]. In order to improve the throughput of future 5G wireless networks, the NOMA
has been recently received great attention from the researches and has been becoming an
interesting topic.

The majority of researchers have not to focus on the Two-Way DF using NOMA. Be-
cause of the emerged idea, in this study, we introduce the Two-Way DF scheme to enhance
the spectrum efficiency and improve the speed transfer data in which an transitional relay
applies the NOMA technique and uses the DNC solution to compress received data from
the source nodes (called a TWNOMA protocol) [HTP04].

The particular goal of this paper can be summarized as follows. Initially, we introduce
a Two-Way DF cooperative relaying scheme in which relay applies NOMA technology to
enhance the system performance for the wireless networks. Then, Monte Carlo simulation
is used to derive and to confirm the exact closed-form sum OPs over Rayleigh fading
channels. Lastly, the proposed TWNOMA protocol surpasses the conventional protocols,
namely, Two-Way scheme using DNC (TWDNC), Two-Way scheme without using DNC
(TWNDNC) and Two-Way AF scheme (TWANC).

The details of research are organized as follows:a Two-Way DF NOMA system model
is described in Section 2; Section 3 presents the exact OPs of the source nodes in the
proposed TWNOMA protocol; the simulation results are shown in Section 4; and Section
5 summarizes our conclusions.

6.2 System model

As shown in Figure 6.1, in this part, a Two-Way DF NOMA model in which relay R
using SIC in NOMA is proposed called as a TWNOMA protocol. Particularly, the system
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Figure 6.1: System model of a Two-Way DF NOMA scheme

consists of two source nodes S1, S2 and intermediate relay R. The S1 propagates the signal
𝑥1 to S2 and S2 transits the signal 𝑥2 to S1, where 𝐸{|𝑥1|2} = 1, 𝐸{|𝑥2|2} = 1,(𝐸{𝑥} is
notated for the expectation process of x).
There are four assumptions given as follows. Firstly, the variances of Zero-mean AWGNs
are equal, represented namely 𝑁0. Secondly, all channels are designated to flat and block
Rayleigh fading. Thirdly, all the nodes in the system have a private antenna.. Finally,
Channel State -Information (CSI) are known at all the source nodes[30, 87].

In Figure 6.1, the parameters for analysis are the same way in Section 4.2 of the
Chapter 4. Particularly, (ℎ1𝑖, 𝑑1) and (ℎ2𝑖, 𝑑2) are Rayleigh fading channel coefficients and
the link distances of 𝑆1-R, 𝑆2-R respectively, where 𝑖 ∈ {1, 2}. The random variables 𝑔1𝑖 =
|ℎ1𝑖|2 and 𝑔2𝑖 = |ℎ2𝑖|2 have exponential distributions with the parameters 𝜆1 = 𝑑𝛽1 and 𝜆2 =
𝑑𝛽2 , respectively, where 𝛽 is a path-loss exponent. The Cumulative Distribution Function
(CDF) and probability density function (pdf) of random variables 𝑔𝑗𝑖 are expressed as
𝐹𝑔𝑗𝑖(𝑥) = 1 − 𝑒−𝜆𝑖𝑥 and 𝑓𝑔𝑗𝑖(𝑥) = 𝜆𝑖𝑒

−𝜆𝑖𝑥 , respectively, where 𝑗 ∈ {1, 2} .
The operation principle of the TWNOMA protocol is divided into two timeslots based

on a time division channel model. In the beginning timeslot, the source nodes 𝑆1 and 𝑆2

transmit their packets 𝑥1 and 𝑥2 to the relay R. In the next timeslot, the relay R applies
the NOMA to decode one after another the packets 𝑥1 and 𝑥2 based on the channel gains,
and then uses the DNC by an XOR operation (𝑥 = 𝑥1 ⊕ 𝑥2) before broadcasting the coded
𝑥 to the source nodes 𝑆1 and 𝑆2.

6.3 Outage Probability Analysis

In this Section, some assumptions are given as. The source nodes 𝑆1, 𝑆2 and the relay R
use the transmit power P the same, a node successfully decodes the received packet if its
achievable data rate is larger than or equal a target data rate 𝑅𝑡.

The transmission signal between source node S1 and source node S2 consist of two
phases. In the first phase, two source nodes S1, S2 transfer their signal to each other
through relay R. So, the relay R gets the signals from S1, S2 are given as

𝑦𝑅 =
√
𝑃ℎ11𝑥1 +

√
𝑃ℎ21𝑥2 + 𝑛𝑅 (6.1)
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In the second time slot, the relay R sends the received signals 𝑥 = 𝑥1 ⊕ 𝑥2 to at the sources
𝑆1 and 𝑆2 are given as

𝑦𝑆𝑘 =
√
𝑃ℎ𝑘2𝑥+ 𝑛𝑆𝑘 , 𝑘 ∈ {1, 2} (6.2)

where 𝑛𝑅 and 𝑛𝑆𝑘 denote the AWGNs at the nodes R and 𝑆𝑘 respectively, with the same
variance 𝑁0.
This Chapter, due to proposing the Two-Way scheme, we consider two conditions of
channel gain to calculate the outage probability as follow:
The condition 𝑔11 > 𝑔21

Based on researches about the NOMA in [1, 2, 3, 4, 5], by applying SIC technology
in the NOMA first the relay R decodes 𝑥1 from (6.1) [HTP01], then 𝑥2 will be decoded
without the component

√
𝑃ℎ11𝑥1 in (6.1). The received Signal-to-Noise Ratios (SNRs)

𝑆𝑁𝑅1
𝑆1𝑅

and 𝑆𝑁𝑅1
𝑆2𝑅

at the relay R for decoding the information signal 𝑥1 and 𝑥2 are
obtained, respectively, as follows

𝑆𝑁𝑅1
𝑆1𝑅

= 𝑃|ℎ11|2

𝑃|ℎ21|2 +𝑁0
= 𝛾𝑔11

𝛾𝑔21 + 1 (6.3)

𝑆𝑁𝑅1
𝑆2𝑅

= 𝑃 |ℎ21|2

𝑁0
= 𝛾𝑔21 (6.4)

where 𝛾 is defined as a transmit SNR, 𝛾 = 𝑃
𝑁0

.
The outage probability of the source node S2 without receiving signal 𝑥1 happens when
the achievable data rates of links S1-R and R-S2 are small than the threshold Rt, and
represented as follows,

𝑃 𝑜𝑢𝑡_𝑆21

𝑇𝑊𝑁𝑂𝑀𝐴 = Pr
[︁
𝑅1
𝑆1𝑅 < 𝑅𝑡

]︁
⏟  ⏞  

Pr 1.1
+ Pr

[︁
𝑅1
𝑆1𝑅 ≥ 𝑅𝑡, 𝑅

1
𝑅𝑆2

< 𝑅𝑡

]︁
⏟  ⏞  

Pr 1.2

(6.5)

where 𝑅1
𝑆1𝑅 and 𝑅1

𝑅𝑆2 are given as

𝑅1
𝑆1𝑅 = 1

2 log2

(︁
1 + 𝑆𝑁𝑅1

𝑆1𝑅

)︁
= 1

2 log2

(︁
1 + 𝛾𝑔11

𝛾𝑔21+1

)︁ (6.6)

𝑅1
𝑅𝑆2 = 1

2log2

(︁
1 + 𝑆𝑁𝑅1

𝑅𝑆2

)︁
= 1

2log2 (1 + 𝛾𝑔22) (6.7)
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The probability Pr1.1 at (6.5) is manipulated and calculated as

Pr 1.1 = [𝑔11 > 𝑔21, 𝑔11 < 𝜃𝑔21 + 𝜃/𝛾]
= Pr[𝑔21 < 𝑔11 < 𝜃𝑔21 + 𝜃/𝛾]

=

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

∞∫︀
0
𝑓𝑔21(𝑥)[−𝐹𝑔11(𝑥) + 𝐹𝑔11(𝜃𝑥+ 𝜃/𝛾)]

, 1 − 𝜃 < 0

𝑎∫︀
0
𝑓𝑔21(𝑥)[−𝐹𝑔11(𝑥) + 𝐹𝑔11(𝜃𝑥+ 𝜃/𝛾)]

, 1 − 𝜃 > 0

(6.8a)

where 𝜃 = 22𝑅𝑡 − 1, 𝑎 = 𝜃
(1−𝜃)𝛾

By applying the pdf of the random variable 𝑔21 and the CDF of the random variable 𝑔11,
Pr1.1 obtained a closed form expression as

Pr 1.1 =

⎧⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎩

𝜆2
𝜆1+𝜆2

− 𝜆2𝑒−𝜆1𝜃/𝛾

𝜆2+𝜆1𝜃
, 1 − 𝜃 < 0

𝜆2
𝜆1+𝜆2

(︁
1 − 𝑒−(𝜆1+𝜆2)𝑎

)︁
1 − 𝜃 > 0

−𝜆2𝑒−𝜆1𝜃/𝛾−(𝜆2+𝜆1𝜃)𝑎

𝜆2+𝜆1𝜃
×
(︁
𝑒(𝜆2+𝜆1𝜃)𝑎 − 1

)︁ (6.8b)

Calculating similar to the Pr1.1, Pr1.2 in (6.5) is also is solved as
Pr 1.2 = Pr[𝑔11 > 𝑔21, 𝑔11 ≥ 𝜃𝑔21 + 𝜃/𝛾, 𝑔22 < 𝜃/𝛾]

=

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

Pr[𝑔11 ≥ 𝜃𝑔21 + 𝜃/𝛾, 𝑔22 < 𝜃/𝛾] , 1 − 𝜃 < 0

Pr[𝑔11 ≥ 𝜃𝑔21 + 𝜃/𝛾,

𝑔21 < 𝜃𝑔21 + 𝜃/𝛾 , 𝑔22 < 𝜃/𝛾] , 1 − 𝜃 > 0
+ Pr[𝑔21 ≥ 𝜃𝑔21 + 𝜃/𝛾,

𝑔11 > 𝑔21, 𝑔22 < 𝜃/𝛾]

=

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

∞∫︀
0

⎛⎝ 𝑓𝑔21(𝑥)(1 − 𝐹𝑔11(𝜃𝑥+ 𝜃/𝛾)
×𝐹𝑔22(𝜃/𝛾) 𝑑𝑥

⎞⎠ , 1 − 𝜃 < 0

𝑎∫︀
0

⎛⎝ 𝑓𝑔21(𝑥) [1 − 𝐹𝑔11(𝜃𝑥+ 𝜃/𝛾]
×𝐹𝑔22(𝜃/𝛾)𝑑𝑥

⎞⎠
+

∞∫︀
𝑎

⎛⎝ 𝑓𝑔21(𝑥) [1 − 𝐹𝑔11(𝑥)]
×𝐹𝑔22(𝜃/𝛾)𝑑𝑥

⎞⎠ , 1 − 𝜃 > 0

=

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎩

(︁
1 − 𝑒𝜆2𝜃/𝛾

)︁
𝜆2𝑒−𝜆1𝜃/𝛾

𝜆2+𝜆1𝜃
, 1 < 𝜃

𝜆2
(︁
1 − 𝑒−𝜆2𝜃/𝛾

)︁
×⎧⎨⎩

(︁
𝑒−𝜆1𝜃/𝛾−𝑎𝜆2−𝑎𝜆1𝜃

𝜆2+𝜆1𝜃

)︁
×
(︁
𝑒(𝜆2+𝜆1𝜃)𝑎 − 1

)︁
+ 𝑒−(𝜆2+𝜆1)𝑎

𝜆1+𝜆2

⎫⎬⎭ , 1 > 𝜃

(6.9)
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With the probabilities Pr1.1 in (6.8b) and Pr1.2 in (6.9) in hand, the closed-form expres-
sion is denoted for the outage probability of the source node S2 in the TWNOMA protocol
in (6.5) is obtained in the closed-form expression.
Similarly, the outage probability of the source node 𝑆1 in the TWNOMA protocol in also
the condition 𝑔11 > 𝑔21 is expressed by a math expression as follows

𝑃 𝑜𝑢𝑡_𝑆11

𝑇𝑊𝑁𝑂𝑀𝐴 = Pr
[︁
𝑅1
𝑆2𝑅

< 𝑅𝑡

]︁
⏟  ⏞  

Pr 2.1
+ Pr

[︁
𝑅1
𝑆2𝑅

≥ 𝑅𝑡, 𝑅
1
𝑅𝑆1 < 𝑅𝑡

]︁
⏟  ⏞  

Pr 2.2

(6.10)

where 𝑅1
𝑅𝑆2 and 𝑅1

𝑅𝑆1 are expressed respectively, as
𝑅1
𝑅𝑆2 = 1

2 log2 (1 + 𝛾𝑔22) and 𝑅1
𝑅𝑆1 = 1

2 log2 (1 + 𝛾𝑔12). Hence, the probabilites Pr2.1 and
Pr2.2 are also solved easily as follows

Pr 2.1 = Pr[𝑔1,1 > 𝑔21, 𝑔21 < 𝜃/𝛾]

=
𝜃/𝛾∫︀
0
𝑓𝑔21(𝑥)(1 − 𝐹𝑔11(𝑥))𝑑𝑥

= 𝜆2
𝜆1+𝜆2

(1 − 𝑒−𝜃/𝛾(𝜆1+𝜆2))

(6.11)

Pr 2.2 = Pr[𝑔11 > 𝑔21, 𝑔21 > 𝜃/𝛾, 𝑔12 < 𝜃/𝛾]
= 𝐹𝑔12(𝜃/𝛾) ×

∞∫︀
𝜃/𝛾

𝑓𝑔21(𝑥)(1 − 𝐹𝑔11(𝑥))𝑑𝑥

=
(︁
1 − 𝑒−𝜆1𝜃/𝛾

)︁
𝜆2

𝜆2+𝜆1
𝑒−(𝜆1+𝜆2)𝜃/𝛾

(6.12)

From (6.11) and (6.12), the outage probability 𝑃 𝑜𝑢𝑡_𝑆11

𝑇𝑊𝑁𝑂𝑀𝐴 is solve successfully.

The condition 𝑔11 ≤ 𝑔21

The system model of the TWNOMA protocol is researched in the symmetric cha-
racteristic. Therefore, the outage probabilities of the source nodes S1 and S2 are in-
ferred easily by changes parameters 𝜆1 as 𝜆2. The outage probabilities are expressed
as 𝑃 𝑜𝑢𝑡_𝑆12

𝑇𝑊𝑁𝑂𝑀𝐴 = Pr 3.1 + Pr 3.2 and 𝑃 𝑜𝑢𝑡_𝑆22

𝑇𝑊𝑁𝑂𝑀𝐴 = Pr 4.1 + Pr 4.2, where the closed-form
results are shown as:

Pr 3.1 =

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎩

𝜆1
𝜆1+𝜆2

− 𝜆1𝑒−𝜆2𝜃/𝛾

𝜆1+𝜆2𝜃
, 1 − 𝜃 < 0

𝜆1
𝜆1+𝜆2

(︁
1 − 𝑒−(𝜆1+𝜆2)𝑎

)︁
−𝜆1𝑒−𝜆2𝜃/𝛾−(𝜆1+𝜆2𝜃)𝑎

𝜆1+𝜆2𝜃
, 1 − 𝜃 > 0

×
(︁
𝑒(𝜆1+𝜆2𝜃)𝑎 − 1

)︁
(6.13)
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Pr 3.2 =

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

(︁
1 − 𝑒−𝜆1𝜃/𝛾

)︁
𝜆1𝑒−𝜆2𝜃/𝛾

𝜆1+𝜆2𝜃
, 1 − 𝜃 < 0

𝜆1
(︁
1 − 𝑒−𝜆1𝜃/𝛾

)︁ (︁
𝑒−𝜆2𝜃/𝛾−𝑎𝜆1−𝑎𝜆2𝜃

𝜆1+𝜆2𝜃

)︁
×
(︁
𝑒(𝜆1+𝜆2𝜃)𝑎 − 1

)︁
, 1 − 𝜃 > 0

+𝜆1
(︁
1 − 𝑒−𝜆1𝜃/𝛾

)︁ (︁
𝑒−(𝜆2+𝜆1)𝑎

𝜆1+𝜆2

)︁
(6.14)

Pr 4.1 = 𝜆1

𝜆1 + 𝜆2

(︁
1 − 𝑒−𝜃/𝛾(𝜆1+𝜆2)

)︁
(6.15)

Pr 4.2 =
(︁
1 − 𝑒−𝜆2𝜃/𝛾

)︁ 𝜆1

𝜆2 + 𝜆1
𝑒−(𝜆2+𝜆1)𝜃/𝛾 (6.16)

Finally, with the formulas in (6.8b), (6.9), (6.11), (6.12), (6.13),(6.14), (6.15) and (6.16),
the sum outage probabilities 𝑃 𝑜𝑢𝑡_𝑠𝑢𝑚

𝑇𝑊𝑁𝑂𝑀𝐴 of the proposed TWNOMA protocol are obtained
and are expressed in the closed form.

𝑃 𝑜𝑢𝑡_𝑠𝑢𝑚
𝑇𝑊𝑁𝑂𝑀𝐴 = 𝑃

𝑜𝑢𝑡_𝑆1
1

𝑇𝑊𝑁𝑂𝑀𝐴 + 𝑃
𝑜𝑢𝑡_𝑆1

2
𝑇𝑊𝑁𝑂𝑀𝐴 + 𝑃

𝑜𝑢𝑡_𝑆2
1

𝑇𝑊𝑁𝑂𝑀𝐴 + 𝑃
𝑜𝑢𝑡_𝑆2

2
𝑇𝑊𝑁𝑂𝑀𝐴

= 1 − 1
𝜆1+𝜆2

⎡⎣ 𝜆2
(︁
1 − 𝑒−(2𝜆1+𝜆2)𝜃/𝛾

)︁
+𝜆1

(︁
1 − 𝑒−(𝜆1+2𝜆2)𝜃/𝛾

)︁ ⎤⎦

+

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎩

1 − 𝜆2𝑒−(𝜆1+𝜆2)𝜃/𝛾

𝜆2+𝜆1𝜃
− 𝜆1𝑒−(𝜆1+𝜆2)𝜃/𝛾

𝜆1+𝜆2𝜃
, 1 − 𝜃 < 0

(︁
1−𝑒−(𝜆1+𝜆2)𝑎

)︁
− 𝜆2𝑒−𝜆1𝜃/𝛾−(𝜆2+𝜆1𝜃)𝑎

𝜆2+𝜆1𝜃

(︁
𝑒(𝜆2+𝜆1𝜃)𝑎 − 1

)︁
− 𝜆1𝑒−𝜆2𝜃/𝛾−(𝜆1+𝜆2𝜃)𝑎

𝜆1+𝜆2𝜃

(︁
𝑒(𝜆1+𝜆2𝜃)𝑎−1

)︁
𝜆2
(︁
1 − 𝑒−𝜆2𝜃/𝛾

)︁ {︁(︁
𝑒−𝜆1𝜃/𝛾−𝑎𝜆2−𝑎𝜆1𝜃

𝜆2+𝜆1𝜃

)︁ (︁
𝑒(𝜆2+𝜆1𝜃)𝑎 − 1

)︁
+ 𝑒−(𝜆2+𝜆1)𝑎

𝜆1+𝜆2

}︁
+

𝜆1
(︁
1 − 𝑒−𝜆1𝜃/𝛾

)︁ {︁(︁
𝑒−𝜆2𝜃/𝛾−𝑎𝜆1−𝑎𝜆2𝜃

𝜆1+𝜆2𝜃

)︁ (︁
𝑒(𝜆1+𝜆2𝜃)𝑎 − 1

)︁
+ 𝑒−(𝜆2+𝜆1)𝑎

𝜆1+𝜆2

}︁
, 1 − 𝜃 > 0

(6.17)

6.4 Simulation Results

In this Section, we analyzed and evaluated the system performance of the TWNOMA
protocol. The exact theoretical analyses results have verified by the Monte Carlo simu-
lations. In the two-dimensional plane, we set the S1, S2, and R at positions as S1 (0, 0),
S2 (1, 0) and R (x, y), respectively, satisfying 𝑥 ∈ (0, 1). Therefore, we had 𝑑1 =

√
𝑥2 + 𝑦2

and 𝑑2 =
√︁

(1 − 𝑥)2 + 𝑦2. The path-loss exponent 𝛽 is assumed equal 3.
In this research, we compared the simulation and analysis results of the proposed TW-
NOMA protocol with the TWANC protocol [17], the TWDNC protocol and the TWNDNC
protocol [30]. We considered these protocols having the same energy E for comparing fairly
between protocols TWNOMA, TWANC, TWDNC, and TWNDNC.
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Figure 6.2 illustrate the sum OPs of two source nodes 𝑆1 and 𝑆2 via E/N0 (dB) when
the parameters for analysis in the network model are set with 𝑥 = 0.2, 𝑦 = 0, 𝑅𝑡 = 1
(bit/s/Hz). We can see that in Figure 6.2, the sum outage probabilities of the source
nodes 𝑆1 and 𝑆2 in the protocols decrease when the E/N0 raises due to the large transmit
powers. Besides, because the proposed TWNOMA protocol uses both SIC technique in the
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Figure 6.2: The sum OPs of the source nodes 𝑆1 and 𝑆2 versus E/N0 (dB) when 𝑥=0.2, 𝑅𝑡 = 1
(bit/s/Hz).

NOMA and the DNC technique to compensate the loss of the bandwidth, the performance
of the proposed TWNOMA protocol outperforms the conventional protocols TWANC,
TWDNC, and TWNDNC . Lastly, the theoretical results match well to simulation results
of the proposed TWNOMA protocol. Hence, we conclude that the derived formulas are
accurate during analysis.

Figure 6.3 presents sum OPs versus the position x of the relay on x-axis, when the
parameters are set as follow, E/N0 = 10 (dB), 𝑅𝑡 = 1 (bit/s/Hz), and x moves from 0.1 to
0.9. In Figure 6.3, we can see that the performance of the proposed TWNOMA protocol
is best when the relay is located at the point x1= 0.3 and x1= 0.7 between the sources 𝑆1

and 𝑆2. It mean that, if the relay R is set at these position, the performance of system is
achieved the best efficiency. Besides, the sum OPs of the proposed TWNOMA protocol
is also smaller than that of the protocols TWANC, TWDNC, and TWNDNC. Therefore,
the proposed TWNOMA protocol with the NOMA and DNC techniques exceed the other
protocols, and simultaneously, achieves higher bandwidth utilization efficiency.
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Figure 6.3: The sum OPs versus location x of the relay on x-axis, when E/N0 = 10 (dB), 𝑅𝑡 =
1 (bit/s/Hz), and x1 moves from 0.1 to 0.9.

6.5 Conclusions

In this research, the Two-Way DF NOMA scheme (called the TWNOMA protocol) was
proposed. The intermediate relay applied SIC in the NOMA technology to detect the
received and transmitted signals. The system performance was analyzed, evaluated and
obtained closed-form exact for SOPs over Rayleigh fading channels. The research results
shown that the proposed TWNOMA protocol improved performance when it was compa-
red with the conventional Two-Way DF scheme using DNC (called the TWDNC protocol),
Two-Way DF scheme without using DNC (called the TWNDNC protocol) and Two-Way
AF scheme (called the TWANC protocol). Besides, we can see that the proposed protocol
achieved the best performance if the relay was set at two optimal positions between two
source nodes. Lastly, we obtained the closed-form exact for the sum OPs and matched
well with the Monte Carlo simulation results.
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7 THE SECURITY OF UCCN USING NOMA TO IMPROVE
THE SYSTEM PERFORMANCE AND SECRECY PERFOR-
MANCE

Inheritance from Chapter 6, this chapter, we suggested the NOMA scheme with PLS to
enhance the spectral efficiency and the security capacity of the wireless network.

7.1 Motivation

Today, the security is one of the important problems to save the data of users. So, there are
many types of research to the PLS [98, 101]. The research in [98] investigated the secrecy
performance of the cooperative network using the relay selection method under the impact
of co-channel. The other authors in [101] studied the secrecy performance of multiple DF
relaying under the effect of correlated fading and using the optimal relay selection method.
Besides, the NOMA technology combining with the PLS was researched in [102, 103].
In [102], the authors presented the problem of maximizing the minimum confidential
information rate among users subject to the secrecy outage constraint and instantaneous
transmits power constraint. The NOMA with the PLS in AF and DF cooperation network
were also investigated in [103].

In addition, NOMA technique in underlay cognitive radio networks was proposed by
some authors in [104, 105, 106, 107]. In [104], A downlink NOMA in CR systems has been
researched to exploit the optimal spatial diversity. The studies in [108, 109, 110] given
many security principles. The authors in [109] researched the secrecy communication in
cognitive DF relay networks in which a pair of cognitive relays is opportunistically selected
for security protection against eavesdroppers. The authors in [110] presented the tradeoffs
between reliability and secrecy in cooperative cognitive radio networks with the NOMA
technology.

All of the above researchers, the authors have not presented to combine between the
NOMA technology and PLS in the UCCN yet. So, in this Chapter, we propose a NOMA
cooperative relay scheme for UCCN in which the best relay helps to DF and transfer two
signals x1 and x2 two destination nodes D1 and D2 respectively, under impact wiretapping
of a node eavesdropper. In this Chapter, we give three strategies to choose the best relay.
In the first and second strategy, the best relay selection is based on maximizing the value
of the channel gains from the links R𝑖-D1, R𝑖-D2, respectively. Remain of strategy is
applied by the minimum value of the channel gains from R𝑖-E link. After finding the best
relay, we examine the efficient secrecy of the transmissions x1 and x2 in the proposed
UCCN-NOMA scheme in terms of the secrecy outage probabilities(SOPs) over Rayleigh
fading channels to enhance the spectrum efficiency and secure communication.

The chapter is summarized with the main contributions as follows. Firstly, we propose
a DF-formed cooperation UCCN scheme in which the best relay uses the NOMA and
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considers the PLS to enhance the system performance in 5G wireless networks. Secondly,
the SOPs over Rayleigh fading channels are derived and are confirmed by Monte Carlo
simulations. Thirdly, the secrecy performances of the transmissions x1 and x2 in three best
relay selection strategies are compared with each other in the proposed UCCN-NOMA
system. The rest of this Chapter organized as follows: Section 7.2 presents a UCCN system
model in which the best relay applying the NOMA technology collaborating with the PLS
and operation principles of the suggested system; Section 7.3 analyzes and evaluates the
secrecy outage probabilities of the messages x1 and x2 in the proposed UCCN-NOMA
system; Section 4 shows the simulation results; and Section 5 outlines our conclusions.

7.2 System model

Figure 7.1: System model of a UCCN-NOMA scheme considering PLS.

In this Section, in Figure 7.1 was considered a wireless cooperative scheme for a UCCN.
The cooperative scheme uses the NOMA principle to improve spectral performance. It
contains one source node S transfer the messages to two destination nodes D1, D2 through
multi-wireless relay nodes under impact by one eavesdropper node E to wiretap the signals.
As shown in this figure, we assume that the source S and two destination nodes are not
transmitted directly which the intermediate relays help to carry the messages to D1 and
D2 with illegal presence of the eavesdropper E. In system model, we assumed the distance
from R𝑖 to D2 link is farther than distance from R𝑖 to D1. Besides, the source node S
sent its packets to two nodes D1 and D2 shown as x1 is sent to D1, x2 is sent to D2. To
obtain optimal performance, we considered applying the NOMA technology and the relay
selection technique to find out the best relay to support the two nodes D1 and D2 can
receive quickly. Three kinds of relay selection were given as follow, the first strategy and
second strategy were calculated to base on the maximum channel gain of the links R𝑖 -
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D1 and R𝑖 - D2, respectively. The remaining strategy was presented by minimum channel
gain of the link R𝑖-E.

Some assumptions are denoted as follows. The first, the source S and two destination
nodes D1 and D2 have a private antenna. Secondly, variances of Zero-mean AWGNs are
equal, presented the same 𝑁0. Thirdly, all channels are designated to flat and block Ra-
yleigh fading. Finally, the Channel State Information (CSI) regarding the S-E, S-R𝑖, and
R𝑖-E channels are known at the source node S and the destination nodes D1 and D2 [96].

In Figure 7.1, we define the parameters for analysis as follow. The ℎ𝑆𝑅𝑖 , ℎ𝑗𝑖 are Rayleigh
fading channel coefficients which is fixed during a block time T, and are the variables
independent and identically distributed between two continuous block times. The 𝑑𝑆𝑅𝑖 ,
𝑑𝑗𝑖 are the link distances of S-R𝑖, R𝑖-D𝑘, R𝑖-E, and R𝑖-Pu respectively, where 𝑗 ∈ {1, 4},
𝑖 ∈ {1, 𝑀} , and 𝑘 ∈ {1, 2}. Hence, the random variables 𝑔𝑗𝑖 = |ℎ𝑗𝑖|2 has exponential
distribution with the parameter 𝜆𝑗 = 𝑑𝛽𝑗𝑖, where 𝛽 is a path-loss exponent. The respectively
distances of R𝑖-D𝑘, R𝑖-E, and R𝑖-Pu have represented in the figure 7.1. The Cumulative
Distribution Function (CDF) and probability density function (pdf) of random variables
𝑔𝑗𝑖 are expressed as 𝐹𝑔𝑗𝑖(𝑎) = 1 − 𝑒−𝜆𝑗𝑎 and 𝑓𝑔𝑗𝑖(𝑎) = 𝜆𝑗𝑒

−𝜆𝑗𝑎, respecctively.

Figure 7.2: Operation diagram of the proposed system.

As shown in Figure 7.2, the operation principle of the proposed NOMA scheme in
UCCN is presented within two timeslots. The first timeslot, the source node S sends its
signal 𝑥𝑠 which consists messages 𝑥1 and 𝑥2 through the best relay 𝑅𝑏, with 𝐸{|𝑥1|2} =
1,𝐸{|𝑥2|2} = 1 (𝐸{𝑥} is denoted for the expectation process of x). The message 𝑥𝑠 is
created by the superposition coding method. The strategy for finding the best relay 𝑅𝑏

[HTP02] will be presented in the next section. The best relay 𝑅𝑏 applies the SIC in NOMA
technology to decode the messages 𝑥1 and 𝑥2 sequentially based on the allocated powers
to the messages 𝑥1 and 𝑥2 at the source node S. In remaining timeslot, the best relay
𝑅𝑏 combines the messages 𝑥1 and 𝑥2 to the coded signal 𝑥𝑅 by the superposition coding.
Then, the message 𝑥𝑅 is sent to the destinations 𝐷1 and 𝐷2. The eavesdropper E is always
wiretapping the message 𝑥𝑅 in the wireless environment.
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7.3 Secrecy Outage Probability (SOP) Analysis

In this section, the security performance for the eavesdropping of the messages x1 and x2

in the proposed UCCN-NOMA system is analyzed and exploited. With the assumption
that a node decodes the received packet successfully and safely if its achievable secrecy
capacity is larger than a target secrecy capacity SC𝑡ℎ.

The message 𝑥𝑠 is the superposition coding [HTP04]. It is created by the source node
S and is sent to to all of the relay R𝑖 in first timeslot. The message 𝑥𝑠 is shown by

𝑥𝑠 =
√︁
𝛼1𝑃𝑠𝑥1 +

√︁
𝛼2𝑃𝑠𝑥2, (7.1)

where 𝑃𝑠 is the power at source node S, the 𝛼1 and 𝛼2 are the power allocation coefficients,
and x1 and x2 are the messages sending to D1 and D2. Following the operation principle
of the NOMA, the power allocation coefficients are define as 𝛼1 > 𝛼2 with 𝛼1 + 𝛼2 = 1.
The message received at the relay R𝑖 is shown as follow

𝑦
𝑥1,2
𝑆𝑅𝑖

= 𝑥𝑠ℎ𝑆𝑅𝑖 + 𝑛𝑅𝑖 =
√︁
𝛼1𝑃𝑠ℎ𝑆𝑅𝑖𝑥1 +

√︁
𝛼2𝑃𝑠ℎ𝑆𝑅𝑖𝑥2 + 𝑛𝑅𝑖 , (7.2)

where 𝑛𝑅𝑖 denote the AWGNs at the relay R𝑖 with the same variance N0.

In the operation principle of NOMA scheme, after the relay R𝑖 received the signal from
(7.1), it decodes the signal x1 and removes it using the SIC, and then the signal x2 will be
decoded and forward to D2 without the component

√
𝛼1𝑃𝑠ℎ𝑆𝑅𝑖𝑥1 in (7.2). So the signal

received at R𝑖 after decoding x1 is illustrated as follows

𝑦𝑥2
𝑆𝑅𝑖

=
√︁
𝛼2𝑃𝑠𝑥2ℎ𝑆𝑅𝑖 + 𝑛𝑅𝑖 . (7.3)

In the second phase, the messages received at the users D1 and D2 related to links
R𝑖-D1 and R𝑖-D2, respectively, can be shown as

𝑦𝑥1
𝑅𝑖𝐷1 =

√︁
𝛼1𝑃𝑅ℎ2𝑖𝑥1 +

√︁
𝛼2𝑃𝑅ℎ2𝑖𝑥2 + 𝑛𝐷1 . (7.4)

𝑦𝑥2
𝑅𝑖𝐷2 =

√︁
𝛼2𝑃𝑅𝑥2ℎ3𝑖 + 𝑛𝐷2 . (7.5)

where 𝑛𝐷𝑘denote the AWGNs at the user D𝑘 with the same variance N0, P𝑅 is a transmit
power of the relay R𝑖.

Similar as above, the eavesdropper E also wiretaps the messages x1 and x2 from R𝑖,
respectively, the received signals at eavesdropper E are achieved as follows

𝑦𝑥1
𝑅𝑖𝐸

=
√︁
𝛼1𝑃𝑠𝑥1ℎ4𝑖 +

√︁
𝛼2𝑃𝑠𝑥2ℎ4𝑖 + 𝑛𝐸. (7.6)

𝑦𝑥2
𝑅𝑖𝐸

=
√︁
𝛼2𝑃𝑠𝑥2ℎ4𝑖 + 𝑛𝐸. (7.7)

where 𝑛𝐸 denote the AWGNs at the eavesdropper E with the same variance N0.
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In the UCCN, because of the impact the interference constraint at the Pu node, the
relay R𝑖 have to adjust their transmitting powers less than a threshold value, I𝑡ℎ [111].
The maximum powers of the relays R𝑖 are given, respectively,

𝑃𝑅 = 𝐼𝑡ℎ
|ℎ1𝑖|2

= 𝐼𝑡ℎ
𝑔1𝑖
. (7.8)

The received SINRs at the users D1 and D2 for decoding the information messages x1

and x2 are calculated by the formulas in (7.4) and (7.5) and are achieved, respectively, as
follows

𝑆𝐼𝑁𝑅𝑥1
𝑅𝑖𝐷1 = 𝑃𝑅𝛼1𝑔2𝑖

𝑃𝑅𝛼2𝑔2𝑖 +𝑁0
. (7.9)

𝑆𝐼𝑁𝑅𝑥2
𝑅𝑖𝐷2 = 𝑃𝑅𝛼2𝑔3𝑖

𝑁0
. (7.10)

Similarly, the received SINRs at the node E for eavesdropping the information signal x1

of D1 and signal x2 of D2 from the relay R𝑖 are obtained, respectively, as follows

𝑆𝐼𝑁𝑅𝑥1
𝑅𝑖𝐸

= 𝑃𝑅𝛼1𝑔4𝑖

𝑃𝑅𝛼2𝑔4𝑖 + 1 = 𝑄𝛼1𝑔4𝑖

𝑄𝛼2𝑔4𝑖 + 𝑔1𝑖
. (7.11)

𝑆𝐼𝑁𝑅𝑥2
𝑅𝑖𝐸

= 𝑃𝑅𝛼2𝑔4𝑖

𝑁0
= 𝑄𝛼2𝑔4𝑖

𝑔1𝑖
. (7.12)

The formulas (7.11) and (7.12) is found by the formulas (7.6) and (7.7).
Using the Shannon capacity formula, the achievable rates of the links R𝑖–Y are formulated
as

𝑅𝑥𝑘
𝑅𝑖𝑌

= 1
2log2(1 + 𝑆𝐼𝑁𝑅𝑥𝑘

𝑅𝑖𝑌
), (7.13)

where the number 1/2 is ratio that data transmission is split into two time slots, and
𝑌 ∈ {𝐸,𝐷𝑘}.

Hence, we calculate the secrecy capacity of proposed system for the R𝑖-D𝑘 communi-
cation can be presented as

𝑆𝐶𝑤 =
[︁
𝑆𝐶𝑥𝑘

𝑅𝑏𝑤𝐷𝑘
− 𝑆𝐶𝑥𝑘

𝑅𝑏𝑤𝐸

]︁+
, (7.14)

where [𝑥]+ = max (0, 𝑥); 𝑤 ∈ {1, 3}; 𝑆𝐶𝑥𝑘
𝑅𝑏𝑤𝐷𝑘

are the secrecy capacities from the the
relay R𝑖 to the destination D𝑘 are given, respectively, as

𝑆𝐶𝑥𝑘
𝑅𝑏𝑤𝐷𝑘

= max(0, 𝑅𝑥𝑘
𝑅𝑏𝑤𝐷𝑘

−𝑅𝑥𝑘
𝑅𝑏𝑤𝐸

). (7.15)

7.3.1 The sum SOP of the secrecy transmission in the proposed UCCN-
NOMA system with the best relay selection, called as ST1 case.

To calculate the sum SOPs, we have to find out the best relay 𝑅𝑏1 . In this case (ST1),
the best relay 𝑅𝑏1 achieve by calculating the maximum channel of the R𝑖-D1 link. Hence,
we find the SOPs of the ST1 case in which the destination nodes D1 and D2 does not
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get signal safely from the source node S through 𝑅𝑏1 under the malicious attempt of the
eavesdropper E. And then, the sum SOPs is compared with the sum SOPs in the ST2
and ST3 case in the section 7.3.2 and 7.3.3. The best relay 𝑅𝑏1 obtained as follows

𝑅
𝑏1

= arg max⏟  ⏞  
𝑖=1...𝑀

|ℎ𝑅𝑖𝐷1|2 = max⏟  ⏞  
𝑖=1...𝑀

|ℎ2𝑖|2 = 𝑔2𝑏1 (7.16)

From formula of 𝑅𝑏1 in (7.16), the CDF and pdf of the random variables 𝑔2𝑏1 is obtained
respective, as

𝐹𝑔2𝑏1
(𝑎) = Pr

(︁
𝑔2𝑏1 < 𝑎

)︁
= Pr

⎡⎣ max⏟  ⏞  
𝑖=1...𝑀

𝑔2𝑖 < 𝑎

⎤⎦
=

𝑀∏︀
𝑖=1

(︁
1 − 𝑒−𝜆2𝑎

)︁
=
(︁
1 − 𝑒−𝜆2𝑎

)︁𝑀 (7.17)

𝑓𝑔2𝑏1
(𝑎) =

𝜕𝐹𝑔2𝑏1
(𝑎)

𝜕𝑎
= 𝑀𝜆2𝑒

−𝜆2𝑎
(︁
1 − 𝑒−𝜆2𝑎

)︁𝑀−1
. (7.18)

The first, we perform the SOP at destination node D1 in the ST1 case in which the
node D1 does not receive signal safely from the 𝑅𝑏1 under the malicious attempt of the
eavesdropper E, and is denoted by a math equation as follows

𝑃 𝑜𝑢𝑡_𝐷1
ST1 = Pr

(︂
𝑆𝐶𝑥1

𝑅
𝑏1
𝐷1 < 𝑆𝐶𝑡ℎ

)︂
. (7.19)

Replacing formula (7.15) into (7.19), 𝑃 𝑜𝑢𝑡_𝐷1
ST1 is achieved as

𝑃 𝑜𝑢𝑡_𝐷1
ST1 = Pr

(︁
𝑅𝑥1
𝑅𝑏1𝐷1 −𝑅𝑥1

𝑅𝑏1𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
(7.20)

Substituting formula (7.13) into (7.20), 𝑃 𝑜𝑢𝑡_𝐷1
ST1 is expressed as

𝑃 𝑜𝑢𝑡_𝐷1
ST1 = Pr

[︁
1
2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥1

𝑅𝑏1𝐷1

)︁
< 1

2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥1

𝑅𝑏1𝐸

)︁
+ 𝑆𝐶𝑡ℎ

]︁
= Pr

[︂
1
2 log2

(︂
1 + 𝑃𝑅𝛼1𝑔2𝑏1

𝑃𝑅𝛼2𝑔2𝑏1 +1

)︂
< 1

2 log2

(︂
1 + 𝑃𝑅𝛼1𝑔4𝑏1

𝑃𝑅𝛼2𝑔4𝑏1 +1

)︂
+ 𝑆𝐶𝑡ℎ

]︂
= Pr

[︂
𝑃𝑅𝛼1𝑔2𝑏1
𝑃𝑅𝛼2𝑔2𝑏1 +1 < 𝜃 + (𝜃 + 1)

(︂
𝑃𝑅𝛼1𝑔4𝑏1
𝑃𝑅𝛼2𝑔4𝑏1 +1

)︂]︂
,

(7.21)

where 𝜃 = 22𝑆𝐶𝑡ℎ − 1.
In this part, we examine the worst case in which the node E can get the data of D1 with

the best conditions. From formula (7.21), we have an upper constraint of the 𝑃 𝑜𝑢𝑡_𝐷1
ST1 as

follows

𝑃 𝑜𝑢𝑡_𝐷1
ST1 ≤ 𝑃 𝑜𝑢𝑡_

ST1
𝑢𝑝𝑝𝑒𝑟 = Pr

[︂
𝑃𝑅𝛼1𝑔2𝑏1
𝑃𝑅𝛼2𝑔2𝑏1 +1 < 𝜃 + (𝜃 + 1) (𝑃𝑅𝛼1𝑔4𝑏1)

]︂
= Pr

[︂
𝑔4𝑏1 >

𝑔2𝑏1𝑔1𝑏1
(𝜃+1)(𝑄𝛼2𝑔2𝑏1 +𝑔1𝑏1) − 𝜃𝑔1𝑏1

(𝜃+1)𝑄𝛼1

]︂
=

∞∫︁
0

𝑓𝑔1𝑏1 (𝑥) Pr
[︃
𝑔4𝑏1 >

𝑔2𝑏1𝑥

(𝜃 + 1) (𝑄𝛼2𝑔2𝑏1 + 𝑥) − 𝜃𝑥

(𝜃 + 1)𝑄𝛼1

]︃
𝑑𝑥

=
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥) (A1+A2) 𝑑𝑥,

(7.22)
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where 𝑃𝑅 = 𝐼𝑡ℎ
𝑔1𝑖

, 𝑄 = 𝐼𝑡ℎ
𝑁0
, A1 = Pr

[︂
𝑔4𝑏1 >

𝑔2𝑏1𝑥

(𝜃+1)(𝑄𝛼2𝑔2𝑏1 +𝑥) − 𝜃𝑥
(𝜃+1)𝑄𝛼1

]︂
,

A2 = Pr

[︂
𝑔4𝑏1 >

𝑔2𝑏1𝑥

(𝜃+1)(𝛼2𝑄𝑔2𝑏1 +𝑥) − 𝜃𝑥
(𝜃+1)𝑄𝛼1

; 𝑔2𝑏1𝑥

(𝜃+1)(𝛼2𝑄𝑔2𝑏1 +𝑥) >
𝜃𝑥

(𝜃+1)𝑄𝛼1

]︂
,

in order to solve the 𝑃 𝑜𝑢𝑡_𝑢𝑝𝑝𝑒𝑟
ST1 in (7.22), we apply two Lemmas as follows

Lemma 1: The A1 is achieved by a closed-form expression as follows

A1 =
⎧⎨⎩ 1 , 𝛼1 ≤ 𝛼2𝜃(︁

1 − 𝑒−𝜆2𝜓𝑥
)︁𝑀

, 𝛼1 > 𝛼2𝜃,
(7.23)

where 𝜓 = 𝜃
𝑄(𝛼1−𝜃𝛼2) .

Proof: The proof of Lemma 1 is provided in Appendix A1.
Lemma 2: The following expression is valid of A2

A2 =

⎧⎪⎪⎪⎨⎪⎪⎪⎩
0 , 𝛼1 ≤ 𝜃𝛼2
∞∫︁
𝜓𝑥

𝑓𝑔2𝑏1
(𝑦) 𝑒−𝜆4

(︁
𝑥𝑦

(𝜃+1)(𝛼2𝑄𝑦+𝑥) − 𝜃𝑥
(𝜃+1)𝑄𝛼1

)︁
𝑑𝑥𝑑𝑦 , 𝛼1 > 𝜃𝛼2.

(7.24)

Proof: The proof of Lemma 2 is presented clearly in Appendix A2.
The exact upper expression 𝑃 𝑜𝑢𝑡

ST1
_𝑢𝑝𝑝𝑒𝑟 of the SOP 𝑃 𝑜𝑢𝑡_𝐷1

ST1 is provided in a following
Theorem.

Theorem 1: The upper expression 𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟 is obtained by the expression as

𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟 =

⎧⎪⎪⎨⎪⎪⎩
1 , 𝛼1 ≤ 𝜃𝛼2(︃
𝜆1

𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 1

(𝜆1+𝜆2𝜓𝑡) + 𝜆1𝜆2𝑀
𝛼2𝑄

× I1

)︃
, 𝛼1 > 𝜃𝛼2,

(7.25)

where I1 =
∞∫︁

0

∞∫︁
𝑝𝑥

⎡⎢⎣ exp
(︁
−𝜆1𝑥+ 𝑛𝑥− 𝜆4𝑥

(𝜃+1)𝛼2𝑄
+ 𝜆2𝑥

𝛼2𝑄

)︁
× exp

∞∫︀
𝑝𝑥

exp
(︁

𝜆4𝑥2

(𝜃+1)𝛼2𝑄z − 𝜆2𝑧
𝛼2𝑄

)︁(︁
1 − exp(−𝜆2(𝑧−𝑥)

𝛼2𝑄
)
)︁𝑀−1

⎤⎥⎦ 𝑑𝑧𝑑𝑥.
and 𝑛 = 𝜆4𝜃

(𝜃+1)𝛼1𝑄
.

Proof: Substituting Lemma 1 and Lemma 2 into (7.22), 𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟is shown in two cases
as

-When 𝛼1 ≤ 𝜃𝛼2:

𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟 =
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥)(1 + 0)𝑑𝑥 =

∞∫︁
0

𝜆1𝑒
−𝜆1𝑥𝑑𝑥 = 1. (7.26a)

-When 𝛼1 > 𝜃𝛼2:

𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟 =

⎛⎜⎜⎜⎜⎜⎜⎝
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥)
(︁
1 − 𝑒−𝜆2𝑥𝜓

)︁𝑀
𝑑𝑥

⏟  ⏞  
A3

+
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥)

∞∫︁
𝜓𝑥

𝑓𝑔2𝑏1
(𝑦) 𝑒−𝜆4𝜙𝑑𝑥𝑑𝑦

⏟  ⏞  
A4

⎞⎟⎟⎟⎟⎟⎟⎠ , (7.26b)
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where 𝜙 = 𝑥𝑦
(𝜃+1)(𝛼2𝑄𝑦+𝑥) − 𝜃𝑥

(𝜃+1)𝛼1𝑄
.

The A3 in (7.26b) is calculated as

A3 =
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥)(1 − 𝑒−𝜆2𝜓𝑥)𝑀𝑑𝑥 =

∞∫︁
0

𝜆1𝑒
−𝜆1𝑥

(︁
1 − 𝑒−𝜆2𝜓𝑥

)︁𝑀
𝑑𝑥

= 𝜆1
𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀

∞∫︁
0

𝑒−(𝜆1+𝜆2𝜓𝑡)𝑥𝑑𝑥 = 𝜆1

𝑀∑︁
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 1

(𝜆1 + 𝜆2𝜓𝑡)
,

(7.27)

where 𝐶𝑛
𝑚 = (𝑚)!

𝑛!(𝑚−𝑛)! .

The A4 in (7.26b) is presented as

A4 =
∞∫︁

0

𝑓𝑔1𝑏1
(𝑥) 𝑑𝑥

∞∫︁
𝜓𝑥

𝑓𝑔2𝑏1
(𝑦) 𝑒−𝜆4𝜙𝑑𝑦

=
∞∫︁

0

𝜆1𝑒
−𝜆1𝑥

∞∫︁
𝜓𝑥

𝑀 × 𝜆2𝑒
−𝜆2𝑦

(︁
1 − 𝑒−𝜆2𝑦

)︁𝑀−1
𝑒−𝜆4𝜙𝑑𝑥𝑑𝑦

= 𝜆1𝜆2𝑀

∞∫︁
0

exp
(︃

−𝑥
(︃
𝜆1 − 𝜆4𝜃

(𝜃 + 1)𝛼1𝑄

)︃)︃

×
∞∫︁
𝜓𝑥

exp
(︃

−𝜆4𝑥𝑦

(𝜃 + 1) (𝛼2𝑄𝑦 + 𝑥) − 𝜆2𝑦)
)︃

× (1 − exp(−𝜆2𝑦))𝑀−1𝑑𝑥𝑑𝑦,

(7.28)

By setting 𝑧 = 𝛼2𝑄𝑦 + 𝑥, the A4 in (7.28) is given as

A4 = 𝜆1𝜆2𝑀
𝛼2𝑄

∞∫︁
0

∞∫︁
𝑝𝑥

⎡⎣ exp (−𝜆1𝑥+ 𝑛𝑥)
× exp

(︁
−𝜆4𝑥(𝑧−𝑥)
(𝜃+1)𝛼2𝑄𝑧

− 𝜆2(𝑧−𝑥)
𝛼2𝑄

)︁
×
(︁
1 − exp(−𝜆2(𝑧−𝑥)

𝛼2𝑄
)
)︁𝑀−1

⎤⎦ 𝑑𝑧𝑑𝑥
= 𝜆1𝜆2𝑀

𝛼2𝑄

∞∫︁
0

∞∫︁
𝑝𝑥

⎡⎣ exp
(︁
𝜆1𝑥+ 𝑛𝑥− 𝜆4𝑥

(𝜃+1)𝛼2𝑄
+ 𝜆2𝑥

𝛼2𝑄

)︁
× exp

(︁
𝜆4𝑥2

(𝜃+1)𝛼2𝑄z − 𝜆2𝑧
𝛼2𝑄

)︁
×
(︁
1 − exp(−𝜆2(𝑧−𝑥)

𝛼2𝑄
)
)︁𝑀−1

⎤⎦ 𝑑𝑧𝑑𝑥,
(7.29)

where 𝑝 = 𝛼2𝑄𝜓 + 1.
Replacing A3 in (7.27) and A4 in (7.29) into (7.26b), the 𝑃 𝑜𝑢𝑡

ST1
_𝑢𝑝𝑝𝑒𝑟 is given as

𝑃 𝑜𝑢𝑡
ST1

_𝑢𝑝𝑝𝑒𝑟 =
(︃
𝜆1

𝑀∑︁
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 1

(𝜆1 + 𝜆2𝜓𝑡)
+ 𝜆1𝜆2𝑀

𝛼2𝑄
× I1

)︃
. (7.30)

From obtained results in formulas (7.30) and (7.26a), the Theorem 1 in (7.25) is proven
successfully.

Secondly, we find the SOP at destination node D2 in the ST1 case in which the node
D2 does not receive message safely from the source node S through the best relay R𝑏1

under the malicious attempt of the eavesdropper E as follows

𝑃 𝑜𝑢𝑡_𝐷2
ST1 = Pr

(︁
𝑆𝐶𝑥2

𝑅𝑏1𝐷2 < 𝑆𝐶𝑡ℎ
)︁
. (7.31)
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Replacing formula (7.15) into (7.31), 𝑃 𝑜𝑢𝑡_𝐷2
ST1 is obtained as

𝑃 𝑜𝑢𝑡_𝐷2
ST1 = Pr

(︁
𝑅𝑥2
𝑅𝑏1𝐷2 −𝑅𝑥2

𝑅𝑏1𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
. (7.32)

Substituting the formula (7.13), 𝑃𝑅 = 𝐼𝑡ℎ
𝑔1𝑖

, 𝑄 = 𝐼𝑡ℎ
𝑁0

into (7.32), 𝑃 𝑜𝑢𝑡_𝐷2
ST1 is expressed as

𝑃 𝑜𝑢𝑡_𝐷2
ST1 = Pr

[︁
1
2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥2

𝑅𝑏1𝐷2

)︁
− 1

2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥2

𝑅𝑏1𝐸

)︁
< 𝑆𝐶𝑡ℎ

]︁
= Pr

[︁
1
2 log2

(︁
1 + 𝑃𝑅𝛼2𝑔3𝑏1

𝑁0

)︁
− 1

2 log2

(︁
1 + 𝑃𝑅𝛼2𝑔4𝑏1

𝑁0

)︁
< 𝑆𝐶𝑡ℎ

]︁
= Pr

[︁
𝑔3𝑏1 <

𝜃𝑔1𝑏1
𝑄𝛼2

+ (𝜃 + 1)𝑔4𝑏1

]︁
.

(7.33)

The math equation in (7.33) is achieved the close-form expression by applying the pdf of
the random variables 𝑔1𝑏1 , 𝑔4𝑏1 and the CDF of the random variable 𝑔3𝑏1 , and given as

𝑃 𝑜𝑢𝑡_𝐷2
ST1 =

∞∫︁
0

∞∫︁
0

Pr
[︃
𝑔3𝑏1 <

𝜃𝑥

𝑄𝛼2
+ (𝜃 + 1)𝑦

]︃
𝑓𝑔1𝑏1

(𝑥)𝑓𝑔4𝑏1
(𝑦) 𝑑𝑥𝑑𝑦

= 1 −
∞∫︁

0

∞∫︁
0

𝜆1𝑒
−𝜆1𝑥𝜆4𝑒

−𝜆4𝑦𝑒
−𝜆3

(︁
𝜃𝑥
𝑄𝛼2

+(𝜃+1)𝑦
)︁
𝑑𝑥𝑑𝑦

= 1 − 𝜆1𝜆4(︁
𝜆1+ 𝜆3𝜃

𝑄𝛼2

)︁
(𝜆4+𝜆3(𝜃+1))

.

(7.34)

Finally, from formulas (7.25) and (7.34), the sum SOPs in ST1 case is constrained by the
upper expression as

𝑆𝑢𝑚𝑃 𝑜𝑢𝑡
𝑆T1 = 𝑃 𝑜𝑢𝑡_𝐷1

𝑆T1 + 𝑃 𝑜𝑢𝑡_𝐷2
𝑆T1

≤

⎧⎪⎪⎪⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎪⎪⎪⎩

1 +
⎛⎝1 − 𝜆1𝜆4(︁

𝜆1+ 𝜆3𝜃
𝑄𝛼2

)︁
(𝜆4+𝜆3(𝜃+1))

⎞⎠ , 𝛼1 ≤ 𝜃𝛼2

(︃
𝜆1

𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 1

(𝜆1+𝜆2𝜓𝑡) + 𝜆1𝜆2𝑀
𝛼2𝑄

× I1

)︃
+
⎛⎝1 − 𝜆1𝜆4(︁

𝜆1+ 𝜆3𝜃
𝑄𝛼2

)︁
(𝜆4+𝜆3(𝜃+1))

⎞⎠ , 𝛼1 > 𝜃𝛼2.

(7.35)

7.3.2 The SOP of the secrecy transmission in the proposed UCCN-NOMA
system with the best relay selection, called as ST2 case.

We have the best relay 𝑅𝑏2 by calculating the same way the best relay 𝑅𝑏1 but based on
maximum channel gain of the R𝑖-D2 link. Then, we calculate the sum SOPs of the nodes
D1, D2 in the ST2 case.
The best relay 𝑅𝑏2 is presented as follows

𝑅𝑏2 = arg max⏟  ⏞  
𝑚=1...𝑀

|ℎ𝑅𝑚𝐷2|2 = max⏟  ⏞  
𝑚=1...𝑀

|ℎ3𝑖|2 = 𝑔3𝑏2 (7.36)
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The CDF and pdf of the random variable 𝑔3𝑏2 is expressed similar as (7.17) and (7.18)
and is shown as 𝐹𝑔3𝑏2

(𝑎) =
(︁
1 − 𝑒−𝜆3𝑎

)︁𝑀
, 𝑓𝑔3𝑏2

(𝑎) = 𝑀𝜆3𝑒
−𝜆3𝑎

(︁
1 − 𝑒−𝜆3𝑎

)︁𝑀−1
.

The SOP at destination D2 in the ST2 case happens when the destination D2 does not
receive signals x2 safely from the source node S, and is expressed by a math expression
as follows

𝑃 𝑜𝑢𝑡_𝐷2
ST2 = Pr

(︁
𝑆𝐶𝑥2

𝑅𝑏2𝐷2 < 𝑆𝐶𝑡ℎ
)︁

(7.37)

Replacing formula (7.15) into (7.37), the𝑃 𝑜𝑢𝑡_𝐷2
ST2 is calculated as

𝑃 𝑜𝑢𝑡_𝐷2
ST2 = Pr

(︁
𝑅𝑥2
𝑅𝑏2𝐷2 −𝑅𝑥2

𝑅𝑏2𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
(7.38)

Substituting formula (7.13) , 𝑃𝑅 = 𝐼𝑡ℎ
𝑔1𝑖

,𝑄 = 𝐼𝑡ℎ
𝑁0

into (37), 𝑃 𝑜𝑢𝑡_𝐷2
ST2 is expressed as

𝑃 𝑜𝑢𝑡_𝐷2
ST2 = Pr

[︁
1
2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥2

𝑅𝑏2𝐷2

)︁
− 1

2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥2

𝑅𝑏2𝐸

)︁
< 𝑆𝐶𝑡ℎ

]︁
= Pr

[︁
1
2 log2

(︁
1 + 𝑃𝑅𝛼2𝑔3𝑏2

𝑁0

)︁
− 1

2 log2

(︁
1 + 𝑃𝑅𝛼2𝑔4𝑏3

𝑁0

)︁
< 𝑆𝐶𝑡ℎ

]︁
= Pr

[︁
𝑔3𝑏2 <

𝜃𝑔1𝑏2
𝑄𝛼2

+ (𝜃 + 1)𝑔4𝑏2

]︁ (7.39)

By calculating similar to (7.33), the probability 𝑃 𝑜𝑢𝑡_𝐷2
ST2 in (7.39) is obtained the close-form

as follows

𝑃 𝑜𝑢𝑡_𝐷2
ST2 =

∞∫︁
0

∞∫︁
0

Pr
[︃
𝑔3𝑏2 <

𝜃𝑥

𝑄𝛼2
+ (𝜃 + 1)𝑦

]︃
𝑓𝑔1𝑏2

(𝑥)𝑓𝑔4𝑏2
(𝑦) 𝑑𝑥𝑑𝑦

=
∞∫︁

0

∞∫︁
0

𝜆1𝑒
−𝜆1𝑥𝜆4𝑒

−𝜆4𝑦

(︃
1 − 𝑒

−𝜆3

(︁
𝜃𝑥
𝑄𝛼2

+(𝜃+1)𝑦
)︁)︃𝑀

𝑑𝑥𝑑𝑦

= 𝜆1𝜆4
𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀

∞∫︁
0

∞∫︁
0

𝑒−𝜆1𝑥𝑒−𝜆4𝑦𝑒
−𝜆3

(︁
𝜃𝑥
𝑄𝛼2

+(𝜃+1)𝑦
)︁
𝑡
𝑑𝑥𝑑𝑦

= 𝜆1𝜆4
𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 𝑄𝛼2

𝜆1𝑄𝛼2+𝜆3𝜃𝑡
× 1

𝜆4+(𝜃+1)𝜆3𝑡
.

(7.40)

The next, we calculate the SOP at destination node D1 in the ST2 case in which the
destination node D1 does not receive signal safely from the source node S through the
best relay R𝑏2 under the malicious attempt of the eavesdropper E as follows

𝑃 𝑜𝑢𝑡_𝐷1
ST2 = Pr

(︂
𝑆𝐶𝑥1

𝑅
𝑏2
𝐷1 < 𝑆𝐶𝑡ℎ

)︂
= Pr

(︁
𝑅𝑥1
𝑅𝑏2𝐷1 −𝑅𝑥1

𝑅𝑏2𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
. (7.41)

By replacing the formulas (7.9) and (7.13) into (7.41), we have an expression of the 𝑃 𝑜𝑢𝑡_𝐷1
ST2

as follow

𝑃 𝑜𝑢𝑡_𝐷1
ST2 = Pr

[︁
1
2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥1

𝑅𝑏2𝐷1

)︁
< 1

2 log2

(︁
1 + 𝑆𝐼𝑁𝑅𝑥1

𝑅𝑏2𝐸

)︁
+ 𝑆𝐶𝑡ℎ

]︁
= Pr

[︂
1
2 log2

(︂
1 + 𝑃𝑅𝛼1𝑔2𝑏2

𝑃𝑅𝛼2𝑔2𝑏2 +1

)︂
< 1

2 log2

(︂
1 + 𝑃𝑅𝛼1𝑔4𝑏2

𝑃𝑅𝛼2𝑔4𝑏2 +1

)︂
+ 𝑆𝐶𝑡ℎ

]︂
= Pr

[︂
𝑃𝑅𝛼1𝑔2𝑏2
𝑃𝑅𝛼2𝑔2𝑏2 +1 < 𝜃 + (𝜃 + 1)

(︂
𝑃𝑅𝛼1𝑔4𝑏2
𝑃𝑅𝛼2𝑔4𝑏2 +1

)︂]︂
.

(7.42)
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We solve the probability 𝑃 𝑜𝑢𝑡_𝐷1
ST2 similar to the probability 𝑃 𝑜𝑢𝑡_𝐷1

ST1 , we also consider the
worst case in which the node E can wiretap the data x1 with the best condition. Hence,
the formula (7.42) rewrite an upper constraint of the 𝑃 𝑜𝑢𝑡_𝐷1

ST2 as follows

𝑃 𝑜𝑢𝑡_𝐷1
ST2 ≤ 𝑃 𝑜𝑢𝑡_𝑢𝑝𝑝𝑒𝑟

ST2 = Pr
[︃

𝑃𝑅𝛼1𝑔2𝑏2

𝑃𝑅𝛼2𝑔2𝑏2 + 1 < 𝜃 + (𝜃 + 1) (𝑃𝑅𝛼1𝑔4𝑏2)
]︃
. (7.43)

After some algebra, the probability of the𝑃 𝑜𝑢𝑡_𝐷1
ST2 can be shown as

𝑃 𝑜𝑢𝑡_𝐷1
ST2 ≤ 𝑃 𝑜𝑢𝑡_𝑢𝑝𝑝𝑒𝑟

ST2 =
⎧⎨⎩ 1 , 𝛼1 ≤ 𝜃𝛼2

𝜆2𝜓
(𝜆1+𝜆2𝜓) + 𝜆1𝜆2𝑀

𝛼2𝑄
× I2 , 𝛼1 > 𝜃𝛼2,

(7.44)

where I2 =
∞∫︁

0

∞∫︁
𝑝𝑥

⎡⎢⎣ exp
(︁
−𝜆1𝑥+ 𝑛𝑥− 𝜆4𝑥

(𝜃+1)𝛼2𝑄
+ 𝜆2𝑥

𝛼2𝑄

)︁
× exp

∞∫︀
𝑝𝑥

exp
(︁

𝜆4𝑥2

(𝜃+1)𝛼2𝑄z − 𝜆2𝑧
𝛼2𝑄

)︁
⎤⎥⎦ 𝑑𝑧𝑑𝑥.

From formulas (7.40) and (7.44), we calculate the sum SOPs of secrecy transmission in
the ST2 case is constrained by the upper expression as

𝑆𝑢𝑚𝑃 𝑜𝑢𝑡
𝑆T2 = 𝑃 𝑜𝑢𝑡_𝐷1

𝑆T2 + 𝑃 𝑜𝑢𝑡_𝐷2
𝑆T2

≤

⎧⎪⎪⎪⎪⎨⎪⎪⎪⎪⎩
1 +

(︃
𝜆1𝜆4

𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 𝑄𝛼2

𝜆1𝑄𝛼2+𝜆3𝜃𝑡
× 1

𝜆4+(𝜃+1)𝜆3𝑡

)︃
, 𝛼1 ≤ 𝜃𝛼2(︁

𝜆2𝜓
(𝜆1+𝜆2𝜓)+

𝜆1𝜆2𝑀
𝛼2𝑄

× I2
)︁

+
(︃
𝜆1𝜆4

𝑀∑︀
𝑡=0

(−1)𝑡𝐶𝑡
𝑀 × 𝑄𝛼2

𝜆1𝑄𝛼2+𝜆3𝜃𝑡
× 1

𝜆4+(𝜃+1)𝜆3𝑡

)︃
, 𝛼1 > 𝜃𝛼2.

(7.45)

7.3.3 The SOP of the secrecy transmission in the proposed UCCN-NOMA
system with the best relay selection, called as ST3 case.

With this case, the best relay 𝑅𝑏3 based on calculating the minimum channel gain of the
R𝑖-E link. The best relay selection is given as

𝑅𝑏3 = arg min⏟ ⏞ 
𝑚=1...𝑀

|ℎ𝑅𝑚𝐸|2 = min⏟ ⏞ 
𝑚=1...𝑀

|ℎ4𝑖|2 = 𝑔4𝑏3 (7.46)

The CDF and cdf of of the random variable 𝑔4𝑏3 is given as

𝐹𝑔4𝑏3
(𝑎) = Pr

⎡⎣ min⏟ ⏞ 
𝑖=1...𝑀

𝑔4𝑖 < 𝑎

⎤⎦ = 1 − Pr
⎡⎣ min⏟ ⏞ 
𝑖=1...𝑀

𝑔4𝑖 ≥ 𝑎

⎤⎦
= 1 −

𝑀∏︀
𝑖=1

[︁
1 − 𝐹𝑔4𝑖 (𝑎)

]︁
=

⎛⎜⎝1 − 𝑒
−

𝑀∑︀
𝑖=1

𝜆4𝑎

⎞⎟⎠ .
(7.47)

𝑓𝑔4𝑏3
(𝑎) =

𝜕𝐹𝑔4𝑏3
(𝑎)

𝜕𝑎
= 𝑀𝜆4𝑒

−
𝑀∑︀
𝑖=1

𝜆4𝑎

. (7.48)
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The SOP of D1, D2 in the ST3 case is performed similar to in two cases ST1 and ST2,
and is shown by two math equation, respectively, as follows

𝑃 𝑜𝑢𝑡_𝐷2
ST3 = Pr

(︂
𝑆𝐶𝑥2

𝑅
𝑏3
𝐷2 < 𝑆𝐶𝑡ℎ

)︂
= Pr

(︁
𝑅𝑥2
𝑅𝑏3𝐷2 −𝑅𝑥2

𝑅𝑏3𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
(7.49)

𝑃 𝑜𝑢𝑡_𝐷1
ST3 = Pr

(︂
𝑆𝐶𝑥1

𝑅
𝑏3
𝐷1 < 𝑆𝐶𝑡ℎ

)︂
= Pr

(︁
𝑅𝑥1
𝑅𝑏3𝐷1 −𝑅𝑥1

𝑅𝑏3𝐸
≤ 𝑆𝐶𝑡ℎ

)︁
(7.50)

With calculating the same way, finally, we can easily calculate the probability 𝑃 𝑜𝑢𝑡_𝐷2
ST3 ,

𝑃 𝑜𝑢𝑡_𝐷1
ST3 , respectively as

𝑃 𝑜𝑢𝑡_𝐷2
ST3 = 1 − 𝑀𝜆1𝜆4(︁

𝜆1 + 𝜆2𝜃
𝑄𝛼2

)︁
(𝑀𝜆4 + 𝜆2(𝜃 + 1))

(7.51)

-When 𝛼1 ≤ 𝜃𝛼2

𝑃 𝑜𝑢𝑡_𝐷1
ST3 =

∞∫︁
0

𝑓𝛾1𝑖(𝑥)(1 + 0)𝑑𝑥 =
∞∫︁

0

𝜆1𝑒
−𝜆1𝑥𝑑𝑥 = 1 (7.52a)

-When 𝛼1 > 𝜃𝛼2

𝑃 𝑜𝑢𝑡_𝐷1
ST3 =

(︃
𝜓𝜆2

𝜆1 + 𝜓𝜆2
+ 𝜆1𝜆2

𝛼2𝑄
× I3

)︃
(7.52b)

where I3 =
∞∫︁

0

∞∫︁
𝑝𝑥

⎡⎢⎣ exp
(︁
−𝜆1𝑥+ 𝑀𝜆4𝜃

(𝜃+1)𝛼1𝑄
𝑥− 𝑀𝜆4𝑥

(𝜃+1)𝛼2𝑄
+ 𝜆2𝑥

𝛼2𝑄

)︁
× exp

∞∫︀
𝑝𝑥

exp
(︁

𝑀𝜆4𝑥2

(𝜃+1)𝛼2𝑄z − 𝜆2𝑧
𝛼2𝑄

)︁
⎤⎥⎦ 𝑑𝑡𝑑𝑥.

From formulas (7.51), (7.52a) and (7.52b), the 𝑆𝑢𝑚𝑃 𝑜𝑢𝑡
𝑆T3 is obtained as

𝑆𝑢𝑚𝑃 𝑜𝑢𝑡
𝑆T3 = 𝑃 𝑜𝑢𝑡_𝐷1

𝑆T3 + 𝑃 𝑜𝑢𝑡_𝐷2
𝑆T3

≤

⎧⎪⎪⎪⎪⎪⎪⎨⎪⎪⎪⎪⎪⎪⎩
1 +

⎛⎝1 − 𝑀𝜆1𝜆4(︁
𝜆1+ 𝜆2𝜃

𝑄𝛼2

)︁
(𝑀𝜆4+𝜆2(𝜃+1))

⎞⎠ , 𝛼1 ≤ 𝜃𝛼2

(︁
𝜓𝜆2

𝜆1+𝜓𝜆2
+ 𝜆1𝜆2

𝛼2𝑄
× I3

)︁
+
⎛⎝1 − 𝑀𝜆1𝜆4(︁

𝜆1+ 𝜆2𝜃
𝑄𝛼2

)︁
(𝑀𝜆4+𝜆2(𝜃+1))

⎞⎠ , 𝛼1 > 𝜃𝛼2.

(7.53)

The integrals I1 in (7.35), I2 in (7.45) and I3 in (7.53) are the complex, and solving of
these integrals is not practical. However, we can use numerical methods to find value of
I1, I2 and I3.

7.4 Simulation Results

With system model, we analyzed and evaluated the sum SOPs of secrecy transmission in
three cases, namely ST1, ST2, and ST3. The theoretical analyses results are verified by the
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Monte Carlo simulations. In the two-dimensional plane, the coordinates of S, R𝑖, D1, D2,
Pu and E are set as S(0, 0), R(𝑥𝑅, 0), D1(1,0), D2(𝑥𝐷2 , 𝑦𝐷2), Pu(𝑥𝑃𝑢, 𝑦𝑃𝑢), E(𝑥𝐸, 𝑦𝐸) , re-
spectively, satisfying (0 < 𝑥𝑅, 𝑥𝐷2 , 𝑥𝐸). Therefore 𝑑𝑆𝑅𝑏 = 𝑥𝑅, 𝑑𝑅𝑏𝐷1 = 𝑥𝐷1 − 𝑥𝑅, 𝑑𝑅𝑏𝐷2 =√︁

(𝑥𝐷2 − 𝑥𝑅)2 + 𝑦2
𝐷2 , 𝑑𝑅𝑏𝑃𝑢 =

√︁
(𝑥𝑃𝑢 − 𝑥𝑅)2 + 𝑦2

𝑃𝑢 and 𝑑𝑅𝑏𝐸 =
√︁

(𝑥𝐸 − 𝑥𝑅)2 + 𝑦𝐸2. We
assume that the target secrecy capacity and the path-loss exponent are set to constants,
𝑆𝐶𝑡ℎ = 1 (bits/s/Hz) and 𝛽 = 3. The value range of 𝛽 can be from 2 to 7 which de-
pends on the transmission environments. The parameters for simulating and analyzing
are summarized in Table 1 as follow.

Tab. 7.1: Simulation parameters.

Symbols Parameter Names Values

𝛽 Path-loss 3
M Number of Relay 3

𝛼1,𝛼2 Power allocation coefficients 0.8;0.2
SC𝑡ℎ Threshold 0.7,1(bit/s/Hz)
𝑑𝑅𝑏𝑃𝑢 Distance of R𝑏-Pu link 1
𝑑𝑅𝑏𝐷1 Distance of R𝑏-D1 link 0.5
𝑑𝑅𝑏𝐷2 Distance of R𝑏-D2 link 0.6,1
𝑑𝑅𝑏𝐸 Distance of R𝑏-E link 1-3

Figure 7.3 shows the sum SOPs of secrecy transmission in three cases ST1, ST2 and
ST3 versus Q(dB) when the symmetric network model is examined the parameters as
M=3, 𝛼1 = 0.8, 𝛼2 = 0.2, 𝛽 = 3, SC𝑡ℎ=1(bit/s/Hz), 𝑑𝑅𝑏𝑃𝑢 = 1, 𝑑𝑅𝑏𝐷1 = 0.5, 𝑑𝑅𝑏𝐷2 = 1,
𝑑𝑅𝑏𝐸 = 1. With the results shown in Figure 7.3, we can see that the secrecy performance
of the ST3 is good than the ST1 and ST2. Besides, the sum SOPs of the ST1, ST2 and
ST3 decrease when the Q(dB) raise because of the increment of transmit powers. It can
be explained by applying the NOMA technique and selecting the best relay method.

Figure 7.4 shows the security performance versus the position of the eavesdropper node
E when the symmetric network model is performed with M=3, 𝛼1 = 0.8, 𝛼2 = 0.2, 𝛽 = 3,
Q(dB)=10dB, SC𝑡ℎ=1(bit/s/Hz) and 𝑑𝑅𝑏𝐸 changes from 1 to 3. As shown in Figure 7.4,
the security performance of the ST3 case is also smaller than the ST1 and ST2 case.
The simulation results and the theoretical results are reasonable. Furthermore, we can see
that when the value 𝑑𝑅𝑏𝐸 increases, the security performance becomes good than in three
cases. It means that the security of the system is very well when eavesdropper node E is
far from the relays.

In Figure 7.5, shows the sum SOPs of secrecy transmission in three cases ST1, ST2
and ST3 versus Q(dB) when the symmetric network model is examined the parameters as
M=3, 𝛼1 = 0.8, 𝛼2 = 0.2, 𝛽 = 3, 𝑑𝑅𝑏𝑃𝑢 = 1, 𝑑𝑅𝑏𝐷1 = 0.5, 𝑑𝑅𝑏𝐷2 = 1, 𝑑𝑅𝑏𝐸 = 1. We compare
the secrecy performance in two cases of thresholds security capacity: SC𝑡ℎ=0.7(bit/s/Hz)
and SC𝑡ℎ=1(bit/s/Hz). It is clear that the security capacity is the lower, the secrecy
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Figure 7.3: The sum SOPs of the UCCN-NOMA system versus Q(dB) when M=3, 𝛼1 = 0.8,
𝛼2 = 0.2, 𝛽 = 3 and SC𝑡ℎ=1(bit/s/Hz).
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Figure 7.4: The sum SOPs of the UCCN-NOMA system versus 𝑑𝑅𝑏𝐸 when M=3, 𝛼1 = 0.8,
𝛼2 = 0.2, 𝛽 = 3 and SC𝑡ℎ=1(bit/s/Hz).

performance becomes more efficient. In addition, as shown in Figure 7.5, the simulation
results are suitable to the theoretical results in three cases of security transmission. .
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Figure 7.5: The sum SOPs of the UCCN-NOMA system versus Q(dB) when M=3, 𝛼1 = 0.8,
𝛼2 = 0.2, 𝛽 = 3, SC𝑡ℎ=0.7(bit/s/Hz) and SC𝑡ℎ=1(bit/s/Hz).
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Figure 7.6: The sum SOPs of the UCCN-NOMA system versus Q(dB) when M=3, 𝛼1 = 0.8,
𝛼2 = 0.2, 𝛽 = 3, SC𝑡ℎ=1(bit/s/Hz), 𝑑𝑅𝑏𝐷2 = 0.6 and 𝑑𝑅𝑏𝐷2 = 1.

Figure 7.6 represents the sum SOPs versus Q (dB) when M=3, 𝛼1 = 0.8, 𝛼2 = 0.2, 𝛽 = 3,
SC𝑡ℎ=1(bit/s/Hz), 𝑑𝑅𝑏𝐷2 = 0.6 and 𝑑𝑅𝑏𝐷2 = 1. The secrecy performance of the ST1, ST2,
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and ST3 reduce at the higher Q(dB) regions. It means that the proposed UCCN system
used NOMA solution, and apply PLS with the best relay selection, so achieves higher
secrecy efficiency. Besides, we can see that when link distance 𝑑𝑅𝑏𝐷2 = 0.6 is security
performance of system good than the 𝑑𝑅𝑏𝐷2 = 1.
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Figure 7.7: The sum SOPs of the UCCN-NOMA system versus 𝛼1 when M=3, 𝛽 = 3 and
SC𝑡ℎ=1(bit/s/Hz).

In Figure 7.7, we shows the security performance of the UCCN system using the
NOMA technology under the impact of power allocation coefficients. As illustrates in this
figure, we consider the effects of varying 𝛼1 and 𝛼2 on system. When 𝛼1 rises, the SOPs of
the secrecy transmission of the signals x1 and x2 decrease and move to small values. We
can see that the power allocation coefficients in Figure 7.7 can make significant capacity
gains in the UCCN system using the NOMA and the best relay selection solution.

7.5 Conclusions

We investigated the secrecy for Underlay Cooperative Cognitive Network in which multiple
relays using the NOMA technology. We researched the three strategies of relay selection.
The first case and second case, the best relay was calculated base on the maximum channel
of the link R𝑖-D1 and R𝑖-D2, respectively. In the third case, we found the best relay by
calculating the minimum value of the channel gains from the R𝑖-E link. We analyzed and
evaluated the secrecy performance of UCCN system using NOMA technology in terms of
the secrecy outage probabilities based on Rayleigh fading channels. Besides, the proposed
scheme using NOMA and PLS improved secrecy performances. In addition, the security
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performance in the system model obtained better when the distance between eavesdropper
E and the best relay was far together. Finally, theory analyses and the simulations results
proved the tight accuracy.
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8 CONCLUSIONS AND FUTURE WORK

The thesis considered potential benefits of cooperative relaying in conventional wireless
and cognitive radio networks, include: Two-Way scheme, Multiple Relay scheme. Base on
these scheme, we applied the methods such as AF, DF, Relay selection, EH and NOMA to
propose the protocols to improve the reliability, throughput performance and enhance the
data rate. In addition, the best important research work of this dissertation was to use the
NOMA technique combine with PLS in the UCCN having many relays. The achieved re-
sults have shown that the proposed system model increase QoS , and security performance.
Finally, we analyzed and evaluated the system performance in terms of exact closed-form
outage probabilities over Rayleigh fading channels. Furthermore, the theoretical analyses
were verified by performing Monte Carlo simulation results.

8.1 Summary of Results and Insights

There are three the main goals of the thesis as follows. Parts of the thesis, which are
dedicated to the Goal 1, we can find in Chapter 4 and Chapter 5, where Two-Way Energy
Harvesting cooperative relaying protocol and multi-relay cooperative protocols (EHAF,
EHDF) with the best relay selection method in wireless communication networks were
proposed and analyses. Goal 2 was presented in Chapter 6, where the Two-Way NOMA
cooperative relaying protocol to enhance transmission efficiency was investigated. Goal 3
was presented in Chapter 7, where multiple relays NOMA scheme in Underlay Cooperative
Cognitive Network for enhancing secrecy performances was studied.

All three goals of the thesis specified in Chapter 3 were fulfilled. Goal 1 was published
in [HTP02], [HTP03] and [HTP05] with Two-Way cooperative relaying scheme and multi-
hop relaying scheme for enhancing throughput performance and improving the range of
wireless communication. Goal 2 was published in the articles [HTP04] and proposed
with Two-Way NOMA protocol for enhancing the spectral performance and overcome
the disadvantages of the fading environment. Goal 3 was published in paper [HTP01]
and proposed the security system for the UCCN using NOMA to improve the secrecy
performance.

In light of the investigated obtained of this dissertation is the hypothesis given: It
is possible to apply the NOMA technology for the development of 5G networks. Such
application would contribute to the security efficiency of wireless communications.

8.2 Future Work

To finish the thesis, some works in the future are mentioned with the details as follows.
In this dissertation, we have investigated different cooperative methods in wireless

communication networks, but each user has assumed only a private antenna. However,
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in practice, each user can have many antennas for receiving and sending the signal. This
problem will be interesting, and this is an attractive research topic.

As shown in Chapter 7. We have just only researched the NOMA in the one-way
system with multi-relay. In order to enhance system reliability, the Two-Way scheme, in
this case, needs to be researched and designed.

In this thesis, we only present the wireless cooperative network with assumption each
node being stationary. However, in mobile ad-hoc networks, each node can move to diffe-
rent places, so the security system needs to thorough considered. So this problem will be
one of our future researches.
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Appendix

APPENDIX A

A1. Proof of the Lemma 1 - Solving formula (7.23)

From formula (7.27), we calculate A1 as follows
A1 = Pr

[︂
𝑔2𝑏1𝑥

(𝜃+1)(𝑄𝑔2𝑏1𝛼2+𝑥) ≤ 𝜃𝑥
(𝜃+1)𝑄𝛼1

]︂
=Pr

[︂
𝑔2𝑏1 (𝜃+1)𝑄𝛼1

(𝜃+1)(𝑄𝑔2𝑏1𝛼2+𝑥)𝜃 ≤ 1
]︂

=Pr [𝑔2𝑏1𝑄 (𝛼1 − 𝜃𝛼2) ≤ 𝑥𝜃]

=
⎧⎨⎩ 1 , 𝛼1 ≤ 𝛼2𝜃

𝐹𝑔2𝑏1

[︁
𝑥𝜃

𝑄(𝛼1−𝛼2𝜃)

]︁
, 𝛼1 > 𝛼2𝜃

(A.1)

Applying the CDF of the RV 𝑔2𝑏1 (7.17) into (A.1), A.1 is solved in a closed-form
expression as

𝐴1 =
⎧⎨⎩ 1 , 𝛼1 ≤ 𝛼2𝜃(︁

1 − 𝑒−𝜆2𝜓𝑥
)︁𝑀

, 𝛼1 > 𝛼2𝜃
(A.2)

where 𝜓 = 𝜃
𝑄(𝛼1−𝜃𝛼2)

.
Hence, Appendix A1 is proven completely.

A2. Proof of Lemma 2 - Solving formula (7.24)

To solve Lemma 2, we calculate A2 in (7.22) as follows
A2 = Pr

[︂
𝑔4𝑏1 >

𝑔2𝑏1𝑥

(𝜃+1)(𝛼2𝑄𝑔2𝑏1 +𝑥) − 𝜃𝑥
(𝜃+1)𝑄𝛼1

,
𝑔2𝑏1𝑥

(𝜃+1)(𝛼2𝑄𝑔2𝑏1 +𝑥) >
𝜃𝑥

(𝜃+1)𝑄𝛼1

]︂
= Pr

[︂
𝑔4𝑏1 >

𝑔2𝑏1𝑥

(𝜃+1)(𝛼2𝑄𝑔2𝑏1 +𝑥) − 𝜃𝑥
(𝜃+1)𝛼1𝑄

, 𝑄𝑔2𝑏1 (𝛼1 − 𝜃𝛼2) > 𝜃𝑥
]︂

=

⎧⎪⎨⎪⎩
0, 𝛼1 ≤ 𝜃𝛼2

∞∫︀
𝜓𝑥
𝑓𝑔2𝑏1

(𝑦)𝑃𝑟
[︁
𝑔4𝑏1 >

𝑥𝑦
(𝜃+1)(𝛼2𝑄𝑦+𝑥) − 𝜃𝑥

(𝜃+1)𝛼1𝑄

]︁
𝑑𝑦, 𝛼1 > 𝜃𝛼2

(A.3)

Solving (A.3) by using the pdf of the random variable 𝑔2𝑏1 and the CDF of the random
variable 𝑔4𝑏1 , A.3 is obtained as

A2 =

⎧⎪⎪⎪⎨⎪⎪⎪⎩
0 , 𝛼1 ≤ 𝜃𝛼2

∞∫︁
𝜓𝑥

𝑓𝑔2𝑏1
(𝑦) 𝑒−𝜆4

(︁
𝑥𝑦

(𝜃+1)(𝛼2𝑄𝑦+𝑥) − 𝜃𝑥
(𝜃+1)𝑄𝛼1

)︁
𝑑𝑥𝑑𝑦 , 𝛼1 > 𝜃𝛼2.

(A.4)

Hence, Appendix A2 is proven completely.
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