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List	of	propositions		
	
	

1. Biometric	 data	 deserve	 a	 better	 protection	 from	 a	 data	 protection	
perspective.	
	

2. There	is	an	inherent	tension	between	the	principle	of	purpose	limitation	
and	the	re-use	of	personal	data	across	sectors.		

	
3. The	 law	 should	 understand	 technological	 practices	 before	 adopting	

regulations	impacting	them.	
	

4. Guidance	 from	 the	 European	 Data	 Protection	 Board	 is	 needed	 on	 the	
reprocessing	of	GDPR	data	for	law	enforcement	purposes.	
	

5. The	 right	 to	 information	 in	 the	 ‘police’	 Directive	 does	 not	 reach	 the	
standard	set	in	the	CoE	Recommendation	R(87)	15	on	the	use	of	personal	
data	by	police	authorities.			
	

6. The	new	EU	data	protection	framework	is	already	outdated.	
	

7. If	I	have	nothing	to	hide,	I	still	don’t	want	to	be	defined	by	the	cells	of	my	
body	or	my	inner	thoughts.	

	
	


