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Abstract 

A wireless body area network can play a significant role in monitoring the physiological 

signs of human body and hence can be applied in various application areas such as 

battlefield, sports, hospital etc. As WBAN deals with vital signs of human body, network 

reliability is of utmost importance. The reliability of WBAN is the ability of the network to be 

connected even during node failures and malicious attacks. In this paper, we have proposed 

an efficient and highly reliable wireless body area network (WBAN) with a combination of 

cooperated network coding that can provide increased throughput and deal with single point 

of failure. Cooperated network coding in real time application areas of wireless body area 

network is an efficient way to deal with packet loss, single point of failure, data recovery and 

reduced latency due to retransmission of information. In this paper, we have proposed a 

many-to-many cooperated network coding to support multiple sources, multiple relays and 

multiple sinks or destinations in WBAN. 
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INTRODUCTION 

Due to the immense advancement in 

wireless technology, miniature sensor 

devices, low power consumption and 

increased battery life WBAN emerged as 

an idea during last century to revolutionize 

healthcare applications.  The idea behind 

wireless body area network was to collect 

vital signs from human body by appending 

different types of sensors to the body even 

when the person is on the move. The main 

advantage of wireless body area network is 

to provide health monitoring without 

interfering with the patient’s day-to-day 

activities. 

 

The appended sensors are responsible for 

collecting data from human body and send 

them via any wireless medium towards a 

gateway node which is responsible for 

forwarding the received data to a Personal 

Digital Assistant (PDA) or a mobile 

phone. The forwarded data is then finally 

sent to a medical server or doctor via any 

wireless network including cellular, Wi-Fi, 

Bluetooth etc. 

 

In this paper, the focus is on battlefield 

application area. The use of WBANs in 

military application area or battlefield may 

enable chief commanders to monitor vital 

signs such as fatigue stage or low energy 

level, increased stress level, reduced 

alertness state of soldiers and can lead to 

proactive recovery process at an early 

stage. Additionally, WBAN may be 

capable of controlling actuators which 

based on correct measurements and 

settings, can automatically release 

medicine or other agents when needed. It 

can have data logging facility of a soldier’s 

normal environment, so that doctors can 

have a clear idea of the soldier’s status and 

the potential emergency issues.  
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As patient mobility increases the 

probability of packet loss, it is desired that 

the packet error rate should be kept less 

than 1%; it is highly required that WBAN 

should provide reliable communications 

which is insensitive to link or node failure. 

Additionally, the WBANs must transmit at 

low energy to protect the patients against 

harmful health effects. 

 

COOPERATED COMMUNICATION 

WBAN nodes are composed of battery 

driven sensors which are placed either 

inside or on the human body. As these 

sensors need frequent charging and 

electromagnetic radiation from these 

sensors can lead to adverse effect or 

discomfort to human body, along with 

other requirements, WBAN should also 

consider the need of low power and energy 

efficient communication. But as large path 

loss in WBANs is possible, if there is lack 

of sufficient transmit power, link quality 

will be degraded due to severe attenuation 

of wireless signals. 

 

Cooperated communication in WBAN 

provides a unique solution to all these 

performance requirements. It uses the 

broadcast mode of wireless 

communication channels so that 

neighbouring nodes (named as relays) can 

hear the source signal intended for a 

specific destination, process the signal and 

transmit it to the intended destination. 

Signals that are received from relays and 

the source are combined at the intended 

destination which results in mitigation of 

packet loss due to link failure or single 

point of failure. The main idea behind this 

technique is to use available user terminals 

as relays that can cooperate to increase 

system performance. 

 

In cooperated communications relay nodes 

are responsible to perform decoding on 

each received signal from each source 

node, then re-encoding those decoded 

signals and finally forwarding it to the 

destinations. Destination node then 

combines multiple signals arrived from 

different paths and decode the original 

source message. But with increased 

number of source nodes, this procedure 

may be jeopardized. If the number of 

source node increases, each relay node 

needs to forward multiple signals received 

from multiple sources that may lead to 

huge power consumption as well as delay 

in entire network communication. 

 

As an example, if there are Ns source 

nodes and Nr relay nodes, for signal 

transmission Ns(Nr+1) time slots are 

needed; which means that, to forward Ns 

signals, a relay node requires minimum Ns 

time slots. Therefore, when Ns increases, 

the relay node needs to send more 

messages, which may lead to exhausting 

the capacity of the relay node.  

 

COOPERATED COMMUNICATION 

WITH NETWORK CODING 

Cooperated communication with network 

coding focuses on minimizing the count of 

signal transmissions of an individual relay. 

It also impacts on the overall network 

delay and gains reasonable output 

performance.  In this paper, we propose a 

cooperated network coding scheme in 

combination with decode-and-forward 

relays. We call this approach as 

DReF_CNC (Decode_Re-Encode and 

Forward Cooperated Network Coding). In 

DReF_CNC approach, signals that are 

received at an individual relay are linearly 

combined resulting in only one signal, 

which is then transmitted to the 

destination. Therefore, only one time slot 

is needed by each relay to forward its 

signal.  

 

As shown in the following Fig.1, we have 

considered a two-hop configuration of 

WBAN where Ns sources want to 

communicate with the destination D 

through Nr relays. Each source has 

information I to send and applies a channel 
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code of rate R to generate a coded 

information of length n (= I=R). 

 
Fig. 1. Cooperated network coding with 

Ns sources Nr relays and single 

destination 

 

The relays are assumed to communicate in 

half-duplex mode and hence any node will 

not be able to send and receive at the same 

time. Initially the source node broadcasts a 

packet to the destination node. A copy of 

the packet will also be sent in next time 

slot if the relay can decode it. Therefore, 

the sink or destination will decode the 

information from the two received packet 

copies. 

 

DECODE, RE_ENCODE AND 

FORWARD WITH COOPERATED 

NETWORK CODING  

In all types of decode and forward based 

cooperated communication schemes, relay 

nodes need to first decode the source 

message and then re-encode it and transmit 

it to the destination. But all these schemes 

are useful only with limited number of 

source nodes. With increase in number of 

source nodes, relay nodes need to do a lot 

of processing which consumes much 

transmission energy. As an example, a 

network with ten sources and one relay 

receives ten messages which it needs to 

decode and then forward to the destination 

in ten individual time slots. This is not 

convenient to deploy in WBAN with 

limited resources. Two possible solutions 

are available to overcome the above-

mentioned issue. One solution is to reduce 

the decoding complexity at the relay where 

the relay needs to decode only few 

received signals instead of all.  Even 

though it results in lower decoding 

complexity and the relay needs to use only 

few time slots for transmission, 

comparatively the overall network 

performance degrades as only few 

messages are processed and few remain 

unprocessed.  

 

 
Fig. 2. Time slots in a cooperated network 

with and without network coding 

 

The second solution is to use network 

coding where the relay still decodes all or 

a prefixed number of the received 

messages, and then together re-encodes 

them and forwards them to the destination. 

To reduce the complexity, a simple bitwise 

XOR operation is considered for network 

coding. Thus, in this solution, the relay 

needs to use only one time slot to forward 

the message to the destination. Fig. 2 

shows a WBAN with five source nodes 

and one relay. When network coding is not 

deployed, the relay needs to use five time 

slots to forward the source messages to the 

destination. But, when network coding is 

used, the five decoded packets at the relay 

are combined linearly to produce a single 

coded packet and then forwarded to the 

destination which needs only one time slot. 

 

NETWORK CODING AND 

DECODING PROCESS 

In this process, we consider that each 

source node has I information symbols to 

send which are converted to n coded 
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symbols after encoding. Let us consider 

that Ri has decoded set Codei of source 

nodes with cardinality Ni. So, Ni is the 

number of relays that have successfully 

decoded Si’s message where Si is the i
th

 

sender node and Ri  is the i
th

 relay node. 

We assume that Codei = {A1, A2….ANi } 

where Am ϵ {S1, S2…..SNs}. Ns represents 

source node and Codei  is the decoding set 

for Si, which is the set of all relay nodes 

that have successfully decoded Si’s 

message. Each network coded symbols at 

Ri can be calculated as follows. We can 

randomly choose a coded symbol from 

each source node in Codei and then XOR 

them. The j
th

 symbol of the network coded 

message at Ri can be calculated as follows: 

 

 ,  

 
where j=1, 2 …. n                 (1) 

 

While decoding at the destination, the first 

Ns time slots are allocated to the source 

node symbols. Signal received from the 

sourcei at the destination can be calculated 

as follows: 

 

                             (2)  

 

Where,  ,   and   are the channel 

gain between the source i and the 

destination and the additive white 

Gaussian noise, respectively. The last Nr 

time slots are allocated to symbols from 

the relays. Therefore, the signal received 

from the jth relay at the destination can be 

calculated as follows:          

                      

                             (3)  

 

In this process, Message-Passing 

Algorithm (MPA) is used to decode the 

signal for the i
th

 source [1–5]. MPA 

supports iterative message transmission, 

where messages are transmitted from 

check node to variable nodes and then 

from variable node to check nodes in each 

iteration. This process repeats until a 

prefixed number of iterations are 

completed or all variable nodes are 

decoded. 

COMPARATIVE ANALYSIS 

Network coding allows messages from 

multiple sources to be combined in a 

mediator node. In this way performance 

gains like network flow, energy efficiency 

are possible to be obtained.  

 

Network coding mainly aims at increasing 

the message transmission efficiency e.g., 

energy efficiency, bit error probability, 

frame error probability, throughput, 

network capacity for the wireless 

cooperative networks. Sample architecture 

for the two-source network is shown in 

Fig.4. In this architecture, the other source 

acts as a relay, performs network coding 

(bitwise OR operation) among another 

source’s message and its own messages. 

Therefore each message is transmitted 

three times (one time directly and two 

times indirectly) instead of two (as Fig. 3), 

while the total resource usage is the same. 

Through this approach, coding gain is 

achieved by combining messages from 

different users. The improvement is more 

obvious for more number of message 

sources.  

 

 
 

Fig. 3. Cooperative communication 

without network coding 
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Fig. 4. Cooperative communication with 

network coding 

 

CONCLUDING REMARKS 

In this paper, we have proposed a 

cooperated scheme based on decode/re-

encode/ forward step and network coding 

to enhance the energy efficiency and 

network lifetime in WBANs. In this 

scheme, each relay decodes the received 

source message, includes them in the 

coding process, re-encodes the message, 

performs permutation, then performs XOR 

and finally transmits to the destination. 

The scheme also reduces the count of time 

slots and can effectively handle single 

point of failure. In summary, cooperative 

communication with network coding can 

provide major advantages in terms of 

energy-efficiency, reliability and delay 

compared to direct transmission for 

WBANs. 
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