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ABSTRACT 

 
 

 The following study acknowledges the numerous jobs available in cybersecurity and 

searches for ways to use public relations efforts to engage high school students towards a career 

in cybersecurity. While the field of cybersecurity is growing and the amount of jobs are 

increasing, there is currently not enough people pursuing a career in cybersecurity. This lack of 

professionals is dangerous because there are simply not enough professionals that are seeking to 

progress the field, and there’s not enough people to fight the increasing number of cyberattacks. 

The main goal for this project was to discover public relations tactics that can be used towards 

increasing awareness among the next generation of cybersecurity professionals. Ultimately, these 

findings were then applied to press kits, pitch emails, surveys and other press materials that 

would be used for California Cybersecurity Institute’s event, the California Cyber Innovation 

Challenge. This event is a statewide high school cybersecurity competition designed to introduce 

more students to cybersecurity as a future course of study and career. This paper addresses the 

need for public relations engagement efforts among cyber-focused companies, and how these 

efforts can be applied to an existing	event.	
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Chapter 1 

 
Introduction 

 

Statement of the Problem  
 

As people become more reliant on technology in this digital age, the risks regarding 

cyberattacks are rapidly increasing. Nowadays, many of our everyday products are linked to the 

internet, therefore creating the potential to be vulnerable to being hacked (Price 2015). While this 

has created new job opportunities in the field of cybersecurity, there is simply not enough cyber 

professionals that are furthering cyber safety efforts. Currently, there are large gaps in the 

conversation of cybersecurity because of the lack of professionals that exist in society 

(Schnieder, 2013).  

One organization that is seeking to change this gap is California Cybersecurity Institute 

(CCI). CCI is an extension of Cal Poly’s Cybersecurity Center and aims to educate the next 

generation about the cyber workforce by providing students and faculty with a hands-on learning 

environment. While there are many resources available to students that allow them to be exposed 

to the world of cybersecurity, not enough people know that these resources exist. That is why a 

large component to the lack of professionals in the field of cybersecurity can be attributed to 

students being unaware of it being a career option. For this reason, the CCI holds events such as 

the California Cyber Innovation Challenge (CCIC) for high school students to be exposed to 

cybercrime early, and potentially develop an interest in a cybersecurity career path. 

To put the problem in perspective, here are a few statistics regarding the field of 

cybersecurity, as stated by CCI. 

• 36,602	unfilled	cyber	positions	in	California	
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• 313,735	vacant	cyber	positions	nationally	

• 4	Nation	States	threatening	cyberattacks	on	California		

• California	is	#1	in	victims	of	cybercrime,	as	ranked	by	FBI/1C3	

• $450	million	in	reported	losses	for	California	

 

The problem, however, is getting the attention of high school students and their parents to 

such opportunities. The CCI provides an opportunity for the next generation to be educated on 

cyber-related topics and be exposed to hands-on research and experience. The organization 

provides training, resources, a space for innovation, protection and expertise.  

The use of public relations engagement efforts, that will be directly applied to the 

California Cyber Innovation Challenge, will illuminate the idea of a career in cybersecurity to 

the next generation of cyber-professionals.  

 
Background of the Problem  
 

While cybersecurity is a growing field with many open jobs, there simply is not enough 

people pursuing a career in cybersecurity. This gap is dangerous for multiple reasons, including 

that there are not enough people to fight cybercrimes and there are not enough experts that can 

educate future generations on a problem that is not likely to go away. This primarily has to do 

with two factors: the controversy between protection and privacy, and people not being familiar 

enough with cybersecurity to consider it as a possible career path. 

 This growing number of jobs in cybersecurity is a direct result of people becoming more 

dependent on technology. While cyberattacks are becoming increasingly more common, 

professionals in the field are noticing a resistance towards fighting these crimes. “Strategies to 

protect youth from potentially problematic online experiences may be met with considerable 
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resistance as young people may not be ready or willing to accept such interventions” (Byrne, 

2011). This resistance ties back to people being unsure of where the line should be between 

protection and privacy. While many can agree that cybercrime is becoming very common and 

holds some very serious risks, people are, overall, still uncomfortable with the idea of their 

information not being private. Risen and Lichtblau explains (2009), “the disclosure of excessive 

domestic collection of information by the security agency served as a warning against giving it 

greater control over cybersecurity.”  

 In addition to the divisive issue regarding privacy and protection, the lack of 

professionals pursuing careers in cybersecurity can also be attributed to the lack of exposure that 

students have regarding the issue of cyberattacks. A study done that examined the current 

cybersecurity curriculum model that is used in higher education business schools. After 

examining 518 schools, it was discovered that only 278 of them offered information 

systems/information technology. Of those 278 schools, only a mere 27 of them even had 

cybersecurity programs (Yang, 2017). Without being exposed to the field as a student, there 

can’t be an expectation that the next generation will fill those empty spots in cybersecurity. But 

as being admitted into colleges becomes more and more competitive, it is more common for the 

interest in a particular field to be chosen as a high school student. Take for Instance California 

Polytechnic State University, San Luis Obispo. This university requires students to declare their 

major before even arriving. Students that are required to do this are going to draw from their past 

experiences in order to make a decision on what they want to study. That is why exposure at the 

high school level is so crucial. In fact, there are many free learning resources available for 

students that take interest in cybersecurity, but the issue is that not many people know that these 

resources exist (Hosbein, 2019). For that reason, the focus needs to shift towards exposure and 
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engagement. 

 

Purpose of the Study  
  

With the issue of cybersecurity, privacy and online protection spreading rapidly, there is 

no better time than now to make the push for students to be exposed to fighting cybercrimes. By 

studying cybersecurity and high school students’ interest in the field, one can use this 

information in order to develop a language and communication plan that will engage high school 

students towards being interested in cybersecurity. By combining available information about 

both cybersecurity and successful public relations engagement practices, press materials, such as 

press kits, can be created more effectively. Overtime, this could lead to an increase in the number 

of students that are interested in a career in cybersecurity. The research collected from this study 

will be applied to the CCI’s 2019 California Cyber Innovation Challenge in order to create 

effective press kits and other public relations materials for both before and after the event.  

 
Setting for the Study 
 

This study will be completed with the use of data collection, implementation of strategic 

writing, and the creation of press kits for California Cybersecurity Institute (CCI). Additionally, 

the study will be completed at California Polytechnic State University, San Luis Obispo as a 

Senior Project. After working with the CCI once before for the purpose of developing a 

communication plan, this study will focus on an upcoming event: California Cyber Innovation 

Challenge. This event allows high school students to compete by fighting cybercrime in a “real 

world situation.” The press kits, that will be crafted for both before and after the event’s usage, 

will attract high school students not only to the event, but to a potential interest in the field of 
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cybersecurity. While many public relations efforts and planned, created and noted, many often 

go on to be forgotten. That is why this study will focus on public relations engagement efforts 

that can be applied to both this event and other projects in the future. The number of outlets that 

publish a story after receiving the press kit will measure the success of the public relations 

efforts.  

 
Research Questions 
 

The following research questions were created in order to develop a language that can be 

used in public relations efforts that intrigues people, particularly high school students, towards 

the field of cybersecurity. The research questions were designed to acquire the best methods in 

overall engagement efforts, measuring the success of those efforts and creating materials that the 

CCI can use towards future projects.  

 
1.     How can a press kit boost overall engagement and the engagement of high school students? 

 
2.     What causes high school students to get involved in a certain field early? 

 
3.     How can we use the fact that there is a spike in open cybersecurity jobs to our advantage? 

 
4.     How can you measure the success of public relations engagement efforts? 

 
5. What is Challenged Based Learning (CBL) and how can we pitch this to our audience? 

 
6.     What are some key strategies involving the language that surrounds the controversial 

balance between protection and privacy in cybersecurity? 
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7.     How can the efforts used towards this project be applicable to other public relations 

engagement plans in the future? 

 
8.     Why is it that the creation of engagement so crucial for this brand/project? 

 

Definition of the Terms 
 
The following terms are presented to the reader in order to clarify repeated terms, organizations 

and concepts. 

 
Cybersecurity: the organization and collection of resources, processes, and structures used to 

protect cyberspace and cyberspace-enabled systems from occurrences that misalign with 

property rights (Craigen, 2014). 

 
California Cybersecurity Institute (CCI): a robust, multi-agency effort to protect California from 

future cyber threats through training and research for government, academia, military, law 

enforcement, first responders and private entities. The CCI is an extension of Cal Poly’s 

Cybersecurity Center, and aims to educate the next generation cyber workforce and provide 

faculty and students with hands-on research and learning environment. 

 
California Cyber Innovation Challenge: a statewide high school cybersecurity competition 

designed to introduce more students to cybersecurity as a future course of study and career. The 

event is designed to engage and support the next generation and is conducted through live-

immersive environments that represent real world scenarios. The event will take place from June 

21-23. The CCIC impacts students across all demographics and has quadrupled in size over the 

last four years. For this event, Cal Poly collaborates with organizations already focused on 

“California for All” such as the Sector Navigators, Mayor’s Cup and the Governer’s Office of 
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Business and Economic Development (GO-Biz). The CCIC takes place in a live-immersive 

environment that represents real-world scenarios. 

 
Challenge Based Learning (CBL): a model of learning where you are being educated by solving 

real-world challenges and problems. The overall goal is to encourage students to develop a 

deeper understanding of a particular subject. Many studies have concluded that students can 

benefit from CBL (Cheung, 2011). 

 
Press Kit: a package of promotional materials that are presented to members of the press to brief 

them on an event, product, service, candidate, etc. Press kits are commonly used in public 

relations efforts. 

 

Organization of Study 

 Chapter 1 includes a statement and background of the problem, a purpose of the study, 

definitions for frequently used terms and the research questions that were developed. Chapter 2 

will outline the use of public relations efforts and how it can boost engagement, specifically the 

engagement of high school students towards cybersecurity. Additionally, it will dive deeper into 

the doubts that people have about cybersecurity, in order to develop public relations materials 

that can be successful in reaching the target audience. Chapter 3 will focus on the methodology 

of the study. Chapter 4 will discuss the evaluation process regarding the success of public 

relations efforts, as well as examine the misconceptions that young students have about cyber 

topics. Chapter 5 will summarize the end of the study and make recommendations to both 

cybersecurity and public relations professionals on how to apply these findings to future public 
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relations efforts regarding cybersecurity. The appendix is composed of the created public 

relations materials such as press kits, pitch emails, media lists, survey results and more. 
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Chapter 2 
 

Literature Review 
 
 

 This review of the literature outlines the use of public relations efforts and how it can 

boost engagement, specifically the engagement of high school students. Topics that were 

reviewed included defining public relations terms, studies the target audience and controversies 

that surround cybersecurity. Additionally, it seeks to recognize the doubts that people have about 

cybersecurity, in order to develop public relations materials that can be successful. 

 
Press Kits Boosting Overall Engagement 
  

A press kit is a package of promotional materials that are presented to members of the 

press to brief them on an event, product, service, candidate, etc. By sending a press kit to 

members of the press, you can increase the media coverage of a given event or story. Press kits 

are commonly used in public relations efforts. 

However, in order to successfully use press kits to boost overall engagement, there can’t 

be only one. Since we are currently focused primarily on using press kits for event publicity, it is 

crucial to create a press kit for both pre-event publicity and post-event publicity (Haber, 2007, p. 

18-19). A successful event is not one that just gets a good turn out, it is one that is still 

remembered afterwards.  

Additionally, a press kit should be created and should include a news release, a 

background sheet, a photo/illustration and remarks made by key people at the event in order to 

be successful. 
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Filling Jobs in Cybersecurity by Peaking the Interest of High School Students  
 

When looking at how high school students view different career paths, it is important to 

keep in mind that people, particularly high school students in this case, might not have a clear 

understanding of what cybersecurity is or the startling statistics that surround it. A longitudinal 

study of students in an introductory cybersecurity course observed students before, during and 

after the course. The study found that students did change their views about cybersecurity after 

completing the course, and many said that they had a positive experience (Bell, 2014). But 

before students take these courses and/or participate in these events, they first have to sign up. So 

before peaking the students’ interest in a career in cybersecurity, one strategy could be first 

peaking the interests of the parents. One way to do this could be promoting free resources that 

students have. In an article posted to CCI’s blog, Hosbien points out that many services that 

educate people on cybersecurity are completely free (Hosbien, 2019). More specifically, it 

highlights high schools participating in cyber competitions and cybersecurity organizations that 

provide free learning resources to students. 

According to an article done by the Tribune Business News, there is one factor that tends 

to drive how high school students choose their interests and extracurricular activities: college 

applications (Brigid, 2007). Additionally, in the article, a college counselor advises students to 

pick two or three things that they have an interest in, instead of having a long list of activities 

that they are not very invested in. When choosing language that targets high school students and 

jobs in cybersecurity, we should be reminding our audience that events like the “California 

Cyber Innovation Challenge” put on by the CCI is something extraordinary for a college 

application. Some of this strategy has already been used by the CCI in a past press release that 
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states that their courses follow a “learn by doing” mentality (2018). Because CCI is based in San 

Luis Obispo, the same city as California Polytechnic State University, they strategically worded 

their press release to include the university’s motto, “learn by doing,” something that residents in 

the city would be able to recognize. Potentially, this could pique the interest of a high schooler in 

the area that one day hopes to attend California Polytechnic State University. 

In addition to peaking interest by using language that speaks to high schoolers that are 

eager to apply to colleges, the language used should also draw from the tendencies that youth 

have with current technology. As young people are depending more and more on technology, the 

language used in the public relations efforts should encourage the youth to educate themselves 

on strategies that can prevent problematic online situations (Byrne, 2011). 

Ultimately, a career path in cybersecurity needs to be highlighted because there is a large 

need for professionals in the field. Currently, there are gaps in the conversation of cybersecurity 

because of the lack of professionals that exist (Schnieder, 2013).  

 
Measuring the Success of Public Relations Efforts 
  
 Often times, public relations plans are created, executed and completed, but there was no 

plan put in place for how to measure how successful the project or campaign was. In a research 

paper in Communication World, Nicholson points out that often times, plans are created, noted 

and then forgotten (Nicholson, 2014). This can mostly be attributed to not being realistic about 

goals that are developed for a given project. Details can always be added later, so when 

measuring the success of your campaign, try to consider how much of the goals discussed made 

it to the finished product. 

 While measuring the success of public relations efforts is important for any project, it is 

also important to remember that your methods for measuring one project’s or company’s success 
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might not be the same as another’s. Above all, it is important to be realistic and credible with 

your client’s expectations and the technique that you use to measure the success of a public 

relations campaign (Rinrattanakorn, 2012).  

 Regarding how to ensure that your communication plan is successful and adaptable, 

Tidwell created a test to identify if you plan is online-friendly (Tidwell, 2014). 

1. Define audience personas 

2. “Connected” means different things to different generations 

3. Communication vehicles should be shareable  

4. Communicate with, not at, consumers 

5. Having a real-time reaction is critical 

  

In the case of measuring the success of public relations efforts that seek to increase the interest 

that high schoolers have in cybersecurity, there are multiple routes that can be taken. Much like 

the study that analyzed students before and after completing a cybersecurity course, the CCI 

could survey high school participants on their thoughts before and after the innovation challenge. 

Additionally, because CCI is still growing, success can be measured by the amount of 

publications that choose to write a story about the innovation challenge after receiving the press 

kit.  

 

Pitching Challenge Based Learning 
 

When reviewing the literature regarding this topic, a somewhat common theme that was 

popping up was the concept of Challenge Based Learning (CBL). CBL is a model of learning 

where you are being educated by solving real-world challenges and problems. This approach 

promotes hands-on learning, collaborating and brainstorming. After reading about this 
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framework, it was apparent that the CCI’s “California Cyber Innovation Challenge” falls into the 

category of CBL. In fact, one study that was done on the effectiveness of CBL focused on events 

that are very similar to the event that CCI is putting on. One of these being the “International 

Conference on Security and Management.” During this conference, students competed by 

working together to solve a cyberattack problem (Cheung, 2011). Cheung concluded that 

students can really benefit from a CBL approach.  

Another study, completed by The New Media Consortium, aimed to identify how 

effective CBL can be by following 6 schools in different locations of the United States that all 

implemented the CBL technique. The results showed that CBL is very effective, especially in 9th 

grade (Johnson, 2009, p. 1-38). 

Right there, that is the pitch for CBL, because when you are targeting high school 

students you are not only targeting them, you are also targeting their parents. By pitching CBL, 

parents will want their children to get involved in events and activities that they believe can 

further their educational potential. 

 
Balancing Protection and Privacy in Cybersecurity 
 
 The trickiest part about developing the language used in public relations efforts for 

cybersecurity is balancing the concepts of both protection and privacy. While people want to feel 

like their technology usage is safe, they also want to know that their information is still private. 

The United States as a whole is increasing cybersecurity efforts, which has proven to make the 

debate between protection and privacy more controversial (Price, 2015). Price explains that 

while many people associate common cybercrimes with stealing credit card information, attacks 

can occur through anything that is linked to the internet. Nowadays, many of our everyday 

products are linked to the internet, therefore creating the potential to be vulnerable to 
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cyberattacks. While discussing cybersecurity in campaigns, press releases and any other public 

relations related project, it is absolutely crucial to remember that the line between privacy and 

protection is fine.  

 Therefore, it is ok to acknowledge the concern of privacy as long as you are really 

emphasizing the concern for protection. As technology is rapidly progressing and emerging so 

are the dangers of being “hacked” (Wortham, 2015). 

 

Application of Public Relations Efforts to Future Projects 

 One of the most important things to keep in mind while developing a communication 

plan is allowing room for change. By creating it in such a way that allows for change, you are 

allowing it to be applied to projects in the future, not just what you are working on now (Aiello, 

2014). When working on a public relations project, you are most likely developing a 

communication plan, or there is one already in place. If a communication plan is already in 

place, it is important to follow it so that the brand’s voice can be consistent. By keeping the same 

voice, your brand will grow stronger, and the materials you create will be reusable, at least in 

some sense. 

 

Engagement is Crucial for CCI 
  
 While overall engagement is an important component to any public relations topic, I 

wanted to discover what makes successful engagement so crucial to this brand in particular. 

While this particular project is focusing on the promotion of one event that CCI puts on, it is still 

important to look at the bigger picture. Not only should this project increase engagement, it 

should jumpstart opportunities for stronger engagement later on, both for CCI and other 

cybersecurity-focused companies. Currently, CCI is not consistently active on social media. 
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However, social media just might be the reason that engagement is so crucial for this brand. 

Social networks are not only used for entertainment, it can be a tool used to create a bridge 

between teaching, research, sharing information (Marino, 2016).  
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Chapter 3 
 

Methodology 
 
 This chapter will be used to discuss the methods of data collection containing data 

sources, collection and presentation. Additionally, the limitations and delimitations of the data 

collection will be discussed. 

 
Data Sources 
  

For this study, high school students will be anonymously surveyed. The questions asked 

on this survey will seek to answer the research questions and determine possible best public 

relations practices for engaging this particular audience. The survey will also reveal the existing 

amount of exposure that the topic of cybersecurity currently has with high school students, and 

whether the term “cybersecurity” holds positive or negative connotations. The survey results will 

then be analyzed in terms of public relations effort. 

 
Participants 
  

The participants for this survey will be members of the California Cyber Innovation 

Challenge’s target audience. Survey participants will be high school students, grades 9th through 

12th, and come from a top-rated, public high school in California. This high school is similar to 

the high schools that usually participate in this event, and therefore will provide relevant and 

anonymous data.  

 
Survey Design 
  

The survey design was based on what would be most effective in answering the provided 

question. The survey begins with asking the students to fill in what year in school they are, 

which allows for the data to be organized by year in school. The rest of the eight questions were 
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written in a way that will provide answers to the proposed research question. More specifically, 

the results will be a tool used to create a language that will engage high school students, that will 

then be applied to the created press kits. These questions consist of multiple choice, check all 

that apply and short answer. 

 The following questions were asked of the survey participants and served as data sources 

for the study: 

1. What year in school are you? 

a. 9th grade 

b. 10th grade 

c. 11th grade 

d. 12th grade 

 

2. What causes you to sign up for an event and/or activity? 

 . I participate in activities that I am passionate about 

a. I participate in activities that I think will look good on a college application 

b. My parents pick my activities 

 

3. Have you already chosen a career path? 

 . Yes 

a. No  

b. Maybe 
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4. If someone told you about a professional field that has a significant amount of open jobs, 

would you be more interested in that field? 

 . Yes, it's important to me that the industry I pursue has job security 

a. Maybe, if it is similar to what I already want to do 

b. No, I know what I want to do 

 

5. Do you prefer hands-on learning or textbook learning? 

 . Hands-on 

a. Textbook 

 

6. Are you (generally speaking) familiar with cybersecurity? 

 . Yes 

a. No 

b. I’m not sure 

 

7. In your own words, what is cybersecurity? 

 . Short answer option  

 

8. Overall, do you have positive or negative connotations about cybersecurity? Why? 

 . Short answer option 

 

9. When browsing online, what kind of articles interest you? 

 . Short answer option 
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Data Collection 
  

Data collection for this study was conducted by sending a shareable Google Forms link to 

students and classes at the participating high school. The questions on the survey were mostly 

qualitative questions, such as what kind of connotations they have about cybersecurity. The 

design of the survey’s purpose was to use the results as a tool towards developing a language that 

engages the target audience. 

 

Data Presentation 
  

The collected data from this survey was included in a chart created by Google Forms. 

This service also allows readers to look at the charts based on the year they are in high school, 

whether or not they are familiar with cybersecurity and more. The data presentation provides a 

clear way to view how high school students view cybersecurity. 

 
Limitations 
 

There are limitations to this study based on the amount of time available to conduct the 

research and overall project. The timeline of this project is assigned to follow the California 

Polytechnic State University, San Luis Obispo quarter system, which is a ten-week long period 

for each quarter. The amount of research done for this study was limited due to the time restraint. 

In particular, the timeline given for the survey was one week. Another issue was the fact that the 

event that this project revolves around takes place after the available timeline, therefore making 

it impossible to survey the students that are actually participating in the California Cyber 

Innovation challenge.   
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Delimitations 
 
 Due to time and accessibility constraints, delimitations were also present in this study. 

Because the event takes place after the timeline for this project is over, the press kit designed for 

after the event takes place will have to leave gaps for the marketing and communications team to 

fill in. These gaps may include the attendance at the event, quotes from employees and attendees 

and the overall success. Additionally, the accessibility of high school students that would be 

willing to participate in a survey for this study also proposed a delimitation. For this reason, the 

students surveyed will all come from the same high school. The profile of said high school will 

match that of the typical schools that participate in the California Cyber Innovation Challenge. 
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Chapter 4 
 

Data Analysis 
 

Chapter 4 will provide an explanation to how strategy was implemented for the press 

releases for the California Cybersecurity Institute’s California Cyber Innovation Challenge 

(CCIC), as well as the primary audiences’ predetermined ideas regarding cybersecurity. The data 

will summarize what causes high school students to get involved in a certain field, what they 

believe cybersecurity is and whether or not they are currently interested in a career in 

cybersecurity. This data will be crucial when creating press kits for CCIC because the language 

should attract the target audience, high school students. The results from this survey will be 

compared to the research findings in the review of the literature. Lastly, the pre-established 

research questions will be answered using the survey results and/or the literature and the main 

takeaway from these answers will be identified. 

 
Public Relations Action Plan 
 

The goals for this project are to raise awareness for both the brand and this particular 

event, as well as attract the next generation to a career in cybersecurity. The purpose for the 

California Cyber Innovation Challenge is to raise up the next generation of cybersecurity 

professionals by increasing their cyber fluency, professional experience and interest in digital 

forensics. By implementing public relations efforts through the creation of press kits, the CCI 

will raise awareness for the amount of available jobs in cybersecurity and inspire the next 

generation of cybersecurity leaders. Using the information that was gathered through the 

literature review and survey, press kits will be strategically sent out to applicable media outlets.  
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Tactics and Tools 
 

The public relations plan for the California Cybersecurity Institute is composed of four 

main tactics. These tactics include using press materials that are composed of a language that 

attracts the primary audience and seeks approval from the secondary audience, strategic pitching, 

the use of a resonating aesthetic and a survey for participating students. 

After analyzing the survey results done for this project, high school students remain as the 

primary audience for the creation of public relations materials. However, it is important to keep 

in mind that the approval of the secondary audience, parents, is just as important. After asking 

high school students what causes them to get involved with a subject or activity, 81.8% answered 

that they choose activities that they are passionate about and 72.7% answered that they choose 

based on what they believe will look good on a college application. Interestingly enough, 0% of 

surveyed high school students answered that they participate in activities chosen for them by 

parents. This discovery calls for a shift attracting parents towards the event to simply seeking 

their approval.  

 
The next tactic will be strategic pitching. In order for the publicity efforts to be 

successful, a spreadsheet will be developed for the CCI that provides a breakdown for media 

outlets that surround the participating high schools, as well as their pitching contact information. 

This tool will allow for a more strategic and organized pitching process, and should result in a 

higher success rate regarding how many media outlets pick up the story. Aside from pitching to 

just local news outlets, press kits will also be sent to the participating schools so that they may 

have the option to share about the event through school newspapers, magazines, newsletters and 

digital platforms. For these pitches to be successful, they will be sent to the target outlets along 

with a personal email that highlights their local schools’ participation in CCIC. 
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Another tactic will be the use of a resonating aesthetic. CCI is in a unique position 

design-wise because it is technically a subdivision of Cal Poly, San Luis Obispo, therefore 

following Cal Poly’s branding model. However, Cal Poly is in the middle of a rebrand, leaving 

space for the CCI to develop an aesthetic that both abides to Cal Poly’s design guidelines and 

matches their own brand. The press kits will be developed in InDesign for a professional and 

clean look, and will follow Cal Poly’s current, but soon to be outdated, design guidelines. In 

addition to Cal Poly’s guidelines, the press kits will include engaging, cyber-themed graphics 

that ever so slightly break the mold of Cal Poly’s current branding. Because Cal Poly’s redesign 

will be officially launched in July, a month after CCIC, the press kits will be designed in a way 

that will be easy to edit so that they may be updated after the redesign launch. 

 
The last tactic will be surveying participating students. While these survey results will be 

completed outside of the pre-established timeline for this research, the CCI will be able to use 

these survey results to gain a deeper understanding of what attracts the next generation to 

cybersecurity. A sample survey is provided in the appendix for viewing. 

 
Communication with Publics 
 

For effective publicity efforts, it is crucial to effectively communicate to the future 

generation of cybersecurity professionals. The idea of Challenge Based Learning (CBL) that was 

discussed in chapter 2 of the literary review both aligns with Cal Poly’s learn by doing mentality 

and promotes a style of learning that is beneficial to high school students. 

Branding CCI in a way that aligns with Cal Poly was achieved by following the Cal Poly 

color schemes and typeface guidelines as well as incorporating the Cal Poly logo. Because Cal 

Poly will undergo a redesign a month after CCIC takes place, the press kits were designed in a 



	24	

way that limited the use of the current, and soon to be outdated, Cal Poly logo, so that it will be 

easy to update for future use. By limiting the amount of Cal Poly visual materials in the press 

kits, the CCI is able to have a connected, but still individualized brand image. This unique image 

was also achieved through displaying shocking statistics in a creative way and incorporating 

cyber-themed visual components. 

In addition to the exit survey that will be provided at the end of the event, the success of 

the event will be measured by the amount of media outlets that report on CCIC. Because 

participants will be coming from all over California, the goal of pitching to outlets surrounding 

the participating schools not only gets the word out about CCI, but it also will increase 

awareness for a career path in cybersecurity.  

By completing a small, yet effective, survey before the event and creation of the press 

kits, there is now data that displays answers to the research questions stated in chapter 2. These 

survey results assisted in creating a language on the press kits that might engage high school 

students, provided insight to the CCI on how to spark an interest in a career in cybersecurity for 

students stated pre-established ideas that students have about cybersecurity. Below is an 

infographic that displays these anonymous survey results. 
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Figure 1: Interest in Cybersecurity survey results 
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Research Questions  
 

Before reviewing literature, collecting data and creating public relations materials for 

CCIC, research questions were created in order to develop a language that can be used in public 

relations efforts that intrigue high school students towards a career in cybersecurity. The research 

questions were designed to acquire the best methods in overall engagement efforts, measure the 

success of those efforts and creating materials that the CCI can use towards future projects. 

Because these questions seek to answer both how to engage high school students and best 

practices for CCI, they are not all answered using the same tactic. Outlined below is both the 

determined answer to each research question and how each given question was ultimately 

answered. 

 
Research Question #1: How can a press kit boost overall engagement and the engagement of 

high school students? 

• How this question was answered: literature review 

• In order to successfully use press kits to boost overall engagement, there can’t be only 

one. Since we are currently focused primarily on using press kits for event publicity, it is 

crucial to create a press kit for both pre-event publicity and post-event publicity (Haber, 

2007, p. 18-19). A successful event is not one that just gets a good turn out, it is one that 

is still remembered afterwards.  

• The takeaway: Based on this information, this project included both a press kit for before 

the event and a template for a press kit that could be sent out after the event takes place. 

By having a press kit for both before and after a given event, the awareness of a given 

story or event can be increased.  
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Research Question #2: What causes high school students to get involved in a certain field 

early? 

• How this question was answered: survey 

• As displayed in figure 1, 81.8% of students surveyed answered that they get involved in 

activities that they are passionate about and 72.7% said that they base their involvement 

on what they believe will look good on a college application. 

• The takeaway: public relations materials that aim to attract high school students should 

highlight the professional benefits 

 
Research Question #3: How can we use the fact that there is a spike in open cybersecurity jobs 

to our advantage? 

• How this question was answered: survey 

• Only 3% of the high school students that were surveyed answered that hearing that a 

certain professional field has a large number of open jobs would not affect their interest 

in a career. This demonstrates that even while still in high school, job security in a field 

may be a factor in their field of study decision. 

• The takeaway: public relations materials that aim to attract high school students should 

highlight that there are thousands of open jobs in cybersecurity in California alone. The 

lack of professionals in the field should be addressed because this may lead more students 

to pursue a career in cybersecurity. 

 
Research Question #4: How can you measure the success of public relations engagement 
efforts? 

• How this question was answered: literature review 
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• As pointed out in a research paper in Communication World, public relations plans are 

often created, executed and completed, but then there is no strategy put in place for how 

to measure the success of public relations efforts (Nicholson, 2014). With this in mind, a 

plan for how to measure the success of the efforts put into this project was identified 

early on. 

• Regarding how to ensure that your communication plan is successful and adaptable, 

Tidwell created a test to identify if you plan is online-friendly (Tidwell, 2014). 

1. Define audience personas 

2. “Connected” means different things to different generations 

3. Communication vehicles should be shareable  

4. Communicate with, not at, consumers 

5. Having a real-time reaction is critical 

• The takeaway: it was identified early on in the project that the success of this project 

would be measured through a survey that was designed for CCIC participants to complete 

after the event, and overall media coverage through outlets that the press kits were sent 

to. 

 
Research Question #5: What is Challenged Based Learning (CBL) and how can we pitch this 

to our audience? 

• How this question was answered: literature review and survey results 

• CBL is a model of learning where you are being educated by solving real-world 

challenges and problems. This approach promotes hands-on learning, collaborating and 

brainstorming. 
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• Multiple studies that were discovered in the literature review phase of this project 

discovered that CBL is very beneficial to students, specifically those in high school. 

• One study, completed by The New Media Consortium, aimed to identify how effective 

CBL can be by following 6 schools in different locations of the United States that all 

implemented the CBL technique. The results showed that CBL is very effective, 

especially in 9th grade (Johnson, 2009, p. 1-38). 

• When asked, 84.8% of survey participants answered that they prefer hands on learning to 

textbook learning. 

• The takeaway: When you combine the research that proves the benefits of CBL to the 

data that shows that students prefer hands on learning, it is apparent how strong of a pitch 

CBL is to both students and parents. Therefore, public relations efforts that engage 

people towards cybersecurity should discuss CBL and why it is so beneficial. 

Additionally, these efforts should make it clear to students that experience in 

cybersecurity will be very hands on, the preferred type of learning. 

 
Research Question #6: What are some key strategies involving the language that surrounds 

the controversial balance between protection and privacy in cybersecurity? 

• How this question was answered: survey results 

• Below you will find the short answers that students provided when asked “Overall, do 

you have positive or negative connotations about cybersecurity?  

 
Positive Negative 

Positive, I want to keep my 
identity safe 

negative because it’s commonly associated with 
invasion of privacy 
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Positive because I have not 
been hacked 

Negative, because there are so many cases we 
hear about breach in cybersecurity 

Positive because it helps 
people 

Negative, because I’m not as aware of the 
dangers online and what I need to do to protect 
myself. I honestly just don’t like thinking about 
it. 

Positive, sounds like to will 
protect money 

Negative, government likes to spy 

Positive because it prevents 
my computers from getting 
viruses 

Negative. There are lots of sketchy stories about 
privacy violations. 

Positive because it is security 
so it’s helpful 

Negative as it means identity theft 

I have a positive connotation 
because I want my personal 
information kept safe. 

Negative because of all the news about hacking 

Generally positive. Protects 
consumers and workers alike. 

Negative 

Table	1:	Survey	answers	to	“overall,	do	you	have	positive	or	negative	connotations	about	cybersecurity?”	
 

While there were other responses that recognized both positive and negative connections, 

a majority of the answers stayed on one side of the controversial topic. 

• The takeaway: Many people that associate cybersecurity with negative connotations are 

not familiar with the positive attributes. Because of this, communication plans, press kits, 

campaigns and other public relations efforts for cybersecurity brands should be upfront 

about the privacy concerns that surround cybersecurity. From there, these materials 

should discuss how the benefits of more cybersecurity efforts outweigh the common 

privacy concerns. 

 



	31	

Research Question #7: How can the efforts used towards this project be applicable to other 
public relations engagement plans in the future? 

• How this question was answered: completing the project 

• Every public relations project is different and comes along with unique circumstances. 

Some of the circumstances for this particular project included the following: 

o Cal Poly being in the middle of a rebrand 

o Strict timeline for the completion of this project 

o The actual event taking place outside of the allowed timeline for the project. 

• The takeaway: With these circumstances in mind, the press kits that were created had to 

be designed in a way that would allow for it to be easily altered. While the exact 

materials created for this project may never be used again by the CCI, the strategic 

language and writing that was applied can be applied for all future materials. 

Additionally, the strategies that were identified regarding how to engage the future 

generation can be applied to any of their campaigns that are geared towards students. Not 

only should this project increase engagement, it should jumpstart opportunities for 

stronger engagement later on. 

 
Research Question #8: Why is it that the creation of engagement is so crucial for this 

brand/project? 

• How this question was answered: literature review 

• Currently, there are gaps in the conversation of cybersecurity because of the lack of 

professionals that exist (Schnieder, 2013). In other words, the field is struggling due to 

lack of engagement. Because the CCI’s mission is to “educate the next generation cyber 

workforce and provide faculty and students with a new, hands-on research and learning 
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environment,” boosting engagement around the topic of cybersecurity is absolutely 

crucial. 

• The takeaway: Boosting overall engagement is arguably a goal for all public relations 

efforts, but for this brand the creation of engagement is crucial because it revolves around 

a topic that many people do not understand. By boosting overall engagement, the CCI can 

get one step closer towards educating the cybersecurity leaders of tomorrow. 
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Chapter 5 

 
Discussions and Recommendations 

 
 

Summary 

 The press kits and other public relations efforts for California Cybersecurity Institute’s 

(CCI) California Cyber Innovation Challenge (CCIC) was created by a Cal Poly journalism 

student who saw a need for raising awareness for the numerous available jobs in the field of 

cybersecurity. By looking into how to target a high school audience through public relations 

efforts, this Cal Poly student created communication materials that can be continuously used by 

CCI and potentially other cyber-focused companies. CCIC is a high school cybersecurity 

competition that is designed to introduce students to a potential career or course of study. The 

purpose of this study conducted over the past ten weeks was to successfully create press 

materials that would increase engagement for CCI and to gain a strong understanding of what 

attracts young students to a career early. These findings were then used to create press materials 

that can more effectively attract the target audience. 

 In order to determine strategies to increase engagement, the research for this project 

focused on answering the following questions: 

1. How can a press kit boost overall engagement and the engagement of high school 

students? 

2. What causes high school students to get involved in a certain field early? 

3. How can we use the fact that there is a spike in open cybersecurity jobs to our advantage? 

4. How can you measure the success of public relations engagement efforts? 

5. What is Challenged Based Learning (CBL) and how can we pitch this to our audience? 
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6. What are some key strategies involving the language that surrounds the controversial 

balance between protection and privacy in cybersecurity? 

7. How can the efforts used towards this project be applicable to other public relations 

engagement plans in the future? 

8. Why is it that the creation of engagement is so crucial for this brand/project? 

 

 As previously mentioned, the findings of this study allowed for the creation of effective 

press kits, sample pitching emails, media lists and an exit survey for students participating in 

CCIC. 

 

Discussion 

 By analyzing the data collected from Chapter 4 and making connections through 

researching the existing literature, it is now possible to make conclusions regarding the original 

research questions. 

 

Research Question #1: How can a press kit boost overall engagement and the engagement of 

high school students? 

 In order to successfully use press kits to boost overall engagement, there can’t be only 

one press kit. Since we are currently focused primarily on using press kits for event publicity, it 

is crucial to create a press kit for both pre-event publicity and post-event publicity (Haber, 2007, 

p. 18-19). A successful event is not one that just gets a good turn out, it is one that is still 

remembered afterwards. 
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 According to the anonymous survey conducted for this study, a majority of high school 

students sign up for events that they are passionate about and they believe will look good on a 

college application. When pitching to media outlets, the experience that students can gain from 

this event should be highlighted. 

 Based on this information, this project included both a press kit for before the event and a 

template for a press kit that could be sent out after the event takes place. Additionally, the 

language used in press materials highlight the benefits of participating in events such as CCIC. 

 

Research Question #2: What causes high school students to get involved in a certain field 

early? 

This question was answered using the survey. As stated in the previous research question’s 

conclusion, a majority of high school students sign up for events that they are passionate about 

and they believe will look good on a college application. In fact, 81.8% of students surveyed 

answered that they get involved in activities that they are passionate about and 72.7% said that 

they base their involvement on what they believe will look good on a college application.   

A study done that examined the current cybersecurity curriculum model that is used in higher 

education business schools shows that we can’t depend on students being exposed to 

cybersecurity careers at the university level. After this study examined 518 schools, it was 

discovered that 278 of them offered information systems/information technology programs. Of 

those 278 schools, only 27 of them had cybersecurity programs (Yang, 2017). Without being 

exposed to the field as a student, there can’t be an expectation that the next generation will fill 

those empty spots in cybersecurity. That is why answering this research question becomes so 

crucial. 
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 As seen in the study that examined the current cybersecurity curriculum model that is 

used in higher education business schools,  

, this does partly have to do with available resources. Not every school has a cybersecurity 

company that they have partnered with or even cybersecurity opportunities at all.  

 With this information, it can be concluded that what attracts high school students is 

available resources and opportunities that can strengthen their college applications. That being 

said, public relations materials that aim to attract high school students should highlight the 

professional benefits. 

 

Research Question #3: How can we use the fact that there is a spike in open cybersecurity jobs 

to our advantage? 

 This question was able to be answered through the survey. Only 3% of the high school 

students that were surveyed answered that hearing that a certain professional field has a large 

number of open jobs would not affect their interest in a career. This demonstrates that even while 

still in high school, job security in a field may be a factor in their field of study decision. 

Additionally, it is important to still consider parents as a secondary audience because they also 

want to see their children succeed. If cybersecurity is communicated as a field of study with high 

job security, this will interest both the students and the parents. 

 While creating public relations materials that aim to attract high school students, these 

materials should highlight that there are thousands of open jobs in cybersecurity in California 

alone. The lack of professionals in the field should be addressed in these materials because this 

may lead more students to pursue a career in cybersecurity. 

 



	37	

 

Research Question #4: How can you measure the success of public relations engagement 

efforts? 

This research question was answered through reviewing the existing literature on the 

topic. As pointed out in a research paper in Communication World, public relations plans are 

often created, executed and completed, but then there is no strategy put in place for how to 

measure the success of public relations efforts (Nicholson, 2014). With this in mind, a plan for 

how to measure the success of the efforts put into this project was identified early on. 

Regarding how to ensure that your communication plan is successful and adaptable, 

Tidwell created a test to identify if you plan is online-friendly (Tidwell, 2014). 

1. Define audience personas 

2. “Connected” means different things to different generations 

3. Communication vehicles should be shareable  

4. Communicate with, not at, consumers 

5. Having a real-time reaction is critical 

It was identified early on in the project that the success of this project would be measured 

through a survey that was designed for CCIC participants to complete after the event, and overall 

media coverage through outlets that the press kits were sent to. Due to limitations, these survey 

results will not be completed in time to contribute to this particular project, but the results can be 

extremely useful for future cybersecurity engagement projects. 
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Research Question #5: What is Challenged Based Learning (CBL) and how can we pitch this 

to our audience? 

 The answer to this question was identified early on during the literature review stage of 

the project. Challenge Based Learning (CBL) is a model of learning where you are being 

educated by solving real-world challenges and problems. This approach promotes hands-on 

learning, collaborating and brainstorming. 

 Multiple studies that were discovered in the literature review phase of this project 

discovered that CBL can be very beneficial to students, specifically those in high school. In 

particular, a study completed by The New Media Consortium, aimed to identify how effective 

CBL can be by following 6 schools in different locations of the United States that all 

implemented the CBL technique. The results showed that CBL is very effective, especially in 9th 

grade (Johnson, 2009, p. 1-38). 

While this question was answered through the literature, it was also supported through  

the conducted survey. When asked on the survey, 84.8% of survey participants answered that 

they prefer hands on learning to textbook learning. This translates to not only is CBL an effective 

way of learning, but it is also what students prefer. 

 

Figure 2: Survey response to “do you prefer hands-on learning or textbook learning?” 
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When you combine the research that proves the benefits of CBL to the data that shows 

that students prefer hands on learning, it is apparent how strong of a pitch CBL is to both 

students and parents. Therefore, public relations efforts that engage people towards cybersecurity 

should discuss CBL and why it is so beneficial. Additionally, these efforts should make it clear 

to students that experience in cybersecurity will be very hands on, which is the preferred way of 

learning. 

 

Research Question #6: What are some key strategies involving the language that surrounds 

the controversial balance between protection and privacy in cybersecurity? 

 One of the trickiest parts of dealing with communication that revolves around 

cybersecurity is the controversy and balance between protection and privacy. While there were 

other responses that recognized both positive and negative connections, a majority of the answers 

stayed on one side of the controversial topic. Additionally, many short answer responses did 

include either being positive because of protection, or negative due to privacy issues. For 

example, one response to the question, “overall, do you have a positive or negative connotations 

about cybersecurity?” was “negative, because it’s commonly associated with invasion of 

privacy.” However, other responses were positive such as “positive, I want to keep my identity 

safe.” 

In other words, the takeaway is that many people that associate cybersecurity with 

negative connotations are not familiar with the positive attributes. Because of this, 

communication plans, press kits, campaigns and other public relations efforts for cybersecurity 

brands should be upfront about the privacy concerns that surround cybersecurity. From there, 
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these materials should discuss how the benefits of more cybersecurity efforts outweigh the 

common privacy concerns. 

 

Research Question #7: How can the efforts used towards this project be applicable to other 

public relations engagement plans in the future? 

 In general, every public relations project is different and comes along with unique 

circumstances. Circumstances for this particular project included having only ten weeks to 

complete the project, Cal Poly being in the middle of a rebrand and the actual event taking place 

outside of the allowed timeline for this project. 

With these circumstances in mind, the press kits had to be designed in a way that would 

allow for it to be easily altered. While the exact materials created for this project may never be 

used again by the CCI, the strategic language and writing that was applied can be applied for all 

future materials. Additionally, the strategies that were identified regarding how to engage the 

future generation can be applied to any of their campaigns that are geared towards students. The 

large amount of available jobs is not something that will be fixed in a short period, so projects 

created by CCI that aim to increase engagement should always keep the findings from this 

project in mind.  

Not only should this project increase engagement, it should jumpstart opportunities for 

stronger engagement later on. 
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Research Question #8: Why is it that the creation of engagement is so crucial for this 

brand/project? 

Currently, there are large gaps in the conversation of cybersecurity because of the lack of 

professionals that exist in the industry (Schnieder, 2013). This gap in the field undoubtedly exists 

because of the lack of engagement. Because the CCI’s mission is to “educate the next generation 

cyber workforce and provide faculty and students with a new, hands-on research and learning 

environment,” boosting engagement around the topic of cybersecurity is absolutely crucial. But it 

isn’t just crucial for the CCI, it’s crucial for the entire field of cybersecurity. If the next 

generation doesn’t start to fill those open jobs in cybersecurity, then the gap will only increase. 

Boosting overall engagement is arguably a goal for all public relations efforts, but for this 

brand the creation of engagement is crucial because it revolves around a topic that many people 

do not understand. By boosting overall engagement, the CCI can get one step closer towards 

educating the cybersecurity leaders of tomorrow, which is their entire goal.  

 

Recommendations for Practice 

After the completion of this study, a substantial amount of research has been collected on 

the topic of using public relations efforts to create a stronger engagement for cybersecurity 

brands. Given the information that has been collected, it is important to highlight the findings 

that are most applicable to similar public relations efforts in the future. 

 

Be Honest About Controversy 

The controversy and balance between protection and privacy regarding cybersecurity 

does create hesitation. For a lot of people, as seen in the survey conducted for this project, they 



	42	

either have a negative or positive connotation about cybersecurity. When creating press materials 

for cybersecurity companies, it is important to both promote the positive and be honest about the 

negative.  

Nowadays, many of our everyday products are linked to the internet, therefore creating 

the potential to be vulnerable to being hacked, with this in mind, cybersecurity companies should 

be acknowledging privacy concerns, but also explaining how ultimately the risk outweighs this 

concern (Price 2015). In order to encourage the next generation to pursue a career in 

cybersecurity, the audience has to see that the positive outweighs the negative. 

 

Push Challenge Based Learning 

Numerous studies have shown how challenge based learning is beneficial to high school 

students (Cheung, 2011). Additionally, according to the survey, students prefer hands on learning 

to textbook learning. CCI and other cybersecurity-focused companies utilize challenge based 

learning, but they don’t advertise the benefits. Therefore, public relations efforts for 

cybersecurity should be pushing challenge based learning because it can propose benefits to 

students in a learning atmosphere that they prefer. 

 

 Focus on Engagement Efforts 

While there are many resources available to students that allow them to be exposed to the 

world of cybersecurity and a potential career in the field, not enough people know that these 

resources exist. Therefore, the lack of professionals in the field can be attributed to the lack of 

engagement efforts. Students are simply unaware that a career in cybersecurity is an option. 
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While hosting events such as the CCIC is definitely a great start, simply having the event is not 

enough. 

Remember, the goal is not to be heard by everyone, the goal is to be heard by future 

cybersecurity professionals. With that being said, focus on using a language that actually 

engages this audience. For example, as young people are depending more and more on 

technology, the language used in the public relations efforts should encourage the youth to 

educate themselves on strategies that can prevent problematic online situations (Byrne, 2011). 

Additionally, it is recommended to survey your audience after an event. A longitudinal 

study of students in an introductory cybersecurity course observed students before, during and 

after the course. The study found that students did change their views about cybersecurity after 

completing the course, and many said that they had a positive experience (Bell, 2014). With 

events such as CCIC, it’s important to see what engaged your audience and what didn’t, and the 

best way to accurately discover what worked is by asking your audience directly. 

 

Survey Your Audience 

The best way to determine how to engage your target audience is to survey them directly. 

The survey that was completed for this project was immensely helpful when it came time to 

develop public relations materials for CCIC. Though this event takes place outside of the 

timeline for this project, a sample exit survey was created and sent to CCI as a portion of this 

project. Questions on this survey include: 

• How did you hear about this event? 

• Did you have any experience with cybersecurity prior to this event? 



	44	

• After participating in this event, are you interested in studying cybersecurity in 

the future? 

• This event utilized challenge based learning, would you say that you prefer this 

hands-on learning to textbook learning? 

• Would you participate in this event again? 

By asking these questions, CCI will be able to continually develop a communication plan to 

engage high school students. A full version of this survey can be viewed in the appendix. 

 

Conclusion 

 In conclusion, the findings in this study will provide communication and public relations 

professionals with recommendations on how to engage students, particularly towards a career in 

cybersecurity. With the issue of cybersecurity, privacy and online protection spreading rapidly, 

there is no better time than now to make the push for students to be exposed to fighting 

cybercrimes. The hope is that by exposing more students to cybersecurity, the smaller the gap 

will be regarding cyber-topics. By studying cybersecurity and high school students’ interest in 

the field, one can use this information in order to develop a language and communication plan 

that will engage high school students towards being interested in the field. Using this 

information, it was possible to make public relations materials, such as press kits, pitch emails, 

media lists and exit surveys, that will successfully engage the right audience. 

 Overall, the study presented findings through a survey and review of existing studies and 

literature. The study can be used as a tool, by cybersecurity and public relations professionals, 

who wish to increase engagement. By using public relations efforts as means of reaching the 
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target audience, cybersecurity and public relations professionals should be able to take a step 

closer towards filling jobs in cybersecurity. 
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Appendix A: Figures 

 

Figure 1: Interest in Cybersecurity survey results 
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Figure 2: Survey response to “do you prefer hands-on learning or textbook learning?” 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

Figure	3:	Survey	response	to	“are	you	familiar	with	cybersecurity?”	
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Figure	4:	Survey	response	to	“What	causes	you	to	sign	up	for	an	event	and/or	activity?”	

 

 
Figure	5:	Survey	response	to	“Have	you	already	chosen	a	career	path?”	
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Figure	6:	Survey	response	to	“If	someone	told	you	about	a	professional	field	that	has	a	significant	amount	of	open	

jobs,	would	you	be	more	interested	in	that	field?”	
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Figure 7: CCIC Information Poster (created by CCI) 
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Figure 8: CCIC Exit Survey draft 
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Figure 9: CCIC Exit Survey draft page 2 
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Email Pitch Template (Local News) 
 
 
Hi, [insert name]. 
 
I wanted to let you know that a high school in your area, namely [insert school name], has 
entered a team to compete in the 2019 California Cyber Innovation Challenge (CCIC) presented 
by California Cybersecurity Institute (CCI). Coming Friday, June 21, through Sunday, June 23, 
to CCI at Camp San Luis Obispo, CCIC is a high school cybersecurity championship for the 
state of California that hosts 32 teams of bright and talented high school students. The CCIC is 
conducted through live-immersive environments that represent real world cybersecurity 
scenarios. This event is designed to inspire the next generation of cybersecurity professionals by 
exposing students to professional experience, cyber fluency and digital forensics. This challenge-
based learning model will allow the competing students to gain early and invaluable experience 
in a technical field with an increasing number of job opportunities. Given the increasing 
importance of cybersecurity matters and STEM education, I am sure you will agree that your 
local school’s participation in this event will be of interest to your readers. 
 
A full press kit for CCIC is linked here [link press kit from CCI website]. Please let me know if 
you’d like to speak to a CCI representative, would like more information or would like any high-
resolution images.  
 
Thank you! 
 
[Name] 
[Contact] 
 
 

Figure 10: Email Pitch Template for Local News 
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Email Pitch Template for School Publications 

 

Hi, [insert name]. 
 
My name is [insert name] and I am the [insert media position] at the California Cybersecurity 
Institute (CCI). It has come to my attention that students from your school have formed a team 
and will be participating in the 2019 California Cyber Innovation Challenge (CCIC) presented by 
CCI. This event allows students to compete in a cybersecurity championship for the state of 
California that hosts 32 teams of bright and talented high school students. While reading about 
your school, I encountered [insert school publication name], and was impressed with your 
school’s student journalism. Because CCIC is an event that is hosting students from your school, 
I thought you would be interested in writing an article for [insert school publication name] about 
CCIC and your school’s involvement in the event.  
 
As additional background for your article, please note the CCIC, which occurs Friday, June 21, 
through Sunday, June 23, Camp San Luis Obispo, is conducted through live-immersive 
environments that represent real world scenarios. This event is designed to inspire the next 
generation of cybersecurity professionals by exposing students to professional experience, cyber 
fluency and digital forensics. This challenge-based learning model will allow the competing 
students to gain early and invaluable experience in a technical field with an increasing number of 
job opportunities.  
 
At CCI, we strive to provide early professional experiences to high school students. For this 
reason, we would love for the student journalists at the participating high schools to have the 
opportunity to cover an event with real-world impact on your school. 
 
All of the information that you need about CCIC can be found here [link press kit from CCI 
website]. If you have any questions for me, do not hesitate to reach out.  
 
Thank you! 
 
[Name] 
[Contact] 
 

Figure 11: Email Pitch Template for School Publications 
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Figure 12: Press Kit for CCIC 
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Figure 12: Press Kit for CCIC 
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Figure 12: Press Kit for CCIC 
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Figure 12: Press Kit for CCIC 
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Figure 12: Press Kit for CCIC 
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Figure 12: Press Kit for CCIC 
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Figure 13: Press Kit for Post CCIC 
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Figure 13: Press Kit for Post CCIC 
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Figure 13: Press Kit for Post CCIC 

  



	69	

 

 
Figure 13: Press Kit for Post CCIC 
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Figure 13: Press Kit for Post CCIC 
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Figure 13: Press Kit for Post CCIC 
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Appendix	B:	Interview		
	

Interview	Transcript:	Jimmy	Baker	
	

	 The	following	interview	was	conducted	over	email	to	gather	information	and	direct	
quotes	that	could	be	used	for	the	press	kits.	
	
	

Interviewer:	Caroline	Ster	
Respondent:	Interim	Director	for	Industry	Outreach	@	California	Cybersecurity	Institute	(Jimmy	

Baker)	
	

Email	sent	by	Caroline	Ster:	
	
Hello,	
	
My	name	is	Caroline	Ster	and	I	am	the	student	working	on	press	kits	for	CCIC	for	my	senior	
project.	I	am	currently	working	on	a	news	release	for	the	press	kits,	and	I	would	like	to	include	
quotes	from	some/all	of	you.	If	you	could	answer	the	questions	below	that	would	be	great.	
Thank	you!	
	
Why	does	CCI	put	on	the	California	Cyber	Innovation	Challenge?	
	
Who	are	the	sponsors	this	year?	
	
In	what	ways	can	students	benefit	from	participating	in	an	event	like	this?	
	
What	is	one	statistic	about	cybersecurity	that	shocks	you?	
	
Do	you	believe	that	participating	in	events	like	CCIC	is	something	that	students	could	benefit	
from	listing	on	college	applications?	Why	or	why	not?	
	
If	you	were	speaking	to	someone	that	has	never	heard	of	CCI,	what	is	one	thing	that	you	would	
want	them	to	know?	
	
	
Best,	
	
Caroline	Ster	
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Response	from	Jimmy	Baker:	
	
Why	does	CCI	put	on	the	California	Cyber	Innovation	Challenge?	
	
For	the	third	year	in	a	row,	Cal	Poly	is	hosting	the	
California	Cyber	Innovation	Challenge	(CCIC),	June	
21-23.	The	CCIC	is	the	high	school	cybersecurity	
championship	for	the	state	of	California.	This	year,	
hundreds	of	schools	competed	to	participate	in	the	
championship	—	only	29	teams	qualified.	
The	CCIC	impacts	students	across	all	demographics	
and	has	quadrupled	in	size	over	the	last	four	years.	Cal	
Poly	collaborates	with	organizations	already	focused	
on	“California	for	All”	such	as	the	Sector	Navigators,	
Mayor’s	Cup	and	the	Governer’s	Office	of	Business	and	
Economic	Development	(GO-Biz).	There	is	no	modern	
crime	without	a	cyber	component.	With	progressively	
sophisticated	cyberattacks	and	e-crime	on	the	rise,	
a	unified	effort	is	needed	to	protect	our	critical	
infrastructure,	economy	and	citizens.	
The	CCIC	is	designed	to	raise	up	the	next	generation	
of	cybersecurity	professionals	by	increasing	their	
cyber	fluency;	professional	experience;	cyber	ethics;	
cyber	citizenship	or	knowledge	of	their	online	rights,	
privileges	and	responsibilities;	and	interest	in	cyber	
careers.	This	unique	event	stimulates	interest	in	
becoming	a	cyber	professional	and	informs	students	
of	multiple	pathways	to	well-paying	jobs	through	
apprenticeships,	community	colleges	and	other	state	based	
universities.	
The	CCIC	takes	place	in	a	live-immersive	environment	
that	represents	real-world	scenarios.	Many	of	the	cyber	
coaches	and	students	commented	that	the	immersive	
environment	differentiates	the	CCIC	from	the	
traditional	format	of	cyber,	capture	the	flag	and	Cyber	
Patriot	competitions.	Another	unique	characteristic	of	
the	CCIC	is	student	teams	are	required	to	present	their	
findings	to	a	panel	of	judges	which	helps	them	develop	
their	communication	skills.	
	
	
	
Who	are	the	sponsors	this	year?	
Our	sponsors	are	from	government	and	industry.		We	are	still	finalizing	sponsors.		My	graphics	
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team	is	creating	a	logo	with	all	the	sponsors	on	it.	
	
	In	what	ways	can	students	benefit	from	participating	in	an	event	like	this?	
	
The	CCIC	takes	place	in	a	live-immersive	environment	
that	represents	real-world	scenarios.	Many	of	the	cyber	
coaches	and	students	commented	that	the	immersive	
environment	differentiates	the	CCIC	from	the	
traditional	format	of	cyber,	capture	the	flag	and	Cyber	
Patriot	competitions.	Another	unique	characteristic	of	
the	CCIC	is	student	teams	are	required	to	present	their	
findings	to	a	panel	of	judges	which	helps	them	develop	
their	communication	skills.	
	
What	is	one	statistic	about	cybersecurity	that	shocks	you?	
See	attached	graphic	of	problem	set	facing	California.			
	

	
	
	
	
Do	you	believe	that	participating	in	events	like	CCIC	is	something	that	students	could	benefit	
from	listing	on	college	applications?	Why	or	why	not?	
Yes,	in	order	to	qualify	for	this	competition,	students	had	to	qualify	and	compete	through	the	
Mayor's	cup	challenge.			The	CCIC	is	the	state	championship	for	cybersecurity	for	the	State	of	
California.	
	
If	you	were	speaking	to	someone	that	has	never	heard	of	CCI,	what	is	one	thing	that	you	would	
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want	them	to	know?	
	
			The	CCIC	is	a	California-focused,	statewide	
cybersecurity	competition	where	30	high	school	teams	
compete	in	two	divisions.	The	CCIC	is	conducted	
through	live-immersive	environments	representing	
real-world	scenarios.	It	is	designed	to	raise	up	
the	next	generation	of	cybersecurity	professionals	
by	increasing	their	cyber	fluency,	professional	
experience,	and	interest	in	digital	forensics.	After	
the	teams	compete	in	the	cyber	competition,	they	
will	present	their	findings	to	a	panel	of	judges	
from	the	technology	marketplace,	government,	law	
enforcement,	military,	and	academia.	
“In	addition	to	training	students	on	cyber	forensics,	
we	will	provide	hands-on	learning	opportunities	
for	the	next	generation	of	cyber	defenders,”	said	Cal	
Poly’s	California	Cybersecurity	Institute	Director	
William	J.	“Bill”	Britton.	
Throughout	the	spring,	teams	of	high	school	students	
from	across	California	competed	in	regional	Mayor	
Cup	Challenges.	Winners	from	the	designated	
regional	cybersecurity	competitions	earn	automatic	
entry	to	the	statewide	tournament	at	Cal	Poly.	The	
other	competitors	come	from	an	“at-large”	selection	
process	that	will	draw	teams	from	areas	that	do	not	
currently	have	regional	competitions.	The	competition	
has	quadrupled	in	size	over	the	last	four	years.	
The	public	is	invited	to	observe	the	2019	
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Appendix C: Tables 

 
 
 
 

Positive Negative 

Positive, I want to keep my 
identity safe 

negative because it’s commonly associated with 
invasion of privacy 

Positive because I have not 
been hacked 

Negative, because there are so many cases we 
hear about breach in cybersecurity 

Positive because it helps 
people 

Negative, because I’m not as aware of the 
dangers online and what I need to do to protect 
myself. I honestly just don’t like thinking about 
it. 

Positive, sounds like to will 
protect money 

Negative, government likes to spy 

Positive because it prevents 
my computers from getting 
viruses 

Negative. There are lots of sketchy stories about 
privacy violations. 

Positive because it is security 
so it’s helpful 

Negative as it means identity theft 

I have a positive connotation 
because I want my personal 
information kept safe. 

Negative because of all the news about hacking 

Generally positive. Protects 
consumers and workers alike. 

Negative 

Table 1: Survey responses 
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Table 2: Survey Responses (2) 
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Table	3:	CCIC	Media	List	for	Far	North	(CA)	

	

	

Table	4:	CCIC	Media	List	for	Sacramento	(CA)	
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Table	5:	CCIC	Media	List	for	Bay	Area	(CA)	

	

	

	

	

Table	6:	CCIC	Media	List	for	Central	Valley	(CA)	
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Table	7:	CCIC	Media	List	for	South	Central	Coast	(CA)	

	

	

	

Table	8:	CCIC	Media	List	for	Los	Angeles	(CA)	
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Table	9:	CCIC	Media	List	for	Orange	County	(CA)	

	

	

	

	

Table	10:	CCIC	Media	List	for	Inland	Empire	(CA)	

	

	

	

	

	

	

	



	82	

	

	

	

Table	11:	CCIC	Media	List	for	San	Diego	(CA)	

	

	

	


