
Journal of Digital Forensics, Journal of Digital Forensics, 

Security and Law Security and Law 

Volume 7 Number 1 Article 10 

2012 

Back Matter Back Matter 

Follow this and additional works at: https://commons.erau.edu/jdfsl 

 Part of the Computer Law Commons, and the Information Security Commons 

Recommended Citation Recommended Citation 
(2012) "Back Matter," Journal of Digital Forensics, Security and Law: Vol. 7 : No. 1 , Article 10. 
Available at: https://commons.erau.edu/jdfsl/vol7/iss1/10 

This Front Matter/Back Matter is brought to you for free 
and open access by the Journals at Scholarly Commons. 
It has been accepted for inclusion in Journal of Digital 
Forensics, Security and Law by an authorized 
administrator of Scholarly Commons. For more 
information, please contact commons@erau.edu. 

(c)ADFSL 

brought to you by COREView metadata, citation and similar papers at core.ac.uk

provided by Embry-Riddle Aeronautical University

https://core.ac.uk/display/217156803?utm_source=pdf&utm_medium=banner&utm_campaign=pdf-decoration-v1
http://commons.erau.edu/jdfsl
http://commons.erau.edu/jdfsl
https://commons.erau.edu/jdfsl
https://commons.erau.edu/jdfsl
https://commons.erau.edu/jdfsl/vol7
https://commons.erau.edu/jdfsl/vol7/iss1
https://commons.erau.edu/jdfsl/vol7/iss1/10
https://commons.erau.edu/jdfsl?utm_source=commons.erau.edu%2Fjdfsl%2Fvol7%2Fiss1%2F10&utm_medium=PDF&utm_campaign=PDFCoverPages
http://network.bepress.com/hgg/discipline/837?utm_source=commons.erau.edu%2Fjdfsl%2Fvol7%2Fiss1%2F10&utm_medium=PDF&utm_campaign=PDFCoverPages
http://network.bepress.com/hgg/discipline/1247?utm_source=commons.erau.edu%2Fjdfsl%2Fvol7%2Fiss1%2F10&utm_medium=PDF&utm_campaign=PDFCoverPages
https://commons.erau.edu/jdfsl/vol7/iss1/10?utm_source=commons.erau.edu%2Fjdfsl%2Fvol7%2Fiss1%2F10&utm_medium=PDF&utm_campaign=PDFCoverPages
mailto:commons@erau.edu
http://commons.erau.edu/
http://commons.erau.edu/
/creativecommons.org/licenses/by-nc-nd/4.0/
/creativecommons.org/licenses/by-nc-nd/4.0/


Journal of Digital Forensics, Security and Law, Vol. 7(1) 

101 

Subscription Information 

The Journal of Digital Forensics, Security and Law (JDFSL) is a publication of 

the Association of Digital Forensics, Security and Law (ADFSL). The Journal 

is published on a non-profit basis. In the spirit of the JDFSL mission, 

individual subscriptions are discounted. However, we do encourage you to 

recommend the journal to your library for wider dissemination.  

The journal is published in both print and electronic form under the following 

ISSN's: 

ISSN: 1558-7215 (print) 

ISSN: 1558-7223 (online) 

Subscription rates for the journal are as follows: 

Institutional - Print & Online: $395 (4 issues) 

Institutional - Online only: $295 (4 issues) 

Individual - Print & Online: $80 (4 issues) 

Individual - Online only: $25 (4 issues) 

Subscription requests may be made to the ADFSL. 

The offices of the Association of Digital Forensics, Security and Law 

(ADFSL) are at the following address: 

Association of Digital Forensics, Security and Law 

1642 Horsepen Hills Road 

Maidens, Virginia 23102 

Tel: 804-402-9239 

Fax: 804-680-3038 

E-mail: office@adfsl.org 

Website: http://www.adfsl.org  
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Announcements and Upcoming Events 

 

The ADFSL 2011 Conference on  
Digital Forensics, Security and Law 

 

Richmond, Virginia USA  
May 30-31, 2012 

 

 
 
 
 
 
 
 
 

 

 

http://www.digitalforensics-conference.org  
 

============================================================ 
 

The ADFSL 2012 Conference on Digital Forensics, Security and Law will be 
hosted by Longwood University and held at the Hyatt House – Richmond West 
in Richmond, Virginia on 30-31 of May 2012. 
 
The ADFSL Conference on Digital Forensics, Security and Law is a unique and 
innovative event.  It is managed by the Association of Digital Forensics, 
Security and Law (ADFSL). 
 
The conference focuses on the current and expanding role of digital forensics 
within investigations and the courts as well as its important role within cyber 
security - both national as well as corporate. Topics not only include 
technology and evidence, but also are very much focused on how to prepare 
students for careers in digital forensics. Curriculum is a very important topic 
and the new DoD initiative on certification and Centers of Academic Excellence 
will be very important areas of discourse. 
 
Conference submissions are double blind refereed and provide a forum for 
high quality research, communication and debate on the subject of digital 
forensics and directly related fields. 
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CALL FOR PAPERS 

ICDF2C 2012 
Third ICST International Conference on Digital Forensics and Cyber Crime 

Purdue University, West Lafayette Indiana USA, 24 - 26 October, 2012 
http://www.d-forensics.org 

 

SCOPE: The Internet has made it easier to perpetrate crimes by providing criminals an avenue 
for launching attacks with relative anonymity. The increased complexity of the communication 
and networking infrastructure is making investigation of the cybercrimes difficult. Clues of 
illegal activities are often buried in large volumes of data that needs to be sifted through in 
order to detect crimes and collect evidence.  

The field of digital forensics and cybercrime investigation has become very important for law 
enforcement, national security, and information assurance. This is a multidisciplinary area that 
encompasses law, computer science, finance, telecommunications, data analytics, and policing. 
This conference brings together practitioners and researchers from diverse fields providing 
opportunities for business and intellectual engagement among attendees.  

We are providing a venue that not only offers chances for networking, but also high-quality 
training opportunities through expert speakers and tutorials on basic and advanced forensic 
techniques and methods of cybercrime investigation. This ICST conference is endorsed by EAI 
and organized in cooperation with Purdue University and the Center for Education and 
Research in Information Assurance and Security CERIAS). 

RESEARCH PAPERS: Papers describing original unpublished research are solicited. Submissions 
must not be concurrently under review by a conference, journal or any other venue that has 
proceedings.  

SUBMISSION INSTRUCTIONS: Paper submission will be handled electronically. Papers must be 
formatted using Springer LNICST Authors' Kit (http://d-forensics.org/authorskit.shtml) and 
submitted only through the Assyst conference management system following the instructions 
that can be found in the conference web site (http://d-forensics.org/submissiondetails.shtml). 

All submitted papers will be judged based on their quality through *double-blind* reviewing. 
Authors' names must not appear in the paper. 

All other submissions should be sent via email to the conference general chair 
(rogersmk@purdue.edu) 

PUBLICATIONS: Accepted papers will be published in the ICDF2C 2012 Conference Proceedings 
and by Springer-Verlag in the Lecture Notes of the Institute for Computer Sciences, Social-
Informatics and Tele-communications Engineering (LNICST) series.  

Extended versions of selected papers from the conference will be invited for publication in a 
special issue of the Journal of Digital Forensics, Security and Law.  

IMPORTANT DATES 
Paper Submission: June 1, 2012 
Notification of Acceptance: August 1, 2012 
Camera-ready Version: September 1, 2012 
 
ICDF2C is endorsed by the European Alliance for Innovation (EAI)  
ICDF2C is sponsored by ICST with the technical cooperation of Create-Net 
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