CYBER TERRORISM: HACKERS BECOMING TERRORISTS OR TERRORISTS BECOMING HACKERS?

rveRs LACK OF CYBER SKILLS IS AN OBSTACLE FOR TERRORISTS BUT IT CAN BE ADDRESSED BY TRAINING / HIRING / RECRUITINC
ABSTRACT ROGERS’ (1999) HACKER TAXONOMY IS USED TO IDENTIFY CRIMINAL HACKERS, FOLLOWED BY PROFILE MATCH OF
(key arguments) HACKERS AND TERRORISTS * WE TRY TO IDENTIFY A DEFINITION OF CYBER-TERRORISM THAT WOULD ENABLE USTO
IDENTIFY TRUE CYBER-THREATS.
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