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PERCEPTIONS



Students were set the activity of researching
privacy challenges of collaboration.

Collaborated in teams and produced a question
to ask peers.

Peers answered question using classroom
response system.

Teams then considered data and chaired
discussion with peers.
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RECONCEPTUALISING
SHARING



PROBLEMS

accidental sharing, notifications, both the sounds and
content may reveal information not intended.

misunderstanding, concern the students may
interpret messages as something else.

malicious attacks, data and other information could
be captured by malicious actors.



SOLUTIONS

accidental sharing could be combated in-part with
physical infrastructure controls.

misunderstanding could be resolved through
dedicated applications provided by university.

malicious attacks could be ditticult to guard against
and does raise questions about additional expense.



CONCLUSIONS

universities are unlikely to invest in bespoke solutions
for TEAL spaces, considering the scope.

equally universities can expect students to invest in
secondary devices.

invest in research and evaluation to determine the
optimal solution to address the privacy concerns
within TEAL spaces.
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