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The University of Wﬁtminst!r and Haplo worked together to ensure the security of their repository.

Evaluating systems For security assurance

Repository software
Is the permission system sufficiently Flexible?

Has security been implemented correctly?

Indicators to evaluaste whether a ! Is iate For the inf

Historical and current spplications:

Development team:

Hosting
Where is the data held? _

What redundancy is there in the hosting service?

A threat model helps clarify
priorities and the actions you
need to take to reduce risk.

Risks are a threat to:
Confidentiality
Integrity

Availability

you're storing:

Logping and manitoring:

Software architecture:

Who has access to the physical servers that hold the data?

How is data protected?



