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echnological innovations have always influenced the ways in which music 

is made and consumed in societies. Now that music has entered the digital 

realm a new revolution is underway….
1
. The near perfect duplication facilitated 

by digital technology in conspiracy with the ease of exchange provided by the 

Internet threaten to render copyright law into a redundant relic, while at the same 

time changing the way in which millions across the globe listen to music. A new 

music culture has been born –driven by technology advances, hindered only by 

copyright law. 

The combination of the Internet and digital technology presents copyright law 

with what has been described as a digital dilemma.
2
 The availability of digital 

music in the form of MP3s has allowed for songs and albums to be easily 

compressed into manageable digital file sizes while maintaining very high audio 

fidelity. Millions of individuals across the world have created MP3s by „ripping‟ 

music albums into digital files of this format and made them available to others 

in cyberspace. Millions of others have searched for and downloaded these tracks 

without having to go a bricks –and –mortar retail establishment and purchase 

them on CD, and have shared them widely through online transfers and by 

burning them on recordable CDs.
3
  

While expanding the reach and scope of music, technology has left copyright law 

grappling with unprecedented challenges. It has exacerbated the problem of 

piracy and fostered a culture of disrespect towards the sacred principle of music 

                                                             
1
  Jerald Hughes and Karl Reiner Lang, „If I had Song: The Culture of Digital Community 

Networks and its Impact on the Music Industry‟ 5 (3) International Journal on Media 

Management 180 (2003). 
2
  Raymond Shih Ray, „The Creative Destruction of Copyright: Napster and the New 

Economics of Digital Technology 69 (1) The University of Chicago Law Review 263 

(2002). 
3
  Sameer Hinduja and Jason R. Ingram, “Social Learning Theory and Music Piracy: The 

Differential Role of Online and Offline Peer Influences” 22 (4) Criminal Justice Studies: A 

Critical Journal of Crime, Law and Society 405 (2009).     
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industry: copyright law.
4
 The problem is particularly acute in India. In Global 

Intellectual Property Center‟s (GIPC) inaugural study, International Intellectual 

Property Index: Measuring Momentum (2013), comparing IP environments 

across the globe, India has consistently ranked last behind China
5
.  

 

Source: www.theglobalipcenter.com 

 

Piracy‟s real effect on music sales is extremely difficult to assess accurately. 

According to industry discussions, the estimated loss due to piracy is as high as 

75 percent of the actual size of the industry.
6
 IFPI estimates that more than half 

of the internet users (54%) access unlicensed services on a monthly basis in 

India
7
. Illegal downloading sites, P2P file sharing, Bit Torrent trackers and 

                                                             
4
   Des Freed man, “Managing Pirate Culture: Corporate Responses to Peer to Peer 

Networking” 5(3) International Journal of Media Management 175 (2003).  
5
  India lagged behind in nearly all five indicators including patents, trademarks, copyrights, 

enforcement, and international treaty participation. 
6
  KPMG & FICCI, “Digital Dawn: The Metamorphosis begins, FICCI-KPMG Indian Media 

and Entertainment Industry Report 2012”. available at: http://www.ficci.com/publications-

page (Visited on March 15, 2013).  
7  available at:www.ifpi.org/india.php (Visited on Jan.1,2015). 

http://www.theglobalipcenter.com/measuring-momentum-the-gipc-international-ip-index/
http://www.theglobalipcenter.com/measuring-momentum-the-gipc-international-ip-index/
file:///F:/www.theglobalipcenter.com
http://www.ficci.com/publications-page
http://www.ficci.com/publications-page
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indexes,
8
 streaming sites, deep linking sites, blogs, forums, and social network 

sites directing users to infringing files, cyberlockers used to advertise massive 

amounts of infringing materials, and piracy through auction sites all continue to 

plague right holders in India. A study undertaken by MPDA has put India among 

the top ten countries in the world for Internet piracy, as pirated films out of India 

appear on the Internet in an average of 3.15 days.
9
 During 2011, Peer Media 

Technologies reported that users initiated over 25 million downloads/uploads of 

unauthorized copies of major U.S. movie titles via certain P2P protocols in India. 

There is no indication that this situation improved in 2012.
10

 In 2013, the 

Entertainment Software Association reports that India is placed sixth in the 

world in terms of the number of connections by peers participating in the 

unauthorized file sharing of select ESA member titles on public P2P networks, 

up from seventh in 2011.
11

 

The reach and spread of copy right infringement in the field of music reveals the 

legal complexities involved therein. It manifests the need to address certain 

fundamental issues in the rapidly changing landscape of law and technology. 

                                                             
8
  For example, the International Intellectual Property Alliance (IIPA) listed Canada-based 

Torrentz.eu as a notorious market in its 2012 submission to the U.S. Trade Representative 

in its Special 301 out-of-cycle review to identify notorious piracy markets. Torrentz.eu is 

ranked the 121st most popular site in the world, according to Alexa.com traffic rankings. 

The site is particularly highly ranked in the city of Calcutta (12th) and in all of India it is 

ranked as the 18th most visited site (it is ranked in the top 32 sites throughout South Asia). 

See International Intellectual Property Alliance (IIPA), Submission Re: IIPA Written 

Submission Re: 2012 Special 301 Out-of-Cycle Review of Notorious Markets: Request for 

Public Comments, 77 Fed. Reg. 48583 (August 14, 2012), Docket No. USTR-2011-0011, 

September 14, 2012, available at: http: //www iipa.com/pdf /2012_ Sep14_Notorious_ 

Markets. pdf. (Visited on March 27, 2013). 
9
  See Price Waterhouse Coopers Report, Economic Contribution of the Indian Film and 

Television Industry, 2010 (March 2010).  
10

  The independent film and television segment of the motion picture industry (IFTA) reports 

that Internet piracy remains a significant export constraint for independent producers and 

distributors, the majority of which are small to medium sized businesses. Independent 

producers partner with local authorized distributors in India to finance and distribute their 

films and programming. These authorized distributors find it almost impossible to compete 

with pirates. Internet piracy also prevents the establishment of legitimate online distribution 

platforms and services for consumers, which independents can use to finance future 

productions.  
11

  IIPA, “2014 Special 301 Report on Copyright Protection and Enforcement: India” available 

at: www.iipa.com (Visited on Jan. 20, 2015). 

http://www.iipa.com/pdf/2012_Sep14_Notorious_Markets.pdf
http://www.iipa.com/pdf/2012_Sep14_Notorious_Markets.pdf
http://www.iipa.com/
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Here it would be pertinent to delineate some of the issues which need urgent 

attention.  

Let us take the issue of Digital Rights Management (DRM).The ease of 

infringement and the difficulty of detection and enforcement has caused 

copyright owners to look to technology for protection of their works. Digital 

Rights Management has been heralded as one such technology which would put 

an end to the copyright owner's woes. DRM is a generic term for a set of 

technologies for the identification and protection of intellectual property in 

digital form. It comprises Technological Protection Measures (TPMs) and Rights 

Management Information (RMI). TPMs refer to systems and technologies that 

allow copyright owners to control the access to their works, determine the types 

of permissible uses and terms of such uses and the ultimate distribution of their 

works in the digital world. RMI refers to mechanisms that identify digital works 

and are used to manage the provision of materials to customers
12

.   

DRM systems control how individuals use intellectual property items. By 

introducing complete control over managed intellectual property, the fair use of 

intellectual property is compromised. Thus DRM systems present a danger of 

creating monopolies.  

The Indian Copyright Law has been amended in 2012 with a view to prohibiting 

circumvention of technological measures and protection of rights management 

systems. The question that arises is - what is the effect of these anti 

circumvention provisions on fair use. Further, would the societal benefits of 

intellectual property for purposes of education or research stand compromised. 

Are digital rights management system really the antidote to online piracy, 

particularly so, when there is a lot of dissatisfaction with the working of DRM 

systems, in so far as they impose restrictions on interoperability. Was it 

necessary to provide legal protection to DRM systems in India, particularly when 

                                                             
12

  Government of U.K., Digital Rights Management: Report of an Inquiry by the All Party 

Internet Group, 2006 (June 2006). 
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the global experience with the working of DRM systems has been far from 

controversial?
13

 

Another issue that needs to be addressed is the attempt of the music industry to 

control online file sharing by initiating legal action against individual infringers. 

By filing law suits against individual users of file sharing software called 

John/Jane Doe lawsuits in American jurisprudence and Ashok Kumar orders in 

India, the music industry has sought to penalize its own potential customers. Is 

such a strategy in the best interest of the music industry or is it as some analysts 

argue commercial suicide for the music industry.  

Graduated Response is the latest in the litany of responses to the epidemic of file 

sharing. Under the graduated response approach, rights holders alert ISPs and 

mobile data network service providers to IP addresses that are being used to 

infringe copyright by uploading protected content on to the Internet without 

permission. This is not done by monitoring individual user behaviour, but rather 

by keeping watch on P2P networks and infringing file distribution channels. ISPs 

can match the IP address to the subscriber details they hold and contact their 

customers to inform them that their account is being used to break the law and 

urge them to use legal services. This is done without sharing personal 

information. The account holder is told that continued infringement after a series 

of notices will lead to a penalty or sanction. These vary from country to country, 

but may include temporary account suspension, bandwidth throttling or protocol 

locking, as well as potential fines. 

An issue that needs to be examined is the appropriateness of implementing the 

Graduated response in India. What would be its fallout on the Right to Know 

which is a fundamental in India flowing from Article19 (1) (a). What would the 

implementation (if at all it is implemented) of the graduated response augur for 

our IT –BPO industry. Is it, a possible solution to be woes of copyright holders 

                                                             
13

  See Mindaugas Kiskis & Rimantas Petrauskas, “Lessig's Implications for Intellectual 

Property Law and Beyond Them” 19(3) International Review of Law, Computers & 

Technology 309 (2005). 
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in a developing country like India, where universities and cyber cafes play a 

pivotal role in providing Internet access?  

The battle for copyright enforcement in cyberspace has entered a hitherto 

forbidden space- our private lives. As copyright holders increasingly shift focus 

to the individual user, surveillance becomes inevitable and privacy - a casualty.  

An issue of considerable significance that needs to be addressed in the context of 

piracy surveillance is the right to privacy. While addressing copyright claims, 

can an individual be put under surveillance or would it amount to violation of his 

right to privacy.  

Over the past decade mobile penetration has risen exponentially and, more 

recently, mobile handsets have evolved from a basic voice-based device to whole 

entertainment hubs, creating a new channel for music distribution. Globally, the 

number of mobile phone users is expected to reach 4.55 billion and mobile phone 

Internet user base is estimated to reach 2.23 billion by the end of 2014
14

.Smart 

phone penetration is likely to increase from 70 million to 200 million in 2015 in 

India
15

. With penetration forecast to reach 36.2 percent by the end of 2016, there 

is a huge potential for mobiles to increase the reach of music services
16

. 

According to the „Mobile Internet in India 2014‟ report by the Internet and 

Mobile Association of India (IAMAI)  and IMRB International, the number of   

mobile Internet users stood at 173 million at the end of December 2014 and is 

expected to reach 213 billion by June 2015.
17

Mobile penetration stands at around 

70 percent with an increasing number of mobile (smart phone and tablet) users 

                                                             
14

  KPMG & FICCI, “The Stage is set: FICCI-KPMG Indian Media and Entertainment 

Industry Report 2014”. available at: http://www.ficci.com/publications-page (Visited on 

Jan.15, 2015).  
15

  Ajita Shashidhar „Flashback 2014: Music Industry‟s Revenues under Pressure, Pins Hopes 

on Data”, available at: http:// business today. In today.in/india -music (Visited on Jan 25, 

2015). 
16

  IFPI, “IFPI Digital Music Report 2014: Lighting up the market”, available at: 

http://www.ifpi.org (Visited on Jan. 1, 2015). 
17

  PTI, “India to have 213 million mobile Internet uses by June: IAMAI- IMRB”, available at: 

www. economic times .com (Visited on Feb 1 2015).  

http://www.ficci.com/publications-page
http://www.ifpi.org/
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(estimated at around 22 million) having 3G Internet access
18

. Mobile music is 

fast becoming an important revenue stream for record companies, contributing 

roughly 90 percent to the total sales in India.
19

 However,...proliferation of 

devices such as smart phones, tablets etc. is potentially giving wings to piracy. 

Pocket Internet is often equated to pocket piracy. Unless anti piracy measures are 

strictly enforced, the music industry will continue to lose business to pirates.
20

 

An issue that demands attention is that as mobiles evolve from a means of 

communication to entertainment hubs, is there any regulatory frame work for the 

application services provided by them or are the Telecom Service Providers left 

free to call the shots.  

Internet intermediaries are key drivers in the development of the Internet as well 

as in distributing creative content. They host, locate and search for content and 

facilitate its distribution. Their increasing influence in recent years, as well as 

their evolving role has led to a debate regarding their liability in relation to 

online copyright infringement. This controversy is a direct result of the Internet‟s 

phenomenal development. The web 2.0, user-generated content (UGC) websites, 

the wide spread of online streaming websites, and free hosting of large files are 

just some of the many examples of the constantly evolving online environment. 

The liability regime of ISPs was conspicuous by its absence in the Copyright Act 

of 1957 till the recent past. Provisions relating to the liability of ISPs were 

incorporated in the Copyright Act by the Amendment Act of 2012. The notice 

and take down regime (NTD) which has become common place in copyright 

legislations across the globe has also found its way into the Indian Copyright Act 

also. 

A question of great significance that arises here is -how efficient and effective is 

the liability regime of ISPs in India. Has the Indian Parliament, while addressing 

                                                             
18

  See International Telecommunication Union, facts and figures, available at: http://itu.int/en 

(Visited on Feb. 2 2015). 
19

  KPMG & FICCI, (2012).   
20

  Ibid.  
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the issue of liability of ISPs been able to maintain the balance between be rights 

of the copyright owners and the rights of ordinary citizens or has the pendulum 

been swung too far either way. These are issues of crucial importance that need 

to be addressed, for at stake is the balance of power in the information age. 

Another issue of far reaching implication is what drives the now ubiquitous 

activity of illegal downloading .What is it, that turns an otherwise law abiding 

citizen into what Chris Rojek  calls a „Net bandit’.
21

 The incentives which attract 

a person towards unauthorized downloading also need ascertainment. Another 

issue that merits attention is role of law enforcement agencies in tackling piracy.  

Besides all these issues, a fundamental question that needs to be answered is the 

proper scope of copyright law in the 21
st
 century. Do the traditional copyright 

law doctrines need to be reworked and reformulated to keep pace with the 

continually changing digital environment.   

The present study is an attempt to answer these and other similar issues which 

confront Copyright law today. 

OBJECTIVES OF THE STUDY  

1. A systematic study and evaluation of the law relating to copyright in music, 

along with an assessment of its suitability in the present digital age.  

2. An empirical study of piracy in Srinagar city with the following objectives : 

i. To find out the determinants of musical piracy and to trace out the 

individual respondent‟s factors responsible for increasing the 

probability of being a pirate. 

ii. To determine the impact of awareness of copyright law on piracy. 

iii. To determine the association between ethics and piracy. 

iv. To determine the impact of file sharing on purchase of CDs. 

                                                             
21

  Chris Rojek, “P2P Leisure Exchange: Net Banditry and the Policing of Intellectual 

Property” 24 (4) Leisure Studies 357 -369 (2005). 
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v. To ascertain the incentives which attract people towards unauthorized 

downloading. 

RESEARCH METHODOLOGY   

Research methodology involves the application of logical and systematized 

techniques with the aim of discovering new facts or verifying old facts. The 

methodology of research varies according to the purpose for which research is 

undertaken. The research, being partly doctrinal and partly empirical, the 

statutory material of India, US and UK relevant to the study have been analysed. 

International conventions relevant to the study have also be examined. The case 

law laid down by the courts in India as well as abroad has also been analysed. 

Reports, journals and surveys, both Indian and foreign have also been referred to. 

The proceedings of Seminars, Conferences and Symposia have also been 

utilized.  

In order to find out the determinants of piracy and trace out the individual 

respondent‟s factors responsible for increasing the probability of being a pirate, a 

Binary Logistic Regression Model‟ (or logit Model) has been employed. Ratio 

based analysis has also been used to show the association between various 

variables relating to piracy. Percentile method has been used to study the socio-

economic indicators of piracy. Interviews with various stakeholders involved 

such as singers, music composers, and retailers have also been conducted so as to 

draw inferences from them. 

DESIGN OF THE STUDY  

The study has been divided into the following chapters  

Chapter – 1: Introduction  

This chapter is introductory in nature. It puts into perspective the history of 

copyright in music. It also gives an overview of the International instruments 

proscribing copyright infringement. The chapter also provides an overview of the 

music industry in the 21
st
 century-how the music industry is substituting 
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traditional business models by new alternative digital distribution models that 

seek to capitalize on the digital revolution. 

Chapter – 2: Copyright in Music: A Conceptual Analysis  

The chapter delineates the scope of copyright in music and sound recordings. It 

also discusses the essential elements which must be present in any work in order 

to be entitled to copyright protection. It also discusses the various ways by which 

copyright in music is infringed. Further, it addresses the highly complex issue of 

transformative appropriation in the field of musical copyright. 

Chapter – 3: Impact of Digital Technology on Copyright Law 

The chapter seeks to analyse the impact of digital technology on copyright in 

music. It puts into focus the phenomenon of peer to peer file sharing. The chapter 

also discusses the Digital Rights Management (DRM) systems that have gained 

currency in copyright law regimes across the globe. The amendments introduced 

in 2012 in the Indian Copyright Act of 1957 by which the Digital Rights 

Management systems have been accorded legal protection have also been 

examined. The chapter also addresses the issue of desirability of mass law suits 

taken by the Recording Industry Association of America (RIAA) to control the 

potentially devastating impacts of online music sharing. The Graduated response 

which has emerged as the latest in the litany of responses to the epidemic of file 

sharing has also been discussed. Its appropriateness in the Indian context has 

been discussed particularly in the light of the fact that India is fast emerging as 

the world‟s leading global ITO and BPO market. The chapter also focuses on the 

impact of the Graduated Response on the „Right to Know‟. The chapter 

examines the impact of copyright enforcement in cyberspace on the right to 

privacy. The Ashok Kumar order (the local counterpart of John Doe) which has 

emerged as a key legal tool to contain online piracy, has also been discussed. The 

evolution of mobile handsets from basic voice-based device to whole 

entertainment hubs, creating a new channel for music distribution has also been 
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studied. The chapter also evaluates the regulatory regime with respect to the 

mobile entertainment ecosystem.  

Chapter – 4: Liability Regime of Internet Service Providers: An Analysis  

The chapter fosters an understanding of the liability of Internet Service Providers 

(ISPs) under the common law doctrines of direct and secondary liability. It also 

provides an overview of the liability regimes of ISPs under the legislative 

framework of the US and E.U so as to make a comparative assessment of the 

Indian Law with its global counterparts. The chapter seeks to provide an in-depth 

and critical analysis of the liability regime of the ISPs in India. It also assesses 

the notice and take down procedure contemplated under the Indian Copyright 

Act. The impact of the notice and take down regime on the right to freedom of 

speech and expression has also been analysed.  

Chapter - 5: Piracy in Music: Empirical Evidences from the Field  

This chapter seeks to explore the widespread nature of piracy despite numerous 

attempts to eliminate it through legal, technological and corporate measures. This 

chapter seeks to understand what drives this activity, its extent and the reasons 

for its persistence despite attempts to eradicate it. The chapter investigates the 

issue of piracy through a legal/ethical lens in Srinagar. It identifies the main 

offenders of this illegal activity and examines the underlying factors that 

underpin the commitment of such violations, to help us devise an effective 

alternative legal strategy to combat the menace of piracy. In order to find out the 

determinants of piracy and trace out the individual respondent‟s factors 

responsible for increasing the probability of being a pirate, a „Binary Logistic 

Regression Model‟ (or logit Model) has been employed. Ratio based analysis has 

also been used to show the association between various variables relating to 

piracy. Percentile method has been used to study the socio-economic indicators 

of piracy. Interviews with various stakeholders involved such as singers, music 

composers, and retailers have also been conducted so as to draw inferences from 

them. 
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Chapter - 6: Remedies for Infringement of Copyright in Music -An 

Overview  

The chapter examines the nature of the offence of copyright infringement. A 

comparative assessment of the remedies available under the Indian Law with that 

of the United States and the United Kingdom is also made. The feasibility of 

incorporating statutory damages in the Indian Copyright Act is also examined. 

The chapter also discusses the remedies available in case of infringement of 

copyright in music. It critically examines the civil, criminal and administrative 

remedies available for infringement of copyright. It also discusses the adequacy 

of these remedies in the face of the challenges posed by digital technology.  

Chapter - 7: Conclusion and Suggestions  

The chapter sets out the conclusion of the study. It examines the relevance of the 

existing copyright law regime in the continually changing digital environment. It 

focuses on the need for renovation and reformulation of the copyright law in the 

Internet age.  
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undamental to the clear understanding of any subject, is to trace out its 

present, past and future. In this chapter, the history of copyright in music 

shall be put into perspective. This shall be followed by a discussion on 

International Conventions which have a bearing on the issue at hand. Finally, the 

chapter shall provide an overview of the music industry in the 21st century-how 

the music industry is substituting traditional business models by new alternative 

digital distribution models that seek to capitalize on the digital revolution. 

1.1. HISTORICAL PERSPECTIVE  

Early medieval music was created by anonymous composers and in music 

history textbooks Guillaume de Machaut (ca. 1300-1377) is often acclaimed as 

first known or at least first mentioned composer. Composers at this point began 

adding their names to scores. The century before the Gutenberg invention was 

used to print music, saw a large number of manuscripts and hand –copied scores 

with composer identified on the first page or cover as the author.
1
 

…the concept of intellectual property was not widely established before 1500
2
. 

The idea of intellectual property started developing around the time of the 

Renaissance when several factors combined to turn copyright into a politico –

legal issue. The first factor was the emergence of a sense of individualism (first 

realised in the art of Italian painters and sculptors) that is closely linked to an 

increasing awareness of the cultural context of ideas (e.g., the models of classical 

antiquity) and scientific curiosity. The second factor was a period of rapid 

economic expansion carried by a new class of international merchants. 

Commerce became organised around annual trade fairs which created an 

efficient distribution structure for new ideas. In turn, the merchants themselves 

created a market of people with surplus income and demand for leisure goods. 

                                                             
1
  Staffan Albinsson, ―Early Music Copyright did Matter for Beethoven and Schumann‖? 43(2) 

International Review of the Aesthetics and Sociology of Music, 266(2012). 
2
   David Hunter, ―Music Copyright in Britain to 1800‖ 67(3) Music and Letters, 271 (1986).  
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The third factor was the invention of a technology enabling the fast and efficient 

reproduction of ideas: Gutenberg‘s printing press. These elements were in place 

by the end of the 15
th

 century.
3
 

In England and France during the sixteenth century, entrepreneurs seeking to 

enter the printing business solicited their respective monarchs for ―letters 

patent‖, or privilege granting the right to print documents such as statutes, 

liturgical books, and legal texts. Letters patent were effectively the first 

copyrights, and rulers bestowed them not on authors, but on publishers who 

printed materials the government approved. In England, these publishers were 

united in a guild called the ‗Stationers‘ Company, which enjoyed a monopoly 

over all sanctioned printing in the British Isles.
4
 A stationer was generally 

unencumbered by agreements favoring authors and sold the right to print a book 

to another stationer without reference to the author. By the end of the 

seventeenth century, such copyright sales formed a significant portion of the 

trade of the major stationers, or booksellers as they had come to be called. 

Booksellers were more concerned with their copyright shares and other 

booksellers than with the authors. Few, if any of these trade sales involved 

music, for music publications had by 1700 become a distinct specialty, largely 

outside the purview of the Stationers Company.
5
 Music printing was not an 

attractive proposition, for a number of reasons. First, although almost all 

publications of this period were produced using movable type, music notation 

was ill suited to this printing technique and it was a time consuming process 

requiring specialized characters; second, the nature of the notation made the use 

of high-quality paper a necessity, which worsened the impact of already high 

paper costs; and third, the number of musically literate people was tiny, so the 

                                                             
3
  Martin Kretschmer, ―Intellectual Property in Music: A Historical Analysis of Rhetoric and 

Institutional Practices‖ 6(2) Studies in Cultures, Organizations and Societies, 205 (2000). 
4
  Joanna Demers, ―Steal this Music: How Intellectual Property Law affects Music Creativity”14 (The 

University of Georgia Press, Georgia 2006).  
5
  David Hunter (1986) 271. 
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potential market remained very small. Thus making a profit from printing music 

was a challenging task.
6
 

The use of movable type in music printing was developed primarily by the 

Venetian printer Ottaviano dei Petrucci around 1500. His technology was the 

most advanced available during the sixteenth century. The use of engraved 

copper or pewter plates gradually came to dominate, as it was able to create 

better copies of pieces of increasing complexity. Johann Gottlob Immanuel 

Breitkopf upgraded the movable-type technology by using some 230 small sets, 

each a fraction of an item of notation and each able to be utilized in anyone of 

the several combinations. The lithographic printing method was used by its 

inventor, Alois Senefelder, to produce music prints in the early nineteenth 

century. The choice of printing method was based on qualitative ambitions and 

cost –benefit typesetting was somewhat cheaper but, for large quantities at least, 

BreitKopf and Hartel preferred the use of engraving due to the better quality of 

the final product. The cost of printing was also still (sic) compared to the cost of 

hand –copying. The latter was typically done by freelance copyists, most of 

whom were low ranking musicians. The time needed to hand copy a piece of 

music was substantially less than the time needed to prepare a printed edition. If 

the potential demand for a piece of music was small, the cost benefits analysis 

would favor hand –copying. Publishers‘ suggestions to composers often 

explicitly and to the chagrin of the latter, were for the composition of new, 

simple sonatas, duets or songs. The demand for pieces for performance at home 

by amateurs was huge, whereas the market for symphonies was much smaller…. 

The copyists were not reliable business partners. They often pirated the music by 

making unauthorized copies for sale.
7
 

Initially a tool of censorship, copyright in England matured during the 1600s into 

an incentive for creation and competition within the publishing industry. For the 

                                                             
6
  Rebecca Herrissone, ―Playford, Purcell and the Functions of Music Publishing In Restoration 

England‖ 63(2) Journal of the American Musicological Society 247 (2010).  
7
  Staffan Albinsson, (2012) 274. 
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sixteenth-century English monarchy, embroiled as it was in a bloody feud over 

religious and temporal authority, the ability to control public opinion was of 

supreme importance. Radical or seditious literature could further threaten the 

imperiled nobility. During the late seventeenth century, however, England was 

shifting to an increasingly representative, mercantile society whose 

government‘s stability depended on its ability to cultivate financial prosperity.
8
    

People and money moved into urban conglomerates. Social order and the social 

activities pursued in cities differed from those pursued among the landed gentry. 

The urban nouveaux riches wanted to gain access to similar types of amusements 

enjoyed by the aristocracy and they were willing to pay for them. Music must, in 

this light, be regarded as a good which will be demanded only once more basic 

human needs have been satisfied. The demand for such ‗luxury‘ goods, in 

contrast to goods of necessity, will increase at a disproportionate rate as income 

rises. A comparatively small number of wealthy people were therefore able to 

make an out –sized difference in the course of music history, and hence it was in 

London that the first commercialization of concert life occurred. Londoners had 

a particular taste for foreign musicians who, in many cases, could earn much 

more from their frequent performances in England than they could by 

performing in their own countries.
9
 

…by the last quarter of the eighteenth century, London was one of the most 

active musical centers in Europe, supporting a wide variety of musical venues 

which catered to an increasingly prosperous consumer culture. The growth of 

concert series, the opera and popular theatrical music bears witness to the appeal 

of musical entertainment of all types. In addition to public performances by 

professionals, amateur musicians pursed their interests in musical societies and 

in their homes, creating a demand for printed music tailored to the average 

                                                             
8
  Joanna Demers (2006)15.  

9
   Staffan Albinsson, (2012) 276. 
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player. As a result, the print trade in music grew rapidly, making music a 

valuable market commodity comparable to printed books and other material.
10

 

Unauthorized publications became an economic challenge to the established 

London stationers by 1700. They conceived of printing rights as their property, 

and coined the term ―piracy‖ that has been used to great effect ever since. 

Following fierce lobbying and a petition to Parliament, legislation (Act of Anne) 

was passed that protected ―books or other writings‖ for 14 years after 

publication, renewable once. The Act of Anne (1709) is the birth of modern 

copyright legislation
11

. Almost as soon as the first copyright law was passed in 

1710, members of Parliament and the print trades recognized that the law left 

several matters unclear –among them the relationship between registration and 

ownership, the status under the Act of such other types of writing as music, and 

the issue of perpetual copyright.
12

 

For music publishers, the maintenance of copyright protection over 14 or 28 

years was unnecessary, as most musical works would not remain in fashion that 

long. Music publishers attempted to control the market, through dedicated 

distribution systems, predatory pricing, and low payment of composers. 

Composers were forced to resort to various expedients during the eighteenth 

century in order to protect their works, the most notable means being the award 

by the Crown of letters patent and the use of existing legislation.
13

 

During the middle of the 18th century, the first notable public debate about the 

concepts of intellectual property took place. Scottish publishers had entered the 

London market with cheap editions of work whose copyright term under the Act 

of Anne had expired. The London publishers responded by lobbying for a 

perpetual copyright and finally brought this extraordinary claim to court under 

                                                             
10

  Nancy A. Mace, ―Charles Rennet and the London Music Sellers the 1780s: Testing the Ownership of 

Reversionary Copyrights‖ 129(1) Journal of the Royal Music Association, 1 (2004). 
11

  Martin Kretschmer (2000) 207. 
12

  Nancy A. Mace (2004)3. 
13

  David Hunter (1986) 276 
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common law (Donaldson v. Beckett).
14

 The question was whether copyright was 

the recognition of a ―natural‖ form of property arising from the act of creation or 

a statutory monopoly granted for a limited period in the public interest .The 

House of Lords ruled that at common law the author had the sole right of 

printing and publishing his books, but once a book was published, the rights in it 

were exclusively regulated by the Statute. The author‘s right at common law in 

unpublished works remained intact.
15

 

Another significant development took place in 1773 when J.C.Bach sued music 

sellers James Longman and Charles Lukey for piracy in the Court of Chancery. 

The question before the Court was whether music was a type of writing covered 

by the Statute of Anne
16

. The final verdict was pronounced in 1777 when the 

case was finally heard before Lord Chief Justice Mansfield. 
 

Cowper reports it thus (Small, 1985):  

Lord Mansfield called on Mr. Wood [attorney for the defendant] 

to begin; and without hearing Mr. Robinson [attorney for the 

plaintiff] in answer, said the case was so clear and the arguments 

such, that it was difficult to speak seriously upon. The words of 

the Act of Parliament are very large: ‗books and other writings‘. It 

is not confined to language or letters. Music is a science; it may be 

written; and the mode of conveying the ideas, is by signs and 

marks. A person may use the copy by playing it, but it has no right 

to rob the author of the profit, by multiplying copies and disposing 

of them for his own use. If the narrow interpretation contended for 

in the argument were to hold, it would equally apply to algebra, 

mathematics, arithmetic, hieroglyphics. All these are conveyed by 

signs and figures. There is no colour for saying that music is not 

within the Act. Afterwards, on Monday, June 16th, the Court 

certified in these words, ‗Having heard counsel and considered the 

                                                             
14

    Hansard 1
st
 ser., 17 (1774) 953-1003.  

15
   Martin Kretschmer (2000) 208 

16
  Nancy A. Mace(2004) 3 
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case, we are of the opinion, that a musical composition is writing 

within the statute of the 8th of Queen Anne.
17

 

Thus, the Court of King‘s Bench finally ruled in 1777 that music was, in fact, a 

type of writing covered by the Act of Anne. Consequently, owners of musical 

property could seek protection under the provisions of the copyright law when 

they believed that their rights had been violated. By this time, too, printed music 

was in far more demand, and music –sellers and composers realized that it was a 

valuable enough commodity to justify the high cost of litigation because they 

could assume that customers would still buy compositions more than 14 years 

old, especially if they were still being performed in theatres and other venues
18

. 

Music thus gained explicit, general copyright protection in Britain in 1777. Until 

then, composers and publishers used various means to control the reproduction 

of their own publication. At its simplest, the struggle for music copyright is the 

story of the attempts by composers to obtain copyright protection for their works 

and thereby secure greater financial reward. As such, it contrasts with the 

situation of authors, whose copyright status was established without any 

collective assertion in 1709-10, but it is paralleled by the attempts of artist –

engravers to secure copyright for prints. The creation of copyright for literary 

work has been interpreted as a turning-point in the development of writing as a 

career. No such claim is made for musical composition, in part because 

composers, unlike authors and artist – engravers, had alternative sources of 

income, through court or church appointments, performances, conducting and 

concert promotion. The less pressing economic need probably contributed to the 

relative lateness of the establishment of music copyright in Britain. Nonetheless, 

J.C. Bach‘s achievement was significant not only in modifying years of 

publishers‘ practice but also in enabling composers unequivocally to claim their 

work as their property. These developments led in the nineteenth century to the 

                                                             
17

  Martin Kretschmer (2000) 209. 
18

  Nancy A. Mace (2004) 4. 
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recognition by society, through copyright, of artistic creation as a human activity 

requiring economic reward.
19

 

According to Liang
20

 there are three distinct phases in the evolution of copyright 

in music 

1. From the 1880s to the 1930s, the process of copyright reform was 

dominated by the interests of composers and songwriters together with 

those of literary and dramatic writers. The principle vehicle for 

international recognition of their rights as authors was the Berne 

Convention for the Protection of Literary and Artistic Works. 

2. The growth in the importance of mechanical and electrical media such as 

the cinema, the phonograph and the wireless triggered the second phase, 

that of the extension of ‗neighbouring rights‘ in the international arena. 

These rights were those which underpinned the contribution to cultural 

production of such interest groups as performing musicians and singers, 

recording companies and film studios, and radio and television 

broadcasters. 

3. US film and music interests have played a commanding role in the third 

phase of the international copyright process, which gathered momentum in 

the 1980s. This phase has been characterized by an emphasis on the 

commercial and trading role of the cultural industries and on the 

contribution of copyright protection (or lack of it) in the ‗creation of level 

playing field‘ for the global trade in films, music and audio –visual 

programming. 

1.1.1 India 

The Copyright Act, 1911 of England was extended to India as part of His 

Majesty's dominion, other than self-governing dominions and was brought into 

                                                             
19

  David Hunter(1986)  282 
20

  Keith Nurse, ―Copyright and Music in the Digital Age: Prospects and Implications for the 

Caribbean‖ 49 (1) Social and Economic Studies 57 (2000).  
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force by a proclamation of October 12. The Indian legislature with its limited 

power of modification and addition (under Section 27 of the Act) passed the 

Copyright Act 1914
21

. The Indian Copyright Act 1914 was a verbatim copy of 

the British Copyright Act, 1911 with some modifications and insertions. The Act 

provided protection to musical works also. The following were the main 

provisions of the Act: 

(i) registration of the author's work was necessary; 

(ii) the author's right came into existence as soon as the work was created; 

(iii) protection was accorded not to ideas but to the material form in which 

the work was expressed; 

(iv) only original works attracted the protection of copyright law although 

the general principle applied was that all laws which put a restraint 

upon human activity and enterprise should be construed in a reasonable 

and generous spirit; 

(v) under copyright law, the plaintiff could not ask the court to close all the 

venues of research and scholarship and all frontiers of human 

development. 

(vi) the term of copyright protection was fixed as the lifetime of the author 

and twenty five years after his/her death. The Act of 1914 also 

prescribed penalties for infringement of copyright, which was not 

considered a criminal offence. 

After the Constitution of India came into force, it was felt necessary to 

enact an independent self contained law on the subject of copyright. This was, to 

a great extent fuelled by growing public consciousness of the rights and 

obligations of authors. The new developments and technological advances also 

made it necessary to introduce comprehensive legislation on the subject. 

                                                             
21

  N. Lal and A. Sahni, “Commentaries on the Copyright Act” 6 (Delhi Law House, Delhi, 1997). 
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Consequently, the Copyright Act of 1957 was passed. This Act consolidated and 

amended the law. It also introduced a number of changes in the previous Act. 

It is pertinent to quote the observation of Copinger and Skone Jones on the 

Indian Copy Right Act of 1957. They say: 

―This Act adopts a number of novel features of the United Kingdom 

Copyright Act, 1956 such as conferring of copyright upon films and 

broadcast, but the form of the Act is quite different both from the Act of 

1911 and from that of 1956. Provision is made for voluntary 

registration of copyrights. There is power to appoint a Registrar of 

Copyright and Copyright Board with powers to grant compulsory 

licenses, including powers to grant translation rights, and also with 

powers akin to those of the Performing Rights Tribunal under the Act 

of 1956. India has adhered to Berne & Rome Conventions.‖
22

 

In August 1983 the Parliament of India enacted the Copyright Amendment Act, 

1983 with the specific purpose of 

 Incorporating the provisions of compulsory licenses for translation and 

reproduction of foreign works required for instructional purposes; 

 Providing adequate protection of author's rights; and 

 Removing administrative drawbacks experienced in the administration of 

the Copyright Act 1957. 

Amendment to the Copyright Act, 1957 was also made in 1984. This 

amendment was made with a view to curb the growing tendency of piracy.  

It was felt that the anti piracy provisions incorporated in the 1984 amendment had 

not worked effectively. A working group was set-up in 1987 to study the 

provisions of the Act and to recommend suitable amendments taking into 

consideration the advances made in communication technology such as video, 

satellite and other means of simultaneous communication. Subsequently, 

amendments were made to the Copyright law in 1992, 1994, 1999 and 2012. 

                                                             
22

  Garnett Kenin, James R. Jonaathan, et al. (eds.), “Copinger and Skone James on Copyright” 8 

(Sweet & Maxwell, London, 1999). 
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1.2 INTERNATIONAL CONVENTIONS
23

  

Intellectual property is essentially international both in its concept and in its 

application. This only underscores the need for some protection at the 

international level. The first step towards this was taken by the adoption of the 

Berne Convention for the Protection of Literary and Artistic Works (1886). 

1.2.1 Berne Convention for the Protection of Literary and Artistic Works 

(1886) 

The Convention rests on three basic principles and contains a series of provisions 

determining the minimum protection to be granted, as well as special provisions 

available to developing countries which want to make use of them. 

(1) The three basic principles are the following: 

a) Works originating in one of the contracting States (that is, works the 

author of which is a national of such a State or works which were first 

published in such a State) must be given the same protection in each of 

the other contracting States as the latter grants to the works of its own 

nationals (principle of ―national treatment‖)
24

 

b) Such protection must not be conditional upon compliance with any 

formality (principle of ―automatic‖ protection).
25

 

c) Such protection is independent of the existence of protection in the 

country of origin of the work (principle of the ―independence‖ of 

protection). If, however, a contracting State provides for a longer term 

than the minimum prescribed by the Convention and the work ceases to 

                                                             
23

  available at  http://www wipo int/treaties/en/ip/wct/summary_wct.html ? (Visited on March 15, 

2013). 
24

  Under the Agreement on Trade-Related Aspects of Intellectual Property (TRIPS Agreement), the 

principles of national treatment, automatic protection and independence of protection also bind those 

World Trade Organization (WTO) Members which are not party to the Berne Convention. In 

addition, the TRIPS Agreement imposes an obligation of ―most-favored-nation treatment,‖ under 

which advantages accorded by a WTO Member to the nationals of any other country must also be 

accorded to the nationals of all WTO Members. It is to be noted that the possibility of delayed 

application of the TRIPS Agreement does not apply to national treatment and most-favored-

obligations. 
25

  Ibid. 

/treaties/en/ip/berne/trtdocs_wo001.html
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be protected in the country of origin, protection may be denied once 

protection in the country of origin ceases.
26

 

(2) The minimum standards of protection relate to the works and rights to be 

protected, and the duration of the protection: 

a) As to works, the protection must include ―every production in the literary, 

scientific and artistic domain, whatever may be the mode or form of its 

expression‖ (Article 2(1) of the Convention). 

b) Subject to certain permitted reservations, limitations or exceptions, the 

following are among the rights which must be recognized as exclusive 

rights of authorization: 

 the right to translate,  

 the right to make adaptations and arrangements of the work,  

 the right to perform in public dramatic, dramatico-musical and musical 

works,  

 the right to recite in public literary works,  

 the right to communicate to the public the performance of such works,  

 the right to broadcast (with the possibility of a contracting State to 

provide for a mere right to equitable remuneration instead of a right of 

authorization),  

 the right to make reproductions in any manner or form (with the 

possibility of a contracting State to permit, in certain special cases, 

reproduction without authorization provided that the reproduction does 

not conflict with the normal exploitation of the work and does not 

unreasonably prejudice the legitimate interests of the author, and with 

the possibility of a contracting State to provide, in the case of sound 

recordings of musical works, for a right to equitable remuneration),  

                                                             
26

  Ibid. 
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 the right to use the work as a basis for an audio-visual work, and the 

right to reproduce, distribute, perform in public or communicate to the 

public that audio-visual work.
27

 

The Convention also provides for ―moral rights,‖ that is, the right to claim 

authorship of the work and the right to object to any mutilation or deformation or 

other modification of, or other derogatory action in relation to the work which 

would be prejudicial to the author‘s honor or reputation. 

c) As to the duration of protection, the general rule is that protection must be 

granted until the expiration of the 50
th

 year after the author‘s death. There 

are, however, exceptions to this general rule. In the case of anonymous or 

pseudonymous works, the term of protection expires 50 years after the 

work has been lawfully made available to the public, except if the 

pseudonym leaves no doubt as to the author‘s identity or if the author 

discloses his identity during that period; in the latter case, the general rule 

applies. In the case of audio-visual (cinematographic) works, the 

minimum term of protection is 50 years after the making available of the 

work to the public (―release‖) or—failing such an event—from the 

creation of the work. In the case of works of applied art and photographic 

works, the minimum term is 25 years from the creation of such a work.
28

 

3) Countries regarded as developing countries in conformity with the established 

practice of the General Assembly of the United Nations may, for certain 

works and under certain conditions, depart from these minimum standards of 

protection with regard to the right of translation and the right of reproduction. 

                                                             
27

  Under the TRIPS Agreement, an exclusive right of rental must be recognized in respect of computer 

programs and, under certain conditions, audio-visual works. 
28

  Under the TRIPS Agreement, any term of protection which is calculated on a basis other than the life 

of a natural person, must be at least 50 years from the first authorized publication of the work, or—

failing such an event—50 years from the making of the work. However, this rule does not apply to 

photographic works, or works of applied art. 
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1.2.2 Rome Convention for the Protection of Performers, Producers of 

Phonograms and Broadcasting Organisations (1961) 

The Berne Convention provided international copyright protection to literary and 

artistic works and did not make any provision for protection of neighbouring 

rights such as the rights of performers, producers of phonograms or broadcasters. 

This necessitated a multilateral understanding to protect such works from being 

exploited by unauthorised entities. 

The Diplomatic Conference in Rome in 1928 passed a resolution asking 

Governments to consider the possibility of adopting measures to safeguard the 

interests of performers and producers of phonograms.
29

 And three decades later, 

the International Convention for protection of the rights of performers, producers 

of phonograms and broadcasting organizations was born. 

The Convention (popularly known as the Rome Convention) is based on the 

principle of national treatment by way of which the nation would accord the 

same treatment to a foreign national as it does to its nationals.
30

  

The Convention secures protection in performances of performers, phonograms 

of producers of phonograms and broadcasts of broadcasting organizations. 

1) Performers (actors, singers, musicians, dancers and other persons who 

perform literary or artistic works) are protected against certain acts they have 

not consented to. Such acts are: the broadcasting and the communication to 

the public of their live performance; the fixation of their live performance; 

the reproduction of such a fixation if the original fixation was made without 

their consent or if the reproduction is made for purposes different from those 

for which they gave their consent. 

2) Producers of phonograms enjoy the right to authorize or prohibit the direct 

or indirect reproduction of their phonograms. Phonograms are defined in the 
                                                             
29

  Alka Chawla, Copyright and Related Rights - National and International Perspectives, 24 

(MacMillan India Ltd., India, 2007). 
30

  Article 2, International Convention for the Protection of Performers, Producers of Phonograms and 

Broadcasting Organisations 1961 (Rome Convention). 
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Rome Convention as meaning any exclusively aural fixation of sounds of a 

performance or of other sounds. When a phonogram published for 

commercial purposes gives rise to secondary uses (such as broadcasting or 

communication to the public in any other form), a single equitable 

remuneration must be paid by the user to the performers, or to the producers 

of phonograms, or to both; contracting States are free, however, not to apply 

this rule or to limit its application. 

3) Broadcasting organizations enjoy the right to authorize or prohibit certain 

acts, namely: the rebroadcasting of their broadcasts; the fixation of their 

broadcasts; the reproduction of such fixations; the communication to the 

public of their television broadcasts if such communication is made in places 

accessible to the public against payment of an entrance fee. 

The Rome Convention allows exceptions in national laws to the above-

mentioned rights as regards private use, use of short excerpts in connection with 

the reporting of current events, ephemeral fixation by a broadcasting 

organization by means of its own facilities and for its own broadcasts, use solely 

for the purpose of teaching or scientific research and in any other cases—except 

for compulsory licenses that would be incompatible with the Berne 

Convention—where the national law provides exceptions to copyright in literary 

and artistic works. Furthermore, once a performer has consented to the 

incorporation of his performance in a visual or audio-visual fixation, the 

provisions on performers‘ rights have no further application. 

Protection must last at least until the end of a period of 20 years computed from 

the end of the year in which: 

a) the fixation was made, for phonograms and for performances incorporated 

therein;  

b) the performance took place, for performances not incorporated in 

phonograms;  

/treaties/en/ip/berne/trtdocs_wo001.html
/treaties/en/ip/berne/trtdocs_wo001.html
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c) the broadcast took place, for broadcasts. (However, national laws ever 

more frequently provide for a 50-year term of protection, at least for 

phonograms and for performances). 

WIPO is responsible, jointly with the ILO and UNESCO, for the administration 

of the Rome Convention. These three organizations constitute the Secretariat of 

the Intergovernmental Committee set up under the Convention and consisting of 

the representatives of 12 Contracting States. 

The Convention does not provide for the institution of a Union or a budget. It 

establishes an Intergovernmental Committee composed of Contracting States, 

that considers questions concerning the Convention.
31

 

This Convention is open to States party to the Berne Convention for the 

Protection of Literary and Artistic Works (1886) or to the Universal Copyright 

Convention.  

1.2.3 WIPO Copyright Treaty (WCT) (1996) 

The WCT is a special agreement under the Berne Convention. Any Contracting 

Party (even if it is not bound by the Berne Convention) must comply with the 

substantive provisions of the 1971 (Paris) Act of the Berne Convention for the 

Protection of Literary and Artistic Works (1886). Furthermore, the Treaty 

mentions two subject matters to be protected by copyright,  

i) computer programs, whatever may be the mode or form of their 

expression, and  

ii) compilations of data or other material (―databases‖), in any form, which 

by reason of the selection or arrangement of their contents constitute 

intellectual creations. (Where a database does not constitute such a 

creation, it is outside the scope of this Treaty.) 

                                                             
31

  The Agreement on Trade-Related Aspects of Intellectual Property Rights (TRIPS Agreement) of the 

World Trade Organization (WTO) also contains provisions on the protection of related rights. They 

are different, in several respects, from those contained in the Rome Convention and the Convention 

for the Protection of Producers of Phonograms Against Unauthorized Duplication of Their 

Phonograms (1971). 

/treaties/en/ip/berne/trtdocs_wo001.html
/treaties/en/ip/berne/trtdocs_wo001.html
http://www.wipo.int/treaties/en/ip/berne/trtdocs_wo001.html
http://www.wipo.int/treaties/en/ip/berne/trtdocs_wo001.html
http://www.wipo.int/treaties/en/ip/wct/trtdocs_wo033.html
/treaties/en/ip/phonograms/trtdocs_wo023.html
/treaties/en/ip/phonograms/trtdocs_wo023.html
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As to the rights of authors, the Treaty deals with three:  

(i) the right of distribution, 

(ii) the right of rental, and  

(iii) the right of communication to the public.  

Each of them is an exclusive right, subject to certain limitations and exceptions. 

Not all of the limitations or exceptions are mentioned in the following: 

 the right of distribution is the right to authorize the making available to the 

public of the original and copies of a work through sale or other transfer of 

ownership,  

 the right of rental is the right to authorize commercial rental to the public of 

the original and copies of three kinds of works:  

i) computer programs (except where the computer program itself is not the 

essential object of the rental), 

ii) cinematographic works (but only in cases where commercial rental has 

led to widespread copying of such works materially impairing the 

exclusive right of reproduction), and  

iii) works embodied in phonograms as determined in the national law of the 

Contracting Parties (except for countries that since April 15, 1994, have 

in force a system of equitable remuneration for such rental), 

 the right of communication to the public is the right to authorize any 

communication to the public, by wire or wireless means, including ―the 

making available to the public of works in a way that the members of the 

public may access the work from a place and at a time individually chosen 

by them.‖ The quoted expression covers in particular on-demand, 

interactive communication through the Internet.  

The Treaty obliges the Contracting Parties to provide legal remedies against the 

circumvention of technological measures (e.g., encryption) used by authors in 



 
Chapter – 1                   Introduction 

18 

 

connection with the exercise of their rights and against the removal or altering of 

information, such as certain data that identify works or their authors, necessary 

for the management (e.g., licensing, collecting and distribution of royalties) of 

their rights (―rights management information‖). 

The Treaty obliges each Contracting Party to adopt, in accordance with its legal 

system, the measures necessary to ensure the application of the Treaty. In 

particular, the Contracting Party must ensure that enforcement procedures are 

available under its law so as to permit effective action against any act of 

infringement of rights covered by the Treaty. Such action must include 

expeditious remedies to prevent infringement and remedies which constitute a 

deterrent to further infringements. 

The Treaty establishes an Assembly of the Contracting Parties whose main task 

is to deal with matters concerning the maintenance and development of the 

Treaty, and it entrusts to the Secretariat of WIPO the administrative tasks 

concerning the Treaty. 

The Treaty entered into force on March 6, 2002. The Director General of WIPO 

is the depositary of the Treaty. 

This Treaty is open to States members of WIPO and to the European 

Community. The Assembly constituted by the Treaty may decide to admit other 

intergovernmental organizations to become party to the Treaty. 

1.2.4 Summary of the WIPO Performances and Phonograms Treaty 

(WPPT) (1996) 

The Treaty deals with intellectual property rights of two kinds of beneficiaries:  

(i) performers (actors, singers, musicians, etc.), and  

(ii) producers of phonograms (the persons or legal entities who or which 

take the initiative and have the responsibility for the fixation of the 

sounds).  

http://www.wipo.int/treaties/en/ip/wppt/trtdocs_wo034.html


 
Chapter – 1                   Introduction 

19 

 

They are dealt with in the same instrument because most of the rights granted by 

the Treaty to performers are rights connected with their fixed, purely aural 

performances (which are the subject matter of phonograms). 

As far as performers are concerned, the Treaty grants performers four kinds of 

economic rights in their performances fixed in phonograms (not in audio-visual 

fixations, such as motion pictures):  

(i) the right of reproduction,  

(ii) the right of distribution,  

(iii) the right of rental, and  

(iv) the right of making available.  

Each of them is an exclusive right, subject to certain limitations and exceptions. 

Not all of those limitations and exceptions are mentioned in the following: 

 the right of reproduction is the right to authorize direct or indirect 

reproduction of the phonogram in any manner or form,  

 the right of distribution is the right to authorize the making available to the 

public of the original and copies of the phonogram through sale or other 

transfer of ownership,  

 the right of rental is the right to authorize the commercial rental to the 

public of the original and copies of the phonogram as determined in the 

national law of the Contracting Parties (except for countries that since April 

15, 1994, have in force a system of equitable remuneration for such rental),  

 the right of making available is the right to authorize the making available 

to the public, by wire or wireless means, of any performance fixed in a 

phonogram, in such a way that members of the public may access the fixed 

performance from a place and at a time individually chosen by them. This 

right covers, in particular, on-demand, interactive making available through 

the Internet. 
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The Treaty grants three kinds of economic rights to performers in respect of their 

unfixed (live) performances: 

(i) the right of broadcasting (except in the case of rebroadcasting), 

(ii) the right of communication to the public (except where the 

performance is a broadcast performance), and 

(iii) the right of fixation. 

The Treaty also grants performers moral rights: the right to claim to be identified 

as the performer and the right to object to any distortion, mutilation or other 

modification that would be prejudicial to the performer‘s reputation. 

As far as producers of phonograms are concerned, the Treaty grants them four 

kinds of rights (all economic) in their phonograms:  

(i) the right of reproduction,  

(ii) the right of distribution,  

(iii) the right of rental, and  

(iv) the right of making available.  

Each of them is an exclusive right, subject to certain limitations and exceptions. 

Not all of those limitations and exceptions are mentioned in the following: 

 the right of reproduction is the right to authorize direct or indirect 

reproduction of the phonogram in any manner or form,  

 the right of distribution is the right to authorize the making available to the 

public of the original and copies of the phonogram through sale or other 

transfer of ownership,  

 the right of rental is the right to authorize the commercial rental to the public 

of the original and copies of the phonogram as determined in the national 

law of the Contracting Parties (except for countries that since April 15, 1994, 

have in force a system of equitable remuneration for such rental),  
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 the right of making available is the right to authorize making available to the 

public the phonogram, by wire or wireless means, in such a way that 

members of the public may access the phonogram from a place and at a time 

individually chosen by them. This right covers, in particular, on-demand, 

interactive making available through the Internet. 

As far as both performers and phonogram producers are concerned, the 

Treaty obliges-subject to various exceptions and limitations not mentioned here-

each Contracting Party to accord to nationals of the other Contracting Parties 

with regard to the rights specifically granted in the Treaty the treatment it 

accords to its own nationals (―national treatment‖). 

Furthermore, the Treaty provides that performers and producers of phonograms 

enjoy the right to a single equitable remuneration for the direct or indirect use of 

phonograms, published for commercial purposes, for broadcasting or for 

communication to the public. However, any Contracting Party may restrict or—

provided that it makes a reservation to the Treaty-deny this right. In the case and 

to the extent of a reservation by a Contracting Party, the other Contracting 

Parties are permitted to deny, vis-à-vis the reserving Contracting Party, national 

treatment (―reciprocity‖). 

The term of protection must be at least 50 years. 

The enjoyment and exercise of the rights provided in the Treaty cannot be 

subject to any formality. 

The Treaty obliges the Contracting Parties to provide legal remedies against the 

circumvention of technological measures (e.g., encryption) used by performers 

or phonogram producers in connection with the exercise of their rights and 

against the removal or altering of information, such as the indication of certain 

data that identify the performer, the performance, the producer of the phonogram 

and the phonogram, necessary for the management (e.g., licensing, collecting 

and distribution of royalties) of the said rights (―rights management 
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information‖). 

The Treaty obliges each Contracting Party to adopt, in accordance with its legal 

system, the measures necessary to ensure the application of the Treaty. In 

particular, the Contracting Party must ensure that enforcement procedures are 

available under its law so as to permit effective action against any act of 

infringement of rights covered by the Treaty. Such action must include 

expeditious remedies to prevent infringement and remedies which constitute a 

deterrent to further infringements. 

The Treaty establishes an Assembly of the Contracting Parties whose main task 

is to deal with matters concerning the maintenance and development of the 

Treaty, and it entrusts to the Secretariat of WIPO the administrative tasks 

concerning the Treaty. 

The Treaty entered into force on May 20, 2002. The Director General of WIPO 

is the depositary of the Treaty. 

The Treaty is open to States members of WIPO and to the European Community. 

The Assembly constituted by the Treaty may decide to admit other 

intergovernmental organizations to become party to the Treaty. 

1.3 COPY RIGHT IN THE DIGITAL AGE  

1.3.1 Alternative Digital Distribution Models 

With the proliferation of digital technologies and advent of Internet, Copyright 

law has faced unprecedented challenges. Initially, the music industry responded 

to the potentially devastating effects of unauthorized digital distribution of 

copyrighted music by lobbying politicians, courts and enforcement agencies for 

stringent and more effective laws
32

. This was followed by a spate of law suits 

against operators of P2P networks for copyright infringement
33

. The music 

industry then shifted focus to sue individual file swappers and Internet service 

                                                             
32

 A. John, ―Pop Music  Pirate Hunter‖ 131 (2) Daedalus  67 (2002).  
33

  B. Rogers, ―Has the Internet Gone Beyond the Reach of Copyright Legislation? A & M records, Inc.  

v.  Napster Inc.,‖ University of Cincinnati Law Review, 1365 (2001).  
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providers (ISPs).
34

 The various strategies devised by the music industry 

including high profile law suits, lobbying for changes in legislation and 

incorporating technological measures
35

 have met with only limited success.
36

 

Lately, the strategy that has been adopted by the music industry is to develop 

alternate legitimate digital distribution models. The alternative digital 

distribution models have facilitated a more direct relationship between creative 

producers and consumers. Consequently, the audience for recorded music has 

expanded fast across the globe. Artists who might not otherwise find a way to 

make their music available can take benefit of the new online distribution 

channels offered by the Internet. The new business models developed by the 

music industry to capitalize the digital market place have proved highly 

successful as digital music revenues to record companies have reached $ 9 

billion.
37

  

Digital channels now account for an estimated 39 per cent of record company 

revenues globally
38

, up from 29 per cent in 2010.
39

 

In India, the digital music industry stood at INR 5.2 billion in 2011 making up 58 

percent of the revenues of the music industry. The industry grew at 24 percent Y-

o-Y compared to 2010 and is expected to touch INR 14.3 billion by 2016.
40

 

Within the next 2 years, India will be the second largest Internet market in the 

world and the world‘s leading English language market with an estimated 330-

370 million Internet users.
41

 By 2016, music industry‘s revenue from digital sales 

                                                             
34

  ―Music Industry Sues File sharers‖ available at: htpp://news.bbc.co.uk.) (Visited on March 13, 

2012).  
35

  P.Yu, ―P2P and Future of Private Copying‖ 76 U. COI. L. Rev 658 (2005). 
36

  All these issues are discussed in detail in the succeeding chapters. 
37

  IFPI, ―IFPI Digital Music Report 2014: Lighting up the market‖, available at: http://www.ifpi.org 

(Visited on Jan. 1, 2015). 
38

     Ibid. 
39

  IFPI, ―IFPI Digital Music Report 2012: Expanding Choice, Going Global‖ available at: 

http://www.ifpi.org (Visited on  Jan. 20, 2013). 
40

  KPMG & FICCI, ―Digital Dawn: The Metamorphosis begins, FICCI-KPMG Indian Media and 

Entertainment Industry Report 2012‖. available at: http://www.ficci.com/publications-page (Visited 

on March 15, 2013).  
41

  IIPA, ―2014 Special 301 Report on Copyright Protection and Enforcement: India‖ available at: 

www.iipa.com (Visited on Jan. 20, 2015). 
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is expected to be roughly 79 percent of the INR 18.2 billion music industry.
42

 

The legal ways of accessing music files online are either through music 

purchases in online music stores such as iTunes or through subscription service 

providers which let users listen to unlimited streaming audio for a fixed 

subscription fee.
43

 

Download stores account for a large proportion of digital revenues and account 

for most of the 450 licensed services worldwide, offering libraries of up to 37 

million songs.
44

 Apple's i Tunes is probably the best known of legal download 

services.
45

  

Using innovative strategies, Apple's i-Tunes proved that it was possible for the 

music industry to compete against online sharing.
46

 

Subscription services are also fast expanding. All players in the subscription 

business agree the ―holy grail‖ is scale. In 2011, subscription services made 

groundbreaking moves to achieve mass-market reach, most notably through their 

integration with Facebook, which has propelled music subscription into the 

environment of social networks. Under Spotify‘s partnership with Facebook, 

new sign-ups to Spotify come through Facebook and users then share their 

playlists with friends. Subscription services have brought huge benefits for 

consumer choice. The number of  paying subscribers to subscription services 

rose to 28 million in 2013, up 40 per cent on 2012 and up from only 8 million in 

2010.
47

 However, the digital download model remains a key revenue stream. 

Downloads account for substantial two-thirds of digital revenue (67%)
48

  

Subscription services often operate a ―freemium‖ business model. Under this 

                                                             
42

  KPMG & FICCI, (2012).  
43

  Dongwon Lee, Jaimie Yejean Park, Junha Kim, Jaejeung Kim, Junghoon Moon, ―Understanding 

Music Sharing Behaviour on Social Network Services" 35(5) Online Information Review 718 (2011). 
44

  IFPI, (2014).  
45

  Robert F. Easley ―Ethical Issues in the Music Industry Response to Innovation and Piracy‖62(2) 

Contemporary Ethical Issues in Accounting, Finance, Management and Marketing 164 (2005). 
46

  Ramon Casadesus-Masanell, Andres Hervas-Drane, ―Competing against online sharing", 48(8) 

Management Decision, 1256 (2010).  
47

  IFPI, (2014).  
48

  IFPI, (2014). 
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model two kinds of services are offered: 

 Free services: Such services are advertisement supported and free to 

consumers 

 Premium paid for service: Such services are subscription based, 

however free from advertisements.
49

 

1.3.1.2 The Global reach of Digital Music 

Digital music retailers are fast spreading their reach globally. At the start of 

2011, the largest international digital services were present in 23 countries. One 

year later they expanded to 58 countries. In 2011, iTunes opened for business in 

28 additional markets, now reaching more than 50 countries worldwide, 

including all members of the European Union.
50

 The legitimate music websites 

listed in India are 7 digital, Artist Aloud, Gaana, India ONE, Meridhun, Raaga, 

Radio One, Saregama, Saavn, Telugu One, Nokia Mix Radio, i Tunes and Smash 

hits.
51

 

1.3.1.3 Technology transforming music 

With the advent of new technology, the focus is shifting from just delivering 

music towards innovative and better forms of music delivery. For example, 

witnessing the inclination of users from downloading the whole album to 

selective single tracks, streaming services like Spotify are emphasizing on 

creation of playlists by cherry-picking songs from various albums. There are an 

increasing number of app stores and music apps being launched, which 

encourage users to create and consume music in new and innovative ways. With 

time, the offerings would become more customized according to consumer 

behavior and preference. 
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50

  IFPI, (2012). 
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1.3.1.4 Music on cloud 

Globally ―Cloud‖ is the watchword in the digital music space. The debate of 

charging consumers for access rather than ownership of the content is tilting in 

favor of access, as business models are being developed that help consumers 

access their favorite content anywhere and at anytime. They aim to offer the user 

an experience ―locker‖.
52

 

Streaming from the ―cloud‖ turned to market reality in 2011, with new systems 

that enhance the way consumers manage and store their music. Leading the way, 

Apple launched its iTunes Match service in November 2011, offering the 

opportunity to draw more users into i Tunes. i Tunes Match enables users to 

access their music libraries across the full range of devices they own for a fee of 

US$25 a year. The service, licensed by international record companies, 

effectively upgrades a user‘s music collection and dispenses with the need for 

them to physically transfer the music files they have bought across the full range 

of their families devices. i Tunes Match will be available in the new markets 

worldwide that iTunes is entering. New major players are following. Google 

launched a new music service in the US, Google Music, in November 2011 for 

the Android platform. Consumers can purchase individual songs or albums 

which are then delivered to the cloud from where they can be streamed to 

multiple devices. At present, however, music on the cloud is unavailable for the 

Indian market.
53

 

1.3.1.5 Mobiles 

Over the past decade mobile penetration has risen exponentially and, more 

recently, mobile handsets have evolved from a basic voice-based device to whole 

entertainment hubs, creating a new channel for music distribution. Globally, the 

number of mobile phone users is expected to reach 4.55 billion and mobile phone 
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Internet user base is estimated to reach 2.23 billion by the end of 2014.
54

 Smart 

phone penetration is likely to increase from 70 million to 200 million in 2015 in 

India.
55

 With penetration forecast to reach 36.2 percent by the end of 2016, there 

is a huge potential for mobiles to increase the reach of music services.
56

 

According to the ‗Mobile Internet in India 2014‘ report by the Internet and 

Mobile Association of India (IAMAI)  and IMRB International, the number of   

mobile Internet users stood at 173 million at the end of December 2014 and is 

expected to reach 213 billion by June 2015.
57

Mobile penetration stands at around 

70 percent with an increasing number of mobile (smart phone and tablet) users 

(estimated at around 22 million) having 3G Internet access
58

. Mobile music is 

fast becoming an important revenue stream for record companies, contributing 

roughly 90 percent to the total sales in India.
59

 However, ...proliferation of 

devices such as smart phones, tablets etc. is potentially giving wings to piracy. 

Pocket Internet is often equated to pocket piracy. Unless anti piracy measures are 

strictly enforced, the music industry will continue to lose business to pirates.
60

 

The issue of music piracy in the context of mobiles shall be dealt with 

elaborately in the next chapter. 
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he Copyright Act confers copyright on music and sound recordings by 

including them within the definition of work.
1
 The definition of work is 

such that most of the original expression is the field, irrespective of their artistic 

or aesthetic qualities are covered by copyright law.
2
 The lack of musical merit is 

of no consequence in law. However, ….music is not the same as mere noise but 

is intended to produce effects of some kind on the listener‟s emotions and 

intellect.
3
 

In Indian Performing Right Society Ltd v Eastern Indian Motion Pictures Assn,
4
 

Justice Krishna Iyer observed: 

“Copyrighted music is not the soulful tune, the superb singing, the 

glorious voice or the wonderful rendering. It is the melody or harmony 

reduced to print, writing or graphic form. The Indian music lovers throng 

to listen and be enthralled or enchanted by the nada brahma, the sweet 

concord of sounds, the raga, the bhava, the laya and the sublime or 

exciting singing”. 

In Gramophone Company of India Ltd v Super Cassette Industries Ltd,
5
 the Delhi 

High Court observed: 

"Musical work is not merely a combination of melody and harmony or 

either of them. It must necessarily also have been printed, reduced to 

writing or otherwise graphically produced or reproduced. As we know 

figurations, progressions and rhythmic patterns are sometimes used in 

creation of melodies. Every musical composition has a structure, or 

shape, that is the arrangement of individual elements so as-to constitute a 

                                                         
1
  Section 2(p) of the Copyright Act defines musical work as a „work consisting of music and includes 

any graphical notation of such work but does not include any words or any action intended to be 

sung, spoken or performed with the music.  
2
  Hein v. Harris 175 fed 875 (877) (SDNY1910).  

3
  Garnett Kenin, James R. Jonaathan, et al. (eds.),“Copinger and Skone James on Copyright,” 97 

(Sweet & Maxwell, London,1999). 
4
  (1977) 2 SCC 820, p 834. 

5
   (1995) PTR 64. 
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whole and that musical notation means a visual record of musical sound 

(heard or imagined) or a set of visual instructions for performance of 

music. Its main elements are pitch (location of musical sound on the 

scale), duration, timbre, and volume. There are various systems of 

notation like verbal, alphabetical, numerical, graphic and tabiatures. The 

words 'printed, reduced to writing or otherwise graphically produced or 

reproduced' are thus not an empty formality.”       

Pertinently, the definition of musical work, prior to the amendment of 1994 

required the musical work to be in the printed, written or graphical form. This 

resulted in denial of copyright protection to many genres of Indian music which 

were at best oral and could not be written down in any notation.
6

 The 

amendment to the Copyright Act in 1994 offers protection to Indian classical 

music and even folklore, which sans fixation. 

From the definition of a musical work given in Section 2(p), it is clear that words 

sung or spoken with the music are excluded. Thus where the words are set to 

music, they cannot be entitled to copyright protection under the genre of musical 

works but they may be accorded protection as literary works if they satisfy the 

requirements laid down for the same.  

Thus in a song, the words and music will remain two distinct works for copyright 

purposes. But these two copyrights are entirely separate from each other and 

cannot be merged. Thus a song has no copyright.
7
 In the exceptional situation 

where its words and music are written by the same person, such person would 

own the copyright in the song.
8
  

2.1 INFRINGEMENT OF COPYRIGHT  

The essence of the law of copyright is that it does not permit a person to make 

profit and appropriate to himself, the labour, skill and capital of another. The law 

is strong enough to restrain what otherwise would be an injustice. At every stage 

                                                         
6
  P.M. Dhar, “Copyright in Music: Evolution and Conflict of Rights” National Capital Law Journal 

101 (1997).  
7
  Chappal v. Redwood Music [1981] RPC 337 at 346 (Lord Salmon HL). 

8
  Id. at 345. 
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in the law of copyright, and of performing rights, the author of a work has 

exclusive right with regard to certain restricted acts. If these acts are performed by 

another person, without the consent of the owner of copyright, then the person 

infringes copyright in that work. Thus, while infringement in its literal sense 

conveys a breach of some right which a person enjoys, in its application to 

copyright it refers to some unauthorised use of a copyrighted work. 

Section 51 of the Copyright Act, 1957 defines infringement in general terms 

which may be summed up as: 

a. Doing anything without license for which the owner of copyright has 

exclusive rights. The exclusive rights given to a copyright owner in the case 

of a literary, dramatic or musical work, not being a computer programme 

under the Copyright Act are as under
9
:- 

i. To reproduce the work in any material form including the storing of it 

in any medium by electronic means; 

ii. To perform the work in public, or communicate it to the public;  

iii. To make any cinematograph of the work; 

iv. To make any translation of the work; 

v. To make any adaptation of the work; 

vi. To do, in relation to a translation or an adaptation of the work, any of 

the acts specified in relation to the work in sub-clauses (i) to (vi);  

b. Permitting for profit without license any place to be used for the 

communication of the work to the public where such communication 

constitutes an infringement of the copyright in the work; 

c. Making for sale or hire, selling or offering for sale or hire, distributing, 

exhibiting in public or importing into India any infringing copy of the 

work. However, a person can import one copy of any work for his 

                                                         
9
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domestic and private use. 

This deceptively simple definition of infringement belies a complex legal reality 

- determination of infringement is 'treacherously tricky'. The definition of 

infringing copy in Section 2(m) of the Act however provides some standards 

and criteria for the determination that an infringement has occurred: It defines 

„infringing copy‟ to mean:- 

i)  in relation to a literary, dramatic, musical or artistic work, a reproduction 

thereof otherwise than in the form of a cinematograph film; 

jj)  in relation to a cinematographic film, a copy of the film made on any 

medium by any means; 

iii)  in relation to a sound recording, any other recording embodying the same 

sound recording, made by any means; 

iv)  in relation to a programme or performance in which such a broadcast 

reproduction right or a performer's right subsists under the provisions of 

the Copyright Act, the sound recording or a cinematographic film of such 

programme or performance. 

2.1.1 Essentials of Infringement 

Copying, modifying, displaying, reproducing, communicating or performing a 

copyrighted work without authorisation, all amount to infringement. In order to 

claim infringement, two elements must be proved: 

1. Ownership:- the party claiming infringement must prove ownership of a 

valid copyright; 

2. Copying:- the party claiming infringement must demonstrate that the 

infringer had access to the work and violated one of the exclusive rights. An 

important point to remember is that intention to infringe is not essential to 

establish liability for infringement of a copyright. One may be held liable for 
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infringement which is unintentional or which was done unconsciously.
10

 

2.1.1.1 Ownership of Copyright 

The basic rule as to ownership as laid down in Section 2 (d) of the Copyright Act 

of 1957 is that the author is the first owner of any copyright in it. Under the Act 

the author remains: 

1. in relation to a literary or dramatic work, the author of the work. 

2. in relation to a musical work, the composer. 

3. in relation to an artistic work, other than a photograph, the artist. 

4. in relation to a photograph, the person who takes the photograph. 

5. in relation to a cinematograph film or sound recording, the producer. 

6. In relation to any literary, dramatic, musical or artistic work which is 

computer generated, the person who causes the work to be created.  

Pertinently, under Section 17 of the Copyright Act in case of a work made in the 

course of the author‟s employment under a contract of service or apprenticeship, 

the employer shall, in the absence of any agreement to the contrary, be the first 

owner of the copyright therein;   

2.1.1.2 Copying 

Infringement requires proof of copying. While exact reproductions would 

undoubtedly constitute infringement, the difficulty arises in cases which involve 

similarity (between the copyrighted work and the infringing work) which may or 

may not be to a substantial extent. 

In Corelli v. Gray,
11

 Sargant, J., said: 

“The notes in music or the letters of the alphabet are the common materials 

of musicians or authors, as the case may be, and a musical or literary 

passage is but a combination of these common materials. But nevertheless 

no one doubts that identity or extreme similarity between two musical or 

                                                         
10

  American Jurisprudence quoted in R. G. Anand  v. Delux Films, AIR 1978, SC. 1613 at 1620. 
11

  (1913) 29 TLR 570 (578). 
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literary passages even of moderate length may be practically conclusive 

evidence in favour of common origin and against independent creation.” 

Presence of striking similarities between the two works coupled with the fact that 

the defendant's work was later in point of time and he had access to the plaintiff s 

work will, in the absence of a convincing explanation to the contrary (by the 

defendant), lead the court to a conclusion of infringement. An important point to 

remember is that a work may be copied by imitating a copy of it.
12

 

Similarity 

Any action for infringement hinges on the question of similarity. The plaintiff 

must prove that the infringing work is substantially similar to the copyrighted 

work. The criterion applicable is qualitative and not quantitative. In other words 

it does not matter how much is taken but the worth of the work taken.
13

 This has 

been summed up beautifully by Laddie, Presscot and Victoria in their book, 'The 

Modern Law of Copyright'. They say "Copyright in a work is infringed by taking 

a substantial part of it: But what is the meaning of 'substantial'? It is a question of 

fact and degree, a matter for the jury in those days when copyright actions were 

tried by juries. Sheer arithmetical quantity alone is not the test; for a short extract 

may be a vital part of a work, and 'the question whether he has copied a 

substantial part depends much more on the quality than on the quantity of what 

he has taken. One test may be whether the part taken is novel, or striking, or is 

merely a commonplace arrangement of ordinary works or well-known data. The 

question is, therefore, bound up with that of originality.
14

 

At this point, it would be pertinent to discuss what is meant by „original‟ in the 

realm of musical work. 

Apart, from the words that may accompany them, musical compositions consist 

principally of rhythm, melody and harmony, each of which will be entitled to 

                                                         
12

  W. R. Cornish, Intellectual Property: Patents, Copyrights, Trademarks and Allied Rights 169 

(Universal Law Publishing Co. Ltd. New Delhi, 2001). 
13

  William Hill (Football) v. Ladbroke (Football) 1964 1 WLR273. 
14

  Quoted in P. Narayana, Copyright and Industrial Designs, 169 (Eastern Law House Pvt. Ltd., 

Kolkata, 2002).  
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differing degrees of protection. Rhythm is the physical element of music, the 

steady beat that sets a listener's fingers tapping. Although rhythm can be varied, 

the dictates of musical convention will typically constrain variety. As a result, 

courts rarely find originality in rhythm alone.
15

 Melody in a musical 

composition consists of a succession of notes, as well as the long and short 

durations of individual notes, organized around the composition's rhythm. 

Because melody is so salient, and is relatively unconstrained by musical 

convention, it is typically the principal vessel of originality in musical 

compositions.
16

 Harmony gives depth to a musical composition. It might consist 

of two or more voices, separated by a constant span of notes, simultaneously 

singing the melody, or it might consist of chords — the simultaneous sounding 

of individual notes — harmoniously connected to each other and to the 

composition's melody. A composition's harmony will only rarely contain 

sufficient original expression to qualify for protection apart from the 

composition's rhythm or melody.
17

 Courts may also find the requisite original 

expression in a musical composition's accompaniment
18

 and in fingering, 

dynamic marks, tempo indications, slurs and phrasing.
19

 Courts do, however, 

                                                         
15

  See, e.g., Northern Music Corp. v. King Record Distrib. Co.. 105 F. Supp. 393, 400 (S.D.N.Y. 1952) 

("Rhythm is simply the tempo in which the composition is written. It is the background for the 

melody. There is only a limited amount of tempos; these appear to have been long since exhausted; 

originality of rhythm is a rarity, if not an impossibility"; infringement nonetheless-found on basis of 

melodic and overall similarities). 
16

  See, e.g., Northern Music Corp. v. King Record Distrib. Co., 105 F. Supp. 393, 400 (S.D.N.Y. 

1952) ("It is in the melody of the composition — or the arrangement of notes or tones that 

originality must be found, it is the arrangement or succession of musical notes, which are the finger 

prints of the composition, and establish its identity."). See also Remick Music Corp. v. Interstate 

Hotel Co. of Neb., 58 F. Supp. 523, 532 (D. Neb. 1944), affd, 157 F.2d 744 (8th Cir.), cert, denied, 

329 U.S. 809 (1946), reh'g denied, 330 U.S. 854 (1947); Herald Square Music Co. v. Living Music, 

Inc., 205 U.S.P.Q. 1241, 1242 (S.D.N.Y. 1978). 
17

  See e.g., Northern Music Corp. v. King Record Distrib. Co., 105 F. Supp. 393, 400 (S.D.N.Y. 1952); 

Shapiro, Bernstein &Co. v. Miracle Record Co., 91 F. Supp. 473, 474 (N.D. 111. 1950). But see 

Wihtol v. Wells, 231 F.2d 550, 554 ' (7th Cir. 1956); Tempo Music, Inc. v. Famous Music Corp., 838 

F. Supp. 162, 168-16.9 (S.D.N.Y. 1993) (recognizing "the force of the argument that in most 

instances, harmony is driven by the melody," and "that melody generally implies a limited range of 

chords which can accompany it," court nonetheless concluded that harmony is not categorically 

unprotectible). 
18

  See, e.g., Fred Fisher, Inc. v. Dillingham, 298 F. 145, 147 (S.D.N.Y. 1924). 
19

  See, e.g., Consolidated Music Publishers, Inc. v. Ashley Publns., Inc.. 197 F. Supp. 17,18 (S.D.N.Y. 

1961). See also Swirsky v. Carey, 376 1-".3d 841, 849, 71 U.S.P.Q.Scl 1491 (9th Cir. 2004) ("Other 

courts have taken account of additional components of musical compositions, including melody, 

harmony, rhythm, pitch, tempo, phrasing, structure, chord progressions, and lyrics'"; 

"commentators have opined that timbre, tone, spatial organization, consonance, dissonance, 

accents, note choice, combinations, interplay of instruments, basslines, and new technological 
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take care to separate the performance embodied in a musical sound recording 

from the musical work itself.
20

 

Mere variations from or additions to a musical work, which can be made by a 

fairly good musician, the same old tune being preserved, cannot attract 

copyright;
21

 but the musical piece, to be original, need not be an absolutely new 

production; so, a new arrangement of an old piece may be the subject of 

copyright, if it is more than a mere copy with variations, the new composition 

must indicate exercise of inventive genius as distinguished from mere 

mechanical skill or change;
22 

originality, in the realm of popular music lies 

within a very narrow scope; slight variation in the use of rhythm or harmony of 

accent and tempo—may achieve originality;
23

 

In Austin v. Columbia Gramophone Co, Ltd.,
24

 the Court observed that:  

“Infringement of copyright in music is not a question of note for note 

comparison, but of whether the substance of the original copyright work is 

taken or not.”  

In D' Almaine v. Boosey,
25

 it is observed that: 

The subject of music is to be regarded upon very different principles from 

literary works. It is the air or melody which is the invention of the author 

and which may, in such case be the subject of piracy; and you commit a 

piracy, by taking not a single bar but several, you incorporate in the new 

work that in which the whole meritorious part of the invention 

consists……. Now it appears to me that if you take from the composition 

of an author all those bars consecutively which form the entire air or 

melody, without any material alteration, it is a piracy; though on the other 

hand, you might take them in a different order or broken by the 

                                                                                                                                                                 

sounds can all be elements of a musical composition."); Deselee & Cie., S.A. v. Nemmcrs, 190 F. 

Supp. 381, 388 (E.D. Wis. 1961) (rhythmic annotations protectible). 
20

  See Bridgeport Music, Inc. v. Dimension Films LLC. 230 F. Supp. 2d 830, 839, 65 U.S.P.Q.2d 1119 

(M.D. Tena. 2002) (Originality lay not in the arpeggiated musical chord in issue, "but in the use of 

and the aural effect produced by the way the notes in the chord are played, especially here where 

copying of the sound recording is at issue."). 
21

  Cooper v. James, 213 Fed 871. 
22

  Amstein v. Edward, etc.. Music Corporation, 82 F 2d 275: (1936) 28 USPQ 426. 
23

  Hirseh v. Paramount Picture Inc., (1937) 32 USPQ 233. 
24

  Macg Cop  Cas,  (1917-1923) 398. 
25

  (1885) 1 Y&C Ex 287. 
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intersection of other like words, in such manner as should not be a piracy. 

It must depend upon whether the air taken is substantially the same as the 

original. 

The question as to what is a substantial part of a musical work was considered in 

Haivkes and Son (London), Ltd., v. Paramount Film Service, Ltd.
26

 The 

infringement complained of was the reproduction of so much of the march as 

was played in 20 seconds, and one of the questions was, whether a substantial 

part of the work had been taken. Eve, J., thought that the part which could be 

played in 20 seconds could not be called a substantial part, but the Court of 

Appeal did not accept his quantitative test as conclusive. The Court of Appeal 

laid down the test, whether the part taken was so slender that it would be 

impossible to recognise it. The judgment shows that it is not merely by 

comparing the respective length of the whole work and of the part played that 

one is to reach a decision as to whether the part played is a substantial part. It was 

held, that a substantial part of the work had been taken, since it was recognizable 

and in fact recognised. To constitute infringement, it is not necessary that the 

whole, or even a large portion, of the work, shall have been copied. The question 

is one of quality rather than of quantity, and has to be determined by the 

character of the work and the relative value of the material taken.
27

 But the 

appropriation of an insignificant portion cannot constitute infringement.
28

 To 

constitute infringement, the air of the alleged infringing work must be 

continuously similar and not merely in short parts thereof. So, where there are 

some short parts of them which appear to be alike, but these parts are not 

continuous enough, nor sufficiently extended, and there is no indication with any 

degree of certainty that the defendant was guided or aided by the plaintiff's work, 

infringement is not established.
29

 

The United States Court of Appeals for Sixth Circuit (“Sixth Circuit”), in 

                                                         
26

  (1934) 1 Ch 593: 50 TLR 315: 151 LT 294. 
27

  M. Witmark and Sons v. Pastime Amusement Co., 298 Fed 470 (476, 477). 
28

  Marts v. Leo Feist. Inc., 290 Fed 959 (960), only 6 bars out of 450 bars copied. 
29

  Blume v. Spear, 30 Fed 629. 
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Bridgeport Music v. UMG recordings, held that using even a relatively small 

portion of an original work is enough to constitute substantial similarity for 

copyright infringement action.
30

 In Bridgeport, one of the plaintiffs claimed that 

a defendant infringed his copyrighted song.
31

 The Court held that the jury made 

no error in finding that the defendant had lifted small, but unique elements of the 

plaintiff‟s song, which constituted infringement.
32

 The Sixth Circuit affirmed 

the test that if an ordinary observer could recognize that a song or other work is 

taken from a copyrighted work, there is infringement.
33

   

In Sulamangalam R. Jayalakshmi v. Meta Musicals,
34

 Chennai, it was observed 

that when a particular music and tune has been composed by the composer for 

singing the devotional song, it becomes musical work, and therefore, the 

composer who composed the music and tune in relation to the said musical work 

can certainly have the right to claim copyright. 

In Ram Sampath v. Rajesh Roshan,
35

 the Bombay High Court examined the 

scope of fair dealing of musical works. Plaintiff was the owner of the musical 

composition entitled “THUMP” created for use in advertisement. The defendant 

used small portion (six seconds) of the same composition (tune) in the songs for 

the film “Krazzy 4.” In a suit for infringement it was, interalia, contended by the 

defendant that since the portion copied is very small, it falls within Section 52 

and is not an infringement of the copyright in the musical work. After examining 

the provisions, the court spelled out the following factors to determine the fair 

dealing of musical work.
36

 

For considering whether a copy of a part of the former musical work into the 

latter musical work amounts to an actionable infringement, the following factors 

                                                         
30

  Bridgeport Music, Inc., 585 F/3d at 375-77 (finding that the jury determined correctly that there was 

substantial  similarity between defendant‟s song and the copied elements of plaintiff‟s song).  
31

  Id. at 273.  
32

  Id. at 276 
33

  Id.  
34

  AIR 2000 454 Mad. at 454. 
35

  2009 (40) PTC 78 (Bom), 
36

  Ibid. at 85-86 (Per D.G. Karnik J).  
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would be required to be taken into consideration. First is, to identify the 

similarities and differences between the two works. Second, is to find out 

whether the latter would meaningfully exist without the copied part. It may be 

necessary to find the soul of a musical work. The soul cannot be determined 

merely by comparing the length of the part copied but whether the part copied is 

an essential part of a musical work. Though a musical work may have a length of 

several minutes, the listener often remembers “catch part” to which he is 

immediately hooked on. It is necessary to look for such “catch part” or the “hook 

part”. When the catch part however small, is copied the whole of the latter work 

would amount to actionable infringement. It is necessary to remind oneself that 

the desire of an infringer is necessarily to copy “the attractive” “the catchy, “the 

grain” and leave the chaff, for he would attract the audience only by the 

attractive, and not by the ordinary. These factors are only illustrative, and there 

would be many other factors which may be required to be looked into depending 

on the factors and circumstances of each case.  

On the facts of the case, even though the portion copied was very small, since it 

was repeated four times, the court concluded that it amounted to infringement. 

The issue of injunction, preventing the use of musical work in the film resulted in 

an out of court settlement and the suit was dismissed based on the consent 

agreement.
37

 

2.2 TRANSFORMATIVE APPROPRIATION  

 By definition, transformative appropriation implies creator‟s engagement with 

and reaction to other creators work.
38

 It can occur in various ways- cover 

versions that are also called version recordings, medleys, remixes and mash 

-ups. 
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2.2.1 Version Recording   

A version recording is a sound recording made of an already published song by 

using another voice or voices and with different musicians and arrangers. 

Version recording is thus neither copying nor reproduction of the original 

recording; the record so made does not fall within the definition of infringing 

copy.
39

  

In Super Cassette Industries Ltd. v. Bathla Cassette Industries Pvt. Ltd.,
40

 the 

Delhi High Court observed that „version recordings would really be such sound 

recordings where while being inspired by the original melody, a distinct 

interpretation, different both in presentation, rhythm, and orchestral arrangement 

emerges‟.  

Version recording is a result of the nature of copy culture, where copying from a 

single original does not cost much except for the cost of a computer CD writer 

and blank CDs or cassettes, thus making this business extremely competitive.
41

 

The high return, on the small investments required, has made the entire industry 

of version recording, a highly lucrative business and at the same time a 

competitive one.
42

 

 Pertinently, Section 52(1)(j) prior to the amendment of 2012, permitted any song 

older than 2 years to be used for „version recording‟ if a notice of intent was 

given to the copyright holders, composers and lyricists along with 5% royalty 

and an advance.  

 The Delhi High Court in Gramophone Company of India Ltd. v. Super Cassette 

Industries Ltd.,
43

 analysed Section 52(1) (j) of the Copyright Act and held:  

i. Copyright is a statutory right (Section 16). Only those rights which the 

                                                         
39

  Gramophone Co. v. Super Cassettes Industries (1996) PTC 252 (Del) at 254.  
40

  (2003) 27 PTC 280 (Del), p. 303.  
41

  Rajlashmi v. Nesargi, “Copyright and Copy culture in Indian Music” 40(6), Economic and Political 
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Copyright Act creates, to the extent it creates, and, subject to the limitations 

that the Act imposes, vest in the owner of the copyright in the work, whether 

it is primary work such as literary, dramatic or musical work, or a derivative 

work such as sound recording or cinematographic film. 

ii. The Court read various clauses of Sections 2 and 13 and came to a conclusion 

in favour of the authors of the primary work and held that copyright in the 

primary and original literary, dramatic and musical works as also a separate 

copyright in sound recording or cinematographic film made there from, 

coexist and the copyright in primary and original works continue to subsist 

for exploitation by the owner(s) thereof in future and these rights are not 

affected by the factum of the making of a cinematograph film or sound 

recordings, the copyright(s) of which may vest in different authors. 

iii. The Court went through the scheme of the Act with respect to grant of 

licenses and assignment. It found out that in case of compulsory licenses, an 

application had to be made to the Copyright Board, whereas, that was not the 

case in case of statutory licenses. Section 52 was an illustration of statutory 

license. 

iv. Section 52(l)(j) deals with exploitation of only those literary, dramatic or 

musical work which the author of the work has already voluntary permitted 

to be made in sound recordings, and has thereby thrown his work in the 

public domain in the form of sound recording. The law grants him the right to 

exclusively make sound recordings and the rights which go with it [under 

Section 14(c)] until the expiration of two calendar years after the end of the 

year in which the recording was made. However, thereafter the right to make 

version recordings or further sound recordings becomes available to others as 

well, subject to the conditions of Section 52 and Rule 21 of the Copyright 

Rules being complied with. The Court reiterated the decision in Microfibres 

Inc v. Girdhar & Co.
44

 in as much as it held, "the legislative intent was to 
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grant a higher protection to pure, original, artistic works such as paintings, 

sculpture etc., and lesser protection to design activity which is commercial in 

nature”. 

v. The Court declared the judgment of Delhi High Court in Super Cassette 

Industries Ltd. v. Bhatla Cassette Industries
45

 as per incuriam. 

vi. Once a version recording in compliance with Section 52(l)(j) has been made, 

it is as much a sound recording as any other sound recording. Therefore, the 

copyright holder in a version recording, which is a sound recording has all the 

usual rights under Section 14(e). There is no limitation contained in the Act 

which prohibits the exploitation of the version recording by sale/ hire of 

copies of version recording, as a version recording through mobile phones or 

internet. 

vii. The defendants cannot market their version recordings under labels and 

covers which deceive or confuse the unsuspecting customer with regard to 

the fact that they are recordings from the original sound track and not version 

recordings.  

The amendment of 2012 has deleted Section 52(1)(j). It has inserted Section 31C 

which provides for grant of statutory licence for cover versions. The amendment has 

made production of cover version more difficult. Time period after which a cover 

version can be made has been increased from 2 years to 5 years. The statutory 

requirement is that all cover versions must state that they are cover versions. No 

alterations are allowed from the original song, and alteration is qualified as 

"alteration in the literary or musical work". So no imaginative covers in which the 

lyrics are changed or in which the music is reworked are allowed without the 

copyright owners' permission. Only note-for-note and word-for-word covers are 

allowed. 

Alterations were previously allowed if they were “reasonably necessary for 
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adaptation of the work” now they are only allowed if it is “technically necessary for 

the purpose of making of the sound recording”. While earlier it was prohibited to 

mislead the public (i.e., pretend the cover was the original, or endorsed by the 

original artists), now cover versions are not allowed to "contain the name or depict in 

any way any performer of an earlier sound recording of the same work or 

cinematograph film in which such sound recording was incorporated". There is also 

a requirement that a cover version can be released only in the same medium as the 

original. So if the original is on a cassette, the cover cannot be released on a CD. 

Payment has to be made in advance, and for a minimum of 50,000 copies. This can 

be lowered by the Copyright Board having regard to unpopular dialects. 

2.2.2 Remixes  

A remix is a song that has been edited to sounds different from the original 

version. In India, the trend is that remixes borrow heavily from an existing piece 

of music (usually more than one). In such a scenario, the issue of copyright law 

becomes a concern. The most important question is whether a remixer is free to 

distribute his or her work, or whether the remix falls under the category of 

derivative work.  

There are two obvious extremes with regard to derivative works. If the song is 

substantively dissimilar in form (for example, it might only borrow a motif 

which is modified, and be completely different in all other respects), then it may 

not necessarily be a derivative work (depending on how heavily modified the 

melody and chord progressions were). On the other hand, if the remixer only 

changes a few things (for example, the instrument and tempo), then it is clearly a 

derivative work and subject to the copyrights of the original work's copyright 

holder. 

It is successfully argued that remixes can be covered under the term „adaptation‟ 

which attracts its own copyright. „Adaptation of a musical work‟ is protected 

under Section 14(a)(vi). Under Section 2(a)(iv) adaptation in relation to a 

musical work is „any arrangement or transcription of the work‟. Transcription 
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means „arrangement of a musical composition for some instrument or voice 

other than the original‟. In most cases of remixes, the subsequent company 

borrows songs from the original music company on payment of royalty. The 

result is that the music composers who had assigned their rights in the original 

music company do not get any share from the sale of remix songs. This results in 

an unfair treatment of the original music composers. This anomaly has been 

done away with by the Copyright Amendment Act of 2012 which has inserted 

the following provisos to Section 18 of the Copyright Act:-   

“Provided also that the author of the literary or musical work included in a 

cinematograph film shall not assign or waive the right to receive royalties 

to be shared on an equal basis with the assignee of copyright for the 

utilisation of such work in any form other than for the communication to 

the public of the work along with the cinematograph film in a cinema hall, 

except to the legal heirs of the authors or to a copyright society for 

collection and distribution and any agreement to contrary shall be void: 

Provided also that the author of the literary or musical work included in the 

sound recording but not forming part of any cinematograph film shall not 

assign or waive the right to receive royalties to be shared on an equal basis 

with the assignee of copyright for any utilisation of such work except to the 

legal heir of the authors or to a collecting society for collection and 

distribution and any assignment to the contrary shall be void”. 

However this amendment leaves much to be desired. For example, it is not clear 

as to what is meant by equal rights. It is also vague with respect to royalties 

when ownership of the work is owned by different people.   

Another lacuna in the amendment is that it is silent as to the affect of its 

application i.e., whether the amendment will have prospective application or 

apply retrospectively to assignment of copyright made before the amendment 

Act. 

It is submitted that the amendment should apply prospectively as otherwise; it 

will unsettle settled legal relations opening floodgates of litigation.  
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2.2.3 Mash ups  

Mashup artists work with existing songs.
46

 They extract the vocals from some 

songs and the instruments from others. The artists then combine the vocals and 

instruments from other songs with their own sounds, often created with 

computer software.
47

 This combination leads to the creation of new music.
48

 

This is not a new concept. The practice of assembling new songs from elements 

of previous work dates back to the beginning of recorded music and reaches 

beyond modern genres of pop and rap and into genres such as jazz and folk.
49

 

2.2.4 Medleys 

Medleys, are a musical selection wherein the music is one or two minutes long 

and is basically an arrangement of snippets of the original songs according to the 

arranger's choice. 

2.3 MORAL RIGHTS 

The existence of moral rights is consistent with the traditional raison d'etre of 

copyright: to recognize and encourage the results of intellectual creativity on a 

level with other forms of property.
91

 The ownership of these rights is 

independent of copyright ownership and continues even after the assignment of 

copyright in whole or in part. 

Under the Copyright Act of 1957, moral rights have been christened as Author's 
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Special Rights
50

. They are: 

i) Right of paternity i.e. to claim authorship of the work; 

ii) Right of integrity which is to restrain or claim damages in respect of any 

distortion, mutilation, modification or other act in relation to the said work,  

if such distortion, mutilation, modification or other act, would be prejudicial 

to his honour or reputation. 

Performers were previously not entitled moral rights but an amendment was 

made in 2012 which has conferred moral rights on them under Section (38B). In 

the context of moral rights of the singers, remixes pose a great problem. The 

following example would illustrate the point. Imagine a singer enjoying great 

respect and reputation. His song is subsequently remixed. The song is then 

picturized in a vulgar manner, considerably undermining his reputation and 

lowering his image in the eyes of the general public. Thus moral rights assume 

crucial importance, particularly in the present age, where songs are seen more 

than they are heard. 

Moral Rights, are also available to performers under the WIPO Performances 

and Phonograms Treaty, (WPPT) 1996. Article 5 of the WPPT confers on the 

performer, the right of paternity and the right to object to any distortion, 

mutilation or modification of his performance that would be prejudicial to his 

reputation. 

The Delhi High Court in Neha Bhasin v. Anand Raj Anand
51

 examined whether 

a performer is entitled to protection of her moral rights based on the principles of 

equity and common law. Ms. Neha Bhasin, a singer, alleged that her voice had 

been used by the defendants for the three versions of the song “ek look ek look” 

in the film “Aryan-unbreakable”. It was also alleged that the defendants in 

connivance with the music director had shown her to be the singer along with 

another person and treated her as backup vocalist in all the three versions and 
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this was evident from the jacket/inlay of the CD produced by the defendants. The 

defendant admitted in his correspondence to the plaintiff that there was a mistake 

and he would correct the same which he refused to carry out. According to the 

plaintiff, her voice was stolen and falsely attributed and hence she was entitled to 

an injunction and damages. She filed a suit under order XXXIX Rules 1 and 2 of 

CPC alleging infringement of her performer‟s right under the Copyright Act. 

The defendant argued that the sound engineer while re-mixing with the help of 

the software “Nuedo” used the technology to create “layering” of sounds of more 

than one singer. Since more layers were created using the voice of the other 

singer, her name was given as the lead singer rather than that of the plaintiff. On 

examination of evidence produced by the parties, the Court found that the 

allegation of the plaintiff was correct and the defendant was trying to mislead the 

Court. The Court concluded that the plaintiff had a prima facie case based on 

violation of performer‟s right under Section 38 of the Copyright Act and Section 

70 of the Contract Act. On the question of refusing the due credit as a singer, the 

Court relied on the principles of equity and the Supreme Court‟s decision in 

Suresh Jindal v. Rizdoli Corrier Della Sera Prodzioni T.V.S.P.A
52

 and 

observed.
53

 

…but what is more is that the plaintiff also has a right in equity for being 

given proper credit for the song by her. If her voice is used and 

commercially exploited she has the right to prevent it being attributed to 

somebody else… The damage and injury caused and being caused to the 

plaintiff is twice over. First, she is not described as the lead female 

singer and in her place the name of the defendant No. 3 appears as the 

lead main female vocalist. Second, the plaintiff, who indeed was the 

lead/main singer has been demoted to the status of mere backup singer. 

The later act in itself is likely to cause grave harm and injury to the 

reputation of the plaintiff as a singer, her aspiration to rise as a female 

vocalist would receive a big jolt if in the market she is perceived merely 
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as a backup singer and not as lead singer. 

It is important to note that the case was decided by the Delhi High Court prior to 

the amendment of 2012. It was only by the Amendment Act of 2012 that moral 

rights were conferred on performers under Section 38B. Therefore, the case was 

decided in favor of the moral rights of the performer only on the basis of 

common law and principles of equity.     

In Morrison Leahy Music and Another v. Lightbond Limited and others
54

, the 

defendants had produced a sound recording that was a medley or 'megamix' of 

words and music from five compositions, of which the second plaintiff (the 

singer and composer George Michael) was author and the first plaintiff, 

copyright owner. These were interspersed with fill-in music composed by others. 

The defendants claimed they were permitted to do this pursuant to a copyright 

clearance they had obtained from the Mechanical Copyright Protection Society, 

of which the first plaintiff was, a member. The plaintiffs denied that any 

clearance applied to the defendants' actions, and as well as suing for 

infringement of copyright, they claimed that the defendants' actions infringed 

their moral rights under Section 80(2) of the Copyright, Designs and Patents 

Act(CDPA). 

Morritt J held that what the defendants had done clearly amounted to treatment 

within the meaning of Section 80(2)(a) of the CDPA; it was also arguable that 

such treatment amounted to distortion or mutilation within Section 80(2)(b). 

However, this was an interlocutory decision for an injunction pending full trial, 

so the matter as to whether there was in fact derogatory treatment was left by the 

judge to be determined as a question of fact at trial.  

Confetti Records v. Warner Music
55

, involved music copyright and sound 

recordings; the treatment at issue involved adding a rap line and additional parts 

of another track to an existing recording. In considering the wording of Section 
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80 of the CDPA and Article 6 bis of the Berne Convention, the judge came to the 

conclusion that in Article 6 bis, the author can object to distortion, mutilation or 

modification of his work only if it is prejudicial to his honour or reputation. He 

did not believe that the framers of the 1988 Act meant to alter the scope of the 

author's moral rights in this respect, so he held that the mere fact that a work has 

been distorted or mutilated gives rise to no claim, unless the distortion or 

mutilation prejudices the author's honour or reputation.
56

 In this case, there was 

no evidence relating to prejudice to the author's honour or reputation, so on the 

facts, applying what appeared to be an objective test, the judge did not find any 

derogatory treatment.
57

 

Clearly… the stress is on derogatory action that would be prejudicial to the 

artist‟s honour or reputation. The adjective „derogatory‟ appears to imply a 

subjective standard? but this is made subject to the more objective criterion of 

prejudice to honour or reputation. Indeed, it has been argued that „honour‟ and 

„reputation‟ are more objective concepts, being analogous to the personal 

interests protected by the law of defamation.
58

 

It is evident that the distortion, mutilation or modification must be such which 

would be prejudicial to the honour or reputation of the author. It other words, it 

is only when the work of the author is subjected to derogatory treatment, that he 

is entitled to bring an action to restrain or claim damages in respect of the 

distortion. It is submitted, that any distortion, mutilation or modification in itself 

is an affront to the honour or reputation of an author. Therefore, it is submitted 

that any distortion, mutilation or modification of the work should be treated as 

violation of the author‟s moral rights without subjecting such distortion, 

mutilation or modification to the further criteria of being prejudicial to the 

honour or reputation of an author.  
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2.4. SOUND RECORDING  

Copyright subsists in a sound recording.
59

 Sound recording means a recording 

of sounds from which such sounds may be produced regardless of the medium 

on which such recording is made or the method by which the sounds are 

reproduced.
60

 The protectible elements of sound recording lie in the 

contribution “of the performers whose performance is captured and on the part 

of the record producer responsible for setting up the recording sessions, 

capturing and electronically processing the sounds and compiling and editing 

them to make the final sound recording.
61

” Sound recordings are distinct from 

the underlying literary, dramatic or musical works whose performance they may 

embody. An actor‟s recorded recitation of a poem, a theatrical company‟s 

recorded performance of a comedy and a singer‟s recorded performance of a 

song all constitute sound recordings and, as such, are copyrightable works 

separate from the poem, comedy or song that is performed.
62

 Copyright will not 

subsist in any sound recording made in respect of literary, dramatic or musical 

work, if in making the sound recording, copyright in such work has been 

infringed.
63

 The right of sound recording is different from the subject-matter 

recorded as they are the subject of independent copyrights.
64

 The author of a 

sound recording is the producer.
65

 

Infringement of Sound Recording:-  In the case of a sound recording, the 

doing or authorising the doing of any of the following acts by utilising the sound 

recording without the consent or licence of the copyright owner constitutes 

infringement of the copyright in that sound recording:
66

 

1)  to make any other sound recording embodying it; 
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2) to sell or give on hire or offer for sale or hire any infringing copy of the 

sound recording regardless of whether such copy has been sold or given on 

hire on earlier occasions; 

3) to communicate the sound recording to the public; 

4)  to permit for profit any place to be used for the communication of the work 

to the public where such communication constitutes an infringement of the 

copyright in the sound recording unless he was not aware and had not 

reasonable ground for believing that such communication to the public 

would be an infringement of the copyright; 

5)  to make infringing copies for sale or hire, or to sell or let for hire, or by way 

of trade display or to offer for sale or hire; 

6)  to distribute either for the purpose of trade or to such an extent as to affect 

prejudicially the owner of the copyright; 

7)  to exhibit in public by way of trade; 

8) to import into India any infringing copy.  

It is not an infringement of the copyright in sound recording to reproduce the 

recorded material in musical notation or other written form, or to produce 

another record with, for example different musicians playing the same music.
67

 

The causing of a recording embodied in a sound recording to be heard in public 

by utilising it will not constitute infringement: 

(1) if the sound recording is played in an enclosed room or hall meant for the 

common use of residents in any residential premises (not being hotel or 

similar commercial establishment) as part of the amenities provided 

exclusively or mainly for residents therein, or 

(2) as part of the activities of a club or similar organisation which is not 
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established or conducted for profit.
68

 

Playing any sound recording in private is not infringement of the copyright in 

the sound recording. It is only when the recording is caused to be heard in public 

that it becomes an infringement. 

2.5. COPYRIGHT SOCIETIES  

Technological innovation and developments have on one hand created new 

opportunities for economic exploitation of intellectual works but have posed serious 

challenges to effective protection of these new opportunities, on the other. 

Individual control of creator‟s copyright has become impracticable, rather 

impossible, in many areas. To overcome this problem, the copyright owners have 

resorted to collective administration of rights through copyright societies for 

administering their rights.
69

The Indian Performing Right Society and the 

Phonographic Performances Ltd. (PPL) are two such societies which are active in 

the field of musical copyright in India.  

2.5.1 The Indian Performing Right Society 

The Indian Performing Right Society (IPRS) Limited is a company limited by 

guarantee and registered under the Companies Act, 1956. It is a non-profit 

making body, registered under Section 33(3) of the Copyright Act, 1957 and is 

thus permitted to carry on the copyright business in musical works and any 

words or any action intended to be sung, spoken or performed with the music. 

The Society came into existence on 23
rd

 August 1969. 

The Society administers and controls the Performing Rights in Musical Work, 

the Mechanical Rights in Musical Works and the Synchronisation Rights in 

Musical Works on behalf of its members and those of its sister societies with 

which it has reciprocal agreements. The IPRS today has Direct Reciprocal 
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  Section 52(1)(k),Indian Copyright Act. 
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  available at: http://www.ifro.org/sites/default/files/collective_dministation_1997.pdf; (Visited on 

Jan.17, 2013) See also S.M. Stewart, International Copyright and Neighbouring Right, (Butter 

worths, London, 1989).  
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Agreements with APRA, MACP, KCI, PRS, COMPASS and CASH. The other 

societies are related to IPRS through PRS. Thus, IPRS is contracted to 164 

country societies the world over. 

This means that Indian repertoire is protected in those countries and IPRS 

represents their rights in India. 

Today, the society has 757 local members consisting of 424 composers, 253 

authors and 80 publishers. On their membership of the society, they assign all 

their past, present and future rights to IPRS. Nearly all composers, song 

publishers of musical works are members of IPRS. These members amongst 

them control nearly 97% of the Indian music. Thus IPRS controls a wide 

repertoire of Indian musical works and foreign musical works belonging to other 

societies.
70

 

Thus, IPRS is fully authorized to issue licenses and permissions to any user for 

using music. The Society is the apt means for the wider exploitation of music in 

the country as also the means for owners of music to be remunerated. IPRS thus 

serves both the community of users as also the owners of copyright as will be 

clear from the following illustration. 

If a restaurant/shop/hotel/office/bank/other establishment wants to play music 

such as a song of Michael Jackson or Naushad, either live or through recorded 

means, it would have to normally take the following steps if it does not wish to 

infringe the copyright in the music. 

 To determine the owner of the Copyright in the lyrics and in the music. 

The various right holders in the song could be in any part of the world. 

 They would then have to seek permission from each of these persons and 

negotiate the rate of royalty with them. It, may well take a long time to get 

responses or some of them may even be unwilling to talk or to give a 

license. It may also be that the price is not uniform so that somebody may 
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ask for a reasonable amount whilst another may ask for a steep amount. 

Similarly, it would be impossible for the composers, songwriters and publishers 

of music to individually enforce their copyright against various users of their 

music, whether in India or abroad, as they do not have the means to do so. Their 

music may be played in a variety of places such as hotels, restaurants, offices or 

even in live concerts. It is simply impossible for individual owners to keep a 

track of the number of outlets that may be publicly performing their music. In the 

same way, they cannot be expected to chase restaurants, hotels, clubs, offices, 

bars, discos etc. all over the world for payment of their royalties. 

Thus, as can be seen, the society serves both the owner and the user by acting as a 

bridge between them. The society has thus become an indispensable mechanism 

for collecting royalties from various users of copyrighted works of their members 

and disbursing these royalties to such members. The society collects royalties on 

behalf of its members and after deducting l5% as its administrative expenses, 

distributes the rest to its members and its foreign affiliates in proportion to the 

actual usage of their works. 

Thus for the users, the society makes obtaining of permission to use music 

extremely simple, workable, practicable and cheap. 

 There is no need for the user to contest, negotiate or obtain individual 

permissions from any of the millions of right holders. The society issues a 

blanket permission. 

 The user has just to pay an annual fee as per the society's tariffs which would 

obtain for him permission to play any music that exists in the world. The 

permission is automatic and immediate and no time and cost is lost in either 

travelling or in any other form of negotiations with the right holders. 

 Irrespective of the status of the songwriter or music composer, there is a flat 

and uniform rate of royalty charged. This can be particularly important since 

if one were to individually negotiate, then it may well be that some desire 
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prohibitive prices for the use of their works. 

 The emphasis of the whole system is to provide a single window clearance 

through which a user gets quick, automatic permission without any costs of 

travel or negotiation and that too for all works. 

Furthermore, IPRS indemnifies the user against any infringement action by third 

parties. 

2.5.2 The Phonographic Performances Ltd. (PPL) 

It is the copyright society in respect of sound recordings, registered with the 

Registrar of Copyright in 1996. It has been established to authorize the use of sound 

recordings and to negotiate their terms of remuneration with users in broadcasting, 

television, Internet or other category of users like hotels, discotheques, restaurants 

etc. It administers rights on behalf of about 65 recording companies which are its 

members like HMV (Sa Re Ga Ma India), Tips, Universal, Venus, Sony Music, 

Times Music etc. 

Any performance of Indian or International Music from sound recordings of PPL 

members without a licence from PPL constitutes an infringement of copyright 

under the Copyright Act, 1957. Various licences are given by PPL to the users of 

sound recordings, some of these are:
71

 

1. Television License:- Applicable to shows which involve usage of sound 

recordings. 

2. Telecom Related Licenses:- For Ring Tones, Music Messaging, IVRS and 

other telecom value added services involving the usage of music. 

3. Radio License:- All private and government owned radio stations. 

4. Internet License:- This license is granted to websites for streaming of music, 

but no downloads are allowed. 

5. Events License:- This license is granted to organisers of events when 
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  available at: http://www.pplindia.org/pplweb/aboutus.aspx, (Visited on Feb. 6, 2013). 

http://www.pplindia.org/pplweb/aboutus.aspx


 
Chapter – 2        Copyright in Music – A Conceptual Analysis  

55 
 

performers perform on stage on recorded sound recordings e.g. Filmfare and 

Femina Awards. 

6. Public Performance License:- This is associated with any public 

performance. It covers a whole range of activity from playing of music in 

cinema halls to hotels, restaurants etc. 

In IPRS v. Muthoot Finance Private Ltd.,
72

 IPRS filed a suit seeking an order of 

temporary injunction restraining the respondents and their agents from 

communicating, in any manner, any of the musical and literary works of its 

members in the form of broadcast on their private FM radio stations. 

The members of IPRS had executed deeds of assignment assigning their public 

performing rights in respect of their music to IPRS. The respondent contended 

that since it had acquired license from another registered society namely, 

Phonographic Performance Ltd. (PPL) registered under Section 33(3) of the 

Copyright Act, 1957 for issuing licenses with respect to sound recordings it does 

not have to take license from IPRS. 

The Court held that sound recording is a separate class of work, from that of 

literary and musical work and that copyright in a sound recording shall not 

affect the separate copyright in any work in respect of which a sound recording 

is made.
73

 Therefore, unless the respondent obtains license from IPRS, they 

have no right to broadcast the songs of the members of IPRS. 

In Music Broadcast Pvt. Ltd. v. Phonographic Performances Ltd.,
74

 the issue 

before the Copyright Board was reasonable determination of tariff to be payable 

by radio broadcasters for exploiting by way of broadcast the sound recordings 

administered by Phonographic Performance Ltd. (PPL). 

To settle the issue the Copyright Board (hereinafter referred to as CB) went into 

the historical evolution of enacting Section 31 of the Copyright Act dealing with 
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compulsory licenses in works withheld from public. The CB first delineated the 

Constitutional backdrop under which the provisions of Copyright Act, 1957 

operate. It reiterated the settled law since Romesh Thappar's case
75

 that 

communication through any media may be electronic, print or whatsoever else, 

has its Constitutional protection under Article 19(l)(a)
76

 of the Constitution. 

CB then explained the evolution of radio in India. Radio, since its start in the 

pre-Independence era had been in the State sector till 1995 when the process of 

privatization started in small ways. In 1999, Government of India launched the 

First Phase of private sector involvement in FM radio broadcasting. During the 

Ninth Five Year Plan, it adopted a policy for improving variety of content and 

quality of radio broadcasting. This heralded a technological shift from medium 

wave (MV) to Frequency Modulation (FM) radio broadcasting. As part of Phase 

I of the policy on expansion of FM radio broadcasting services through private 

agencies, FM spectrum was made available to private broadcasters and they 

were given their own frequencies to launch their channels. Unfortunately, the 

licensing policy during Phase I was so designed that it was virtually impossible 

for the broadcasters to make any profit. The biggest drawback being, the high 

annual license fee, which was "fixed
: 
i.e. not dependant on the revenue earned 

by the broadcaster. 

In 2005, the Government introduced Phase II for giving FM radio business a 

boost. The Phase II policy changed the license fee structure from fixed license 

fee to revenue sharing model after taking into consideration the 

recommendations given by TRAI and Mitra Committee on Radio Broadcast 

Policy of 2004, experiences of Phase I and wide range consultations. The CB 

concluded that the Government all through had been pursuing the growth and 

development of FM radio broadcasting in the private sector as a vehicle of 

societal development which was hitherto pursued only in the State sector. 
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The CB then went into the question of what is a reasonable tariff. For answering 

the question, the CB held that comparisons or analogies cannot be drawn 

between TV broadcasters and radio. It preferred the revenue sharing model but 

specified certain reasonable terms and conditions to be followed by the music 

companies and the PPL. 

In Indian Performing Rights Society v. Aditya Pandey,
77  

two suits were 

simultaneously taken up by the Delhi High Court. The first suit was between IPRS 

as plaintiff and Synergy Media (a broadcaster) as defendant. The second suit was 

between IPRS and Public Performance Rights Society (PPRS) as plaintiffs and 

CRI events (engaged in event management) as defendants.  

In the first suit, PRS claimed that it was exclusively authorized to license the 

public performance right underlying the musical and literary work created by its 

members. PRS submitted that its rights demonstrate copyright content is in respect 

of public performance rights which include the right of performing the work in 

public, right of communicating the work to the public by making it available for 

visual or audio enjoyment indirectly or directly to the public, including by 

diffusion etc. and the right to authorize any of such uses. On the other hand, it 

submitted that Public Performance Rights Society‟s (hereafter PPRS) rights 

operate in a different field and extend to the exploitation of sound recordings. It 

therefore, concluded the contention by submitting that even if a user secures 

licence from PPRS for the sound recording performance in the public, the IPRS 

would have the right to claim licence fee.  

It is submitted, that the logic of these separate rights was that, while sound 

recording rights would inhere in one set or body of persons, for the same work, the 

other rights would continue to vest with the author and with the latter artists, 

composers, directors, lyricists etc. IPRS also submitted that the enabling provision 

under Section 62(2) of the Copyright Act, 1957 that entitles a plaintiff to institute 

legal proceedings against the alleged infringer of copyrighted material or place 
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where it (the plaintiff) is incorporated or carries-on business facilitates the 

enforcement of its members' rights. 

IPRS further submitted that in terms of the scheme formulated by the rules, which 

are governed by the provisions of the Copyright Act, 1957, it could frame guidelines 

and tariffs for the structured collection of fees, having regard to the user 

organization, the event or the nature of the public performance right in question. IPRS 

also said that under the rules, it could not collect more than 15% of the revenues 

derived from such royalties as administrative expenses, and the rest was distributed to 

it members. It also stated that tariffs were fixed on the basis of pre-determined 

formulae and guidelines after involving all the copyright owners. 

The defendant, Synergy Media, a company involved in broadcasting business 

proposed to launch broadcasting services in various cities. It alleged that the 

composer of the musical work, or its author do not possess any rights in the works 

once those rights are assigned in favour of the producer of a cinematograph film 

and as a consequence, IPRS could not claim, or legitimately secure any licence or 

authorization fee. Interestingly both parties relied on the same judgment of the 

Supreme Court.
78

 (Eastern Indian Motion Pictures Association case, hereafter 

IMPA case).  

In the second suit, both IPRS and PPRS joined together as plaintiffs. The first and 

the second defendants (collectively referred to as CRI events) engaged themselves 

in event management, catering to premium brands such as Airtel, Vodafone, 

Alcatel, Cox and kings etc. These defendants argued that the plaintiffs societies, 

organize several events for their customers such as consumer promotion contests, 

dealers meet, exhibitions, fashion shows, theme parties, merchandising, project 

launches etc. but the plaintiffs placed on record copies of the defendant companies' 

websites indicating their business activities etc. The third defendant, was a 

banquet hall located at Rajokri, Delhi, which hosted different events and functions 
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in its premises for its customers, which included CRI Event. The plaintiff societies 

alleged that the third defendant permitted CRI Events to use its premises and 

organize an event where works comprising their (the plaintiff societies) repertoire 

were communicated to the public, which amounted to infringement of the 

copyrights. It was also alleged that the third defendant despite knowledge that 

licenses were required from the plaintiffs and that holding of unauthorized events 

involving the performance or communication of the plaintiffs' copyrighted works 

to the public amounts to an infringement, did so. 

The Court analysed various provisions of Copyright Act, 1957. In deciding the 

case, the Court heavily relied on first, the harmonious interpretation of Sections 

13(4); 14(a)(i), (iii), (iv); 14(d) and 14(e); second, the IMPA judgment of the 

Supreme Court; third, the Parliamentary recognition by the 1994 amendment of 

the fact that sound recording is different from that of musical or literary work. It 

then held the following: 

“Once a license is obtained from the owner or someone authorized to give it, in 

respect of a sound recording, for communicating it to the public, including by 

broadcasting, a separate authorization or license is not necessary from the 

copyright owner or author of the musical and/or literary work. However, this 

would not mean that the musical and/or literary work can be otherwise 

"performed" in the public, (as opposed to communication of a sound recording to 

the public) without authorization. In such event, the author/owner's license or 

authorization is necessary. In other words, it is clarified that the other “bundle of 

rights which authors or owners of musical or literary works are entitled to enforce, 

remain undistributed”. 

In case the performance is of the work without the sound recording, authorization 

of the IPRS is necessary. If both kinds of works are performed, the licenses from 

both societies have to be obtained. In the case of CRI events, no such authorization 

was obtained, or given to it.  
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The consequences are: 

i)  In the Synergy suit, Synergy Media is not required to take a license from 

IPRS; 

ii) In the CRI suit (a) If the banquet hall wishes to perform sound recording in 

public (paid audience), license from PPRS is essential (b) If the musical works 

are to be communicated or performed in public independently through an 

artist, the license of IPRS is essential (c) In case banquet hall wishes to hold an 

event involving performances or communication of work of both kinds to the 

public, the license of both IPRS and PPRS are necessary. 

It is worth to take note of another judgment pronounced by Bombay High Court
79

 

on similar lines, wherein S J Vazifdar J upheld the following propositions:
80

 

i. The Act recognizes only three classes of work, viz., (a) literary, dramatic, 

musical or artistic work (b) cinematograph films and (c) sound 

recordings. Each class is independent of the other. Each class of work 

gives a bundle of rights to the owner thereof, which are independent of the 

other works. The rights therein can be exploited by the owner of the work 

in each class without the interference by the owners of the works in other 

classes. 

ii. No class of work is inferior to the work in another class. Therefore, right 

of an owner of a sound recording, which is a derivative work is in no way 

inferior to that of right of an owner of copyright in original, literary or 

musical work. 

iii. In sound recording and cinematographic films, the literary and musical 

work gets incorporated therein and thereupon independent copyrightable 

works, viz., sound recording come into existence and, therefore, rights 

under Section 14 in respect of each sound recording and cinematograph 

film come into existence which can be exploited by the owner of the 
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sound recording or cinematographic film without interference of the 

owners of copyright in the underlying literary or musical works therein. 

iv. The owner of a sound recording has, inter-alia, the exclusive right of 

communicating the sound recording to the public. Though the exercise of 

such right has the effect of communicating the underlying work viz. 

musical or literary work to the pubic such communication of underlying 

works being a part of sound recording does not amount to infringement of 

the copyright by communicating to the public, the underlying works. 

The owner of sound recording has an exclusive right to communicate the sound 

recording in any form and such communication in exercise of right under Section 

14(1) (e) (iii) cannot amount to infringement of any underlying work in such sound 

recording. 

v. The owners of underlying works incorporated in a sound recording do not 

have the right of communicating the same to the public as a part of the 

sound recording. 

vi. The owner of a copyright in the underlying works retains the bundle of 

copyrights therein otherwise than as a part of the sound recording.  

vii. The right of public performance of an underlying work is different from 

the right to communicate the sound recording in which the musical or 

literary work is incorporated. 

viii. The defendant, therefore, can claim license fees only in respect of public 

performance of musical or literary works of its members or in respect of 

communication of such works otherwise than as a part of other copyright 

work, viz., sound recording or cinematographic film. In other words, the 

defendant cannot claim licence fees in respect of public broadcast or 

communicate to the public, musical or literary works as a part of a sound 

recording. 

Once a sound recording is made, it is only the producer, as the owner thereof, who 

can exploit it exclusively in the manner provided in Section I4 (1)(e). However, 
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those rights are confined to that particular sound recording and that sound 

recording alone, the owner of the sound recording can communicate the same to 

the public, inter-alia, by broadcasting it or playing it in public places. The owners 

of the underlying musical and literary work embodied in such sound recording 

cannot interfere with these rights of the owner of the sound recording qua that 

sound recording. 

In this case it was held that the plaintiff, i.e., the FM Radio Broadcasting Station is 

not required to pay royalty/license fee to IPRS which administers the rights of 

lyricists and composers. The plaintiff is legally bound to pay royalty only to PPL 

and not to IPRS. 
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ontroversy has raged in the courts, in academic circles, online, and in 

public discourse about the intersection of copyright law and the Internet.
1
 

The near perfect duplication facilitated by digital technology in conspiracy with 

the ease of exchange provided by the Internet threaten to render a 300-year-old 

legal doctrine designed to regulate the distribution of printed materials, and since 

extended to cover not only books but also music, art, advertising, film, and 

computer software into a redundant relic, while at the same time dramatically 

changing the way in which millions across the globe listen to music. A new 

music culture has been born -driven by technological advances, hindered only by 

copyright law. 

The Internet was opened up by two technological developments in the 1990s, 

which have cumulatively resulted in what is called ‗the temporary repeal of 

copyright law‘. First there was the development of MP3, a digital file format that 

allowed audio content to be transmitted over the Internet. Described by one 

commentator as ―possibly the acronym of doom for the record industry‖
2
, the 

availability of digital music in the form of MP3s ... has allowed for songs and 

albums to be easily compressed into manageable digital file sizes while 

maintaining very high audio fidelity. Millions of individuals across the world 

have created MP3s by ‗ripping‘ music albums into digital files of this format and 

made them available to others in cyberspace. Millions of others have searched 

for and downloaded these tracks without having to go to a bricks-and-mortar 

retail establishment and purchase them on CD and have shared them widely 

online, primarily through peer to peer networks, (popularly as P2P networks).
3
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Unarguably, file sharing through P2P networks has been the other major 

technical advancement that has left copyright law gasping for breath. 

Globally, it is estimated that 26 per cent access unauthorised services on a 

regular basis (comscore/Nielsen data). This estimate applies only to 

desktopbased devices: it does not include the emerging but as yet unquantified, 

threat of smartphone and tablet-based mobile piracy as consumers migrate to 

those devices
4
. 

Around half of these are using peer-to-peer (P2P) networks. The other half are 

using other non-P2P unauthorised channels which are a fast-growing problem. 

These include blogs, cyberlockers, forums, websites, streaming sites, 

smartphone based applications and stream ripping applications. In some 

countries, the rate of usage of illegal sites is far higher than the global average - 

for example 42 per cent and 44 per cent respectively in the major markets of 

Spain and Brazil (Nielsen/IFPI).
5
 

3.1 FILE SHARING THROUGH P2P NETWORKS 

File sharing illegally, sometimes termed piracy,
6

 simply put, allows one 

computer on the Internet to search for and access files on the hard drives of other 

computers that are connected to the Internet. Any individual on a file-sharing 

network can make available any file on his or her hard drive to all other members 

of the file-sharing network.
7
 

Individual nodes are called clients if they request information, servers if they 

fulfill requests, and peers if they do both.
8
 This type of sharing has proven 

difficult to coopt or repress due to its global and fragmented nature and therefore, 
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represents one of the greatest challenges for the neoliberal property rights 

regime.
9
 

In recent years, peer-to-peer (P2P) file-sharing technology has emerged as the 

greatest threat to the music industry. Illegal digital downloads from P2P 

networks together with unlicensed 'burning' (copying) of CDs via new 

recordable CD machines (CD-Rs) is costing the industry billions of dollars in 

lost sales and hurting artists.
10

 Today, P2P file-sharing constitutes a significant 

portion of all global Internet traffic. A study by the networking company 

Sandvine reported that on fixed networks, P2P file-sharing accounted for 11.0% 

of all Internet traffic in Europe, 19.2% in North America, 25.7% in the 

Asia-Pacific region and 36.7% in Latin America (Sandvine 2010).
11

 

Globally, it is estimated that 28 per cent - one in four - of Internet users access 

unauthorised services on a monthly basis (IFPI/Nielsen). Around half of these 

are using P2P networks.
12

 This is a startling statistic that captures the challenges 

copyright law faces. 

3.1.2 The origins of P2P Network 

The Advanced Research Projects Agency Network (ARPANET), the progenitor 

of the Internet, began as a P2P network connecting four U.S. universities in 

1969.
13

  

However it was Napster that P2P networking shot into prominence. ...Napster 

maintained a centralized index detailing which songs were available on which 

computer. A song search request from an individual user searched this index, the 

result showing which computers (if any) had the desired songs available for 

download. The system was thus dependent on this index server: if the index was 
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shut down, the whole system collapsed.
14

 

At its peak, Napster provided access to as many as one billion music files.
15

 

Napster came under scrutiny of the Court in A & M Records, Inc., et al. v. 

Napster, Inc.,
16

 Napster maintained a centralised index which matched files 

between desktop computers. This mechanism made Napster vulnerable to 

lawsuits. Napster sought to avoid the imposition of contributory liability by 

arguing that its software was capable of substantial non infringing uses 

(swapping of files which were not protected by copyright and/or to which the 

copyright owners had consented). Napster's defence was based on the decision 

of the Supreme Court in Sony Corp. of America v. Universal City Studios.
17

 In 

this case, the movie industry tried to stop Sony from selling its video recorder to 

the public. The Court rejected the movie industry's argument by holding that 

Sony could not be held secondarily liable for the infringement of consumers who 

used its recording machines to illegally copy copyrighted programs. In what has 

become known as the Sony doctrine, the Court recognized that secondary 

liability cannot rest on the mere manufacture, sale or distribution of a technology 

that is ―capable of substantial non-infringing uses.
18

 ―To fall within this safe 

harbor, a technology must be shown to be ―capable‖ of  ―a significant number‖ 

of ―potential uses‖ that are non-infringing and of ―commercial‖ significance
19

. 

The video recorder satisfied this requirement. It had a substantial non infringing 

use in allowing the home recording of copyrighted shows for time shifting 

purposes, which the Court held was fair use.
20

 Sony's sale of the betamax was, 

therefore, perfectly legal. The Sony doctrine, similar to patent law's staple article 

                                                             
14

  Richard Jones, ―Entertaining Code: File Sharing, Digital Rights Management Regimes, and 

Criminological Theories of Compliance‖19(3) International Review of Law, Computers & 

Technology 288 (2005). 
15

  Chris Rojek, ―P2P Leisure Exchange: Net Banditry and the Policing of Intellectual Property‖ 24(4) 

Leisure Studies  357-369(2005). 
16

   239 F. 3d 1004 (9
th

 Cir 2001).  
17

  464 U.S. 417 (1984). 
18

  Id. at 442. 
19

  Id. 
20

  Id. at 454-55. 
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of commerce doctrine from which it is drawn, intends to ―strike a balance 

between a copyright holder's legitimate demand for effective-not merely 

symbolic-protection of the statutory monopoly, and the rights of others freely to 

engage in substantially unrelated areas of commerce‖.
21

 If a technology has 

substantial non-infringing uses, then the balance is struck in favor of its 

development and sale in the stream of commerce.  

The Ninth Circuit rejected that argument based largely on the grounds that 

Napster had a greater degree of knowledge of the underlying infringements than 

had Sony. Because Napster provided the centralised index, Napster, unlike Sony, 

had actual, not just constructive knowledge of specific infringing materials. 

Where there was actual knowledge, it was irrelevant that the product was 

capable of substantial non infringing uses.
22

The Court considered that the 

provision of support services (the index system) constituted contributory 

infringement
23

 and largely ignored the role that the distribution of Napster 

software played in the enterprise. On vicarious liability, the Court opined that 

Napster not only enjoyed a financial benefit - „financial benefit exists where the 

availability of infringing material „acts as a draw‟ for customers…Napster‟s 

future revenue is directly dependent upon increases in user base‟
24

 - but also 

that Napster had the right and ability to supervise the infringing conduct by 

blocking users‘ access to its service.  

So Napster was found both contributorily and vicariously liable for the 

infringements by its users. 

3.1.3 Decentralised P2P Networks 

The legal vulnerabilities of Napster inspired a new approach. Led by the enig- 

matic KaZaA, and its FastTrack engine, a new generation of peer- sharing 

applications tried to strike a balance between suability and scalability. At the 

                                                             
21

  Id. at 442. 
22

  Napster 2, 239 F 3d at 1021. 
23

  Napster 114 F. Supp. 2d at 919-20. 
24

  Napster 2, 239 F 3d at 1022.  
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same time, they tried to avoid the centralized control that doomed Napster. The 

results ... are programs of great sophistication - the decentralised P2P 

Networks.
25

 

In decentralized — or more commonly, server-free — implementations, 

computers are directly connected over an IP network without the use of a central 

indexing system.
26

 These purer forms of P2P are mobilizing the resources ―at 

the edge of the Internet,‖ the personal computer, which has until now been ―the 

far-flung outpost of the Internet empire‖
27

.  

Decentralised P2P Networks such as Grokester and Streamcast were held liable 

under a new 'inducement' theory developed by the U.S Supreme Court
28

. They 

were quickly replaced by file sharing networks such as Azureus and Limewire 

which in turn have been succeeded by the Pirate Bay. The dominant P2P player 

in most Westernized markets currently is the "BitTorrent" (BT) approach or 

protocol, originally devised by Bram Cohen in 2001. Although Cohen‘s own 

company, BitTorrent Inc, makes one client available, there are numerous other 

clients available running the protocol. In the BitTorrent protocol, files are not 

shared as one file but instead divided into small parts (bits) which can be 

individually uploaded and downloaded, enabling hundreds of thousands of users 

to very efficiently share even very large files such as HD movie and video files 

(or large legal files such as Linux operating system upgrades, or BBC iPlayer TV 

programmes). BT thus combines the decentralized approach of second 

generation P2P with the enabling of very fast downloading. It is a complicated 

protocol to analyze in legal context, involving several parties: the site which 

                                                             
25

  Tim Wu, ―When Code Isn't Law‖ 89(4) Virginia Law Review 734 (2003). 
26

  Ranjan B. Kini, (2002)76.  
27

  T. Merriden, ―Irresistible Forces: The Business Legacy of Napster and the Growth of the 

Underground Internet” 127 (Oxford, Capstone 2001) quoted in Mike Wayne, ―Mode of Production: 

New Media Technology and the Napster File‖ 16(2) Rethinking Marxism: A Journal of Economics, 

Culture & Society, 151 (2004).   
28

  Metro Goldwyn Mayer Studios, Inc., v. Grokster Ltd., 380 F.3d 1154 (9
th
 Cir. 2004). Under the 

inducement theory, liability will be imposed on the evidence of the following elements: (1) intent to 

bring about infringement; (2) distribution of a device suitable for infringing use; and (3) actual 

infringement by the recipients of the device. 
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provides the client software; the site which provides ―torrent‖ files which help 

locate other users who hold all or parts of the file which a user seeks to 

download; the tracker site which monitors the users contributing to the file 

transfer and passes their data to the client software; and the ―swarm‖, one or 

more users (often in their thousands) also using the BitTorrent protocol, who join 

in uploading parts of the file sought (usually because they have themselves 

previously downloaded it). 

In common BT parlance, a user providing upload access to a file is a ―seeder‖ 

and one seeking to download it is a ―leecher‖. ―Torrent‖ files themselves in 

principle do not host any copyright content, but merely point the would-be 

downloader towards users who are likely to be able to supply such content (or 

parts of it). It is noticeable that this is not dissimilar to the role played by search 

engines such as Google which also point searchers towards files hosted by other 

users, while failing to host any such content themselves (or only for short 

periods, or only in small fragments).  

It is important to note that BT is merely a protocol; like all P2P systems from 

Napster on words it can be used to share non-infringing files as well as infringing 

material (and as the examples above show, often is). Another key point to note is 

that the BT approach unlike earlier P2P systems, only works efficiently if all or 

at least most of the users are both uploaders and downloaders and accordingly 

software is mainly designed so it is the default to do both simultaneously 

(although there are ways to avoid this). This can be significant both for strategies 

of law enforcement as campaigns of action against users have mainly 

concentrated on suing key repeat uploaders, rather on the millions of 

downloaders; and for the legal defenses of users in some civilian legal systems 

such as France, where downloading for private non-commercial purposes of a 

certain number of copies is a legal exception to copyright. Finally it may also be 

significant for legal characterization that, as files are made available in small 

pieces, no one user can be identified as supplying (making available) the file as a 
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whole to any other user. 

The Pirate Bay Decision  

In January 2008, Swedish prosecutors sued The Pirate Bay (TPB) for 

‗complicity in breach of the Copyright Act‘ and ‗preparation for breach of the 

Act‘.
29

 The first offence consisted of ‗assisting copyright infringement‘ and 

‗assisting in making available‘ copyrighted works.
30

 On February 17, 2009, the 

second day of trial, the prosecutor dropped charges for ‗assisting copyright 

infringement‘ based on the prosecution's use of trackerless torrents, which did 

not use TPB's tracker.
31

 

On 17 April 2009, the District Court held defendants liable for assisting in 

making copyrighted content available.
32

 

The Court explained that copyrighted works are made available when 'work is 

transferred to the general public' such as when it ‗is made available to the public 

in a location other than that in which the general public can enjoy the work. 

Examples include works 'transmitted on radio or television' and those 'posted on 

an Internet website,‘ as well as works to which individuals can gain access 'in a 

location and at a time of their own choosing.
33

 

TPB satisfied this condition since those downloading works ‗can gain access to 

the work from a place and at a time of his or her own choosing. In short 

according to the Court, processing of files by 'an original seeder‘as well as 

subsequent users who ‗obtain all or segments of the current files‘ constitutes the 

type of ‗making available‘ that is considered ‗making available to the general 

public. 

                                                             
29

  Verdict B. 13301-06 (Stockholm District Court, Division 5, Unit 52, Apr.17, 2009), English 

translation, at 16, available at :http://www.ifpi.org/content/library/Pirate-Bay Verdict - English - 

translation.pdf [Court verdict] (Visited on March 15, 2013). 
30

  Jemima Kiss, ―Pirate Bay Triumphant as Prosecution Drops Half of Charges‖ The Guardian, Feb. 

17, 2009. 
31

  Enigmax, 50% of Charges Against Pirate Bay Dropped Feb. 17 2009, http: //torrent freak.com/50 

–of -chargs against-pirate-bay-dropped-090217/ (Visited on March 15 2013).  
32

  Court verdict, 24,28,29,31,36,41, 48-52,54,58,73,74.  
33

  Id. 
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Once the Court found that the principal offence was satisfied, it examined the 

'acts of complicity,‘ first examining the activity of TPB and then turning to the 

individual defendants. The Court found that TPB: 

 Provided a website with 'advanced search features. 

 Provided a website with ‗easy uploading and downloading facilities‘ and 

 Put 'individual file sharers in touch with one another through the tracker 

linked to the site. 

As a result, TPB ‗facilitated and consequently aided and abetted these offenses. 

Once the Court determined that 'the operation carried on‘ by TPB ‗constituted 

complicity in the breach of the Copyright Act,‘ it turned to the defendants‘ 

liability.
34

 

The Court explained that under Swedish law, when acting collectively, liability 

may attach to each person involved in the offence if the offence has been 

completed by several individuals acting together even if he or she has not 

himself or herself satisfied each of the elements of the offence. The Court noted, 

however, that each person must have been ‗involved in the execution of the 

offense‘ and ‗aware of the others‘ actions.
35

 It concluded that the four 

defendants were collectively liable. 

The Court quickly found liability for Fredrik Neij and Gottfrid Svartholm Warg, 

                                                             
34

  The court found that TPB was not protected by the safe harbors of the Electronic Commerce Act. 

Section 16 (covering sites that store data temporarily to facilitate transfers) and Section 17 

(covering services that store data to improve the efficiency of transfers) did not apply to TPB which 

stored files in a more permanent fashion. Sections 18 and 19 were more directly relevant, but the 

court found that they still did not apply. Section 18 protects a service provider from liability if it was 

'not aware of the existence of illegal information or operation' and 'not aware of facts or 

circumstances which made it obvious that the illegal information or operation existed' unless it 

'prevented the spread of the information without delay ... as soon as it received knowledge about or 

became aware of the infringement. Court verdict, at 56. The court found however, that '[i]t must 

have been obvious to the defendant that the website contained torrent files which related to  

protected works' and that the defendants did not 'take any action to remove the torrent files in 

question, despite being urged to do so. ‗Section 19 provides immunity for service
 
providers that do 

not commit a deliberate act relating to copyright infringement. This protection did not apply since 

'all the defendants were aware that copyright-protected works were being made available through 

torrent files uploaded to The Pirate Bay‘ and they deliberately chose ignore this fact. 
35

  Enigmax (2009). 
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who were ‗principally responsible for technical operations and for technical and 

functional development of the website‘. 

Svartholm set up TPB's operation in 2003, created the tracker software, and 

redesigned it to accommodate an international launch in 2005.Neij assisted with 

the technical aspects of TPB. 

A third defendant, Peter Sunde, claimed that he was not involved in the 

operations of the website and that he was simply a media spokesman for TPB. 

The Court however, found liability based on emails that showed his involvement 

in advertising sales as well as ideas for the site's technical development. 

Finally, the Court imposed liability on the fourth defendant, Carl Lundstrom, 

who claimed that he ‗only provided broadband and a ‗filing cabinet‘. The Court, 

however, relied on email correspondence that showed Lundstrom‘s role in 

generating advertising revenue along with his 'financial contribution through the 

provision of server space and free broadband. 

The Court concluded that the four defendants worked as a team, with the 

common purpose of expanding further both technical and business aspects of 

TPB. In short, each was to be regarded as responsible for the organization, 

administration, programming, financing, and operation of the file sharing service 

in the manner alleged by the District Prosecutor. 

The Court also found that defendants had the requisite subjective intent for 

liability. Even if the defendants did not know that the specific works listed had 

been made available via TPB, it was ‗sufficient for them to have had the intent to 

bring about the existence of copyright protected material on the website‘. The 

Court discerned such intent from ‗[t]he examination of the defendants, the letters 

from rights holders published on the website . . . and the e-mail correspondence 

indicating that the operation involved pirate copying‘. All of these sources 

demonstrated defendants awareness that copyrighted works ‗were available via 

the website‘ and were shared via the tracker. At the same time, however, the 
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defendants elected to take no action to prevent the infringement of copyright.
36

 

Turning to sanctions, the Court noted that punishment for violation of the 

Swedish Copyright Act had been extended in the early 1980s from six months to 

two years. It further explained that the increased sanctions should only be used in 

particularly serious cases involving extensive commercial unlawful use of 

protected works. 

Such a case was present here, according to the court on account of the massive 

scale of making available copyrighted works and advertising revenue generated 

from the website. TPB was a ‗commercial project‘ that led to significant damage 

given the making available of works on a popular website with many users. 

The Court imposed a sentence of one year in prison for each of the defendants
37

 

and it imposed monetary damages, holding the four defendants jointly and 

severally liable for 30 million Swedish krono: (roughly $3.5 million). It is 

submitted that the sheer magnitude and reach of peer to peer file sharing raises a 

question mark on the relevance of copyright law. The fact that newer and more 

sophisticated file sharing technologies are available with each passing day, 

dictates pragmatic solutions and reconsideration of some of the concepts of 

copyright law.    

To put it succintly, 

―In the final analysis, the industry‘s high profile legal victories against 

P2P network operators have not amounted to a durable or 

comprehensive network-level solution to the problem of P2P piracy. For 

every network operator that has been sued out of existence, another has 

come along: exit Napster, Aimster and Grokster; enter Azureus, Lime 

Wire and Shareaza. Hydra-like, they just keep coming back. And for 

                                                             
36

  The Court dismissed the charge of 'preparation of breach of the Copyright Act' on the grounds that 

the defendants had already been convicted of complicity in the breach of the Copyright Act. As the 

court explained: ‗[T]he torrent files received and stored between 1 July 2005 and 31 May 2006 (have 

. . . been used to complete the offence).‘ Id. at 54: Because the prosecutor successfully proved the 

case for complicity, the defendants were not liable for the lesser conduct of ‗preparation of an 

offence.‘ 
37

  Id.  
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some, as sites like the Pirate Bay demonstrate, flouting copyright law is 

the point‖.
38

 

The music industry has shifted gear to curb the menace of online piracy by a 

combination of technological, legal and economic strategies. The technological 

prong consists of Digital Rights Management, the legal prong initially aimed at 

suing individual infringers has now shifted to the graduated response and the 

economic prong is directed at marketing of legitimate music channels such as 

Apple's i-tunes. Each of these approaches shall be discussed elaborately in the 

succeeding text.  

3.2 TECHNOLOGICAL APPROACH: DIGITAL RIGHTS MANAGEMENT  

The ease of infringement and the difficulty of detection and enforcement has 

caused copyright owners to look to technology for protection of their works. 

Digital Rights Management (DRM) has been heralded as one such technology 

which would put an end to the copyright owner's woes. DRM is a generic term 

for a set of technologies for the identification and protection of intellectual 

property in digital form. It comprises Technical Protection Measures (TPMs) 

and Rights Management Information (RMI). TPMs refer to systems and 

technologies that allow copyright owners to control the access to their works, 

determine the types of permissible uses and terms of such uses and the ultimate 

distribution of their works in the digital world. RMI refers to mechanisms that 

identify digital works and are used to manage the provision of materials to 

customers.
39

 

TPMs can be added to the ‗code‘ of (legitimately sold) digital music files, so that 

when sold they cannot simply be uploaded to file-sharing networks and 

duplicated for free thereafter, or so that more specific copyright licence terms 

and conditions can be enforced. Many audio and video file types today support 

                                                             
38

  A. Bridy, ―Why Pirates (Still) Won‘t Behave: Regulating P2P in the Decade After Napster‖ 40 

Rutgers L.J. 589, (2009). 
39

  Government of U.K., Digital Rights Management: Report of an Inquiry by the All Party Internet 

Group, 2006 (June 2006). 
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such an additional layer of DRM file protection. This additional code typically 

uses some form of cryptography to ‗lock‘ the file to a greater or lesser extent. 

These TPMs are used to try to ensure end-user compliance with the limited 

digital rights purchased as per the download agreement, in other words as part of 

a DRM system. Given the high degree of overlap between DRM and TPMs the 

two terms are today often used as synonyms or at least without a clear distinction 

between the two being apparent. Restrictions can include preventing files from 

being played back except upon a specific authorized device (a computer or 

portable media player, for example) or can prevent files from being played more 

than a certain number of times in a given time period. WMA and WMV both 

support Microsoft‘s DRM system; Real Networks uses its own DRM system to 

protect songs downloaded from its online store, Apple Computer uses the ‗Fair 

Play‘ system to manage the (M4P (encrypted MPEG-4 Part 14) file type) songs 

that can be ‗bought‘ from its iTunes Music Store and Sony have their own DRM 

system, ‗Open MG‘, which they use to protect songs encoded using the Sony 

ATRAC (Adaptive Transform Acoustic Coding algorithm). It is important to 

note that different companies implement quite different regulatory ‗regimes‘ in 

their DRM systems, allowing widely varying degrees of end-user freedom and 

embodying widely differing regime ‗values‘.
40

 

―The answer to the machine may lie in the ma-chine.‖
41

 This statement is a 

poignant reminder of the circular nature of technology. If digital technology's 

havoc wrecking power on copyright law could be circumscribed by 

technological advances such as the DRM, then DRM itself could be emasculated 

by further technological advances. Thus technology brought to supplement legal 

measures, itself needs legal protection to do what it is meant to do-prevent 

unauthorised access. 

                                                             
40

  Richard Jones, (2005)292. 
41

  Charles Clark, ―The Answer to the Machine is in the Machine‖, in Bernt Hugeholtz (ed.), The Future 

of Copyright in a Digital Environment: Proceedings of the Royal Academy Colloquium 139 (Kluwer 
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At the international level, The WIPO Copyright Treaty (WCT) and the WIPO 

Performances and Phonographs Treaty (WPPT) adopted in 1996, together called 

the WIPO Internet Treaties, form the basis for legal protection of DRM. Articles 

11, 12 of WCT and 18, 19 of WPPT provide for TPMs and RMI. Article 11 of 

the WCT obligates ―contracting parties to provide adequate legal protection 

and effective legal remedies against the circumvention of effective technological 

measures that are used by authors in connection with the exercise of their rights 

under the WCT or the Berne Convention and that restrict acts, in respect of their 

works, which are not authorised by the authors concerned or permitted by law.” 

Article 12 states that the ―contracting parties shall provide adequate and 

effective legal remedies against any person‖ who knowingly performs any of the 

acts mentioned in this Article or has reasonable grounds to know that the 

performance of such acts “will induce, enable, facilitate or conceal an 

infringement‖ of any rights covered by the WCT or the Berne Convention. The 

prohibited acts consist of the removal or alteration of ―any electronic rights 

management information without authority‖ and the distribution, importation for 

distribution, broadcasting or communicating to the public, ―without authority, 

works or copies of works” with the knowledge that “electronic rights 

management information has been removed or altered without authority.‖ 

Articles 18 and 19 of WPPT replicate the aforementioned provisions for 

Performances and Phonographs. 

3.2.1 United States 

In the United States, the U.S. Congress enacted complex anti-circumvention 

regulations as part of the Digital Millennium Copy-right Act (DMCA) of 1998.
42

 

Under the DMCA
43

 three major acts are prohibited namely: circumventing a 

technological measure that controls access to a work protected under Title 17 of 
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  See 17. U.S.C. 1201-1205 (2004). 
43

  DMCA Section (1201). 
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the United States Code (which governs copyright);
44

 manufacturing or 

trafficking in any technology, device or service that is primarily designed for the 

purpose of circumventing
45

 a technological measure that (a) controls access to a 

work protected under Title 17 (which governs copyright)
46

 or (b) protects the 

rights of a copyright owner.
47

 The DMCA also states that other rights, remedies 

or defences to copyright infringement (including fair use) are not affected
48

 and 

gives seven specific exemptions to the act of circumventing a technical 

protection system.
49

 One of these exemptions given under Sec 1201(f) is to 

enable reverse engineering
50

 and consists of three ‗reverse engineering‘ 

defences: (i) circumvention of an access control measure is allowed to enable a 

person to identify and analyse the elements of a program that are necessary to 

achieve interoperability of an independently created computer program with 

other programs; (ii) a person is allowed to develop and employ technological 

means that are necessary to enable interoperability; and (iii) the said 

technological means may be made available to others to enable interoperability 

of an independently created computer program with other programs. The section 

also states that the reverse engineering process must not involve copyright 

infringement or violate other laws. 

The DMCA‘s prohibition of circumvention is in two parts: restriction of the act 

of circumventing, and restriction of tools that facilitate circumvention—one 

restriction on conduct and one on the instrument. In addition, rather than a 

                                                             
44

  DMCA, Section 1201(a)(1). 
45

  Circumvention means ‗avoiding, bypassing, removing, deactivating, or otherwise impairing a 

technological measure‘. Section 1201(b)(2)(A). 
46

  DMCA, Section 1201(a)(2). 
47

  DMCA, Section 1201(b). 
48

  DMCA, Section 1201 (c). 
49

  DMCA, Section 1201(d)–(j). These specific exemptions pertain to: allowing non-profit libraries and 

education institutions to make a determination (in good faith) whether to acquire a copy of the work; 

activities of law enforcement and government; reverse engineering to achieve interoperability of a 

computer program; encryption research to investigate flaws of encryption technologies; preventing 

access of minors to Internet material; protecting personally identifying information; and testing 

security flaws and weaknesses. 
50

  Reverse engineering is a process which involves analysing a technology to understand how it is 

designed and operates. available at: http://wwwchillingeffects.org/ reverse/faq.cgi (Visited on Apr. 

17, 2013).  

http://wwwchillingeffects.org/


 
Chapter – 3         Impact of Digital Technology on Copyright Law  

78 
 

simple ban on circumvention of any kind, the law creates a two-tiered restriction, 

distinguishing between circumvention for the purposes of unauthorized access 

and circumvention for the purposes of unauthorized copying. Within the scope of 

the DMCA, the first is illegal, but the second is not. Since unauthorized copying 

would already violate existing copyright law, lawmakers did not want the 

DMCA to impose an additional penalty. However, the part of the statute 

restricting circumvention tools does not distinguish according to purpose. 

Therefore, ..., three of four circumvention behaviors envisioned by the law are 

rendered illegal by the DMCA. The problem is almost too obvious. 

Circumvention for the sake of copying is legal, but a tool that helps do so is not. 

Copying is illegal except when it is fair. So the fair user who wants to reproduce 

a work that is encrypted, and doesn‘t happen to be a skilled hacker, is out of luck; 

presumably, tools to help him would be unavailable.
51

 The court even admitted 

that the law grants the tech-savvy a right it withholds from the rest of us: ―The 

fact that Congress elected to leave technologically unsophisticated persons who 

wish to make fair use of encrypted copyrighted works without the technical 

means of doing so is a matter for Congress, unless Congress‘ decision 

contravenes the Constitution.‖
52

 Which the court decided, it did not. 

3.2.2 E.U. 

In Europe, the Directive 2001/29/EC
53

 obliges Member States to provide 

adequate legal protection against the circumvention of any effective 

technological measures
54

 as well as against the removal or alteration of any 

electronic rights-management information.
55

  

The EU Directive, requires that Member States ‗provide adequate protection 

against the circumvention of any effective technological measures‘, which 

                                                             
51

  Tarleton Gillespie, (2004)242. 
52

  F. Supp. 2d 346 [S.D.N.Y. 2000], p. 45. 
53

  Directive 2001/29/EC of the European Parliament and of the Council of 22 May 2001 on the 

harmonization of certain aspects of copyright and related rights in the information society. 
54

  Article 6 Directive 2001/29/EC. 
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  Article 7 Directive 2001/29/EC. 
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prevent or restrict acts not authorized by the rights holder.
56

 This includes 

prohibiting the manufacture, importation or possession of any technological 

device, product or service whose primary function is to circumvent a 

technological protection measure. The Directive also requires Member States to 

take appropriate measures to ensure the legitimate interests of other parties 

especially beneficiaries of exceptions and limitations
57

 provided by national 

laws.
58

  

Current DRM systems, at least in theory, make it increasingly possible to control 

how individuals use intellectual property items, set forth permissible uses, 

establish prices according to the market valuation of a particular work and grant 

licences directly and automatically to individual users. Unfortunately in the real 

world, technological protection measures have became a powerful tool of 

control reaching far beyond the said goals, as was well demonstrated by Lessig 

and invoke a certain alienation of the stakeholders namely consumers, artists and 

the creative industries.
59

 

DRM systems present a danger of enforcing technology monopolies and creating 

an oligopoly of major distributors, the volume of business of which can sustain 

the costs of converting to and operating a cross-border DRM system. Current 

DRM systems are also not tolerant of the fair uses of information, thus 

compromising the accessibility of works and freedoms of education and 

research. Furthermore, they raise privacy concerns. The feasibility of DRM 

largely depends on the interoperability of different systems as well as user 

friendliness, which currently are future objectives rather than reality. As already 

noted, research into consumers‘ behaviour with the current online creative 

                                                             
56

  Directive 2001/29/EC, Article 6(1). 
57

  This would imply exceptions and limitations (Article 5) to the reproduction right (Article 2) and the 

right of communication to the public (Article 3) (e.g. private use, public libraries, broadcast 

organizations) should be allowed. Right holders, however can limit the number of reproductions for 

private use given under Article 5(2)(b). 
58

  Directive 2001/29/EC, Article 6(4). 
59

  Mindaugas Kiskis & Rimantas Petrauskas, ―Lessig's Implications for Intellectual Property Law and 

Beyond them‖ 19(3) International Review of Law, Computers & Technology 309 (2005). 
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content confirms that users prefer not only the least expensive, but at the same 

time least restrictive content.
60

 

DRM systems frequently introduce total control over managed intellectual 

property, excluding any uncompensated uses thereof, including uses that 

otherwise are available to the lawful licensees or society at large, so-called fair 

uses of intellectual property. Thus, DRM somewhat compromises the societal 

benefits of intellectual property, in particular reuse thereof for derivative 

creations or even educational uses. The latest research also suggests that DRM 

technologies may contribute to the pricing of intellectual property products and 

drive consumers away from more restrictive services.
61

 

Using DRM technology, consumers are granted various usage rights that enforce 

the provisions of licences granted when a song/track is purchased. Typical usage 

rights focus on the amount of computers the songs can be played on; the amount 

of burns allowed to a CD, and the number of times the songs can be transferred to 

digital music players. These digital music players typically are designed to 

playback MP3 files and more recently files encoded in selected DRM system. 

For example the Creative Zen Micro players (from Creative Technology Ltd) are 

capable of playing file formats such as MP3, WAV and protected Microsoft 

Windows Media Audio (WMA) files (which are encoded in its Windows Media 

DRM system). Unprotected WMA songs can also be played. Another concern is 

the interoperability of DRM. Currently no agreed framework exists to create a 

global DRM standard or to make current systems compatible with each other. 

Indeed this may be a deliberate economic strategy for companies to maintain 

market share in digital music sales and compatible hardware players. While this 

may benefit businesses, consumers may not be well served by such practices.
62

 

In a DRM system, content providers are not protected by technology and 
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anti-circumvention regulations alone. Rather, they may use contracts to oblige 

consumers to use the protected content only under certain conditions. In such a 

contractually-protected DRM system, consumers are required to enter into a 

contractual agreement, either at the time they acquire some DRM-enabled 

hardware or software, or at the time they want to access some content within the 

DRM system.  

Most DRM usage contracts are such click-wrap licenses.
63

 U.S. courts have held 

click-wrap licenses as enforceable contracts as well.
64

 The Uniform Computer 

Information Transactions Act (UCITA) also accepted such licenses as 

enforceable contracts.
65

  

Very often, before consumers acquire DRM-protected content, they are not fully 

aware of the specific uses which the DRM system allows and prevents. Usually 

DRM providers do not reveal such information and the consumers in their 

ignorance do not to ask for it. DRM contracts are simply a type of standard form 

of contract. Therefore all the procedural safeguards available in the standard 

form of contracts should be extended to DRM contracts. Better still, a statutory 

duty should be imposed on the content providers to fully disclose the scope and 

characteristics of the DRM protection they use for their content. This could 

ensure that the consumers make an informed decision about whether they want 

to buy the protected content or not. Also the statute should itself provide that in 

order to be valid the terms and conditions of the DRM contract should be 

reasonable.  

3.2.3 India 

The Copyright Amendment Act (2012) has introduced two new sections viz. 

Section 65 A and 65B which aim at prohibiting circumvention of technological 
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measures and protection of rights management information. Section 65 A 

declares that any person who circumvents an effective technological measure 

applied for the purpose of protecting any of the rights conferred by Copyright 

Act, with the intention of infringing such rights, shall be punishable with 

imprisonment and fine.
66

  

That the Indian Legislation contains a rather tepid version of anti-circumvention 

provisions. This is something that is evident from even a cursory glance. Further 

analysis reveals a number of interesting things. First, the requirements for 

applicability of Section 65 A are: 

i) There must be intention of infringing any of the rights conferred by the 

Copyright Act. By bringing in an element of mens rea, the legislature has 

raised the threshold quite high, which is a rather welcome step. Predictably, 

the word ―intention‖ has not been defined. This is to provide for the myriad 

of situations that can crop in a continually changing digital environment. It 

                                                             
66

  Section 65 A: Any person who circumvents an effective technological measure applied for the 

purpose of protecting any of the rights conferred by this Act, with the intention of infringing such 

rights, shall be punishable with imprisonment which may extend to two years and shall also be liable 

to fine. 

(2) Nothing in sub-section (1) shall prevent any person from,- 

(a) doing anything referred to therein for ·a purpose not expressly prohibited by this Act: 

Provided that any person facilitating circumvention by another person of a technological measure 

for such a purpose shall maintain a complete record of such other person including his name, address 

and all relevant particulars necessary to identify him and the purpose for which he has been 

facilitated; or 

(b) doing anything necessary to conduct encryption research using a lawfully obtained encrypted 

copy; or 

(c) conducting any lawful investigation; or 

(d) doing anything necessary for the purpose of testing the security of a computer system or a 

computer network with the authorisation of its owner; or 

(e) operator; or 

(f) doing anything necessary to circumvent technological measures intended for identification or 

surveillance of a user; or 

(g) taking measures necessary in the interest of national security. 

Section 65B: Any person, who knowingly,- 

(i) removes or alters any rights management information without authority, or  

(ii) distributes, imports for distribution, broadcasts or communicates to the public, without 

authority, copies of any work, or performance knowing that electronic rights management 

information has been removed or altered without authority‘s hall be punishable with 

imprisonment which may extend to two years and shall also be liable to fine: 

Provided that if the rights management information has been tampered with in any work, the owner 

of copyright in such work may also avail of civil remedies provided under Chapter XII against the 

persons indulging in such acts.  



 
Chapter – 3         Impact of Digital Technology on Copyright Law  

83 
 

could mean ‗knowingly‟, „recklessly‟ (i.e. completely disregard for 

consequences) or „wilfully‟. In defining the contours of what it means to 

‗intentionally‟ infringe copyright for purposes of criminal liability, the courts 

should remember the intention of the legislature in enacting copyright law. 

Copyright is not about granting monopoly to copyright holders over their 

works but promotion of knowledge and learning. ... intellectual creation is a 

cumulative process – each creator of ‗new‘ intellectual property building on 

his predecessors ...
67

 

One very positive element in the terminology employed by the section is that it 

requires ‗intention to infringe‘ rather than an ‗intention to copy‘. This would 

give a lot of leeway to anyone who only wishes to make fair-use of the 

copyrighted work but ends up infringing the copyright. For the lay person, 

knowing whether a particular use constitutes infringement can be extremely 

difficult.
68

  

ii) The technological measure must have been put in place for the purpose of 

safeguarding the rights conferred by the Copyright Act. The American 

experience with the working of DRM has perhaps prompted the Indian 

Legislature to predicate the protection of DRM on a finding of copyright 

infringement. In the U.S. companies have attempted to use anti- 

circumvention regulations in circumstances for which they were clearly not 

intended: throttling competition and choking innovation. To illustrate: on 

October 2004, the U.S. Court of Appeals for the Sixth Circuit vacated an 

earlier DMCA-related injunction which a manufacturer of laser printers had 

sought against a manufacturer of toner cartridges that competed with the 

printer manufacturer's own cartridges.
69

 In August 2004, the U.S. Court of 

Appeals for the Federal Circuit up-held a summary judgment preventing a 
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manufacturer of garage door opener systems from using the DMCA to hinder 

competitors in the downstream market of hand-held portable transmitters 

from offering transmitters that interoperate with the manufacturer's garage 

door opener system.
70

 

DRM systems have been also used to restrict the access and use of copyright 

expired works present in the public domain thereby hampering innovation as the 

common pool of knowledge is a repository for material that is needed for 

research and development and is responsible for creation of several iconic 

cultural images. Adobe‘s e-book DRM applied to novels like Alice in 

Wonderland and CSS technology on DVDs of public domain movies are an 

attempt to shrink this common pool of free information.
71

  

iii) The act which is sought to be prohibited must not fall in any of the 

exceptions carved out by Section 52 i.e. it must not constitute fair-use. The 

Doctrine of fair use remains one of the most troublesome and unsettled areas 

of the law.
72

 The doctrine has been said to be ―so flexible as virtually to defy 

definition.‖
73

  

iv) It must also not fall in any of the exceptions contained in Section 65A itself 

which include encryption research, lawful investigation, security testing, 

personal privacy and national security. These exceptions have been more or 

less borrowed from the DMCA.
74

  

More importantly Section 65A does not, unlike its western counterparts, outlaw 

manufacture, distribution or selling of technology that aims at circumvention of 

technological devices. It therefore follows that anti-circumvention technology is 

not per se prohibited but use of such technology with the intention to infringe is 

prohibited. 
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One very positive point in Section 65A is that it grants copyright owners 

protection only against copying of their digital works,
75

 unlike the DMCA 

(Digital Millennium Copyright Act), where the anti circumvention provisions 

grant the owners protection of both access control and copy control over digital 

works. The former can provide more protection than the latter. ... The notion of 

an ‗‗access right‘‘ has been at the heart of current DRM arguments as in the 

absence of access no possibility of fair-use arises. Access control therefore 

subverts any legally permitted use of the copyrighted work under the fair-use 

doctrine thus compromising the societal benefits of intellectual property. 

The proviso to Section 65A(2)  

In order to ensure that the fair use privilege is available to everyone irrespective 

of the degree of their technological knowledge, the Indian Legislature enacted 

the proviso to Section 65A(2). It provides that any person facilitating 

circumvention by another person of a technological measure for such a purpose 

shall maintain a complete record of such other person. 

The rationale for incorporation of the proviso to Section 65A(2) can be better 

understood after analysing the analogous provisions of the DMCA. 

Under the DMCA, circumventing technological measures for the purpose of fair 

use of a copyrighted work is permissible. However, the DMCA prohibits 

circumventing of technological measures for the purpose of unauthorised access 

in toto. This in effect would mean that a person wishing to make fair use of a 

copyrighted work that is technologically protected is entitled to do so, but his 

means to do so are severely curtailed. Why? the technology that would help him 

to decrypt the work is outlawed meaning thereby that a person should himself 

possess the technological know-how to decrypt a work. If he is technologically 

naive, he cannot look for outside help to decrypt because availability of such 

technology is barred. The court recognised this anamoly when it observed ―The 
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fact that Congress elected to leave technologically unsophisticated persons who 

wish to make fair use of encrypted copyrighted works without the technical 

means of doing so is a matter for Congress, unless Congress‘ decision 

contravenes the Constitution‖. The court however held that the impugned 

provision was constitutionally valid.
76

 

Under Section 65 A(2), one person can be aided by another to facilitate 

circumvention for fair-use purposes. While this is laudable, yet one is 

constrained to say that the proviso has been ill-conceived. A duty is cast on the 

person facilitating circumvention to maintain a complete record of the person so 

facilitated. Sadly, the Act is silent on the consequences of non compliance with 

the requirements of the proviso (i.e. maintaining records) rendering it 

infructuous. Further, there is nothing in the language of the Section which bars 

dissemination of information pertaining to circumvention of technological 

measures by the person who has been himself facilitated. This would mean that 

such person (whose records are maintained) has to maintain records in respect of 

any person who has been facilitated by him. Clearly, such a record keeping, akin 

to an endless chain is unserving of any logical legal purpose. Thus it seems that 

the proviso is an ill thought piece of legislation. 

It is quite evident that the Indian Legislature has framed the DRM provisions 

while being cognizant of its working in the West. Drawing on the American 

experience, a number of pitfalls have been avoided. But questions have been 

raised as to the necessity of incorporating such provisions in the first place in a 

developing country like India.
77

 

3.3 JUDICIAL APPROACH  

The music industry's efforts to control the potentially devastating impacts of 

online music sharing which were initially directed at taking legal action against 
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the operators of networks that facilitated file sharing were subsequently (on June 

26, 2003)
78

 redirected towards individual subscribers of these networks. Prior to 

this, individual file sharers were almost completely immune from legal liability 

when violating copyright law. The music industry resorted to filing John/Jane 

Doe lawsuits against individual infringers. At this juncture, it would be pertinent 

to trace the contours of the John/Jane Doe lawsuits. 

3.3.1 John/Jane Doe Lawsuits 

Suits involving fictitious parties are a longstanding legal phenomenon. John Doe 

was first conceived as ―an entirely fictional character,‖ on whose behalf 

plaintiffs could bring suits. Later, this technique was used to enable the initiation 

of proceedings against as yet unknown defendants. Civil rights cases against law 

enforcement were the most common example of this technique, where plaintiffs 

sued a set of unnamed police officers. Without a pseudonymous John Doe, the 

plaintiff cannot file his suit until he knows the identity of his defendant(s), and 

thus cannot rely on court-sanctioned discovery tools to identify them. Allowing 

plaintiffs to sue Doe defendants permits them to ―start discovery while candidly 

acknowledging that [they do] not yet know the correct identity of the 

defendant.‖
79

 

In the context of the Internet, the identities of copyright infringers, while 

impenetrable to the casual observer, are tracked and stored by the websites on 

which they post and by the Internet service providers that provide them with 

Internet access. John Doe subpoenas allow copyright holders to discover the 

identity of copyright infringers from their ISP. Without a successful John Doe 

subpoena, a copyright holder can in no way know the identity of the online 

copyright infringer. 

                                                             
78

  ―Recording Industry to Begin Collecting Evidence and Preparing Lawsuits against File ‗Sharers‘ 

Who Illegally Offer Music Online.‖ available at: http://www.riaa.Com/news/ 

newsletter/062503.asp. (Visited on June 18, 2013). 
79

  Nathaniel Gleicher, ―John Doe Subpoenas: Toward a Consistent Legal Standard‖ 118(2) The Yale 

Law Journal 327 (2008). 

http://www.riaa/


 
Chapter – 3         Impact of Digital Technology on Copyright Law  

88 
 

In these lawsuits, the record label lawyers sue unidentified ―John Doe‖ uploaders 

that their investigators trace to an IP address. After filing the lawsuit, the record 

labels ask the court to authorize subpoenas against the ISPs. After delivering 

these subpoenas and obtaining the real name of the subscriber behind the IP 

address, the record label lawyers would then either deliver a letter demanding a 

settlement or amend their lawsuit to name the identified individual. This 

procedure is a distinct improvement over the DMCA subpoenas because it 

requires the RIAA investigators and lawyers to follow the same rules that apply 

to all civil litigants. It has injected judicial oversight into the process. It also 

affords innocent individuals the opportunity to challenge the subpoenas.  

3.3.2 Suing Individual Infringers 

Owing to the impracticality of filing lawsuits against every individual file sharer, 

Recording Industry Association of America (RIAA) chose to focus on a 

relatively small group of individuals and maximized the publicity surrounding 

its legal action to discourage the overall participation in file-sharing networks.
80

 

The RIAA also announced an amnesty programme under which the industry was 

prepared to grant amnesty to P2P users who voluntarily identified themselves 

and pledged to stop illegally sharing music on the Internet. The RIAA 

guaranteed not to sue file sharers who had not yet been identified in any RIAA 

investigations and who provided a signed and notarized affidavit in which they 

would promise to respect recording-company copyrights.
81

 

The strategy adopted by the RIAA in their legal battle involved requiring ISPs to 

disclose the identities of file sharers who were active participants in uploading 

copyrighted content. In order to force ISPs to hand over the IP addresses of those 

who were offering those recordings information, the RIAA resorted to a special 

subpoena power under the Digital Millennium Copyright Act (DMCA) in 
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1998.
82

 Under this provision, a copyright owner is entitled to issue a subpoena to 

an ISP seeking the identity of a subscriber accused of copyright infringement. In 

the view of the recording industry‘s lawyers, this entitled them to get names and 

addresses from an ISP with a mere allegation of infringement—no need to file a 

lawsuit, no requirement of proof and no oversight by a judge. Many Internet 

Service Providers (ISPs), such as Comcast, and many universities complied with 

subpoenas issued on behalf of the RIAA. However, an ISP- Verizon refused to 

hand over the names of its subscribers to the RIAA on the grounds that doing so 

violated specific articles of the U.S. Constitution. 

When Verizon refused to disclose the name of its subscriber, the RIAA filed a 

motion to compel production pursuant to Federal Rule of Civil Procedure 

45(c)(2)(B) and § 512(h)(6) of the DMCA Act. In opposition to that motion, 

Verizon argued § 512(h) does not apply to an ISP acting merely as a conduit for 

an individual using a P2P file sharing program to exchange files. The district 

court rejected Verizon‘s argument based upon ―the language and structure of the 

statute, as confirmed by the purpose and history of the legislation‖ and ordered 

Verizon to disclose to the RIAA the name of its subscriber.
83

 

The RIAA then obtained another § 512(h) subpoena directed to Verizon. This 

time Verizon moved to quash the subpoena, arguing that the District court, 

acting through the Clerk, lacked jurisdiction under Article III to issue the 

subpoena and in the alternative that § 512(h) violates the First Amendment. The 

District court rejected Verizon's constitutional arguments, denied the motion to 

quash, and again ordered Verizon to disclose the identity of its subscriber.
84

 

This ruling sent shock waves throughout the Internet community, especially for 

those who saw the court‘s decision as one that advanced the interests of 

copyright owners at the expense of broader values such as freedom of speech and 
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privacy in cyberspace.
85

  

That gave the RIAA the green light to start delivering thousands of subpoenas in 

order to build a list of potential lawsuit targets. Between August and September 

2003, the RIAA issued more than 1,500 subpoenas to ISPs in the United States.
86

 

On September 8, 2003, the RIAA announced the first 261 lawsuits against 

individuals that it had identified using the DMCA subpoenas.
87

 

In an appeals ruling on December 19, 2003,
88

 the United States Court of Appeals 

for the District of Columbia overturned the lower court‘s decision. The Appeals 

Court also noted that while it was sympathetic to those who hold music 

copyrights, it was not in the court‘s purview to ―rewrite the DMCA.‖ Only 

Congress, the Court argued, could amend the DMCA to carry out the kind of 

enforcement measures requested by the RIAA. The Court held that the DMCA 

subpoenas were available only where the allegedly infringing material was 

stored on the ISPs‘ own computers, not for situations involving P2P file-sharing 

where the material was stored on a subscriber‘s individual computer. The 

decision brought the RIAA‘s mass-subpoena campaign to a halt. If the RIAA 

wanted to use the federal subpoena power to identify Internet users, it would 

have to file a lawsuit and conduct its efforts under the supervision of a judge. 

On January 21, 2004, the lawsuit campaign entered a new phase when the RIAA 

announced 532 new ―John Doe‖ lawsuits.
89

  

The mass lawsuits initiated by the RIAA drew a lot of criticism from all quarters. 

The lawsuits targetted the RIAA's best customers -music fans. About 35,000 

people
90

 were targetted which included children, grandmothers, unemployed 
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and even the dead.
91

 The lawsuits, while earning a lot of noterity for the RIAA 

seemed to yield mixed results.
92

 Consequently, the recording industry in 

December 2008 announced that it would stop filing mass lawsuits against file 

sharers, reserving the right to sue people who were particularly heavy file sharers 

or who ignored repeated warnings.
93

  

3.3.3 Ashok Kumar -The John Doe Equivalent in India 

The Ashok Kumar order (the local counterpart of John Doe) has emerged as a 

key legal tool to contain online piracy, as it restrains violators, whose identities 

are not known, from uploading copyrighted materials without permission. 

The Indian Film industry has used John Doe orders to require ISPs to disable 

access to infringing materials.
94

 

The Madras High Court, issued a John Doe order on a suit filed by the city-based 

Copyright Labs for preventing piracy of Tamil Film 3 and a Telugu movie 

Dammu.
95

 

Reliance Entertainment also sought a similar order from the Delhi High Court to 

protect its movie Singham against piracy. Even earlier, another Ashok Kumar 

suit was sought to prevent Bollywood music piracy.
96

 

The Madras high court issued a ‗John Doe‘ order restraining unknown persons 

from violating the copyrights of Tamil film 'Maattrraan. Justice K Chandru, 
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granting the interim relief to Kalpathi S Agoram, producer of the Suriya-starrer, 

asked him or his representative to give information relating to specific 

infringement to the Internet service providers (ISPs), who would then block the 

link to the infringed material available online.
97

 

3.4 GRADUATED RESPONSE 

Graduated Response is the latest in the litany of responses to the epidemic of file 

sharing. Under the graduated response approach, rights holders alert ISPs and 

mobile data network service providers to IP addresses that are being used to 

infringe copyright by uploading protected content on to the Internet without 

permission. This is not done by monitoring individual user behaviour, but rather 

by keeping watch on P2P networks and infringing file distribution channels. 

ISPs can match the IP address to the subscriber details they hold and contact 

their customers to inform them their account is being used to break the law and 

urge them to use legal services. This is done without sharing personal 

information. The account holder is told that continued infringement after a series 

of notices will lead to a penalty or sanction. These vary from country to country, 

but may include temporary account suspension, bandwidth throttling or protocol 

locking as well as potential fines. 

3.4.1 France -three strikes and you are out 

France became the first country in Europe to introduce graduated response 

legislation. The ―Creation and Internet‖ law established a new agency, Hadopi, 

which sends notices to Internet subscribers whose accounts have been used to 

infringe copyright. If a subscriber ignores two notices within six months and 

infringes copyright law for the third time in a year, Hadopi can notify a criminal 

court, which can suspend the Internet account for up to a month and levy a fine of 

up to €1,500.
98
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Hadopi said that in the last nine months it has been tracking 18 million French IP 

addresses. It has sent a total of 470,000 first warnings by email, with 20,000 

users receiving a second warning through the mail. About 10 people who 

appeared to ignore the two warnings were asked to come and explain their 

actions to the agency. After the meeting, Hadopi would decide whether to pursue 

legal action.
99

  

There are conflicting reports of the impact Hadopi on piracy. According to the 

IFPI, the use of unauthorised P2P networks has sharply declined, with overall 

P2P use down by 26 per cent since notices started being sent in October 2010 

(IFPI/Nielsen). According to Peer Media Technologies, data on the number of 

infringing movie downloads initiated on P2P networks in France also shows a 

dramatic decline since notices started, supporting the view that P2P piracy has 

seen a significant drop.
100

 

On the other hand, according to a report from the University of Rennes, piracy in 

France went up by 3% after HADOPI went into effect.
101

 

3.4.2 U.K Digital Economy Act 2010 

The Digital Economy Bill was introduced in Britain in 2009 and adopted in 

2010.
102

 Broadly speaking, under the UK Digital Economy Act 2010
103

 

Sections 3-16 apply where a copyright owner or his agent detects an 

infringement of one of his works, a copyright infringement report (CIR) may be 

created and submitted to an ISP by the owner. This then results in a warning, and 

if the wrongdoing persists, it could eventually result in restriction or even 

termination of access to the Internet for the alleged infringer.  
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Almost the entire DEA, and graduated response laws generally are based on the 

flawed premise that a copyright owners CIR represents concrete actual evidence 

of an infringement. In fact a user‘s perceived Internet address may be incorrect 

for a number of reasons, such as, the users wireless router may have been 

hijacked, the IP. Data may have been ―spoofed‖, the users may be one of several 

using a single IP address over a router via network address translation or a single 

address maybe used for several users higher up the Internet access chain by the 

ISP. There are many recorded examples of apparently innocent users being sent 

copyright infringement notices, no doubt because of problems encountered with 

correctly identifying who is using a particular IP address at a particular time.
104

 

In reality, the only conclusive way for infringement to be identified would be to 

physically examine each individual user‘s PC and even then this is no guarantee 

as a user who wishes to cover his tracks may store files on removable media. 

Physically examining even a tiny percentage of several million users computers 

is simply not possible. So, we will have the spectre of hundreds, possibly 

thousands of persons being potentially subject to technical penalties, including 

eventually Internet withdrawal for wrongs for which there is no easily available 

and reliable proof that they have committed.
105

 

The adverse social and economic consequences of the Digital Economy Act 

criminalizing P2P file sharers could be huge. Uneducated individuals or 

households who do not really understand how the online music industry works, 

may choose to abstain from music on the Internet in order to avoid coming into 

conflict with the new law. Also, potential or existing public wi-fi services (i.e. 

owners of connections, including cafes, youth clubs, housing estates and so on) 

could stop connecting people if they are held liable, even if they are not 

personally responsible, for downloading pirated material. It is here that we need 
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to keep in mind that e-commerce would not thrive if people did not trade online. 

This will not only damage music businesses online, but will also leave 

individuals, households and businesses on the wrong side of the digital divide. 

3.4.3 The Graduated Response in India 

The Graduated Response for dealing with copyright infringement is not 

appropriate in the Indian context. The inappropriateness stems from a number of 

reasons. For one, Right to Know is a necessary adjunct of Right to freedom of 

speech and expression guaranteed in India. Right to know flows directly from 

Article 19(1)(a) of the Indian Constitution. In S.P. Gupta v. Union of India
106

 

Bhagwati, J. observed- The concept of an open government is the direct 

emanation from the right to know which seems to be implicit in the right of free 

speech and expression guaranteed under Article 19(1)(a). 

In the case of Secretary, Ministry of I & B v. Cricket Association of Bengal
107

, it 

was highlighted that the right to impart and receive information is a part of the 

fundamental right under Article 19(1)(a) of the Constitution. On this point, 

Sawant, J. had this to say at Paragraph 75: 

―The right to impart and receive information is a species of the right of 

freedom of speech and expression guaranteed by Article 19(1)(a) of the 

Constitution. A citizen has a fundamental right to use the best means of 

imparting and receiving information .....‖ 

Jeevan Reddy, J. spoke more or less in the same voice:  

―The right of free speech and expression includes the right to receive 

and impart information. For ensuring the free speech right of the citizens 

of this country, it is necessary that the citizens have the benefit of 

plurality of views and a range of opinions on all public issues. A 

successful democracy posits an 'aware' citizenry. Diversity of opinions, 

views, ideas and ideologies is essential to enable the citizens to arrive at 

informed judgment on all issues touching them.‖ 
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In today‘s world, „right to know‟ would loose its meaning and relevance in the 

absence of access to Internet. Therefore, attempts to terminate access to Internet 

on the flimsy ground that the IP address has been used for copyright 

infringement would fall foul of Article 21 of the Indian Constitution. What 

further lends credence to this argument is that an IP address can be used by 

anyone to commit copyright infringement, then why penalise the subscriber 

alone who pays for the Internet connection. Moreso, in a country where joint 

families are still the norm especially in tier-1 and tier-2 cities, not to talk of rural 

areas. The story would be equally true of cyber-cafes, universities and other 

institutions providing Internet access as a part of their primary or secondary 

service. Their interest could be seriously jeopardised in the event of their access 

being terminated on the finding of copyright infringement from their IP 

addresses. What compounds the problem further, is that hackers can easily break 

into a user's wireless hotspot and stream illegal content to a particular IP address 

using a different computer. Additionally, in a developing country like India, with 

limited households having broadband connections, universities, cyber cafes and 

other institutions play a pivotal role in providing Internet access to the 

burgeoning population. Any measure that has ramifications on their working 

could prove suicidal for India‘s growth story which is being propelled by the 

IT-BPO industry. 

IT-BPO sector has become one of the most significant growth catalysts for the 

Indian economy. In addition to fuelling India‘s economy, this industry is also 

positively influencing the lives of its people through an active direct and indirect 

contribution to the various socio-economic parameters such as by employment, 

standard of living and diversity among others. The industry has played a 

significant role in transforming India‘s image from a slow moving bureaucratic 

economy to a land of innovative entrepreneurs and a global player in providing 

world class technology solutions and business services. The industry has helped 

India transform from a rural and agriculture-based economy to a knowledge 
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based economy. The IT BPO industry has created direct employment of 2.2 

million and indirect employment of 8 million. By 2020 figures are expected to 

go upto 10 million and 20 million respectively.
108

 In the BPO sourcing market, 

India‘s share is pegged at about 37 percent.
109

 This has been only possible due to 

the development of a set of factors unique to India, that multiply India‘s value 

proposition manifold. While the cost advantage is unparalleled, India also has 

the world‘s largest pool of employable talent.
110

 58 per cent of the IT – BPO 

work force is from Tier II/III cites with 56 per cent employees being key bread 

winners.
111

 What is critical to the vast labour pool from a network of Tier II/III 

cities is basic computer skills and Internet access. Therefore, India needs to tread 

with care in attempting to penalise copyright violations by terminating access to 

the Internet. Any clampdown on the cyber cafes, universities in the guise of 

copyright enforcement will paralyse the digital revolution, which has been at the 

forefront of India's growing economic clout, resulting in loss of employment and 

innovation. 

3.5 THE RIGHT TO PRIVACY  

The battle for copyright enforcement in cyberspace has entered a hitherto 

forbidden space-our private lives. As copyright holders increasingly shift focus 

to the individual user, surveillance becomes inevitable and privacy - a casualty. 

Copyright and privacy law- though distinct, have some commanalities. For one, 

both are access control issues, concerned with limiting access to some 

information to people in a particular group. Two, both have been bruised and 

battered by the onslaught of the Internet. That is however, where the similarities 

end. 

The recent developments in copyright enforcement has brought the two areas of 
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law on a collision course. 

The conflict has been sparked off by the new strategies adopted by the music 

industry - the Three Strikes and you are out approach and the slightly older one - 

of suing randomly selected individuals. These approaches are hinged on a single 

lever- surveillance and that is where the problem arises. 

Some privacy analysts compare the kind of surveillance made possible by 

contemporary information technology to the classical Panopticon. The 

Panopticon, a prison designed by Jeremy Bentham and discussed extensively by 

Michel Foucault in the twentieth century, was more than just a building. Its 

central tower enabled guards to watch prisoners constantly and for prisoners to 

know, by the presence of the tower that they were watched. Power and control 

were instilled through constant surveillance. 

The metaphor of the Panopticon in cybertechnology has come to represent 

surveillance that is ever-present but not necessarily verifiable. For example, 

students know that they are working on university-owned networks, but they can 

never be sure when someone controlling the network is snooping around to see 

who is downloading files or sending suspicious email. This can create a state of 

anxiety for the user, e.g., a fear that someone is watching. Such a state of anxiety 

can affect productivity, creativity and innovation.
112

 

Piracy surveillance has inverted the relationship between privacy and property, 

subordinating the protection of privacy to the protection of property. This has 

occurred in two basic ways: first, piracy surveillance enables copyright owners 

to utilize a type of monitoring that demonstrably trespasses on a person's 

expectations of informational privacy and anonymity; and second, the use of 

piracy surveillance strategies, without conventional substantive and procedural 

due process constraints, has a harmful tendency to chill free expression in 
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cyberspace.
113

 

Till the recent past, the law had strengthened only on one side i.e. only on of the 

side of the copyright holder. However, some recent judgments,
114

 particularly of 

the European court of Justice,
115

 have tipped the scales in favour of privacy 

relegating copyright concerns to a subordinate position. 

In the Case C-275/06 Promusicae
116

 the Court held that the protection of the 

fundamental right to property, which includes the rights linked to intellectual 

property, must be balanced against the protection of other fundamental rights. 

More specifically, it follows from paragraph 68 of that judgment that in the 

context of measures adopted to protect copyright holders, national authorities 

and courts must strike a fair balance between the protection of copyright and the 

protection of the fundamental rights of individuals who are affected by such 

measures. 

In Scarlet Extended SA v. Socie´te´ Belge Des Auteurs, Compositeurs, ET 

Editeurs (SABAM),
117

 the ECJ noted that while protection of IP rights is 

enshrined in the E.U. Charter of Fundamental Rights [Article 17(2)]), there is 

―nothing whatsoever in the wording of that provision or in the Court‘s case-law 

to suggest that the right is inviolable and must for that reason be absolutely 

protected.‖ 

The Court in this case held that the injunction requiring the installation of the 

contested filtering system would involve monitoring all the electronic 

communications made through the network of the ISP concerned in the interests 

of those right holders. Moreover, that monitoring would have no limitation in 

time, would be directed at all future infringements and would intend to protect 

not only existing works, but also future works that would not have been yet 
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created at the time when the system was introduced. 

Further, the Court observed that the injunction requiring installation of the 

contested filtering system would involve a systematic analysis of all content and 

the collection and identification of user‘s IP addresses from which unlawful 

content on the network is sent. The Court held the addresses to be protected 

personal data because they allowed users to be precisely identified. Accordingly, 

the Court held that the contested filtering system would infringe the fundamental 

rights of the ISP‘s customers, namely their right to protection of their personal 

data and their freedom to receive or impart information, which are rights 

safeguarded by Articles 8 and 11 of the E.U. Charter of Fundamental Rights 

respectively. 

Closer home, in India The right to privacy is a fundamental right in India 

-flowing directly from Article 21 of the Constitution. The Supreme Court has in 

a number of cases pronounced upon the importance of the right to privacy in the 

Indian scheme of things. 

In R. Rajgopal alias R.R. Gopal and another v. State of Tamil Nadu,
118

 Jeevan 

Reddy, J. speaking for the Court observed that in recent times right to privacy 

has acquired constitutional status. He observed that the right to privacy is 

implicit in the right to life and liberty guaranteed to the citizens of this country by 

Article 21. It is a ―right to be let alone‖. A citizen has a right ―to safeguard the 

privacy of his own, his family, marriage, procreation, motherhood, child-bearing 

and education among other matters‖.  

In People‟s Union for Civil Liberties ... v. Union of India & Anr,
119

 a case 

relating to telephone tapping, the Apex Court defined the right of personal 

liberty in Art. 21 as a ―right of an individual to be free from restrictions or 

encroachments on his person, whether those restrictions or encroachments are 

directly imposed or indirectly brought about by calculated measures‖. The Court 
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was of the opinion that once the facts in a given case constitute a right to privacy; 

Article 21 is attracted. The said right cannot be curtailed ―except according to 

procedure established by law‖. 

Further, the Court observed that the right to privacy - by itself - has not been 

identified under the Constitution. As a concept it may be too broad and 

moralistic to define it judicially. Whether right to privacy can be claimed or has 

been infrigned in a given case would depend on the facts of the said case. But the 

right to hold a telephone conversation in the privacy of ones home or office 

without interference can certainly be claimed as "right to privacy". 

Conversations on the telephone are often of an intimate and confidential 

character. Telephone conversation is a part of modern man's life. It is considered 

so important that more and more people are carrying mobile telephone 

instruments in their pockets. Telephone conversation is an important facet of a 

man's private life. Right to privacy would certainly include 

telephone-conversation in the privacy of one's home or office. 

Telephone-tapping would, thus, infract Article 21 of the Constitution of India 

unless it is permitted under the procedure established by law. 

Right to freedom of speech and expression is guaranteed under Article 19(1) (a) 

of the Constitution. This freedom means the right to express ones convictions 

and opinions freely by word of mouth, writing, printing, picture, or in any other 

manner. When a person is talking on telephone, he is exercising his right to 

freedom of speech and expression. Telephone-tapping unless it comes within the 

grounds of restrictions under Article 19(2) would infract Article 19(1)(a) of the 

Constitution. 

Thus telephone tapping without the necessary safeguards was held to be 

violative of the right to privacy as enshrined under Article 21 and right to 

freedom of speech and expression as guaranteed under Article 19(1) (a) of the 

Constitution. It is submitted that the observations of the Apex Court given in the 

context of telephones hold equally true for surfing online. Both are of an intimate 
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and confidential character and often carried out in the privacy of one's home. 

What compounds the problem further is that under the graduated response the 

power is given to an ISP, a private entity to monitor a user's online activities. 

This is clearly a serious infraction of the right to privacy. 

Importantly, the right to privacy is a fundamental right in India, whereas 

copyright law is the creation of an ordinary statute. A harmonious interpretation 

should be adopted to reconcile the two, but where this is not possible it is the 

right to privacy that should prevail. 

It is hoped that the Indian Courts take a cue from these judgments of the ECJ and 

abandon the overzealous approach that has come to characterise copyright 

enforcement claims. There is a desperate need to maintain the balance between 

the property rights of a copyright holder with the privacy rights of an individual. 

3.6 MOBILES  

Over the past decade mobile penetration has risen exponentially and more 

recently, mobile handsets have evolved from a basic voice-based device to 

whole entertainment hubs, creating a new channel for music distribution. 

Globally, the number of mobile phone users is expected to reach 4.55 billion and 

mobile phone Internet user base is estimated to reach 2.23 billion by the end of 

2014.
120

 Smart phone penetration is likely to increase from 70 million to 200 

million in 2015 in India.
121

 With penetration forecast to reach 36.2 percent by 

the end of 2016, there is a huge potential for mobiles to increase the reach of 

music services.
122

According to the ‗Mobile Internet in India 2014‘ report by the 

Internet and Mobile Association of India (IAMAI)  and IMRB International, the 

number of   mobile Internet users stood at 173 million at the end of December 
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2014 and is expected to reach 213 billion by June 2015.
123

 Mobile penetration 

stands at around 70 percent with an increasing number of mobile (smart phone 

and tablet) users (estimated at around 22 million) having 3G Internet access.
124

 

Mobile music is fast becoming an important revenue stream for record 

companies, contributing roughly 90 percent to the total sales in India.
125

 

However,...proliferation of devices such as smart phones, tablets etc. is 

potentially giving wings to piracy. Pocket Internet is often equated to pocket 

piracy. Unless anti piracy measures are strictly enforced, the music industry will 

continue to lose business to pirates.
126

 

3.6.1 Music as a value added service in Mobiles 

Historically, digital music has been consumed mostly through the on deck model 

through mobile devices in the form of Caller Ring Back Tones (CRBTs) and 

Caller Ring Tones (CRTs). There are three significant shifts happening in the 

market today mainly: 

Increased Internet penetration - The number of Internet connections in India is 

expected to increase to ~5 times from ~88 Million active connections in 2011, to 

over 400 Million connections by 2016.
127

 

Increased consumption on mobile devices – In emerging markets, including 

India, China and Brazil, mobile phones and tablets together constitute 44 per 

cent of the devices use for listening, purchasing or  downloading music higher 

than the computer (40%).
128

  

Smartphone and tablet proliferation - Competition in the Indian smartphone 
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market is drastically reducing handset prices and increasing adoption rates. The 

cheapest smartphone has dropped to US$93 (as of early 2011) from US$267 in 

2009.
129

The increasing adoption of smartphones allows users to consume 

content-rich digital content that was previously unavailable on older devices. 

Smartphone penetration is likely to increase from 70 million to 200 million in 

2015 in India.
130

 

 A recent study revealed that 77% of Indian smartphone users have an average of 

30 apps on their phones. Lower data subscription tarriffs and increasing 

customer awareness are driving the market for these mobile apps, with music 

and social networking the most consumed.
131

 

In India, SMS, Ringtones and Caller Ring Back Tones (CRBT) constitute bulk of 

the revenue from value added services provided by mobile telecom service 

providers presently. CRBT accounts for the maximum revenue. Ringtones, 

CRBT, Reverse CRBT have brought in a revenue of Rs. 3515 crores accounting 

for 30% of the revenue from value added services. Music, songs and Wallpapers 

have raked in Rs. 1690 crores contributing 14% to the total revenue from value 

added services.
132

  

3.6.2 TRAI regulation on SMS confirmation of VAS services 

In July 2011, TRAI (Telecom Regulatory Authority of India) issued a directive 

to service providers for obtaining a confirmation from consumers through SMS 

(or e-mail) for any value-added service upon activation as well as on renewal of 

the service. The service provider can charge only if it receives the confirmation, 

else the service has to be discontinued. The move has been seen obstructive to 

the growth of value-added services, considering the fact that SMS penetration in 

mobile markets in India is less than 45 percent and as low as 20 percent in rural 
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area.
133

 This is likely to impact the Caller-Ring- Back-Tones (CRBTs) business 

the most, as these are often impulse purchases (like press* to copy) and operated 

on auto renewals, often not intended by the mobile users. The telecom operators 

and VAS providers are protesting against the regulation as it is likely to hit their 

VAS revenues.
134

 The music industry is likely to suffer a huge set-back from the 

regulation, as CRBTs contribute around 60-70 percent of the digital music 

revenues.
135

 Infact, the TRAI regulation has severally impacted the music 

Industry with the industry witnessing a negative growth of 5 per cent in 2014.
136

  

3.6.3 The Mobile Entertainment Ecosystem 

The application services market is basically a three-player market comprising of 

content/application owners, content aggregators/ technology enablers and 

telecom service providers (TSP). The content/application owner simply generate 

& own the content and aggregators aggregate content obtained from various 

content owners/application providers, convert it into the digital or any other 

suitable format. Technology enablers provide the technology layer for making 

the content/application suitable to be carried over telecom networks. 

There are two business models through which the content/application is 

delivered to end consumer. 

(i) On deck model  

In this model, TSP undertakes the branding, marketing and selling of 

content/application. The billing is also done by TSP and it collects the revenue 

from subscriber. As a result, it retains the largest portion of revenue (typically 

70%) and the rest is shared among content aggregators and content developers. 

Presently, in the Indian market on deck application services, service platform 

including gateway/middleware is provided either directly by the telecom service 
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providers or by the Application Service Providers (ASPs). In the first case ASP 

only aggregates the content and makes it suitable for telecom network. In the 

second scenario ASPs provide technology platform along with content 

/application. Commercial arrangements exist between telecom service providers 

and ASPs for providing these services. In most of the cases the ASPs do not own 

the content/application but they have arrangements with the content 

providers/application developers or copyright owners known as content owners. 

In the commercial agreements, compliance to copyrights, digital rights 

management including sourcing of the content is the responsibility of ASPs.
137

 

The On deck model which predomiates in India,
138

 is tilted in favour of the 

Telecom Companies who control the point of sale and dictate the pricing and 

revenue sharing. Music Companies receive only a meagre share in the revenue 

(TSPs take about 70%) which is a strong contrast to global norms, where content 

providers have a majority share.
139

 

(ii) Off deck model 

In this model, the ASP sells content directly to subscribers. The content can be 

provided either through the TSP‘s portal or through short code allotted to ASP. 

The economics in this model are opposite to that of on deck model. In this model, 

content developers and aggregators typically retain 60-65% of revenue whereas 

30-35% is being passed on to the telecom service providers. 

Off-deck ASP needs to integrate and sign agreements with multiple operators to 

provide services to subscribers across carriers. It has to approach each telecom 

service provider for allotment of short code. In addition short codes allotted by 

telecom service providers may not be uniform due to lack of any coordination 

mechanism for allotment of short codes. This can increase the cost and time of 

integration. In addition, the operator has an influence on deciding the end user 
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price as well as the potential revenue share expected by the ASP.
140

 

A move towards an Off-deck model would prove highly beneficial to Music 

Companies. Increased band with availability and smart phone adoption will 

allow ...music companies to establish a ―direct to consumer‖ model for mobile 

content delivery based on music streaming services over data networks.
141

 

Presently there is no regulatory framework for Application Services except the 

consumer protection issues addressed by TRAI through directions on provision 

of Application Services provided by licensed telecom service providers. 

Application Service Providers are not regulated or licensed and mainly they act 

as service partners of telecom service providers (TSPs). TSPs and ASPs enter 

into commercial agreements for provisioning of application services. There is no 

standard format for agreement and telecom service providers, being the core of 

the application services value chain, usually dominate in finalising the terms and 

conditions of the agreement.
142

 

It is submitted that there is a dire need for bringing Application Services under 

the regulatory framework. The TSPs who currently control issues relating to 

pricing, revenue sharing, also play a pivotal rule in formulating the terms and 

conditions of the commercial agreements, with content providers/ copyright 

owners pushed to the sidelines. This needs to be reworked so that content 

providers/ copyright owners get their due.  

3.7 CYBERLOCKERS 

Another source of digital content is called cyberlockers, where a user uploads 

files, typically via a Web browser, to a central site that can be shared by others. 

These services are used for many legitimate purposes, such as online backups of 

PC files. But there are some that offer potentially pirated and sometimes 

salacious content such as Rapidshare, Megaupload, and others. Some of the sites 

                                                             
140

  TRAI, (2012).  
141

  Ernst & Young, (2011). 
142

  TRAI, (2012). 
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have made it easier to download the dozens of files that make up a movie with a 

single click, so that even unsophisticated users can copy pirated content. 

 

 

 

 

 

 

 

 

Source: Online Piracy and Counterfeiting Overview, Mark Monitor For US Chamber of 

Commerce March 2010  

 

The good news about many of these cyberlocker sites is that they can be 

responsive to effective enforcement strategies, as was the case for Mininova. 

The bad news is that there are so many people uploading new content daily, as 

can be seen from the chart, that constant vigilance is required.  
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nternet intermediaries are key drivers in the development of the Internet as 

well as in distributing creative content. They host, locate and search for 

content and facilitate its distribution. Their increasing influence in recent years, 

as well as their evolving role has led to a debate regarding their liability in 

relation to online copyright infringement. This controversy is a direct result of 

the Internet‘s phenomenal growth. The web 2.0, user-generated content (UGC) 

websites, the wide spread of online streaming websites, and free hosting of large 

files are just some of the many examples of the constantly evolving online 

environment. 

The Internet Service providers (ISPs) present an attractive regulatory target. The 

reasons for this are both pragmatic and principled. One – the ISPs by virtue of 

their mediating role are in a position to control third party actions. They can also 

be used in a compliance-focused way at the pre wrongdoing stage by relying on 

their monitoring/ surveillance potentials – thus reducing the amount of delictual 

and delinquent behaviour
1
... Two, primary wrongdoers are difficult to sue. This 

difficulty stems from the fact that the primary wrongdoers may be too numerous 

or acting under the cover of anonymity or pseudonymity or be living in another 

country where judgements for damages are difficult or impossible to get 

recognised and enforced, or they may have no attachable assets. By contrast, 

ISPs are likely to be locatable, fewer in number and with deeper pockets. 

However, holding ISPs liable for copyright infringement committed by their 

subscribers has its downside. Impracticability of monitoring the Internet is often 

cited as a defence by those who argue against imposing liability on ISPs.   

                                                             
1
  Uta Kohl, ―The Rise and Rise of Online Intermediaries in the Governance of the Internet and 

Beyond – Connectivity Intermediaries‖ 26(2) International Review of Law, Computers & 

Technology 186 (2012). 
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In the words of CompuServe General Counsel and Secretary Steve:  

―.... in performing their various system functions,(online service providers) 

simply cannot review and monitor all the data that is transmitted over and 

stored in their networks or bullet inboards. Indeed, trillions of bits of data—

representing millions of individual messages—travel across the country and 

around the world each day. … Providers of online services do not know what is 

being uploaded onto, transmitted through, stored upon, and downloaded from 

their systems‖.
2
  

Concerns of impracticability (of monitoring) and unfairness notwithstanding, 

ISPs are being increasingly brought under the legal scanner by nations across the 

world. This is perhaps because ISPs are ―the most important and obvious focal 

point of Internet control.‖
3
 

Liability of ISPs initially rooted in common law doctrines has albeit, for quite 

sometime now, shifted to occupy centre stage in the regulatory framework that 

governs the Internet. In the succeeding text, liability of ISPs shall be discussed 

under the common law doctrines of direct and secondary liability, followed by 

an overview of the liability under the legislative framework of the U.S and the 

E.U. Finally, a critical analysis of the ISP liability regime under the Indian 

Copyright Act shall be made in the light of the recent amendments to the Act of 

1957. 

4.1. DIRECT LIABILITY  

There must be some kind of a direct volitional act in order to establish direct 

infringement liability on the part of ISPs or Bulletin Board System (BBS) 

operators for infringing postings and unauthorised uses by users. 

                                                             
2
  Hearing on H.R. 2281 and S. 1284 before the Subcommittee on the Courts and Intellectual Property 

of the House Judiciary Committee and Senate Judiciary Committee, NII Copyright Protection Act of 

1995, 104th Cong., 2nd sess. (Feb. 8, 1996) (Statement of Steve Heaton, General Counsel and 

Secretary, CompuServe). 
3
  Jack Goldsmith and Timothy Wu, "Digital Borders - National Boundaries Have Survived in the 

Virtual World- and Allowed National laws to Exert Control over the Internet" Legal Aff. 40,6 

(2006). 
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The principal of direct liability was applied by the District Court of U.S in 

Playboy Enterprises, Inc v. Frena,
4
 where a Bulletin Board System (BBS) 

operator was held directly liable for infringement even though he had neither 

knowledge nor intention to infringe. In this case, George Frena operated a BBS 

where subscribers could view photographs and download them onto their 

computer. One of the defendant's subscriber uploaded files containing pictures 

from Playboy magazine.
5
 Playboy was concerned that unchecked trading of its 

pictures over the Internet was impacting its profits. Consequently, it brought a 

suit against the defendants (concerned BBS operator). The defendant contended 

that the high quality computerized copies of the photographs were unsolicited 

user contributions to publicly accessible file collections.
6
 However, the Court 

found Frena liable as a direct infringer for violating the plaintiffs right to 

publicity and to distribute and display copies of its work, focusing on the simple 

fact that the infringements had occurred through the use of the defendant's 

service. It may be pointed out that the Court gave a ruling against the defendant 

even though he had no knowledge of the infringement and had removed the 

infringing photographs as soon as he had received the complaint
7
. The Court 

observed: 

―There is irrefutable evidence of direct copyright infringement in this 

case. It does not matter that Defendant Frena may have been unaware of 

the copyright infringement. Intent to infringe is not needed to find 

copyright infringement. Intent or knowledge is not an element of 

infringement, and thus even an innocent infringer is liable for 

infringement‖.
8
 

It is submitted that the decision of the Court in this case totally ignores the way 

in which service providers function. Imposition of such a standard would 

                                                             
4
  lb 839 F. Supp 1552 (M.D. Fla. 1993). 

5
  Id. at 1554. 

6
  Id at 1554. 

7
  Id.  

8
  Id at 1559. 
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compel the ISPs to do nothing but monitor their system for infringing works. All 

in all, the decision sets a standard, which is practically impossible. The decision 

of the Court in Frena has been criticized by the Court in Playboy v. Russ 

Hardenburg, Inc',
9
 as going overboard. In this case, a Bulletin Board service 

operator was held liable for copyright infringement both directly and 

contributorily because images were knowingly posted for access by paying 

subscribers. The decision in Frena's case has not found many takers
10

 and 

consequently it is severely limited in its application. For example, in Perfect 10, 

Inc. v. Cyber net Ventures, Inc
11

., the Court concluded that the plaintiff had 

stated a claim for direct copyright infringement against a portal that provided 

links to a number of sites, where unauthorised copies of the plaintiff's 

photograph could be found. The plaintiff alleged that the defendant's site served 

as a combination gateway and quality assurance site for a number of other web 

sites offering pictures of beautiful women. The plaintiff further alleged that the 

defendant paid a portion of its revenue to those web sites and that its 'quality 

assurance' measures presumably increased the likelihood of visits to these sites. 

Thus the defendant was allegedly a partner of the infringing web sites.
12

 Further, 

the Perfect 10 Court cited Napster
13

 in suggesting that direct copyright 

infringement might still be found if the defendant had fair notice of the 

allegations against it. 

4.2. SECONDARY LIABILITY 

Secondary liability for copyright infringement remains anchored in the common 

law doctrines of contributory and vicarious infringement.  

 

                                                             
9
  982 F. Supp. 503 (N.D. Ohio 1997) noting that the opinion in Frena will make BBS operators liable 

for direct infringement by mere creation of BBS where copyrighted material appeared on the 

system. 
10

 
 

Religious Technology v. Netcom, 907 f. Supp. 1361, the Court refused to hold an ISP directly liable 

for automatic pass through of allegedly infringing messages posted to Usenet by a subscriber. 
11

  167 F. Supp 1114 (C.D. Cal. 2001). 
12

  Id at 1121. 
13

  A & M Records. Inc. v. Napster. Inc., 114F. Supp. 2d 896, 911 (N.D. Cal 2000). 
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4.2.1. Vicarious Liability 

Vicarious liability is concerned with penalizing those who reap the benefits of 

another's illegal behavior, ―with or without actual knowledge that the other is 

engaging in unlawful conduct. This functions to shift liability from individuals 

to enterprises,‖ thereby capturing situations in which one party benefits from the 

infringing actions of another, internalizing the costs of the entire operation.
14

 

Vicarious liability in copyright law can be traced back to the doctrine of 

respondeat superior and was initially used to hold employers liable for 

infringements committed by their employees. Vicarious copyright liability was 

later expanded beyond the traditional boundaries of respondeat superior; liability 

was not necessarily limited to employment situations but was applied in any 

situation where control over the infringing activity was or could have been 

exercised.  

For example, in the well-known ―dance hall‖ cases, musical bands employed by 

dance halls or nightclubs played copyrighted music without a license. Because 

the owner of the dance hall had engaged the band, had the ability to supervise or 

dismiss the band, and profited from the activity of the band, the owner was held 

vicariously liable for the band‘s infringing activity. In effect, the actions of the 

band were imputed to the dance hall owner, whether or not he was aware of the 

infringing act
15

. By contrast, the Courts did not extend liability to landlords who 

leased premises to a direct infringer for a fixed rental and did not participate 

directly in organizing or soliciting the infringing activity. The landlords 

exercised far less control over rented premises than dance hall proprietors did 

over their halls. Although landlords could arguably require lease provisions that 

prohibited copyright infringement, allowed themselves the right to enter 

premises for inspection, and penalize noncompliance, they lacked sufficient 

                                                             
14

  Benjamin H. Glatstein, ―Tertiary Copyright Liability‖71(4) The University of Chicago Law Review 

1610 (2004).  
15

  Dreamland Ball Room v. Shapiro, Bernstein & Co. 36 F.2d 354(7
th
 Cir.1929).  
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ability to supervise their tenants. In addition, landlords did not have the same 

financial interest in their tenants copyright infringement as dance hall 

proprietors had in their performers  infringements. The fixed monthly rental that 

characterized ordinary leases meant that the tenant‘s infringement did not 

directly affect the landlord‘s profitability.
16

  

Although the Copyright Act does not expressly provide for vicarious liability, 

Courts have consistently imposed vicarious liability when two factors exist—

―the right and ability to supervise‖ the primary infringer and a ―direct financial 

interest in the exploitation of copyrighted materials.‖ As this formulation 

suggests, vicarious liability doctrine-in copyright as elsewhere is seemingly as 

concerned with economic efficiency as with culpability or intent. The primary 

efficiency rationale for vicarious liability as suggested by the absence of a 

knowledge requirement-is that it is often socially beneficial to hold principals 

liable for the acts of their agents because of the former's deeper pockets and 

cheaper cost of avoiding infringement. This liability serves both distributional 

goals, by placing the burden of damages on those most likely to have the ability 

to pay for them, and efficiency goals, by providing incentives for principals to 

monitor and control the actions of their agents. Thus in f Shapiro, Bernstein & 

Co. v. H.L. Green Co.
17

, a department store's record departments were operated 

by an independent concessionaire. Green received ten to twelve percent of the 

concessionaire‘s gross receipts from record sales. The concessionaire sold 

infringing recordings, and Green was held liable. The Court found that Green 

had ―an obvious and direct financial interest in the exploitation of copyrighted 

materials‖ by the concessionaire - indeed, the Court viewed Green as having ―a 

most definite financial interest in the success of [the] concession; ten percent or 

twelve percent of the sales price of every record sold by [the concessionaire], 

whether ‗bootleg‘ or legitimate, found its way . . . into the coffers of the Green 

Company.‖  

In recent years, the doctrine has far outgrown the employment and independent 

                                                             
16

  Deutsch v. Arnold, 98 F.2d 686,688 (2d Cir.1938). 
17

  316 F.2d 304 (2nd Cir 1963). 
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contracting contexts, and the financial interest that a defendant must have in a 

third party's infringing activities in order to be held liable has become more 

attenuated.
18

 The Ninth Circuit's 1996 decision in Fonovisa, Inc. v. Cherry 

Auction,
19

 is generally viewed as a major case in the expansion of vicarious 

liability. The defendant, namely Cherry Auction in that case operated a flea 

market where it rented space to third-party vendors; it advertised the flea market 

to the public and charged customers for parking, admission, and food sold at the 

market.
20

 Fonovisa sued, seeking to hold Cherry Auction liable for sales by a 

flea market vendor of infringing recordings. Under the doctrine of vicarious 

liability, the Ninth Circuit held that Cherry Auction ―reap[ed] substantial 

financial benefits from admission fees, concession stand sales, and parking fees, 

all of which flow directly from customers who want to buy the counterfeit 

recordings at bargain basement prices‖ and that this was sufficient for the 

imposition of vicarious liability.
21

 The Court reasoned that, because the 

infringing activity ―enhanced the attractiveness of the venue to potential 

customers‖ and served as a ―draw‖. For customers, the venue operator could be 

held liable for the infringing activity. Fonovisa's interpretation of the "direct 

financial interest" standard for vicarious liability allows imposing liability based 

on what seems to be a somewhat indirect financial interest. The flea market 

earned nothing directly from the sale of infringing recordings by one of its 

vendors, unlike Greene's percentage out of its concessionaire's sales. Instead, the 

Court assumed that the vendor's offering of infringing recordings attracted to the 

flea market customers who otherwise would not have attended, and those 

additional customers would generate revenues for the flea market not from their 

purchase of infringing material but from ancillary fees. The less direct 

connection between infringement and financial interest had been recognized 

before Fonovisa, but in prior cases the connection between the use of 

copyrighted works and the financial benefit to the defendant was generally 

                                                             
18

  Mark A. Lemley and R. Anthony Reese, ―Reducing Digital Copyright Infringement without 

Restricting Innovation‖ 56(6) Stanford Law Review 1367 (2004). 
19

  76 F.3d 259 (9th Cir.1996). 
20

  Id. at 261-263. 
21

  Id. at 263. 
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stronger. Thus, the financial connection seems fairly clear in the traditional 

"dance hall" cases, which hold the operator of a dance hall vicariously liable for 

infringing public performances of copyrighted musical works committed by a 

band that the operator hired to play in the dance hall. Most customers pay 

admission fee to the dance-hall operator largely because they wish to hear and/or 

dance to the music performed. Thus, the operator's financial interest in the 

performance of music, infringing or otherwise, seems sufficiently strong to 

characterize that interest as ―direct‖ for purposes of vicarious liability. It seems 

far less clear that most flea market shoppers pay admission fee to a flea market 

largely because they wish to purchase copyrighted material such as sound 

recordings (infringing or otherwise). But in Fonovisa, the existence of infringing 

activity is assumed to draw customers in greater numbers than non infringing 

activity, and any money paid by those customers to the defendant appears to 

count as revenue "directly" related to the infringing activity for purposes of 

vicarious liability. 

4.2.2. Contributory Liability 

An alternative form of secondary liability arises under the rubric of contributory 

liability. Here the indirect infringement stems not from supervision or control, 

but from either participation in the infringing enterprise, or from supplying the 

means to infringe, without actually committing any of the acts prohibited by the 

exclusive rights of the copyright owner. Such ―aiding and abetting‖ of 

infringement might classically include preparation or support of infringement, 

such as advertising or financing unauthorized reproduction and distribution of 

infringing copies.
22

 

As the Court stated in Gershwin Publ‟g Corp. v. Columbia Artists Mgmt., ―one 

who, with knowledge of the infringing activity, induces, causes, or materially 

contributes … may be held liable as a contributory infringer.
23

 

                                                             
22

   Dan L. Burk Philos: ―Toward an Epistemology of ISP Secondary Liability‖ 24 Technol. 440 (2011), 

available at:  DOI 10.1007/s13347-011-0046-3(Visited on March 17, 2013). 
23

  443 F2d 1159 (2d Cir 1971). 
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Contributory liability focuses on the relationship between a secondary party and 

an infringer and similar to the patent analog, is premised on the concept that 

Courts must at times look behind actual duplication or infringement and attach 

liability ―to the products or activities that make such duplication possible.‖ 

Contributory liability may attach where a party knowingly induces, causes, or 

materially contributes to another's infringing conduct. Thus, the two-part test for 

contributory copyright liability looks to knowledge and then to action. The 

action could consist of providing means to infringe, engaging in conduct that 

furthers the infringement, or encouraging an infringer's activity.
24

 

4.2.3. Inducement Theory 

The advent of digital technologies brought to fore the obsolence of the 

traditional doctrines of contributory and vicarious liability in dealing with cases 

of copyright infringement over the Internet. That, the traditional liability regime 

of secondary liability was inoperable in the new paradigm that had emerged was 

soon realised in MGM v. Grokster.
25

 The Court was quick to respond and added 

a new category of secondary infringement, namely the inducement theory. The 

inducement rule, premises liability on purposeful, culpable expression and 

conduct. The Court in the Grokster case held that inducement occurs where a 

defendant distributes a device with the object of promoting its use to infringe 

copyright, as shown by clear expression or other affirmative steps taken to foster 

infringement. The new element required for inducement, which was not 

included in any of the existing categories of secondary liability, is intent. 

Under this rule, liability by inducement requires evidence of the following 

elements: (1) intent to bring about infringement; (2) distribution of a device 

suitable for infringing use; and (3) actual infringement by the recipients of the 

device. This theory shall be dealt with in detail later. 

 

                                                             
24

  Benjamin H. Glatstein,(2004) 1610. 
25

  545 U.S 913 (2005). 
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4.3 JUDICIAL APPROACH 

Napster case  

In A & M Records, Inc., et al. v. Napster, Inc.,
26

 Napster maintained a 

centralised index which matched files between desktop computers. This 

mechanism made Napster vulnerable to lawsuits. Napster sought to avoid the 

imposition of contributory liability by arguing that its software was capable of 

substantial non infringing uses (swapping of files which were not protected by 

copyright and/or to which the copyright owners had consented). Napster's 

defence was based on the decision of the Supreme Court in Sony Corp. of 

America v. Universal City Studios.
27

 In this case, the movie industry tried to stop 

Sony from selling its video recorder to the public. The Court rejected the movie 

industry's argument by holding that Sony could not be held secondarily liable for 

the infringement of consumers who used its recording machines to illegally copy 

copyrighted programs. In what has become known as the Sony doctrine, the 

Court recognized that secondary liability cannot rest on the mere manufacture, 

sale, or distribution of a technology that is ―capable of substantial non-infringing 

uses.
28

‖ To fall within this safe harbor, a technology must be shown to be 

―capable‖ of ―a significant number‖ of ―potential uses‖ that are non-infringing 

and of "commercial" significance
29

. The video recorder satisfied this 

requirement. It had a substantial non infringing use in allowing the home 

recording of copyrighted shows for time shifting purposes, which the Court held 

was fair use
30

. Sony's sale of the betamax was, therefore, perfectly legal. The 

Sony doctrine, similar to patent law's staple article of commerce doctrine from 

which it is drawn, intends to ―strike a balance between a copyright holder's 

legitimate demand for effective-not merely symbolic-protection of the statutory 

monopoly, and the rights of others freely to engage in substantially unrelated 

                                                             
26

   239 F. 3d 1004 (9
th
 Cir 2001).  

27
  464 U.S. 417 (1984). 

28
  Id. at 442. 

29
  Id. 

30
  Id. at 454-55. 
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areas of commerce.‖
31

 If a technology has substantial non-infringing uses, then 

the balance is struck in favor of its development and sale in the stream of 

commerce.  

The Ninth Circuit rejected that argument based largely on the grounds that 

Napster had a greater degree of knowledge of the underlying infringements than 

had Sony. Because Napster provided the centralised index, Napster, unlike 

Sony, had actual, not just constructive knowledge of specific infringing 

materials. Where there was actual knowledge, it was irrelevant that the product 

was capable of substantial non infringing uses
32

. The Court considered that the 

provision of support services (the index system) constituted contributory 

infringement
33

 and largely ignored the role that the distribution of Napster 

software played in the enterprise. On vicarious liability, the Court opined that 

Napster not only enjoyed a financial benefit - „financial benefit exists where the 

availability of infringing material „acts as a draw‟ for customers…Napster‟s 

future revenue is directly dependent upon increases in user base‟
34

 - but also 

that Napster had the right and ability to supervise the infringing conduct by 

blocking user‘s access to its service.  

So Napster was found both contributorily and vicariously liable for the 

infringements by its users. 

Aimster 

After Napster, the next case to come before the Courts, which went to the US 

Court of Appeals for the 7
th

 Circuit in 2003, was In Re Aimster.
35

 As with 

Napster, Aimster made no copies of files on its servers. Information as to the 

location of files was kept on the computers of users, but it was part of Aimster‘s 

service that its software searched the computers of users on which files were 

                                                             
31

  Id. at 442. 
32

  Napster 2, 239 F 3d at 1021. 
33

  Napster 114 F. Supp. 2d at 919-20. 
34

  Napster 2, 239 F 3d at 1022.  
35

  334 F.3d 643, 67 USPQ2d 1233. 
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located when a specific request was made. In addition, all communications 

between the Aimster service and the users were encrypted by the sender by 

means of encryption software made available by Aimster. The Court took a 

different approach to that taken in Napster, saying that even if Aimster could 

show non infringing uses of the software, where it was also used for substantial 

infringing purposes, to avoid liability they would have to ‗show that it would 

have been disproportionately costly for [it] to eliminate or at least reduce 

substantially the infringing uses.‘ The approach was thus to balance the 

respective magnitudes or proportions of infringing uses against non infringing 

uses, and in so doing to look at the actual, and not just hypothetical, uses being 

made of the products or services: „It is not enough… that a product or service be 

physically capable … of a non-infringing use‟.
36

 Further it was necessary to 

determine not only what Aimster knew about the ways in which its software was 

being used,
37

 but also what it had chosen not to know. In other words, the notion 

of willful blindness was rejected. 

„Willful blindness is knowledge, in copyright law (where indeed it may be 

enough that the defendant should have known of the direct infringement)‟.
38

 

Aimster had argued that because it used encryption software, they did not know 

whether the system was used to swap infringing files by the users: „Our point is 

only that a service provider that would otherwise be a contributory infringer 

does not obtain immunity by using encryption to shield itself from actual 

knowledge of the unlawful purposes for which the service is being used.‘
39

 The 

Court also considered whether Aimster was vicariously liable by failing to 

eliminate the encryption feature of its system and monitor the use being made of 

the software. However, the Court felt that it was not necessary to deal with this 

issue in detail because: ‗its ostrich-like refusal to discover the extent to which its 

system was being used to infringe copyright is merely another piece of evidence 

                                                             
36

  Ibid 653. 
37

  The Aimster Court stated: ―We therefore agree with Professor Goldstein that the Ninth Circuit erred 

in A&M Records, Inc. v. Napster, Inc., 239 F.3d 1004, 1020 [57 USPQ2d 1729] (9th Cir. 2001)‘. 
38

  Casella v. Morris, 820 F.2d 362, 365 [3 USPQ2d 1340] (11th Cir. 1987). 
39

  334 F.3d 651. 
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that it was a contributory infringer. 

The Grokster case 

The legal vulnerabilities of Napster ... inspired a new generation of peer- sharing 

applications. Led by the enigmatic KaZaA, and its Fast Track engine, 

decentralised peer- sharing applications such as Grokster tried to strike a balance 

between suability and scalability. These applications tried to avoid the 

centralized control that doomed Napster. ...The results are programs of great 

sophistication, attuned carefully to the doctrines of copyright.
40

 The difference 

between Napster and Kazaa is slightly technical, but suffice it to say that Kazaa 

was by design much closer to a purely neutral filesharing technology. The 

programs could be used to swap just about any kind of file, and the producers of 

Kazaa or Grokster had no immediate control over their users and no specific 

knowledge of what any one user was up to. On October 2, 2001, the music 

industry sued Grokster, Mor- pheus, and KaZaA: the three principal Fast Track 

companies. 

The District Court
41

 held that those who used the Grokster and Morpheus 

software to download copyrighted media files directly infringed MGM's 

copyrights, a conclusion not contested on appeal, but the Court nonetheless 

granted summary judgment in favor of Grokster and Stream Cast as to any 

liability arising from distribution of the then-current versions of their software. 

Distributing that software gave rise to no liability in the Court's view, because its 

use did not provide the distributors with actual knowledge of specific acts of 

infringement.  

The Court of Appeals affirmed.
42

  In the Court's analysis, a defendant was liable 

as a contributory infringer when it had knowledge of direct infringement and 

materially contributed to the infringement. The Court read Sony Corp. of 

                                                             
40

  Tim Wu, ―When Code Isn't Law‖ 89(4) Virginia Law Review 734 (2003). 
41

  MGM v. Grokester, 259 F.Supp 2d 1029, 1033. 
42

  380 F. 3d 1154 (CA9 2004). 
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America v. Universal City Studios, Inc.,
43

 as holding that distribution of a 

commercial product capable of substantial non-infringing uses could not give 

rise to contributory liability for infringement unless the distributor had actual 

knowledge of specific instances of infringement and failed to act on that 

knowledge. The fact that the software was capable of substantial non-infringing 

uses in the Ninth Circuit's view meant that Grokster and Stream Cast were not 

liable, because they had no such actual knowledge, owing to the decentralized 

architecture of their software. The Court also held that Grokster and Stream Cast 

did not materially contribute to their users' infringement because it was the users 

themselves who searched for, retrieved, and stored the infringing files, with no 

involvement by the defendants beyond providing the software in the first place. 

The Ninth Circuit also considered whether Grokster and Stream Cast could be 

liable under a theory of vicarious infringement. The Court held against liability 

because the defendants did not monitor or control the use of the software, had no 

agreed upon right or current ability to supervise its use, and had no independent 

duty to police infringement.  

On appeal, the Supreme Court
44

 held Grokster and Stream Cast liable on the 

ground that they induced others to commit copyright infringement. In holding 

Grokster and Stream Cast liable, the Court devised a new category of secondary 

infringement, namely the inducement theory. In this case, it was held that 

inducement occurs where a defendant distributes a device with the object of 

promoting its use to infringe copyright, as shown by clear expression or other 

affirmative steps taken to foster infringement. 

The Supreme Court named three things that might be taken into account as acts 

probative of inducement: solicitation of infringement, design, and commercial 

interest. 
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1)  Solicitation of infringement: The Court held that Grokster and Streamcast 

demonstrated a clear intent by communicating an inducing message to the 

users of a known source of demand for copyright infringement by way of 

advertisement. This was established by showing that both the companies 

deliberately targeted Napster users and assisted the users to infringe and 

thus filled the gap left by the demise of Napster. 

(2) Design: Both of the companies (Grokster and Streamcast) distributed a 

device that is suitable for overwhelming infringing use and ensured that the 

technology deployed is capable of infringing use. The Court held that 

neither of the companies (Grokster and Streamcast) adopted any step to 

develop or filter tools that would eliminate infringing activity taking place 

in their network. 

(4) Commercial interest: The Court was satisfied about the fact that the 

business model of the two companies was heavily reliant on infringement 

with approximately 90 percent of all use infringing. 

The decision of the Court in Grokster leaves much to be desire. The ―induce‖ 

formulation is open-ended. It is not clear as to what is meant by ―clear 

expression or other affirmative steps taken to foster infringement?‖  

At this juncture, it would be pertinent to discuss the liability regime of ISPs in 

the US, EU and Australia under the new regulatory framework. 

4.4 LIABILITY REGIME OF THE ISPS IN THE UNITED STATES  

4.4.1 DMCA 

―The Digital Millennium Copyright Act (DMCA) was enacted in 1998 to 

implement the World Intellectual Property Organization Copyright Treaty,‖
45
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and to update domestic copyright law for the digital age.
46

  

Title II of the DMCA, separately titled the ―Online Copyright Infringement 

Liability Limitation Act‖ (OCILLA), was designed to ―clarif[y] the liability 

faced by service providers who transmit potentially infringing material over 

their networks.‖
47

 But ―[r]ather than embarking upon a wholesale clarification‖ 

of various copyright doctrines, Congress elected ―to leave current law in its 

evolving state and, instead, created a series of ‗safe harbors‘ for certain common 

activities of service providers.‖
48

 To that end, OCILLA established a series of 

four ―safe harbors‖ that allow qualifying service providers to limit their liability 

for claims of copyright infringement based on (a) ―transitory digital network 

communications,‖ (b) ―system caching,‖ (c) ―information residing on systems or 

networks at [the] direction of users,‖ and (d) ―information location tools.‖
49

 

New Section 512 also includes special rules concerning the application of these 

limitations to nonprofit educational institutions. 

Each limitation entails a complete bar on monetary damages, and restricts the 

availability of injunctive relief in various respects.
50

 Each limitation relates to a 

separate and distinct function, and a determination of whether a service provider 

qualifies for one of the limitations does not bear upon a determination of 

whether the provider qualifies for any of the other three.
51

 The failure of a 

service provider to qualify for any of the limitations in Section 512 does not 

necessarily make it liable for copyright infringement. The copyright owner must 

still demonstrate that the provider has infringed, and the provider may still avail 

itself of any of the defenses, such as fair use, that are available to copyright 
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defendants generally.
52

  

In addition to limiting the liability of service providers, Title II establishes a 

procedure by which a copyright owner can obtain a subpoena from a federal 

Court ordering a service provider to disclose the identity of a subscriber who is 

allegedly engaging in infringing activities.
53

Section 512 also contains a 

provision to ensure that service providers are not placed in the position of 

choosing between limitations on liability on the one hand and preserving the 

privacy of their subscribers, on the other. Subsection (m) explicitly states that 

nothing in Section 512 requires a service provider to monitor its service or 

access material in violation of law (such as the Electronic Communications 

Privacy Act) in order to be eligible for any of the liability limitations. 

Eligibility for Limitations Generally 

A party seeking the benefit of the limitations on liability in Title II must qualify 

as a ―service provider.‖ For purposes of the first limitation, relating to transitory 

communications, ―service provider‖ is defined in Section 512(k)(1)(A) as ―an 

entity offering the transmission, routing, or providing of connections for digital 

online communications, between or among points specified by a user, of 

material of the user‘s choosing, without modification to the content of the 

material as sent or received.‖ For purposes of the other three limitations, 

―service provider‖ is more broadly defined in Section 512(k)(l)(B) as ―a 

provider of online services or network access, or the operator of facilities there 

for.‖ In addition, to be eligible for any of the limitations, a service provider must 

meet two overall conditions: (1) it must adopt and reasonably implement a 

policy of terminating in appropriate circumstances the accounts of subscribers 

who are repeat infringers; and (2) it must accommodate and not interfere with 

―standard technical measures.
54

 ―Standard technical measures‖ are defined as 
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measures that copyright owners use to identify or protect copyrighted works, 

that have been developed pursuant to a broad consensus of copyright owners and 

service providers in an open, fair and voluntary multi-industry process, are 

available to anyone on reasonable nondiscriminatory terms, and do not impose 

substantial costs or burdens on service providers. 

Limitation for Transitory Communications 

In general terms, Section 512(a) limits the liability of service providers in 

circumstances where the provider merely acts as a data conduit, transmitting 

digital information from one point on a network to another at someone else‘s 

request. This limitation covers acts of transmission, routing, or providing 

connections for the information, as well as the intermediate and transient copies 

that are made automatically in the operation of a network. In order to qualify for 

this limitation, the service provider‘s activities must meet the following 

conditions: 

i) The transmission must be initiated by a person other than the provider. 

ii) The transmission, routing, provision of connections, or copying must be 

carried out by an automatic technical process without selection of 

material by the service provider. 

iii) The service provider must not determine the recipients of the material. 

iv) Any intermediate copies must not ordinarily be accessible to anyone 

other than anticipated recipients, and must not be retained for longer than 

reasonably necessary. 

v) The material must be transmitted with no modification to its content. 

Limitation for System Caching 

Section 512(b) limits the liability of service providers for the practice of 

retaining copies, for a limited time, of material that has been made available 
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online by a person other than the provider, and then transmitted to a subscriber 

at his or her direction. The service provider retains the material so that 

subsequent requests for the same material can be fulfilled by transmitting the 

retained copy, rather than retrieving the material from the original source on the 

network. The benefit of this practice is that it reduces the service provider‘s 

bandwidth requirements and reduces the waiting time on subsequent requests for 

the same information. On the other hand, it can result in the delivery of outdated 

information to subscribers and can deprive website operators of accurate ―hit‖ 

information — information about the number of requests for particular material 

on a website — from which advertising revenue is frequently calculated. For this 

reason, the person making the material available online may establish rules 

about updating it, and may utilize technological means to track the number of 

―hits.‖ 

The limitation applies to acts of intermediate and temporary storage, when 

carried out through an automatic technical process for the purpose of making the 

material available to subscribers who subsequently request it. It is subject to the 

following conditions: 

 The content of the retained material must not be modified. 

 The provider must comply with rules about ―refreshing‖ material—replacing 

retained copies of material with material from the original location— when 

specified in accordance with a generally accepted industry standard data 

communication protocol. 

 The provider must not interfere with technology that returns ―hit‖ 

information to the person who posted the material, where such technology 

meets certain requirements. 

 The provider must limit users‘ access to the material in accordance with 

conditions on access (e.g., password protection) imposed by the person who 

posted the material. 
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 Any material that was posted without the copyright owner‘s authorization 

must be removed or blocked promptly once the service provider has been 

notified that it has been removed, blocked, or ordered to be removed or 

blocked, at the originating site. 

Limitation for Information Residing on Systems or Networks at the 

Direction of Users  

Section 512(c) limits the liability of service providers for infringing material on 

websites (or other information repositories) hosted on their systems. It applies to 

storage at the direction of a user. In order to be eligible for the limitation, the 

following conditions must be met: 

 The provider must not have the requisite level of knowledge of the 

infringing activity, as described below. 

 If the provider has the right and ability to control the infringing activity, it 

must not receive a financial benefit directly attributable to the infringing 

activity. 

 Upon receiving proper notification of claimed infringement, the provider 

must expeditiously take down or block access to the material. 

In addition, a service provider must have filed with the Copyright Office a 

designation of an agent to receive notifications of claimed infringement. The 

Office provides a suggested form for the purpose of designating an agent
55

 and 

maintains a list of agents on the Copyright Office website.
56

  

Under the knowledge standard, a service provider is eligible for the limitation on 

liability only if it does not have actual knowledge of the infringement, is not 

aware of facts or circumstances from which infringing activity is apparent, or 

upon gaining such knowledge or awareness, responds expeditiously to take the 

                                                             
55

  available at : on http://www.loc.gov/copyright/onlinesp/list/.(Visited on Oct.15, 2012). 
56

  available at : on http://www.loc.gov/copyright/onlinesp/list/.(Visited on Oct.15, 2012).  

http://www.loc.gov/copyright/onlinesp/list/.(Visited
http://www.loc.gov/copyright/onlinesp/list/.(Visited


 
Chapter – 4                Liability of Internet Service Providers- An Analysis   

129 

material down or block access to it. 

The statute also establishes procedures for proper notification, and rules as to its 

effect.
57

 Under the notice and takedown procedure, a copyright owner submits a 

notification under penalty of perjury, including a list of specified elements, to 

the service provider‘s designated agent. Failure to comply substantially with the 

statutory requirements means that the notification will not be considered in 

determining the requisite level of knowledge by the service provider. If, upon 

receiving a proper notification, the service provider promptly removes or blocks 

access to the material identified in the notification, the provider is exempt from 

monetary liability. 

In addition, the provider is protected from any liability to any person for claims 

based on its having taken down the material.
58

 

In order to protect against the possibility of erroneous or fraudulent 

notifications, certain safeguards are built into Section 512. Subsection (g)(1) 

gives the subscriber the opportunity to respond to the notice and takedown by 

filing a counter notification. In order to qualify for the protection against liability 

for taking down material, the service provider must promptly notify the 

subscriber that it has removed or disabled access to the material. If the 

subscriber serves a counter notification complying with statutory requirements, 

including a statement under penalty of perjury that the material was removed or 

disabled through mistake or misidentification, then unless the copyright owner 

files an action seeking a Court order against the subscriber, the service provider 

must put the material back up within 10-14 business days after receiving the 

counter notification.  

Penalties are provided for knowing material misrepresentations in either a notice 

or a counter notice. Any person who knowingly materially misrepresents that 

material is infringing, or that it was removed or blocked through mistake or 
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misidentification,  is liable for any resulting damages (including costs and 

attorney‘s fees) incurred by the alleged infringer, the copyright owner or its 

licensee, or the service provider.
59

 

Limitation for Information Location Tools 

Section 512(d) relates to hyperlinks, online directories, search engines and the 

like. It limits liability for the acts of referring or linking users to a site that 

contains infringing material by using such information location tools, if the 

following conditions are met: 

The provider must not have the requisite level of knowledge that the material is 

infringing. The knowledge standard is the same as under the limitation for 

information residing on systems or networks. 

If the provider has the right and ability to control the infringing activity, the 

provider must not receive a financial benefit directly attributable to the activity. 

Upon receiving a notification of claimed infringement, the provider must 

expeditiously take down or block access to the material. 

These are essentially the same conditions that apply under the previous 

limitation, with some differences in the notification requirements. The 

provisions establishing safeguards against the possibility of erroneous or 

fraudulent notifications, as discussed above, as well as those protecting the 

provider against claims based on having taken down the material apply to this 

limitation.
60

 

An article on the liability provision reports that within one year, Pacific Bell 

Internet Services and its affiliates received more than 16,700 notices from the 

RIAA: Some have considered the staggering number of requests [from copyright 

holders] to be an attempt at ISP harassment, and owners of smaller ISPs have 
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complained that they are unable to afford to keep up with the number of requests 

and are at risk of becoming overwhelmed that they may actually be driven out of 

business.
61

  

4.4.2. Judicial Approach in the U.S.  

In UMG Recordings, Inc. v. Shelter Capital Partners LLC,
62

 Veoh Networks 

(Veoh) operated a publicly accessible website that enabled users to share videos 

with other users. Universal Music Group (UMG), besides being, one of the 

world‘s largest recorded music and music publishing companies, also produced 

music videos. Although Veoh had implemented various procedures to prevent 

copyright infringement through its system, users of Veoh‘s service had been 

able, without UMG‘s authorization, to download videos containing songs for 

which UMG owned the copyright. 

In September 2007, UMG filed suit against Veoh for direct, vicarious and 

contributory copyright infringement, and for inducement of infringement. 

Pertinently, Veoh had employed various technologies such as hash filtering‖ 

software to automatically prevent copyright infringement on its system. UMG 

contended that Veoh‘s efforts to prevent copyright infringement on its system 

were ―too little too late‖ because Veoh did not adopt filtering technology until 

―after Veoh harbored infringing material for its own benefit,‖ and initially it ran 

the filters only on newly uploaded videos. UMG also argued that Veoh 

―remove[d] copyrighted material only if identified specifically in a notice of 

infringement,‖ and ―[e]ven then, Veoh would only remove the video associated 

with the particular URL and bit-for-bit copies of that same video.‖ 

In 2009 UMG lost, with the Court concluding that Veoh was protected by the 

DMCA safe harbors and setting an important legal precedent for all user-

generated content ("UGC") hosting services. UMG pressed an appeal against 
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Veoh trying to overturn the legal precedent and re-write the DMCA safe harbor. 

UMG's asserted that the DMCA safe harbors simply do not apply to any service 

that "displays" or "distributes" copyrighted material rather than simply "storing" 

it. The Court was of the considered opinion that ―Veoh had simply established a 

system whereby software automatically processes user-submitted content and 

recasted it in a format that was readily accessible to its users.‖
63

 Veoh did not 

actively participate in or supervise file uploading, ―[n]or did it preview or select 

the files before the upload is completed.‖
64

 Rather, this ―automated process‖ for 

making files accessible ―was initiated entirely at the volition of Veoh‘s users.‖
65

 

The Court therefore held that Veoh had satisfied the threshold requirement that 

the infringement be ―by reason of the storage at the direction of a user of 

material‖ residing on Veoh‘s system under 17 U.S.C. § 512(c)(1). 

Pertinently, until the filing of the lawsuit, UMG ―had not identified to Veoh any 

specific infringing video available on Veoh‘s system.‖ The U.S Court of appeal 

for the Ninth Circuit observed that UMG‘s decision to forgo the DMCA notice 

protocol ―stripped it of the most powerful evidence of a service provider‘s 

knowledge — actual notice of infringement from the copyright holder.‖ 

UMG contended that Veoh hosted a category of copyrightable content — music 

— for which it had no license from any major music company. UMG argued 

that Veoh thus must have known the content was unauthorized, given its general 

knowledge that its services could be used to post infringing material. UMG 

further argued that this sufficiently demonstrated knowledge of infringement. 

Refusing to adopt UMG's submission to change course with regard to § 

512(c)(1)(A) by adopting a broad conception of the knowledge requirement, the 

Court held that merely hosting a category of copyrightable content, such as 

music videos, with the general knowledge that one‘s services could be used to 
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share infringing material, is insufficient to meet the actual knowledge 

requirement under § 512(c)(1)(A)(i). 

Regarding 17 U.S.C. § 512(c)(1)(B) under which a service provider is eligible 

for the § 512(c) safe harbor only if it ―does not receive a financial benefit 

directly attributable to the infringing activity, in a case in which the service 

provider has the right and ability to control such activity,‖ the Court held that 

Veoh did not have the necessary right and ability to control infringing activity 

and thus remained eligible for safe harbor protection.  

The Court also observed that it was a practical impossibility for Veoh to ensure 

that no infringing material is ever uploaded to its site, or to remove unauthorized 

material that had not yet been identified to Veoh as infringing. It held that Veoh 

cannot properly be said to possess the ―needed powers . . . or needed resources‖ 

to be ―competen[t] in‖ exercising the sort of ―restraining domination‖ that § 

512(c)(1)(B) requires for denying safe harbor eligibility. 

Thus, in the knowledge context it is not enough for a service provider to know 

as a general matter that users are capable of posting unauthorized content; more 

specific knowledge is required. Similarly, a service provider may, as a general 

matter, have the legal right and necessary technology to remove infringing 

content, but until it becomes aware of specific unauthorized material, it cannot 

exercise its ―power or authority‖ over the specific infringing item. In practical 

terms, it does not have the kind of ability to control infringing activity the statute 

contemplates.  

The Court also observed that the ―right and ability to control‖ under § 512(c) 

requires control over specific infringing activity the provider knows about. A 

service provider‘s general right and ability to remove materials from its services 

is, alone, insufficient. Of course, a service provider cannot willfully bury its 

head in the sand to avoid obtaining such specific knowledge.  
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However, the Court found that there was no evidence that Veoh had acted in 

such a manner. Rather, the evidence demonstrated that Veoh promptly removed 

infringing material when it became aware of specific instances of infringement.  

UMG also alleged that the Investor Defendants [those who had invested in 

Veoh] were liable for contributory infringement. The Ninth Circuit Court 

affirmed the District Court view that they were not liable because UMG did ―not 

allege sufficiently that [the Investor Defendants] gave material assistance in 

helping Veoh or its users accomplish infringement.‖  

Arista Records L.L.C. v. Lime Group L.L.C.,
66

 is another case in a long line of 

cases involving third-party liability for widespread infringement due to peer-to-

peer filesharing of copyrighted musical works. District Judge Kimba Wood had 

previously granted summary judgment to thirteen major record companies after 

finding the defendant liable for inducement of copyright infringement. Because 

Lime Wire had continued to allow – and to profit from – the use of its software 

for widespread infringement during the pendency of the case, the judge found 

that the plaintiffs were entitled to a permanent injunction before the damages 

phase of the case began. The judge found that the plaintiffs had suffered 

irreparable harm due to the widespread and viral nature of the infringement of 

their works due to the defendant‘s inducement and that no adequate remedy at 

law existed given the enormity of the likely damages award.
67

 Given that 

intentional inducement of infringement on a ―massive scale‖ was the basis of the 

defendant‘s business, the judge continued, the balance of hardships was ―wholly 

in plaintiffs‘ favor.‖
68

 Finally, she wrote, the public interest would not be 

disserved, but rather would be served, by upholding copyright protections, 

which a permanent injunction would achieve in this case.
69

  

Following the Court decision, the major record companies, reached an out-of-
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Court $105 million settlement with Lime Wire and its CEO Mark Gorton.
70

  

In Viacom Int‟l, Inc., Football Ass‟n Premier League Ltd. v. YouTube, Inc
71

, the 

plaintiffs-appellants in related actions—Viacom International, Inc. (―Viacom‖), 

The Football Association Premier League Ltd. (―Premier League‖), and various 

film studios, television networks, music publishers, and sports leagues (jointly, 

the ―plaintiffs‖)—appealled from an August 10, 2010 judgment of the United 

States District Court for the Southern District of New York (Louis L. Stanton, 

Judge), which granted summary judgment to defendants-appellents YouTube, 

Inc., YouTube, LLC, and Google Inc. (jointly, ―YouTube‖ or the ―defendants‖). 

The plaintiffs alleged direct and secondary copyright infringement based on the 

public performance, display, and reproduction of approximately 79,000 

audiovisual ―clips‖ that appeared on the YouTube website between 2005 and 

2008. They demanded, inter alia, statutory damages pursuant to 17 U.S.C. § 

504(c) or, in the alternative, actual damages from the alleged infringement, as 

well as declaratory and injunctive relief. 

The United States Court of Appeals for the Second Circuit affirmed some of the 

pronouncements of the District Court and vacated others. 

The Court's verdict can be briefly analysed under the following headings: 

a) Actual Knowledge 

The Court held that the statutory phrases ―actual knowledge that the material...  

is infringing‖ and ―facts or circumstances from which infringing activity is 

apparent‖ refer to ―knowledge of specific and identifiable infringements.‖  

The Court was of the opinion that the basic operation of § 512(c) requires 

knowledge or awareness of specific infringing activity. The Court observed that 

under § 512(c)(1)(A), knowledge or awareness alone does not disqualify the 

service provider; rather, the provider that gains knowledge or awareness of 

infringing activity retains safe-harbor protection if it ―acts expeditiously to 
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remove, or disable access to, the material.‖ [17 U.S.C. § 512(c)(1)(A)(iii)]. 

Thus, the nature of the removal obligation itself contemplates knowledge or 

awareness of specific infringing material, because expeditious removal is 

possible only if the service provider knows with particularity which items to 

remove. Indeed, to require expeditious removal in the absence of specific 

knowledge or awareness would be to mandate an amorphous obligation to ―take 

commercially reasonable steps‖ in response to a generalized awareness of 

infringement. Such a view cannot be reconciled with the language of the 

statute,
72

 which requires ―expeditious‖ action to remove or disable ―the 

material‖ at issue.  

b) Relationship between actual knowledge & Red Flag knowledge  

The phrase ―actual knowledge,‖ which appears in § 512(c)(1)(A)(i), is 

frequently used to denote subjective belief. ―[T]he belief held by the defendant 

need not be reasonable in order for it to defeat . . . actual knowledge‖. By 

contrast, Courts often invoke the language of ―facts or circumstances,‖ which 

appears in § 512(c)(1)(A)(ii), in discussing an objective reasonableness standard. 

The difference between actual and red flag knowledge is thus not between 

specific and generalized knowledge, but instead between a subjective and an 

objective standard. In other words, the actual knowledge provision turns on 

whether the provider actually or ―subjectively‖ knew of specific infringement, 

while the red flag provision turns on whether the provider was subjectively 

aware of facts that would have made the specific infringement ―objectively‖ 

obvious to a reasonable person. The red flag provision, because it incorporates 

an objective standard, is not swallowed up by the actual knowledge provision 

under the Court‘s construction of § 512(c) safe harbor. Both provisions do 

independent work, and both apply only to specific instances of infringement.  

Based on the text of § 512(c)(1)(A), as well as the limited case law on point, the 

Court affirmed the District Court‘s holding that actual knowledge or awareness 
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of facts or circumstances that indicate specific and identifiable instances of 

infringement will disqualify a service provider from the safe harbor. 

c) Wilful blindness 

The plantiffs also argued that YouTube was ―willfully blind‖ to specific 

infringing activity. The Second Circuit Court referred to § 512(m), which 

provides that safe harbor protection shall not be conditioned on ―a service 

provider monitoring its service or affirmatively seeking facts indicating 

infringing activity, except to the extent consistent with a standard technical 

measure complying with the provisions of subsection (i).‖ The Court was of the 

opinion that Section 512(m) is explicit: DMCA safe harbor protection cannot be 

conditioned on affirmative monitoring by a service provider. For that reason, § 

512(m) is incompatible with a broad Common Law duty to monitor or otherwise 

seek out infringing activity based on general awareness that infringement may 

be occurring. Accordingly, the Court held that the willful blindness doctrine may 

be applied, in appropriate circumstances, to demonstrate knowledge or 

awareness of specific instances of infringement under the DMCA. 

d) Right and Ability to Control 

The Court differed with the Ninth Circuit holding in UMG Recordings, Inc. v. 

Shelter Capital Partners LLC,
73

 that ―until [the service provider] becomes aware 

of specific unauthorized material, it cannot exercise its ‗power or authority‘ over 

the specific infringing item. Elaborating on the trouble with such an 

interpretation, the Court observed that importing a specific knowledge 

requirement into § 512(c)(1)(B) renders the control provision duplicative of § 

512(c)(1)(A). Any service provider that has item-specific knowledge of 

infringing activity and thereby obtains financial benefit would already be 

excluded from the safe harbor under § 512(c)(1)(A) for having specific 

knowledge of infringing material and failing to effect expeditious removal. No 

additional service provider would be excluded by § 512(c)(1)(B) that was not 
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already excluded by § 512(c)(1)(A). Because statutory interpretations that render 

language superfluous are disfavored,
74

 the Court disagreed with the earlier 

interpretation of the control provision.  

The Court concluded that the ―right and ability to control‖ infringing activity 

under § 512(c)(1)(B) ―requires something more than the ability to remove or 

block access to materials posted on a service provider‘s website. The Court 

however, refrained from defining - the ―something more‖ that is required. The 

Court only cited two cases as examples in which such a right and ability was 

found. One was Perfect 10, Inc. v. Cybernet Ventures, Inc.,
75

 and the other was 

Metro-Goldwyn-Mayer Studios Inc. v. Grokster, Ltd.,
76

 Both of these examples 

involved service providers exerting substantial influence on the activities of 

users, without necessarily—or even frequently—acquiring knowledge of 

specific infringing activity. 

To summarize, the Court held that: 

1) The District Court correctly held that 17 U.S.C. § 512(c)(1)(A) requires 

knowledge or awareness of facts or circumstances that indicate specific and 

identifiable instances of infringement; 

2) However, the June 23, 2010 order granting summary judgment to YouTube 

was vacated because a reasonable jury could conclude that YouTube had 

knowledge or awareness under § 512(c)(1)(A) at least with respect to a 

handful of specific clips; In arriving at such a conclusion, the Court relied 

on internal emails among YouTube employees who seemed to be aware of 

at least the possibility of occasional infringement,  

3) The willful blindness doctrine may be applied, in appropriate circumstances, 

to demonstrate knowledge or awareness of specific instances of 

infringement under § 512(c)(1)(A);  

                                                             
74

  Conn. ex rel. Blumenthal, 228 F.3d at 88. 
75

  213 F. Supp. 2d 1146 (C.D. Cal. 2002) 
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  545 U.S. 913 (2005). 
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4) The District Court erred by requiring ―item-specific‖ knowledge of 

infringement in its interpretation of the ―right and ability to control‖ 

infringing activity under 17 U.S.C.§ 512(c)(1)(B),  

5) The District Court correctly held that three of the challenged YouTube 

software functions—replication, playback, and the related videos feature—

occur ―by reason of the storage at the direction of a user‖ within the 

meaning of 17 U.S.C. § 512(c)(1). 

4.5. LIABILITY REGIME OF THE ISPs IN THE EUROPEAN UNION 

4.5.1 E.C Directive on Electronic Commerce
77

  

The E-Commerce Directive provides elaborate guidelines for exempting ISPs 

under any field of law from liability on the fulfillment of certain conditions. This 

approach is termed ―horizontal‖ because it addresses liability regardless of the 

grounds of claim by a rights holder or injured party. Accordingly, this Directive 

addresses not only copyright, but also liability under other areas of law such as 

defamation and obscenity. There are two approaches to deal with the liability of 

an ISP. In a vertical approach, different liability regimes apply to different areas 

of the law. This is the approach adopted by the United States. The Digital 

Millennium Copyright Act deals with copyright issues, whereas the 

Telecommunications Act of 1996 deals with liability derived from violations of 

other types of laws. In a horizontal approach, there is one liability regime 

applicable to any infringement regardless of the area of law. Thus, the same 

regime will be applicable to any type of infringement, whether it is copyright, 

defamation, or privacy rights. The horizontal approach is used by the EU 

Directive. It is argued, that a horizontal approach is favorable because ISPs do 

not have to monitor the content of the material published by their customers.
78

 

                                                             
77

  E.C Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on Certain 

Legal Aspects of Information Society Services, in particular Electronic Commerce, in the Internal 

Market . 
78

  Pablo Baistrocchi, ―Liability of Intermediary Service Providers in the EU Directive on Electronic 

Commerce‖ Santa Clara Computer & High Tech. L.J.  117 (2003). 
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The E-Commerce Directive adopts the definition of Information Society Service 

of Article 1.2 of Directive 98/34/EC. The Directive defines ―information society 

services‖ as ―any service normally provided for remuneration, at a distance, by 

means of electronic equipment for the processing (including digital 

compression) and storage of data, and at the individual request of a recipient of a 

service.‖
79

 The following terms are defined in Article 2: a ―service provider‖ is 

―any natural or legal person providing an information society service,‖
80

 and an 

established service provider is a service provider who effectively pursues an 

economic activity using a fixed establishment for an indefinite period.
81

 The 

presence and use of the technical means and technologies required to provide the 

service do not, in themselves, constitute an establishment of the provider. 

Mere Conduit 

Article 12 of the E-Commerce directive provides for two types of ―mere 

conduit‖ activities. The first consists of "the transmission in a communication 

network of information provided by a recipient of the service. The ISP is playing 

a passive role in such activities by acting as a mere ―carrier‖ of data provided by 

third parties through its network. The second type of mere conduit activity is 

commonly known as ―providing Internet access.‖ Mere conduit activities 

include the automatic, intermediate and transient storage of the information 

transmitted, in so far as it takes place for the sole purpose of carrying out the 

transmission in the communication network, and provided that the information is 

not stored for any period longer than is reasonably necessary for the 

transmission. 

When ISPs meet the conditions established in Article 12, their standard of 

liability is ―no liability.‖ This is because they have no control over the data 

flowing through their network. The ISPs cannot be held liable for the 

information transmitted as long as they do not perform the following steps: 

                                                             
79

  Article 2(a) 
80

  Article 2(b) 
81

  Article 2(c). 
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1. Initiate the transmission; 

2. Select the receiver of the transmission; 

3. Select or modify the information contained in the transmission; not including 

manipulations of a technical nature which take place in the course of the 

transmission, since such manipulations do not alter the integrity of the 

information contained in the transmission. 

Caching -Article 13 

Where an information society service is provided which consists of the 

transmission in a communication network of information provided by a recipient 

of the service, the service provider (if he otherwise would) shall not be liable for 

damages or for any other pecuniary remedy or for any criminal sanction as a 

result of that transmission where:  

(a)  the information is the subject of automatic, intermediate and temporary 

storage where that storage is for the sole purpose of making more 

efficient onward transmission of the information to other recipients of 

the service upon their request, and 

 (b)  the service provider  

i) does not modify the information;  

ii) complies with conditions on access to the information;  

iii) complies with any rules regarding the updating of the information, 

specified in a manner widely recognised and used by industry;  

iv) does not interfere with the lawful use of technology, widely 

recognised and used by industry, to obtain data on the use of the 

information; and  

v) acts expeditiously to remove or to disable access to the information he 

has stored, upon obtaining actual knowledge of the fact that the 

information at the initial source of the transmission has been removed 
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from the network, or access to it has been disabled, or that a Court or 

an administrative authority has ordered such removal or disablement. 

Hosting- Article 14  

Where an information society service is provided which consists of the storage 

of information provided by a recipient of the service, the service provider (if he 

otherwise would) shall not be liable for damages or for any other pecuniary 

remedy or for any criminal sanction as a result of that storage where:-  

(a)  the service provider: 

(i)  does not have actual knowledge of unlawful activity or information and, 

where a claim for damages is made, is not aware of facts or circumstances 

from which it would have been apparent to the service provider that the 

activity or information was unlawful; or  

(ii)  upon obtaining such knowledge or awareness, acts expeditiously to 

remove or to disable access to the information, and 

(b)  the recipient of the service was not acting under the authority or the 

control of the service provider.  

Further, Article 15 of the E-commerce Directive prevents Member States from 

imposing a ―general obligation to monitor‖ content which they transmit or store 

as provided in Articles 12, 13 and 14, nor a general obligation to ―actively seek 

facts or circumstances indicating illegal activity.‖ This Article, however, does 

not prevent Courts or administrative authorities of Member States from 

imposing a monitoring obligation in a specific, defined individual case.  

The limitations apply only to liability for damages because the last paragraphs of 

Articles 12, 13, and 14 of the Directive establish that Member States retain the 

right to require the ISPs to terminate or prevent known infringements.
82

 

Moreover, it is stated in Recital 45 of the Preamble that the limits on the liability 

of ISPs includes injunctions of different types and Court orders that require the 
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―termination‖ or ―prevention‖ of any infringement.
83

 This includes prohibitory 

injunctions, where the ISPs are required to desist from wrongful activity, and 

mandatory injunctions, where ISPs are required to rectify any wrongdoing. 

4.5.2. Judicial Approach in the E.U. 

EMI (Ireland) Ltd and Ors v. Eircom Ltd
84

 is the first case in Ireland which 

targeted ISPs rather than individual illegal down loaders as it was the conduit 

through which illegal downloading had been facilitated and the property rights 

of record companies and artists had been violated. The Irish High Court ruled 

that the graduated, ‗three strikes‘ policy which could result in an Internet 

subscriber being cut-off from Eircom‘s Internet service because of persistent 

infringements of copyright law online was lawful. As a result, Eircom, as the 

defendant Internet Service Provider (ISP) and four major record companies 

(EMI Records (Ireland) Ltd, Universal (Ireland) Ltd, Sony BMG Music 

Entertainment (Ireland) Ltd, and Warner Music (Ireland) Ltd) who were 

involved in formulating the ‗three strikes‘ policy could lawfully proceed to 

implement their settlement agreement. The terms of settlement were originally 

set-down in writing and filed in Court on 28 January 2009. 

In Rapid share case, video games company Atari accused file-sharing site Rapid 

Share of unlawfully providing access to one of its games. Pertinently, when 

notified, Rapid Share deleted the files in question. However, Atari was not 

satisfied and took Rapid share to Court praying for the inclusion of a filter and 

other measures to prevent illegal uploading of copyrighted material. The first 

ruling of the District Court was in favour of the plaintiff but the defendants went 

in appeal. The Higher Regional Court of Düsseldorf dismissed the action at the 

appeal, holding that Rapid Share had already taken enough measures against 

copyright infringement and accepting the argument that it was impossible to 

check all files loaded on the site.  

                                                             
83

  Id. at recital 45. 
84

  [2010] IEHC 108. 
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But Atari went further on and appealed to the German Federal Supreme Court 

(Bundesgerichtsh of - BGH), which ruled that file-hosting services can be held 

liable for secondary copyright infringements under certain conditions. BGH 

observed that file-hosters did not generally have to monitor uploads from their 

users, but that they might have to take measures once they have been notified of 

a specific infringement issue.  

In this case, Rapid Share had to take all ―technically and economically 

reasonable precautions‖ to prevent the uploading of Atari‘s game. Rapid Share 

would also have to browse its entire file collection to detect and delete pirated 

content, and to monitor a ―manageable number‖ of third-party sites that offer 

link collections of content available on Rapid Share to check out whether they 

were not indexing a copy of Atari game and if so, to delete it from its servers. 

Failing to carry out these provisions, the service provider would be liable for 

damages.  

The BGH however included a clause that anti-piracy measures had to be within 

reasonable limits.
85

  

In Scarlet Extended Sa v. Socie´Te´ Belge Des Auteurs, Compositeurs, Et 

Editeurs Scrl (Sabam)
86

 the ECJ decision arose out of a 2004 request by 

SABAM, the Belgian association of authors, composers and publishers,
87

 for an 

order from the Belgian Court requiring Scarlet, an internet service provider 

(‗‗ISP‘‘), to prevent copyright infringements committed through its service by 

blocking customers from sending or receiving files containing protected works. 

In 2007, the Belgian Court held in favor of SABAM and issued the order 

accordingly. Scarlet appealed on the grounds that the order violated a number of 

E.U. directives, as implemented in Belgian law and E.U.-protected fundamental 
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  Press release of the Court (only in German, 12.07.2012) http://juris.bundesgerichtshof.de/cgi-bin 
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rights. Given the nature of the appeal, the Court stayed the proceedings and 

referred the matter to the ECJ for a preliminary ruling, which asked whether 

Directives 2000/31 [E-commerce Directive], 2001/29 [Harmonization of 

Copyright Directive], 2004/48 [IP Enforcement Directive], 95/46 [Personal Data 

Protection Directive] and 2002/58 [Directive on Privacy and Electronic 

Communication], read together and construed in the light of the requirements 

stemming from the protection of the applicable fundamental rights, must be 

interpreted as precluding an injunction imposed on an ISP to introduce a system 

for filtering all electronic communications passing via its services . . ..
88

 

The ECJ rejected the Belgian Court‘s interpretation, relying primarily on the E-

Commerce Directive‘s prohibition on requiring ISPs to carry out general 

monitoring of the information contained in its network. Observing that 

implementation of that filtering system would require the ISP:- 

 first to identify, within all of the electronic communications of all its 

customers, the files relating to peer-to-peer traffic; 

 secondly, that it identify, within that traffic, the files containing works in 

respect of which holders of intellectual property claim rights; 

 thirdly, that it determine which of those files are being shared unlawfully; 

and 

 fourthly, that it block file sharing that it considers to be unlawful. 

The Court held that the injunction imposed on the ISP concerned, requiring it to 

install the contested filtering system would oblige it to actively monitor all the 

data relating to each of its customers in order to prevent any future infringement 

of intellectual-property rights. It noted that such an injunction would require the 

ISP to carry out general monitoring, something which is prohibited by Article 

15(1) of E.U Directive 2000/31. 
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Further, the Court held that such an injunction would result in a serious 

infringement of the freedom of the ISP concerned to conduct its business since it 

would require that ISP to install a complicated, costly, permanent computer 

system at its own expense, which would also be contrary to the conditions laid 

down in Article 3(1) of Directive 2004/48, which requires that measures to 

ensure the respect of intellectual-property rights should not be unnecessarily 

complicated or costly. 

The ECJ also noted that while protection of Intellectual Property Rights is 

enshrined in the E.U. Charter of Fundamental Rights (CFR),
89

 there is ―nothing 

whatsoever in the wording of that provision or in the Court‘s case-law to suggest 

that, that right is inviolable and must for that reason be absolutely protected.‖
90

 

It cited previous ECJ case law to the effect that protection of IP rights must be 

―balanced against the protection of other fundamental rights,‖
91

 namely in this 

case the freedom to conduct business
92

 and the customers‘ rights to protection of 

personal data and freedom to receive or impart information.
93

 

Following this case, the ECJ issued a similar ruling in another case filed by 

SABAM against the social platform Netlog.
94

 The February 12, 2012 decision, 

based on the same reasoning as applied in Scarlet, again rejected SABAM‘s 

request for an injunction. In effect, this may be a stronger decision because of 

the recognized global nature of the social platform, as opposed to the local 

nature of the ISP. 
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4.6. LIABILITY OF ISPS IN AUSTRALIA 

Section 101 of the Australian Copyright Act of 1968 Act makes the 

authorization of an act comprised in the copyright an infringement. In section 

101(1) various matters are provided that must be taken into account in 

determining whether an authorisation has taken place:  

―…. the matters that must be taken into account include the following: 

(a)  the extent (if any) of the person's power to prevent the doing of the act 

concerned; 

(b)  the nature of any relationship existing between the person and the person 

who did the act concerned; 

(c)  whether the person took any other reasonable steps to prevent or avoid 

the doing of the act, including whether the person complied with any 

relevant industry codes of practice.‖ 

In Universal Music Australia Pvt. Ltd. v. Sharman Networks,
95

 the Federal Court 

of Australia held the defendent liable for the authorisation of copyright 

infringement on the basis of its encouragement by advertising and its lack of 

sufficient measures to thwart the use of the Kazaa system for direct copyright 

infringement.  

The application of Section 101 has also been considered by the Federal Court of 

Australia on appeal (French, Branson and Kenny JJ) in Cooper v. Universal 

Music Australia Pty Ltd.
96

 

Cooper concerned a website run by Mr. Cooper which did not itself contain any 

music files but was structured to allow internet users ready access to 

unauthorised music files of numerous popular sound recordings via hyperlinks. 

The trial judge found Mr. Cooper had infringed the claimant‘s copyrights by 

authorising the making of copies of their sound recordings. That finding was 
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upheld on appeal. The Court considered it material that the principal content of 

the website comprised links to other websites and files contained on other 

servers and that the overwhelming majority of the files listed on the website 

were protected by copyright. Further, the website was structured so that when a 

user clicked on a link to a specific music file, a copy of that file was transmitted 

directly to the user's computer. The website was user friendly, highly structured 

and organised and allowed users readily to select from a variety of popular 

sound recordings, and Mr. Cooper had a commercial interest in attracting such 

users. Mr. Cooper did not take reasonable steps to prevent or avoid the use of his 

website for copying copyrighted sound recordings, indeed he deliberately 

designed his website to facilitate such use, and the inclusion of various 

disclaimers was merely cosmetic.  

Roadshow Films Pty Ltd v. iiNet Ltd (No3)
97

 was primarily concerned with the 

question of whether iiNet, one of the largest ISPs in Australia, authorised 

infringing acts of its subscribers if those subscribers, without the licence of the 

copyright owners, downloaded films protected by copyright. The claimants 

represented the major film studios in the US and Australia and brought these 

proceedings with the aim of preventing copyright infringement by means of a 

peer-to-peer system known as BitTorrent which was being used by some of 

iiNet's subscribers. The BitTorrent system is an extremely powerful tool for the 

making of illicit copies because it allows a user to assemble a copy of a film by 

acquiring all its constituent parts from other users of the system. The judge 

recognised that infringement of the claimants' works was occurring on a wide 

scale but dismissed the claim for three reasons: first, because the copyright 

infringements occurred directly as a result of the use of the BitTorrent system 

and iiNet did not control and was not responsible for the operation of that 

system; second, because iiNet did not have a relevant power to prevent those 

infringements occurring; and third, because iiNet did not sanction, approve or 
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countenance copyright infringement; it had done no more than supply an internet 

service to its users.  

4.7. LIABILITY OF ISPS UNDER THE INDIAN COPYRIGHT ACT OF 

1957 

4.7.1. Copyright Act 1957 and IT Act 2000: Interwoven or Independent 

The liability regime of ISPs was conspicuous by its absence in the Copyright 

Act of 1957 till the recent past.
98

 In the absence of provisions relating to liability 

of ISPs the field was occupied by Section 79 of the Information Technology Act 

2000. However, Section 79 provided immunity to service providers only with 

respect to liability arising under the IT Act 2000 and the rules and regulations 

there under.
99

 This follows from the language employed by Section 79 which 

provides that  

―no person providing any service as a network service provider shall be 

liable under this Act, rules or regulations made thereunder for any third 

party information or data made available by him if he proves that the 

offence or contravention was committed without his knowledge or that 

he had exercised all due diligence to prevent the commission of such 

offence or contravention‖. 

Therefore, the question of immunity of service providers under other Statutes 

was unaddressed across the legal landscape. Pertinently, Information 

Technology (amendment) Act, 2008 which came into force on 27 October, 2009 

has brought significant changes in the ISP liability regime. Section 79 (1) as 

amended, contains a non obstante clause to the effect “Notwithstanding anything 

contained in any other law for the time being in force…”
100

 thereby carving out 
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safe harbours for ISPs under all Statutes. Ironically, the same amendment act 

added a proviso to Section 81 which reads as: 

'The provisions of this Act shall have effect notwithstanding anything 

inconsistent therewith contained in any other law for the time being in force. 

Provided that nothing contained in this Act shall restrict any person from 

exercising any right conferred under the Copyright Act, 1957 (14 of 1957) or the 

Patents Act, 1970 (39 of 1970). 

Clearly, the proviso to Section 81 bars the application of Section 79 to cases 

involving infringement of copyright. To further substantiate this argument, 

Section 79 opens with a non obstante clause i.e., ―Notwithstanding anything 

contained in any other law for the time being in force…‖. This would mean 

Section 79 has an overriding effect over all other legislations, but not over 

Section 81 as the words used in Section 79 are ―any other law‖. In effect, 

Section 81 would have primacy over Section 79. Any other interpretation of 

Section 79 and Section 81 of the IT Act would be tenuous and artificial. This 

argument is further fortified by the observation of the Delhi High Court in 

Super Casssette Industries v. My space & Another,
101

 wherein the Court held 

                                                                                                                                                                                 
information, data, or communication link made available or hosted by him. 

(2)  The provisions of sub-section (1) shall apply if  

(a)  the function of the intermediary is limited to providing access to a communication system 

over which information made available by third parties is transmitted or temporarily stored 

or hosted; or 

(b)  the intermediary does not: 

(i)  initiate the transmission, 

(ii)  select the receiver of the transmission, and (iii) select or modify the information 

contained in the transmission; 

(c)  The intermediary observes due diligence while discharging his duties under this Act and 

also observes such other guidelines as the Central Government may prescribe in this behalf. 

(3)  The provisions of sub-section (1) shall not apply if: 

(a)  the intermediary has conspired or abetted or aided or induced, whether by threats or 

promise or otherwise in the commission of the unlawful act; 

(b)  upon receiving actual knowledge, or on being notified by the appropriate Government or its 

agency that any information, data or communication link residing in or connected to a 

computer resource, controlled by the intermediary is being used to commit the unlawful 

act, the intermediary fails to expeditiously remove or disable access to that material or that 

resource without vitiating the evidence in any manner 

Explanation: For the purposes of this section, the expression ―third party information‖ means any 

information dealt with by an intermediary in his capacity as an intermediary.‖ 
101

  (2011) (47) PTC 49 (Del). 
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that the combine[d] effect of reading Section 81 and the proviso is that the 

provisions of IT act may override other laws for the time being in force but they 

cannot restrict the rights of the owner under the Copyright Act and the Patent 

Act. The Court observed: 

―Section 79 is, thus, meant for all other internet wrongs wherein 

intermediaries may be involved including auctioning, networking 

servicing, news dissemination, uploading of pornographic content but 

not certainly relating to the copyright infringement or patent 

infringement which has been specifically excluded by way of proviso to 

Section 81. This can be only possible harmonious construction between 

the two Acts [Copyright Act and the IT Act] which makes both the Acts 

workable‖.
102

 

Further, the Court held:   

―... there is no impact of provisions of Section 79 of IT Act (as amended 

in 2009) on the copyright infringements relating to internet wrongs 

where intermediaries are involved and the said provision cannot curtail 

the rights of the copyright owner by operation of proviso of Section 81 

which carves out an exception in cases relating to copyright or patent 

infringement‖.
103

 

Further such a construction is strengthened by the incorporation of certain 

amendments in the Copyright Act discussed below which specifically deal with 

the liability of ISPs.  

In the light of the above discussion, it is also submitted that India has followed 

the DMCA pattern in embracing the vertical approach to intermediary liability. 

4.7.2. Analysis of Liability Regime of ISPs under the Indian Copyright Act 

Before analysing the liability regime of ISPs under the Indian Copyright Act, it 

would be pertinent to discuss the judgment of the Delhi High Court in Super 
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Cassettee Industries v. My Space & Another.
104

 

In this case, the plaintiff claiming to be the owner of the copyright in the 

repertoire of songs, cinematograph films, sound recordings etc. filed a suit for 

restraining infringement of copyright, damages etc. alleging that defendant No. 1 

(myspace.com), a social networking site, offering a variety of entertainment 

applications including sharing, viewing of music, images, cinematograph works, 

was infringing their copyrighted material. The Plaintiff sought interim relief 

from the Court for an order of permanent injunction restraining the defendants, 

their officers, employees, agents, servants and representatives and all others 

acting on their behalf and in active concert or participation with them or any of 

them from reproducing, adapting, distributing, communicating, transmitting, 

disseminating or displaying on their website www.myspace.com, 

www.in.myspace.com or any sub-domain thereof or otherwise infringing in any 

manner, the cinematograph films, sound recordings and/or the underlying 

literary or musical works in which the plaintiff owned exclusive, valid and 

subsisting copyright(s) and other interim reliefs. 

In its defence, My Space cited the following defences: 

Non-Specificity of Prayer:- Super Cassette Industries‟ claim in the suit was for 

a blanket injunction on copyrighted content on the MySpace website. This 

imposed a clearly untenable, even impossible, burden for intermediaries to 

comply with. 

Knowledge:- MySpace argued that no liability could accrue to it on two counts. 

The first was that it had no actual or direct knowledge or role in the selection of 

the content, while the second was that no control was exercised, or was 

exercisable over the uploading of the content. Additionally, there was no 

possible means by which it could have identified the offending content and 

segregated it from lawful content, or monitored all of the content that it served 
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as a platform for. 

Intermediary status and Safe Harbour Protection:- In relation to its status as 

an intermediary, MySpace raised several arguments. First, it argued that it had 

immunity under Section 79 of the IT Act and under the US Digital Millennium 

Copyright Act (US DMCA). Another argument restated what is arguably the 

most basic tenet of intermediary liability that merely providing the platform by 

which infringement could occur cannot amount to infringement. In other words, 

the mere act of facilitating expression over internet does not amount to 

infringement. It then made reference to its terms of use and its institution of 

safeguards (in the form of a hash filter, a rights management tool and a system 

of take-down–stay-down), which it argued clearly reflected an intention to 

discourage or else address cases of infringement as they arose. MySpace also 

emphasized that a US DMCA compliant procedure was in place, although T-

Series countered that the notice and take down system would not mitigate the 

infringement. 

Relationship between MySpace and its Users:- Taking from previous 

arguments about a lack of control and its status as an intermediary, MySpace 

argued that it was simply a licensee of users who uploaded content. The license 

is limited, in that MySpace is only allowed to alter user-generated content so as 

to make it viewable. 

The Court concluded that infringement in terms of section 51 (a) (ii) had 

occurred in this case, since web space is a ―place‖ in the terms required by the 

section and there were monetary gains in the form of ad revenue. The argument 

as to a lack of knowledge of infringement was also rejected on the ground that 

MySpace‘s provision for safeguards against infringement clearly established a 

reason to believe that infringement would occur. Also referenced as evidence of 

knowledge, or at least a reason to believe infringement would occur, was the fact 

that MySpace modified the format of the content before making it available on 

its website. It also tested for infringement by authorization in terms of Section 
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14 read with Section 51 (a) (i), but concluded that this did not arise here. 

The Court accepted the argument made by T-Series to the effect that Sections 79 

and 81 of the IT Act must be read together. Since Section 79 would be 

overridden by Section 81‘s non-obstante, the effect would be that rights holders‘ 

interests under the Copyright Act will erode intermediaries‘ immunity under 

Section 79.  

The Court rejected the argument that the provision of due diligence or curative 

measures post-infringement would be sufficient. Specifically, the contention that 

the quantum of content being uploaded precludes close scrutiny, given the 

amount of labour that would be involved, was rejected. Content should not 

immediately be made available but must be subject to enquiries as to its title or 

to authentication of its proprietor before it is made available. In fact, it held that,  

―There is no reason to axiomatically make each and every work 

available to the public solely because user has supplied them unless the 

defendants are so sure that it is not infringement. If the defendants 

cannot exercise diligence of this nature, the necessary inferences can be 

drawn is that the defendants are making itself liable for infringement by 

its inactions to enquire about the source of the works at the appropriate 

stage.‖
105

 

There was also an attempt to distinguish the Indian legal framework from the 

DMCA. While that law calls for post-infringement measures, it was argued that 

in India, on reading Section 51 with Section 55, the focus was on preventing 

infringement at the threshold. In response to the case that it would be impossible 

to do so, the Court held that since the process here requires MySpace to modify 

the format of content uploaded to it to make it viewable, it will have a 

reasonable opportunity to test for infringement. 

The Delhi High Court‘s judgment is worrying for a number of reasons. The 

Court failed to appreciate the working of intermediaries online and disregarded 
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  Id. at 111. 
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all pragmatic considerations involved. The judgment imposes a general duty to 

monitor all the content that is uploaded by its users and scrutinize them for 

copyright infringement. Such an approach is unheard of in jurisdictions across 

the globe. For example, Article 15 of the E-commerce Directive
106

 prevents 

Member States from imposing a ―general obligation to monitor" content which 

they transmit or store as provided in Articles 12, 13 and 14, nor a general 

obligation to "actively seek facts or circumstances indicating illegal activity.‖  

In effect, the judgment implies that even if an intermediary applies all available 

means to prevent the publication of potentially infringing content, it would 

remain potentially liable for any illegality in the content, even though the 

illegality could not have been detected or addressed. 

Further, the Court imposes a duty on the ISP to prevent infringement at the 

threshold. This puts the ISP in the position of a judge to determine whether or 

not there is infringement. Given the general difficulty in conclusively 

establishing whether there is an infringement at all, due to the complexities in 

applying the exceptions contained under Section 52 (which talks about fair-use), 

it should not be for ordinary private or commercial interests such as ISPs to sit in 

judgment over whether content is or is not infringing. In order to minimize its 

own liability, the likelihood of legitimate content being censored by the 

intermediary prior to posting is high. The consequences for civil liberties, and 

free speech and expression online in particular, appear to have been completely 

ignored in favour of rights holders‘ commercial interests. 

Pertinently, the judgment was given before the amendments of 2012, when the 

liability regime of ISPs was conspicuous by its absence in the Copyright Act of 

1957. In the light of the recent amendments, the judgment looses much of its 

force specially since the amendments have incorporated the notice and take-

down (NTD) mechanism in the Copyright Act. NTD was cited as a defence by 
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the defendants and rejected by the Court on the ground that the Indian Act 

contained no such procedure and hence reliance on the provisions of the Digital 

Millennium Copyright Act (which provides for NTD) was of no use.
107

 

4.7.3. Liability of ISPs after the Amendment Act of 2012 

The provisions in the Copyright Act which have a bearing on the liability of 

ISPs are incorporated in Section 52(ii)(b)and(c)
108

. Section 52(ii)(b) provides 

that the transient or incidental storage of a work or performance purely in the 

technical process of electronic transmission or communication to the public shall 

not constitute an infringement of copyright. Further, Section 52(ii)(c) provides 

that transient or incidental storage of a work or performance for the purpose of 

providing electronic links, access or integration, shall not constitute an 

infringement of copyright where such links, access or integration has not been 

expressly prohibited by the right holder, unless the person responsible is aware 

or has reasonable grounds for believing that such storage is of an infringing copy  

It is however, submitted that these provisions are lacking in a significant number 

of areas. 

The words used in Section 51(ii)(c) are ―person responsible‖ which presumably 

means an intermediary. Further, it refers to two things which might nail an ISP.  

First, is 'awareness,' which, it is submitted turns on actual knowledge of 

copyright infringement. The second is 'reasonable grounds for believing ' 
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  2011 (47) PTC 49(Del) at 105. 
108

  Section 52: Certain acts not to be infringement of copyright. - The following acts shall not constitute 

an infringement of copyright, namely:" (b) the transient or incidental storage of a work or 

performance purely in the technical process of electronic transmission or communication to the 

public; (c) transient or incidental storage of a work or performance for the purpose of providing 

electronic links, access or integration, where such links, access or integration has not been expressly 

prohibited by the right holder, unless the person responsible is aware or has reasonable grounds for 

believing that such storage is of an infringing copy: 

Provided that if the person responsible for the storage of the copy has received a written complaint 

from the owner of copyright in the work, complaining that such transient or incidental storage is an 

infringement, such person responsible for the storage shall refrain from facilitating such access for a 

period of twenty-one days or till be receives an order from the competent Court refraining from 

facilitating access and in case no such order is received before the expiry of such period of twenty-

one days, he may continue to provide the facility of such access. 
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which, it is submitted refers to constructive knowledge of copyright 

infringement. This criteria of „reasonable grounds for believing‟ lacks sufficient 

clarity. For example, if an intermediary is aware that it services could be used 

for infringing copyright, would it mean that mit had reasonable grounds for 

believing”. 

If such a construction is adopted then a duty would be incumbent on the ISP to 

actively monitor its users for copyright infringement. Such a proposition, 

besides, being onerous and a practical impossibility would also be in direct 

contradiction with both the DMCA
109

 and the EC directives
110

 which specifically 

absolve an ISP from any duty to monitor. Moreover, the existence of a general 

duty to monitor content is rejected in practically all the jurisdictions studied, 

with respect not only to transmission and network access (mere conduit) 

activities, but also to the hosting of information.
111

  

Imposition of such a duty on the ISP to monitor its customers would, it is 

submitted, violate the right to privacy of such customers. Pertinently, the right to 

privacy is a fundamental right guaranteed under Article 21 of the Constitution.  

It is also submitted that the adoption of a seemingly vague criteria 

―reasonable grounds for believing‖ is deliberate. By this, the legislature has left 

the field open for judicial maneuvering in individual cases. Thus, precision has 

been sacrificed at the altar of practicality. 

4.7.3.1. Notice and Takedown (NTD) Regime  

The proviso to Section 51(ii)(c) contemplates a notice and takedown(NTD) 

regime which has become commonplace in copyright legislations across the 

globe. The Indian NTD regime, however, is a poor replica of its global 
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  17 USC § 512(m)  
110

  Article 15 of the E-commerce Directive (2000/31/EC) prevents Member States from imposing a 

―general obligation to monitor‖ content. 
111

  Ignacio Garrote Fernández-Díez, ―Comparative Analysis on National Approaches to the Liability of 

Internet Intermediaries for Infringement of Copyright and Related Rights‖ available at: 

www.wipo.org (Visited on Aug.13,2013). 

http://www.wipo.org/


 
Chapter – 4                Liability of Internet Service Providers- An Analysis   

158 

counterparts. For one, it has potentially chilling effects on freedom of speech 

and expression. Whenever an ISP receives a notice, it will, in all probability, be 

inclined to remove or block access to the notified content, without bothering to 

check the veracity of the claim. The consequences of non compliance with the 

notice can prove fatal to the survival of an ISP.
112

 On the other hand, blocking 

access to the notified content is almost a risk free proposition for the ISP.
113

 

Secondly, NTD can result in indiscriminate censorship. The scheme envisaged 

under the NTD visualises an ISP in the position of a judge who is called on to 

pronounce upon the validity of a copyright claim. What is more disturbing about 

such a scenario is that copyright infringement claims are enmeshed in legal 

technicalities
114

 and ISPs are novices at such tasks. Thus the NTD places on the 

ISPs, a responsibility which they are ill-equipped to handle. 

There is a plethora of evidence available globally which reflects the misuse of 

the NTD regime. 

For instance, in research carried out at Oxford known as the ‗Mystery Shopper‘ 

test a major ISP in the United Kingdom was asked to take down a web page 

alleged to be a pirate copy.
115

 In fact the web page contained an extract from 

Mill‘s ‗On Liberty‘, published in 1869 and long in the public domain. 

Nonetheless, the webpage was removed without demur. The Oxford researchers 

concluded from this and other examples that ‗the current regulatory settlement 

has created an environment in which the incentive to take down content from the 

Internet is higher than the potential costs of not taking it down‘.
116

 Looking at 

the roughly similar copyright NTD regime of the DMCA, Urban and Quilter 

                                                             
112

  If the copyright claim proves to be true. 
113

  The chances of a customer suing an ISP for breach of contract are remote owing to the non litiguous 

nature of the vast majority of the population. Also, the ISP can indemnify itself from any liablity 

arising from such suit by incorporating terms and conditions to such effect in the contract with its 

customers. 
114

  Defence of fair-use etc are often found complicated by even judges and lawyers. 
115

  See discussion in C Ahlert, C Marsden and C Yung, ‗How Liberty Disappeared from Cyberspace: 

the Mystery Shopper Tests Internet Content Self-Regulation‘ (‗Mystery Shopper‘) available at: 

http://pcmlp.socleg.ox.ac.uk/text/liberty.pdf.(Visited on Oct.25,2013)  
116

  Ibid, at p. 12. 
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found that almost a third of takedown requests made by rights holders were 

apparently flawed or unjustified, and that over half the demands for link removal 

came from competitor companies.
117

 The project analyzed all the take down 

notices (876 in total) received by the search engine Google between 2002 and 

2005 and subsequently posted on the Chilling Effects website.
118

 30% of take 

down notices received raised ―obvious‖ queries as to validity, which a Court 

would have been bound to consider before granting an injunctive remedy. 

These included defenses for fair use, claims over public domain material, and 

notices in unclear form. The authors commented: 

―The surprising number of questionable takedowns we observed, taken 

in conjunction with the ex ante removal of content, the minimal 

remedies for abuse of process, and the lack of knowledge about the 

counter notice procedures, suggest that few are well served by [the NTD 

process]‖
119

. 

Thus NTD regimes present a frightening scenario as power is given to ISPs to 

takedown content in respect of which a complaint has been received irrespective 

of how ill-founded the copyright claim is. What complicates the matter further in 

the Indian context, is the absence of any counter notice provisions in the Indian 

Copyright Act. In such a scenario, the chances of frivolous and ill founded 

notices being served on ISPs are exponentially higher.
120

 Thus, a citizen can be 

deprived of his right to freedom of speech and expression on the flimsiest of 

grounds. This, it is submitted would run counter to the fundamental right to 

freedom of speech and expression guaranteed under Article 19(1)(a) of the 

Indian Constitution. 
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  Urban J and Quilter L, Efficient Process or ―Chilling Effects‖? Takedown Notices Under Section 

512 of the Digital Millennium Copyright Act: Summary Report, available at: 

http://mylaw.usc.edu/documents/512Rep-ExecSum_out.pdf.(Visited on Oct.28, 2013). 
118

  See ‗Chilling Effects Clearinghouse‘ at http://www.chillingeffects.org/, a joint project of the 

Electronic Frontier Foundation and Harvard, Stanford, Berkeley, University of San Francisco, 

University of Maine, and George Washington School of Law clinics. The site hosts take down 

notices voluntarily submitted by private parties and participating ISPs and sites such as Google. 
119

  Urban J and Quilter L, Efficient Process or ―Chilling Effects‖? Takedown Notices Under Section 

512 of the Digital Millennium Copyright Act: Summary Report, available at: 

http://mylaw.usc.edu/documents/512Rep-ExecSum_out.pdf.(Visited on Oct.28,2013). 
120

  The chances of the ISP complying with the notice are very high as explained earlier. 
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The Supreme Court in Life Insurance Corporation of India v. Prof. Manubhai 

D. Shah
121

 held that 

―Speech is God's gift to mankind. Through speech a human being 

conveys his thoughts, sentiments and feelings to others. Freedom of 

speech and expression is thus a natural right which a human being 

acquires on birth. It is, therefore, a basic human right. Everyone has the 

right to freedom of opinion and expression; the right includes freedom 

to hold opinions without interference and to seek and receive and impart 

information and ideas through any media and regardless of frontiers.‖ 

In Secretary, Ministry of Information and Broadcasting, Government of India 

and Others v. Cricket Association of Bengal and others,
122

 the SC observed:  

―The freedom of speech and expression includes right to acquire 

information and to disseminate it. Freedom of speech and expression is 

necessary for self- expression which is an important means of free 

conscience and self-fulfilment. It enables people to contribute to debates 

on social and moral issues. It is the best way to find a truest model of 

anything, since it is only through it, that the widest possible range of 

ideas can circulate. It is the only vehicle of political discourse so 

essential to democracy. Equally important is the role it plays in 

facilitating artistic and scholarly endeavours of all sorts. The right to 

communicate, therefore, includes right to communicate through any 

media that is available whether print or electronic or audio-visual such 

as advertisement, movie, article, speech etc.‖ 

No doubt, the right to freedom of speech and expression is not absolute but 

subject to reasonable restrictions. The phrase ‗reasonable restriction‘ connotes 

that the limitation imposed on a person in enjoyment of the right should not be 

arbitrary or of an excessive nature, beyond what is required in the interests of the 

public. The word ‗reasonable‘ implies intelligent care and deliberation, that is 

the choice of a course which reason dictates. Legislation which arbitrarily or 

excessively invades the right cannot be said to contain the quality of 
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reasonableness...
123

 

Giving power to ISPs
124

 to deprive a citizen of his right to freedom of speech 

and expression without proper safeguards
125

 is unreasonable and arbitrary, hence 

violative of Article 19(1)(a). 

Furthermore, if a copyright infringement claim turns out to be false, a general 

remedy available to an aggrieved person is under Section 60
126

 of the Copyright 

Act. It is submitted that the remedy provided under Section 60 is inefficacious, 

dilatory and time consuming. A separate provision should be incorporated in the 

Copyright Act which would penalise serving of notices on ISPs based on 

unfounded and frivolous claims of copyright. This, it is submitted, would ensure 

that a provision that can have potentially devastating effects on the freedom of 

speech and expression is invoked with care and caution. 

Pertinently, no time frame is provided either in the Copyright Act or the rules 

framed there under within which an ISP is obligated to remove the content in 

respect of which a complaint is received.
127

 Under the Information Technology 

(Intermediaries guidelines) Rules, 2011 an ISP is required to act within 36 

hours.
128

 It is doubtful that Rules framed under the IT Act would be applicable 
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  Chintamanrao and another v. The State of Madhya Pradesh AIR (38) 1951 SC 118.  
124

  Who are private players. 
125

  Such as counter notice, judicial oversight etc. 
126

  Sect ion 60 of the Copyright Act reads: Remedy in the case of groundless threat of legal 

proceedings. - Where any person claiming to be the owner of copyright in any work, by circulars, 
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respect of an alleged infringement of the copyright, any person aggrieved thereby may, 
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commences and prosecutes an action for infringement of the copyright claimed by him. 
127

  This is in contradiction to the DMCA which requires the ISP to act expeditiously[17 USC § 512(c)  
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  Rule 4 of the Information Technology (Intermediaries guidelines) Rules, 2011 made in exercise of 

the powers conferred by clause (zg) of subsection (2) of section 87 read with sub-section (2) of 

Section 79 of the Information Technology Act, 2000 (21 of 2000) provides that the intermediary, on 

whose computer system the information is stored or hosted or published, upon obtaining knowledge 

by itself or been brought to actual knowledge by an affected person in writing or through email 

signed with electronic signature about any such information as mentioned in sub-rule (2) of Rule 3, 

shall act within thirty six hours and where applicable, work with user or owner of such information 
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to the Copyright Act in view of Section 81 of the Information Technology Act 

discussed earlier. 

Another issue which lacks clarity is the interplay between the main part of 

Section 51(c) and its proviso. According to the proviso to Section 51(ii)(c),if the 

person responsible for storage of content does not receive the Court order within 

21 days from the date of receipt of written complaint, directing him to continue 

the takedown of allegedly infringing material, he may restore access to the 

notified content. The word used in the Section is ‗may‘ which means that no 

obligation is imposed on the ISP to restore access to the content in respect of 

which a complaint is received. Assuming that on failure of the complainant to 

furnish a Court order within the time frame provided by the Act, the ISP restores 

access to the allegedly infringing material, what would happen later if a suit is 

brought by the complainant against the ISP alleging violation of copyright. Can 

the complainant rely on the original complaint that he made to the ISP to show 

that the ISP had actual knowledge of the infringement. In such a scenario, would 

the ISP come within the mischief contemplated by the main body of Section 

51(ii)(c). Alternately, can the ISP contend that the failure of the complainant to 

get the Court order within the stipulated 21 days period, entitles it to restore 

access to the notified content without jeopardising its right to fall within the safe 

larbour provided by the main body of Section 51(ii)(c). In other words, can the 

ISP argue that the failure to furnish a Court order within the statutory period of 

21 days, would result in forfeiture of the complainant's right to contend that the 

ISP had actual knowledge of the infringement (actual knowledge being based on 

the notice served by the complainant). 

That said, the chances of an ISP restoring access to content in respect of which a 

complaint is received are dismal. To safeguard its own interest, an ISP‘s 

approach would border on over cautiousness. The only casualty here would be 

the freedom of speech and expression of the common citizen. 

                                                                                                                                                                                 
to disable such information that is in contravention of sub-rule (2) of Rule 3. Further the 

intermediary shall preserve such information and associated records for at least ninety days for 

investigation purposes. 
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iracy, set in the context of economic development, may be viewed as an 

inevitable and tolerable problem for the developed world and not a problem 

at all for the developing world. The counter arguments to piracy are usually 

presented in relation to lost revenues (assuming that every pirated good purchase 

corresponds to a loss purchase of the original product), or that pirated products 

do serious harm to the consumer. 

The widespread nature of piracy despite numerous attempts to eliminate it 

through legal, technological and corporate measures is a cause for concern for 

all the stakeholders. This chapter seeks to explore and understand what is the 

raison d’être of piracy, its extent and the reasons for its persistence despite 

attempts to eradicate it.  

The chapter   investigates the issue of piracy through a legal /ethical/lens in 

District Srinagar. It identifies the main offenders of this illegal activity and 

examines the underlying factors that underpin the commitment of such 

violations, to help us devise an effective alternative legal strategy to combat the 

menace of piracy. 

5.1 RESEARCH PROBLEM 

Despite the widespread magnitude of piracy in India, very little research has 

been carried out to explore the demographic, social, ethical and legal dimensions 

of the problem. Pertinently, no such study has been carried out in District 

Srinagar where, crimes like music piracy are put on the back burner. to combat 

the menace of piracy.  Srinagar city, the capital of the state of J&K, the 

northernmost state of India has a population of 1269751
1
.It has 16373

2
 Internet 
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  Census of India, 2011 

2
  Ibid. The total number of connections in Srinagar are 16413 with 40 rural connections.   
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connections and 118683
3
 number of mobile phones. 

In order to arrive at a broad understanding of the nature and extent of piracy in 

Srinagar, the study focused on the key components of the population that 

comprise the music ecosystem: the consumers, producers, retailers and singers. 

The study has been divided into three parts. In the first part, the determinants of 

piracy are analysed using Binary Logistic Regression Model‟
4
 (or logit Model). 

Ratio based analysis is used in the second part, to show the association between 

various variables relating to piracy. Percentile method has also been used to 

study the socio-economic indicators of piracy. The third part is based on 

interviews with various stakeholders involved such as singers, music composers, 

retailers so as to draw inferences from them.   

The consumers were administered a questionnaire, whereas interviews were 

conducted with the producers, retailers and singers. The objectives of the study 

are: 

1. To find out the determinants of musical piracy and to trace out the individual 

respondent‟s factors responsible for increasing the probability of being a pirate. 

2. To determine the impact of awareness of copyright law on piracy. 

3. To determine the association between ethics and piracy. 

4. To determine the impact of file sharing on purchase of CDs. 

5. To ascertain the incentives which attract people towards unauthorized 

downloading. 

6. To ascertain the association between the role of enforcement agencies 

and piracy. 

Before undertaking an empirical study of piracy in Srinagar, it would be 

worthwhile to take a look at the Indian Music Industry.  
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  Ibid. The total number of Mobiles in Srinagar is 120553 with 1870 rural connections.   

4
  Binary Logistic Regression estimates the probability that a characteristic is present, given the values 

of   explanatory variables. 
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5.2 THE INDIAN MUSIC INDUSTRY 

The Indian Music Industry has grown from INR 7.4 billion in2008 to INR 9.6 

billion in 2013.The industry is expected to grow at a CAGR of 13.25% to touch 

INR 17.8 billion by 2018.
5
 The digital music industry is expected to touch INR 

14.3 billion by 2016. Digital music revenue comprise of revenues from music 

consumed either via a mobile handset or the Internet, with mobile contributing 

roughly 90 percent to the total sales.
6
  The total internet user base stood at 278 

million at the end of October 2014 quarter and is estimated to grow to 354 

million by June 2015
7
.India will overtake the U.S as the second largest internet 

user base in the world by 2016
8
.  

Growth of high speed internet access and proliferation of devices such as smart 

phones, tablets etc. is potentially giving wings to piracy. Pocket internet is often 

equated to pocket piracy. The extent to which it has spread is phenomenal, with 

unauthorized music consumption surpassing legitimate music consumption. 

Piracy‟s real effect on music sales is extremely difficult to assess accurately. 

According to industry discussions, the estimated loss due to piracy is as high as 

75 percent of the actual size of the industry.
9
 IFPI estimates that more than half 

of the internet users (54%) access unlicensed services on a monthly basis in 

India
10

. Illegal downloading sites, P2P file sharing, Bit Torrent trackers and 

indexes,
11

 streaming sites, deep linking sites, blogs, forums, and social network 
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sites directing users to infringing files, cyberlockers used to advertise massive 

amounts of infringing materials, and piracy through auction sites all continue to 

plague right holders in India. A study undertaken by MPDA has put India 

among the top ten countries in the world for Internet piracy, as pirated films out 

of India appear on the Internet in an average of 3.15 days.
12

 During 2011, Peer 

Media Technologies reported that users initiated over 25 million 

downloads/uploads of unauthorized copies of major U.S. movie titles via certain 

P2P protocols in India. There is no indication that this situation improved in 

2012.
13

 In 2013, the Entertainment Software Association reports that India 

placed sixth in the world in terms of the number of connections by peers 

participating in the unauthorized file sharing of select ESA member titles on 

public P2P networks, up from seventh in 2011.
14

 

The music industry reports a significant increase in 2012 of mobile chip piracy, 

in which retail establishments sell or offer for free flash cards or other storage 

devices (or chips) for mobile phones preloaded with music to customers 

(sourced either from pirate or legitimate CDs or downloaded from pirate 

websites or through P2P filesharing services).
15

 The practice of downloading 

pirated content and then sideloading it to a musical device, especially a mobile 

phone, is widespread and has led to a culture of accepted piracy. And side 

                                                                                                                                                                                 
Submission Re: IIPA Written Submission Re: 2012 Special 301 Out-of-Cycle Review of Notorious 

Markets: Request for Public Comments, 77 Fed. Reg. 48583 (August 14, 2012), Docket No. USTR-

2011-0011, September 14, 2012, at http://www.iipa.com/pdf/2012_Sep14_Notorious_Markets.pdf. 

(Visited on Jan. 20, 2013) 
12

  See Price Waterhouse Coopers Report, Economic Contribution of the Indian Film and Television 

Industry, (March 2010).  
13

  The independent film and television segment of the motion picture industry (IFTA) reports that 

Internet piracy remains a significant export constraint for independent producers and distributors, 

the majority of which are small to medium sized businesses. Independent producers partner with 

local authorized distributors in India to finance and distribute their films and programming. These 

authorized distributors find it almost impossible to compete with pirates. Internet piracy also 

prevents the establishment of legitimate online distribution platforms and services for consumers, 

which independents can use to finance future productions.  
14

  IIPA, “ 2014 Special 301 Report on Copyright Protection and Enforcement: India” available 

at:www.iipa.com (Visited on Jan. 20, 2015) 
15

  The local music industry association has launched MMX to license mobile chip practices with 

respect to music and has thereby been able to turn a loss into a relative gain. Nonetheless, 

illegitimate mobile piracy dwarfs such efforts to date. See http://www.mmxindia.org/(Visited on 

April 6, 2013). 

http://www.iipa.com/pdf/2012_Sep14_Notorious_Markets.pdf
http://www.iipa.com/
http://www.mmxindia.org/
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loading isn't the only problem: mobile chip piracy is endemic.  

Mobile stores in every Indian city offer illegal downloads in their shops, and do 

so flagrantly." Mobile chip piracy is rampant and causing serious piracy 

concerns as nearly 70% of that content is pirated.
16

  

There are an estimated 80,000 mobile phone brokers who upload pirated music, 

movies and ringtones onto memory cards in India.
17

 In addition, there are 

numerous “apps” for mobile phones, for example, operating on IOS and Android 

phones, used to make available Indian and international music to mobile 

subscribers without authorization. 

A study conducted by Nokia revealed that globally music is the third most 

popular app to download (29 percent), next to games (38 percent) and social 

networking (35 percent). In India, music is the most downloaded application and 

the second most used application after social networking. 34 percent of the smart 

phone users like to download applications because they feel the need to 

download the latest music releases.
18

 

At this juncture, it would be pertinent to review some of the studies conducted 

on music piracy. 

5.3 LITERATURE REVIEW 

Liebowitz
19

 concluded that file sharing has brought significant harm to the 

recording industry in the US. The birth of online file sharing mid-1999 and the 

very large decline in CD album sales that immediately followed provide 

powerful evidence on their own. Notably, Liebowitz also found that the two 

music genres that are less likely to be downloaded in file-sharing systems, 

classical and jazz, did not participate in the sales decline up to 2004, whereas 

                                                             
16

    Mounty Munford, “Riding the changes,” The Guardian, June 24, 2009. 
17

  Rhys Blakely, “India‟s Music Millionaires Turn to Slumdog Pirates for Help,” Times, Feb. 9, 2010. 
18

  available at:http://www.business-standard.com/india/news/nokia/s-global-study-reveals-indians-

preferbusiness- focused-apps/423948/(Visited on Apr.6,2013) 
19

  S. Liebowitz, “File Sharing: Creative Destruction or Just Plain Destruction?” XLIX Journal of Law 

and Economics, (2006). 

http://www.business-standard.com/india/news/nokia/s-global-study-reveals-indians-preferbusiness
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other genres, more likely to be affected by file sharing (hard rock, rap, 

alternative, R&B) generally did participate. Liebowitz investigated key 

alternative explanations for the observed impact on recorded music sales other 

than file sharing including album prices, income, music quality, markets for 

substitutes and complements, portability and librarying. He concluded that none 

of these explanations individually hold much weight. 

Zentner
20

 found that countries with higher internet and broadband penetration 

have experienced larger reductions in music sales, which supports the 

correlation between the rise in digital piracy and the fall of music industry sales. 

He also found evidence that file sharing may explain a change in the 

composition of legitimate sales by repertoire, with a higher reduction of sales of 

types of music that are shared more heavily. His analysis, based on data from 

1997 to 2002, suggests that, at the average level of internet usage, a country is 

likely to have experienced a decline in legitimate music sales of up to 24%. 

Rob and Waldfogel
21

 used individual-level data on album downloads and 

purchases by 500 college students in the US. They found evidence that each 

album download reduces purchases by about 0.2 in their sample (a displacement 

rate of approximately 1 in 5), although possibly by much more. Their data also 

suggests that downloading reduces the per capita expenditure of the sample (on 

hit albums released between 1999-2003) from $126 to $101 (approx. 20%). 

Lysonski and Durvasula, examined “the present state of downloading and how 

ethical orientation and attitudes towards MP3 piracy impact such activities”. 

One thing in which the researchers were interested was the issue of whether fear 

of punishment has a negative impact on the intention to commit downloading. 

Findings showed that the intention of downloading was not highly associated 

with the statement “not paying recording artists their rightful profits is 

                                                             
20

  A. Zentner, “File Sharing and International Sales of Copyrighted Music: An Empirical Analysis 

with a Panel of Countries” Topics in Economic Analysis and Policy 1-15(2005). 
21

  R. Rob and Joel Waldfogel, “Piracy on the High C‟s: Music Downloading, Sales Displacement and 

Social Welfare in a Sample of College Students”49(1) Journal of Law and Economics 29-62 (2006). 
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unethical”. This result shows the gap between one‟s declared ethics and likely 

actions, and is further evidence that downloading is not, therefore, seen as an 

ethical activity. The results also suggested that even those who consider 

themselves to have a strong ethical ideal and would not steal a music CD from a 

shop are not similarly reticent about downloading music.
22

 

Hinduja and Ingram have developed an ordinary least squares regression 

model indicating that a combination of electronically developed peer networks, 

gender, Internet skill, and access to high-speed Internet account for 26% of the 

variation in respondents‟ level of music piracy.
23

 Research by Higgins and 

Makin (2004) has also contributed to this model; the authors found that 

engagement in music piracy is negatively correlated with age and females, and 

that SES and participation in copyrighted video piracy positively correlate with 

music piracy.
24

 

A study by Kwong et al. examined Chinese consumers‟ attitudes towards 

intentions to buy pirated CDs. They found that social benefit of dissemination 

and anti-big business attitude were positively related to intention to buy pirated 

CDs while social cost of piracy and ethical belief were negatively related to 

intention to buy such CDs. In addition to these findings, demographics such as 

gender and age also were associated with intention to buy pirated CDs.
25

  

One study tracking how the number of files shared by users changed after the 

news of lawsuits found some decrease for those sharing a large number of files, 

but no effects for others (Bhattacharjee et al.).
26

 

 

                                                             
22

  Steven Lysonski, Srinivas Durvasula, “Digital Piracy of MP3s: Consumer and Ethical 

Predispositions", 25(3) Journal of Consumer Marketing 167-178 (2008). 
23

  S. Hinduja & J.R. Ingram, “Social Learning Theory and Music Piracy: The Differential Role of 

Online and Offline Peer Influences” 22(4) Criminal Justice Studies 405–420, (2009). 
24

  G. E. Higgins and D.A.Makin, “Self Control Deviant Peers and Software Piracy” 95 Psychological 

Reports 921-931(2004). 
25

  K. Kwong, Yau, O., Lee, J., Sin, L. and Tse, A., “The Effect of Attitudinal and Demographic 

Factors on Intention to Buy Pirated CDs: The Case of Chinese Consumers” 47(3) Journal of 

Business Ethics 223-35 (2003). 
26

  S. Bhattacharjee, et al., “Impact of Legal Threats on Online Music Sharing Activity: An Analysis of 

Music Industry Legal Actions” 49(1) The Journal of Law and Economics 91–114 (2006). 
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A study by Chiou et al., surveyed 361 high-school students to test various 

hypotheses regarding digital piracy, including whether “perceived magnitude of 

consequences” had a (negative) impact on their attitude toward music piracy. 

Those, whose responses suggested a higher magnitude of consequences (in other 

words, were cognizant of possible negative consequences and therefore that 

there may be “victims” even in a corporate environment) did, indeed, tend to 

adopt a negative attitude towards music piracy.
27

 

5.4 METHODOLOGY IN THE PRESENT STUDY 

5.4.1 Sample 

Individuals in the age group of 15-39 were used as the sample. The focus on this 

age group was based on the premise that this age group generally has greater 

interest in music. This age group also tends to be technology savvy and spends 

considerable amount of time in using the internet and other digital technologies. 

5.4.2 Sample Size Calculation 

As per the census of India, Sample Registration System (SRS) report, 2010 

published in 2012, the total population of Srinagar is 1269751. 47% of the 

population constitutes the age group of 15-39. So our total study population 

consists of 596, 783 individuals. The literacy rate as per the Census of India 

(2011) of Srinagar City is 71.45%. On the basis of this literacy rate, the rough 

estimate of literates in the reference age group comes out to be 426, 401. In 

order to obtain a sample size for the study, a pilot survey was conducted and 

questionnaire administered to 100 individuals and an estimate of proportion of 

individuals downloading/buying unauthorized music was found to be 0.5. 

Using this proportion with 95% confidence level and 1.5% design effect, a 

sample size of 877 was chosen.  Proportional allocation was used to allocate the 

                                                             
27

  Jyh-Shen Chiou, Chien-yi Huang and Hsin-hui Lee, “The Antecedents of Music Piracy Attitudes 

and Intentions” 57(2) Journal of Business Ethics, 161-174 (2005).  
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sample size of 687 to different educational institutes.
28

 200 additional samples 

were chosen from the self employed and employed class.
29

  Within each group, 

stratified random sampling technique was employed.  

Again, in order to obtain a representative sample, the self employed class was 

divided into different strata viz. Top, middle, small and very small levels of self 

employment.  

The pattern was also followed in the employed class as well, with the exception 

that this class was divided into 3 categories only i.e. higher, middle and small 

income groups. 

After screening incomplete or partially filled questionnaires from the selected 

sample only 828 were used for analysis.  

5.4.3 Instruments 

Research was conducted by means of a 36 item questionnaire, which tested the 

respondents attitude towards music, unauthorized down loading/buying of CDS. 

The questionnaire consisted of several parts as discussed below: there were two 

items measuring the social benefit of dissemination (i.e., making music available 

to people who would not be otherwise able to buy it). Two items measured the 

anti big business attitude (i.e. resentment against big music companies 

overcharging their customers). One item measured the respondents ethical belief 

(i.e. the ethical belief regarding buying or downloading unauthorized music). 

Two items measured the social cost of piracy (i.e. unauthorized 

buying/downloading causing losses to singers).Three items were related to the 

                                                             
28

  There are a total of 42 Higher Secondary Schools in Srinagar (20- Government, 22- Private) as per 

the All India School Education Survey, available at: www.aises.nic.in (Visited on Mar.1,2013) 

There are 2 Universities, 10 affiliated, 5 constituent, 17 Professional and19 B.Ed colleges in 

Srinagar available at: www.jkhighereducation.nic.in.and www.kashmiruniversity.net (Visited on 

Mar.1,2013). Out of these 11 private and 10 Govt. Higher Secondary schools were randomly chosen 

for the survey. Besides this, the survey covered 2 Private Professional and 3 Govt. Professional 

Colleges. 8 Degree Colleges and 6 B.Ed Colleges were also a part of the Survey. The reason for 

lesser number of B.Ed Colleges is that many of the colleges listed on the website have been shifted 

to places outside Srinagar City.   
29

  As the number of self employed individuals is greater than employed individuals, the sample (of 

200) was distributed in the ratio of 3:1. Again, in order to obtain a representative sample among the 

employed group, individuals were chosen from the Govt. and the private sector in the ratio of 1:2. 
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role of enforcement agencies in combating piracy. Also, two items measured the 

respondents awareness and perception of copyright law. In addition, two items 

measured the respondents‟ value consciousness. 

The responses were measured on a 5 point Likert scale (1 = Strongly Disagree, 5 

= Strongly Agree). Two items measured the influence of peers in the decision to 

download unauthorized music. The responses were evaluated on a 5 point scale. 

(1 = Extremely unlikely, 5 = Extremely likely)  

One item measured the impact of file sharing on purchase of CDS. Again, there 

was one item which measured the factors which attracted the respondents 

towards unauthorized buying/downloading of music.      

5.4.4 Binary Logistic Regression Model 

 In order to find out the determinants of music piracy and to trace out the 

individual respondent‟s factors responsible for increasing the probability of 

being a pirate, a „Binary Logistic Regression Model‟ (or logit Model) was 

employed. This Binary Logistic Regression Model‟ is used when the dependent 

variable attains only two values.  To explain the behaviour of a dichotomous 

dependent variable we chose a suitable cumulative distribution function (CDF). 

The probability that a respondent has ever been indulged in piracy can be 

explained by:  

                                                                                    

Where, Pi  is the probability of being a pirate (that is P(1) or p(yes), Fη(.) is the 

Cumulative Distribution Function (CDF) of a standard logistic variate,  „S‟ 

represents the vector of  socio-economic and personal characteristics and „P‟ 

represents a vector of respondents perceptions about copy right law. α, β1, β2, are 

unknown coefficients to be estimated. Signs of coefficients of „S‟ will depend on 

the exact variable and generally differs from context to context. The logit Model 

is estimated by employing „Maximum Likelihood Estimation Method‟ using 

SPSS 18.  
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Empirical Specification: A cause and effect type relationship between the 

probability of being a pirate and its possible determinants was estimated using 

the regression analysis. The assumed determinants of piracy are: Age, education, 

gender, income, awareness of copy right law and certain perceptions of the 

respondents like whether they think that piracy is unethical? should the free 

downloading of music be allowed? whether pirates need to be punished? Are the 

law enforcement agencies lenient and is conflict responsible for increased 

piracy? The empirical equation to be estimated along with the dependent and 

independent variables was specified as: 

P(Pirate) =  f [Age,  Education (Edu), Gender (Sex), Income (INC), Copy 

Right Law Awareness(CRLA), Piracy Unethical (PU), Free 

Downloading Allowed (FDA), Punish Pirates (PP), Lenient law 

Enforcement(LLE), Conflict (CONF)] 

Where,  

P(Pirate) =  is the probability of being a pirate. The variable is a binary number 

which attains the value of „1‟ if the respondent has ever been 

involved in the piracy. It attains the value of „zero‟ if the 

respondent has never been a pirate. 

Age:  is the age of the respondent measured in years. 

Edu:  represents the level of education and is classified into three 

categories. It attains its values from 1 to 3 where 1 = 

Undergraduate, 2= Graduate and 3= Post graduate. 

Sex:  represents the gender of the respondent. It attains the value of „1‟ 

if the respondent is male and „zero‟ for females. 

INC:  represents the respondent‟s household monthly income and has 

been divided into four slabs. The ordered variable attains four 

values from 1 to 4 where 1 represents the households whose 

income is below Rs. 5000.  If the respondent falls in the income 
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slab of Rs. 5000 to Rs. 10,000 the variable attains the value of „2‟ 

and „3‟ for Rs. 10,000 to 15,000. For those respondents whose 

income is above Rs. 20000 the variable attains the value of 4.  

CRLA: represents the „Awareness of the respondent about Copy Right 

Law‟. It is a binary number which attains the value of „1‟ if the 

respondent is aware about the Copy Right Law, otherwise it attains 

the value of zero. 

PU: represents that „piracy is unethical‟. Respondent‟s perceptions 

about piracy are captured by ordered five-point scale variable. If 

the respondent strongly disagrees with the statement the variable 

attains the value of 1 and accordingly 2 for disagree, 3 for neutral, 

4 for agree and 5 for strongly agree. 

FDA:  The variable represents that „Free downloading of music should be 

allowed‟. The perception based close-ended question seeks 

answers from the respondents again on five-point ordered scale. If 

the respondent strongly disagrees with the statement the variable 

attains the value of 1 and accordingly 2 for disagree, 3 for neutral, 

4 for agree and 5 for strongly agree. 

PP: the variable represents that „pirates need to be punished‟ and is 

also captured by the five-point ordered scale. If the respondent 

strongly disagrees with the statement the variable attains the value 

of 1 and accordingly 2 for disagree, 3 for neutral, 4 for agree and 5 

for strongly agree. 

LLE The variable represents that „Leniency by law Enforcement 

Agencies has led to an increase in Piracy’.    It is also captured by 

the five-point ordered scale. If the respondent strongly disagrees 

with the statement the variable attains the value of 1 and 
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accordingly 2 for disagree, 3 for neutral, 4 for agree and 5 for 

strongly agree. 

CONF: The variable represents that „Conflict has led to an increase in 

Piracy‟. The responses are again captured by the five-point 

ordered scale. If the respondent strongly disagrees with the 

statement the variable attains the value of 1 and accordingly 2 for 

disagree, 3 for neutral, 4 for agree and 5 for strongly agree. 

1. Estimated Results from Binary Logistic Regression Model 

Descriptive Statistics: Based on the sample of 828 respondents, descriptive 

statistics revealing minimum, maximum, mean and standard deviation of the 

variables included in the Binary Logistic Regression Model are shown below in 

Table No. 1. The mean value of variable P(Pirate) is 0.8865. It indicates that 

88.65% of respondents are pirates. The average age of the respondents is 21.80 

years with minimum age of the respondent as 15 years and maximum age as 39 

years. It shows that the sample respondents are mainly of younger age. The 

mean education years are 1.09 which shows that major respondents are 

undergraduates. The mean value of income is 2.03. It reveals that the sample 

respondents mostly fall category of Rs. 5000 to Rs.10000 income group. The 

mean value of sex is 0.5942 which shows that 59.42% respondents are males. 

The mean value of CRAL is 0.6123 which shows that 61.23% of the respondents 

are aware about the copy right law. All the mean values of the variables assumed 

to be the determinants of piracy like, PU (piracy is unethical), FDA (Free 

downloading should be allowed), PP (pirates need to be punished, LLE (lenient 

law enforcement) and CONF (conflict), lies above 3 and below 4. It shows that 

the majority of the respondents agree with these statements. (The details of the 

variables have been reported in cross tabs documented in the succeeding text). 
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Table 1: Descriptive Statistics 

 Number Minimum Maximum Mean Std. Deviation 

P(Pirate) 828 .00 1.00 .8865 .31743 

Age 828 15 39 21.80 5.617 

Edu 828 0 3 1.09 .978 

INC 828 1 4 2.03 1.124 

SEX 828 .00 1.00 .5942 .49134 

CRAL 828 .00 1.00 .6123 .48752 

PU 828 1 5 3.51 1.260 

FDA 828 1 5 3.90 1.186 

PP 828 1 5 3.62 1.160 

LLE 828 1 5 3.85 .910 

CONF 828 1 5 3.29 1.226 

Estimated Results: The estimated results from Binary Logistic Regression 

Model are reported in Table No.2, showing coefficients (B), standard error (S.E) 

and significance level (P Values) of the variables. The coefficients of Binary 

Logistic model are not marginal effects rather showing the impact of 

independent variables on the loglikelihood of being a pirate. The usual practice 

is to explain the sign and significance of the variables. 

The results show that the coefficient of the variable „age‟ has negative sign and 

is significant at 5% level. It indicates that with the increase in age the 

loglikelihood (say probability) of being a pirate decreases or piracy is high 

among younger people.  

The variable Education (Edu) has positive sign which indicates that with the 

increase in the educational level the probability of being a pirate increases. 
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However, the relationship is not statistically significant. The possible reason 

may be that all the respondents have higher qualifications and being an 

undergraduate, graduate or postgraduate has no impact on piracy. 

The coefficient of the variable income has negative sign showing that with the 

increase in the level of income the probability of being a pirate decreases. 

However, the relationship is not statistically significant. 

The coefficient of the variable sex (being Male = 1 and female = 0) has negative 

sign which reveals that the probability of being a pirate is low among males. 

Alternatively it shows that piracy is more prevalent among the women and the 

relationship is statistically significant at 5% level. 

The coefficient of the variable CRAL has positive sign which indicates that the 

probability of being a pirate is high among the respondents who are aware about 

the Copyright Act. The relationship is statistically significant at 1% level. This is 

most striking finding of the study with high level of significance. It clearly 

reveals that Copyright Act awareness may not lead to reduction of piracy 

however its effective implementation, punishment in case of infringement etc 

may be more prioritized areas for curbing piracy.  

The coefficient of the variable PU has positive sign. It shows that as we move 

from respondents who strongly disagree (=1) to those who strongly agree (=5) 

with the statement that „piracy is unethical‟, the probability of being a pirate 

increases. Alternatively, it shows that those who strongly agree that piracy is 

unethical tend to be more involved in piracy but the relationship is statistically 

insignificant. 

The coefficient of the variable FDA has positive sign and is highly significant 

(at 1% level). It reveals that as we move from respondents who strongly disagree 

(=1) to those who strongly agree (=5) with the statement that „free downloading 
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should be allowed‟ the probability of piracy increases. Alternatively, it reveals 

that pirates strongly agree that free downloading should be allowed.  

The coefficient of the variable PP has negative sign and is statistically 

significant at 10% level. It shows that as we move from the respondents who 

strongly disagree (=1) to those who strongly agree (=5) with the statement that 

„pirates should be punished‟, the probability of being a pirate decreases. 

Alternatively, those who agree that pirates need to be punished tend to be less 

involved in piracy. This finding is somewhat related with strong implementation 

of copy right act and justifies that for reducing the rate of piracy, pirates need to 

be punished and substantiates the earlier finding that mere awareness of 

Copyright Law will not ipso facto bring down the incidence of piracy.  

The coefficient of the variable LLE has positive sign. It indicates that as we 

move from the respondents who strongly disagree (=1) to those who strongly 

agree (=5) with the statement that „Lenient Law Enforcement has increased the 

piracy‟, the probability of being a pirate increases. In other words, it means 

pirates are aware about lenient law enforcement and this leniency (of 

enforcement agencies) is major cause leading to increase in the rate of piracy. 

However, the statistical relationship is insignificant. 

The coefficient of the variable CONF is positive which shows that as we move 

from the respondents who strongly disagree (=1) to those who strongly agree 

(=5) with the statement that „conflict increases the rate of piracy‟, the probability 

of being a pirate increases. Alternatively, piracy is high among those who agree 

(or strongly agree) that „conflict increases the rate of piracy‟. However, the 

relationship is statistically insignificant. 
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Table 2:  Estimated Results from Binary Logistic Regression Model 

Dependent Variable: P (Pirate) 

 B S.E. Sig. (p values) 

Age -.054 .023 .019 

Edu .133 .148 .368 

INC -.009 .114 .938 

SEX -.645 .280 .021 

CRAL 1.11 .244 .000 

PU .079 .100 .426 

FDA .524 .089 .000 

PP -.192 .115 .094 

LLE .052 .139 .706 

CONF .094 .096 .324 

Constant 1.06 .814 .190 

-2 Log likelihood     =  496.804 

Cox & Snell R Square = .102,   Nagelkerke R Square = .201 

Percentage Correct  = 89.2 

 

The overall model-fit statistics shown in Table No. 2, reveal that model is 

robust. Although there is no close analogous statistic in logistic regression to the 

coefficient of determination R
2
, however some approximations are used.  The 

Cox & Snell Square (a measure of R-square) was found to be over 0.102 with a 

Nagelkerke R-Square, which is equivalent to adjusted version of the Cox & 

Snell R-square and the maximum value can reach upto one, 0.201. It implies that 

over 20% of the variation in the dependent variable was explained by the 

independent variables included in the model. Another very important indicator 

of the model is the percentage correct or the „sensitivity of prediction‟. The 

Binary Logistic Regression Model showed that about 89.2 % of the occurrences 

were correctly predicted by the model. 
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5.4.5 Tabular Analysis  
 

Table 1: Incentives which attract towards unauthorized Downloading 

Incentives which attract towards unauthorized 

Downloading 

Total 

No.  % 

It is cheap and convenient 296 35.7% 

There is a huge variety of music available 156 18.8% 

Rare songs are available 160 19.3% 

It gives a feeling of being a part of a group. 216 26.1% 

Total 828 100.0% 

 

On being asked the reasons for sharing unauthorized music, majority of the 

respondents (35.7%) revealed that it was the low price and convenience that 

attracted them. The second most predominant factor responsible for sharing of 

unauthorized music was found in collectivism. 26.1% of the respondents said 

that they like to share unauthorized music because it gave them a feeling of 

being a part of a group. Predictably this feeling was the highest in the age group 

of 15-25 years and progressively decreased with increasing age.  The other 

reasons given were availability of rare songs (19.3%) followed by availability of 

huge variety of songs (18.8%).  

 

Fig. 1 
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Table 2: Age wise classification of reasons for unauthorized downloading  

Incentives for unauthorized 

downloading 

Age Total 

15 -25 yrs 25- 35 yrs 
35 yrs and 

above No. % 

No. % No. % No. % 

It is cheap and convenient 220 33.4% 61 45.9% 15 40.5% 296 35.7% 

There is a huge variety of 

music available 
123 18.7% 26 19.5% 7 18.9% 156 18.8% 

Rare songs are available 123 18.7% 27 20.3% 10 27.0% 160 19.3% 

It gives a feeling of being a 

part of a group. 
192 29.2% 19 14.3% 5 13.5% 216 26.1% 

Total 658 100.0% 133 100.0% 37 100.0% 828 100.0% 

 

Interestingly, the age wise classification of the respondents revealed that price 

was the most important attractive features of unauthorized downloading for 

those in the age group of 25-35 years of age (45.9%). It was the least attractive 

feature for those in the age group of 15-25 years of age (33.4%).  
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Table 3:  Gender wise classification of reasons for unauthorized 

downloading 

Incentives for unauthorized 

downloading 

Gender Total 

Male Female 
No. % 

No. % No. % 

It is cheap and convenient 198 40.2% 98 29.2% 296 35.7% 

There is a huge variety of music 

available 
92 18.7% 64 19.0% 156 18.8% 

Rare songs are available 102 20.7% 58 17.3% 160 19.3% 

It gives a feeling of being a part 

of a group. 
100 20.3% 116 34.5% 216 26.1% 

Total 492 100.0% 336 100.0% 828 100.0% 

 

Again the gender wise classification revealed that low prices and convenience 

were a major attractive feature of males (40-2%) rather than for females 

(29.2%).  Surprisingly, being a part of the peer group was an attractive feature in 

unauthorized downloading more for females (34.5%) than for males (20.3%).   
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Table 4:  Occupation wise classification of reasons for unauthorized 

downloading 

Incentives for 

unauthorized 

downloading 

Occupation Total 

Business Service Unemployed Student 
No. % 

No. % No. % No. % No. % 

It is cheap and 

convenient 
68 44.2% 27 48.2% 2 18.2% 199 32.8% 296 35.7% 

There is a huge variety of 

music available 
26 16.9% 8 14.3% 3 27.3% 119 19.6% 156 18.8% 

Rare songs are available 30 19.5% 17 30.4% 4 36.4% 109 18.0% 160 19.3% 

It gives a feeling of being 

a part of a group. 
30 19.5% 4 7.1% 2 18.2% 180 29.7% 216 26.1% 

Total 154 100.0% 56 100.0% 11 100.0% 607 100.0% 828 100.0% 

 

The occupation wise classification brought to fore the fact that low prices 

attracted those in the service classes (48.2%) followed by the self employed 

class (44.2%). Ironically, low prices were the least attractive feature for those 

who are most hard pressed for money i.e. the unemployed class (18.2%), 

followed by the students (32.8%). Peer group mentality was the highest among 

students (29.7%) and lowest amongst the service class (7.1%).  
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Table 5:   Education wise classification of reasons for unauthorized 

downloading 

Incentives for 

unauthorized 

downloading 

Education Total 

Hr Secondary 
Under 

Graduate 
Graduate Post Graduate. 

Count Col % 
Count Col % Count Col % Count Col % Count Col % 

It is cheap and 

convenient 
88 30.3% 102 41.0% 77 35.6% 29 39.7% 296 35.7% 

There is a huge variety 

of music available 
65 22.4% 40 16.1% 41 19.0% 10 13.7% 156 18.8% 

Rare songs are available 65 22.4% 45 18.1% 36 16.7% 14 19.2% 160 19.3% 

It gives a feeling of 

being a part of a group. 
72 24.8% 62 24.9% 62 28.7% 20 27.4% 216 26.1% 

Total 290 100.0% 249 100.0% 216 100.0% 73 100.0% 828 100.0% 

 

The education wise classification revealed that price and convenience attracted 

mostly under graduates (41.0%) followed by post graduates (39.7%) who were 

followed by graduates (35.6%). It was the least attractive feature for those in the 

Higher Secondary category (30.3%).   
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Table 6:  Income wise classification of reasons for unauthorized 

downloading 

Incentives for 

unauthorized 

downloading 

Income Total 

Below Rs.5000 Rs.5000- 10, 000 Rs.10000- 20000 
Above 

Rs.20000 Count Col % 

Count Col % Count Col % Count Col % Count Col % 

It is cheap and 

convenient 
114 30.7% 90 45.2% 44 37.0% 48 34.5% 296 35.7% 

There is a huge variety 

of music available 
77 20.8% 28 14.1% 22 18.5% 29 20.9% 156 18.8% 

Rare songs are 

available 
66 17.8% 33 16.6% 27 22.7% 34 24.5% 160 19.3% 

It gives a feeling of 

being a part of a group. 
114 30.7% 48 24.1% 26 21.8% 28 20.1% 216 26.1% 

Total 371 100.0% 199 100.0% 119 100.0% 139 100.0% 828 100.0% 

 

A very interesting point to note is that low prices and convenience was a major 

draw for those in the middle income groups [(Rs. 5000-1000, 45.2%) and (Rs 

10000-20000, 37%)]. Ironically, amongst the various income groups the low 

income group viewed low prices and convenience as the least important 

attractive feature of unauthorized downloading (30.7%).  
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Ethics of buying or downloading pirated music 
 

Table 7: Ethics of buying or downloading pirated music 

Buying or downloading pirated music is un 

ethical (it is wrong) 

Total 

Count Col % 

Strongly disagree 68 8.2% 

Disagree 134 16.2% 

Neutral 147 17.8% 

Agree 264 31.9% 

Strongly agree 215 26.0% 

Total 828 100.0% 

 

Regarding the ethics of buying or downloading pirated music, majority [57.9%, 

with 31.9% agreeing and 26% agreeing strongly] of the respondents were of the 

view that buying or downloading of pirated music was unethical. 17.8% of the 

respondents were neutral, while only a small minority of 24.4% (with 8.2% 

disagreeing strongly and 16.2% disagreeing) were of the opinion that 

buying/downloading pirated music was not unethical. This is contrary to a 

number  of western studies on the point which reveal that piracy is not viewed as 

an unethical activity.
30

 Having said that, it is important to remember that there 

are certain studies to the contrary.
31
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30

  S. Glass and A. Wood, “Situational Determinants of Software Piracy: An Equity Theory 

Perspective” 15(11) Journal of Business Ethics 1189-98(1996). 
31

  T.P. Cronan and S. Al. Rafee, “Factors that Influence the Intention to Pirate Software and Media” 

78(4) Journal of Business Ethics 527-45(2007) 
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Table 8:  Age wise classification of ethics of buying or downloading pirated 

music 

Buying or downloading pirated 

music is un ethical (it is wrong) 

Age Total 

15 -25 yrs 25- 35 yrs 
35 yrs and 

above Count Col % 

Count Col % Count Col % Count Col % 

Strongly disagree 63 9.6% 5 3.8% 0 .0% 68 8.2% 

Disagree 113 17.2% 15 11.3% 6 16.2% 134 16.2% 

Neutral 100 15.2% 39 29.3% 8 21.6% 147 17.8% 

Agree 210 31.9% 39 29.3% 15 40.5% 264 31.9% 

Strongly agree 172 26.1% 35 26.3% 8 21.6% 215 26.0% 

Total 658 100.0% 133 100.0% 37 100.0% 828 100.0% 

 

Age wise classification reveals that 62.1% [40.5% agreeing and 21.6% agreeing 

strongly] of those in the older-age group of 35 years and above believe piracy to 

be an unethical activity, followed by 58% [31.9% agreeing and 26.1% agreeing 

strongly] in the age group of 15-25 years and 55.6% [29.3% agreeing and 26.3% 

agreeing strongly] in the age group of 25-35 years of age. 
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Table 9:  Gender wise classification of ethics of buying or downloading 

pirated music 

Buying or downloading pirated 

music is un ethical (it is wrong) 

Gender Total 

Male Female 
Count Col % 

Count Col % Count Col % 

Strongly disagree 45 9.1% 23 6.8% 68 8.2% 

Disagree 79 16.1% 55 16.4% 134 16.2% 

Neutral 105 21.3% 42 12.5% 147 17.8% 

Agree 148 30.1% 116 34.5% 264 31.9% 

Strongly agree 115 23.4% 100 29.8% 215 26.0% 

Total 492 100.0% 336 100.0% 828 100.0% 

 

The gender wise classification reveals that more females [(64.3%) 34.5% 

agreeing and 29.8% agreeing strongly] than males [(53.5%) 30.1% agreeing and 

23.4% agreeing strongly] view piracy as unethical behavior.  
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Table 10:  Occupation wise classification of ethics of buying or 

downloading pirated music 

Buying or 

downloading pirated 

music is un ethical (it 

is wrong) 

Occupation Total 

Business Service Unemployed Student 

Count Col % 

Count Col % Count Col % Count Col % 

Coun

t Col % 

Strongly disagree 3 1.9% 1 1.8% 0 .0% 64 10.5% 68 8.2% 

Disagree 20 13.0% 7 12.5% 1 9.1% 106 17.5% 134 16.2% 

Neutral 43 27.9% 12 21.4% 2 18.2% 90 14.8% 147 17.8% 

Agree 55 35.7% 16 28.6% 5 45.5% 188 31.0% 264 31.9% 

Strongly agree 33 21.4% 20 35.7% 3 27.3% 159 26.2% 215 26.0% 

Total 154 100.0% 56 100.0% 11 100.0% 607 100.0% 828 100.0% 

 

The occupation wise classification reveals that the unemployed class considers 

piracy as the most unethical (72.8%) while approximately 57% of students and 

business men view piracy as unethical. This trend reveals that though piracy 

may be viewed as unethical, yet people still engage in it. This reveals a negative 

correlation between ethical orientation and piracy.  
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Table 11:  Education wise classification of ethics of buying or downloading 

pirated music 

Buying or 

downloading 

pirated music is 

un ethical (it is 

wrong ) 

Education Total 

Hr Secondary 
Under 

Graduate 
Graduate Post Graduate. 

Count Col % 

Count Col % Count Col % Count Col % Count Col % 

Strongly disagree 36 12.4% 15 6.0% 12 5.6% 5 6.8% 68 8.2% 

Disagree 50 17.2% 41 16.5% 36 16.7% 7 9.6% 134 16.2% 

Neutral 40 13.8% 58 23.3% 35 16.2% 14 19.2% 147 17.8% 

Agree 80 27.6% 71 28.5% 88 40.7% 25 34.2% 264 31.9% 

Strongly agree 84 29.0% 64 25.7% 45 20.8% 22 30.1% 215 26.0% 

Total 290 100.0% 249 100.0% 216 100.0% 73 100.0% 828 100.0% 

 

Interestingly, the greatest percentage of those who do not view piracy as 

unethical are from the students community (28%). Interestingly, those with 

higher educational background (Graduate and above) were more inclined to 

view piracy as unethical [Graduates  61.5%, Postgraduates  64.3%]  
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Table 12: Income wise classification of ethics of buying or downloading 

pirated music 

Buying or 

downloading 

pirated music is 

un ethical (it is 

wrong) 

Income Total 

Below Rs.5000 Rs.5000-10,000 
Rs.10000- 

20000 

Above 

Rs.20000 Count Col % 

Count Col % Count Col % Count Col % Count Col % 

Strongly disagree 38 10.2% 11 5.5% 8 6.7% 11 7.9% 68 8.2% 

Disagree 68 18.3% 32 16.1% 13 10.9% 21 15.1% 134 16.2% 

Neutral 60 16.2% 38 19.1% 28 23.5% 21 15.1% 147 17.8% 

Agree 122 32.9% 61 30.7% 41 34.5% 40 28.8% 264 31.9% 

Strongly agree 83 22.4% 57 28.6% 29 24.4% 46 33.1% 215 26.0% 

Total 371 100.0% 199 100.0% 119 100.0% 139 100.0% 828 100.0% 

 

In the income wise classification, the highest percentage of those who viewed 

piracy as unethical was from the highest income bracket (61.9%), while lowest 

percentage of those who viewed piracy as unethical was from the lowest income 

group (55.3%).  
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Awareness and Efficacy of Copyright Law to Control Piracy  

Table 13: Awareness of Copyright Law 

Awareness of copy right law 
Total 

Count Col % 

To some extent  125 15.1% 

To a large extent  103 12.4% 

To little extent 279 33.7% 

Not at all 321 38.8% 

Total 828 100.0% 

 

Majority of the respondents (61.2%), though in varying degrees revealed that 

they were aware of copyright law. 33.7% rated their knowledge of copyright law 

as little, whereas 15.1% of the respondents pegged their knowledge of copyright 

law at a moderate level. Only 12.4% of the respondents said that they were 

aware of copyright law to a large extent. 38.8% revealed that they were not at all 

aware of copyright law. 
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Table 14: Age wise classification of awareness of Copyright Law 

Awareness of 

copy right law 

Age Total 

15 -25 yrs 25- 35 yrs 35 yrs and above 
Count Col % 

Count Col % Count Col % Count Col % 

To some extent  107 16.3% 17 12.8% 1 2.7% 125 15.1% 

To a large extent  80 12.2% 16 12.0% 7 18.9% 103 12.4% 

To little extent 227 34.5% 42 31.6% 10 27.0% 279 33.7% 

Not at all 244 37.1% 58 43.6% 19 51.4% 321 38.8% 

Total 658 100.0% 133 100.0% 37 100.0% 828 100.0% 

 

Surprisingly, in the age-wise classification of awareness of copyright law, 

increase in the age group was accompanied by an increase in the ignorance of 

copyright law. 37.1% of the respondents in the age group of 15-20 years said 

they were not at all aware of Copyright Law, whereas this figure was at 43.6% 

and 51.4% for those in the age group of 25-35 years and 35 years and above 

respectively.  
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Table 14: Gender wise classification of awareness of Copyright Law 

Awareness of copy 

right law 

Gender Total 

Male Female 
Count Col % 

Count Col % Count Col % 

To some extent  76 15.4% 49 14.6% 125 15.1% 

To a large extent  61 12.4% 42 12.5% 103 12.4% 

To a little extent 140 28.5% 139 41.4% 279 33.7% 

Not at all 215 43.7% 106 31.5% 321 38.8% 

Total 492 100.0% 336 100.0% 828 100.0% 

 

Ignorance of copyright law was more pronounced in male (43.7%) than in 

females (31.5%).  
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Table 15: Occupation wise classification of awareness of Copyright Law 

Awareness of 

copy right law 

Occupation Total 

Business Service Unemployed Student 
Count Col % 

Count Col % Count Col % Count Col % Count Col % 

To some extent  20 13.0% 7 12.5%   98 16.1% 125 15.1% 

To a large extent  14 9.1% 10 17.9% 3 27.3% 76 12.5% 103 12.4% 

To little extent 45 29.2% 12 21.4% 3 27.3% 219 36.1% 279 33.7% 

Not at all 75 48.7% 27 48.2% 5 45.5% 214 35.3% 321 38.8% 

Total 154 100.0% 56 100.0% 11 100.0% 607 100.0% 828 100.0% 

 

The table reveals that ignorance of copyright law was found to be the highest in 

the self employed category (48.7%) and the employed category (48.2%). It was 

found to be the least in the students community (35.3%).  
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Table 16: Education wise classification of awareness of Copyright Law 

Awareness of 

copy right law 

Education Total 

Hr Secondary Under Graduate Graduate Post Graduate. 
Count Col % 

Count Col % Count Col % Count Col % Count Col % 

To some extent  50 17.2% 31 12.4% 36 16.7% 8 11.0% 125 15.1% 

To a large 

extent  
37 12.8% 28 11.2% 33 15.3% 5 6.8% 103 12.4% 

To little extent 95 32.8% 74 29.7% 79 36.6% 31 42.5% 279 33.7% 

Not at all 108 37.2% 116 46.6% 68 31.5% 29 39.7% 321 38.8% 

Total 290 100.0% 249 100.0% 216 100.0% 73 100.0% 828 100.0% 

 

In the education wise classification, ignorance of copyright law was found to be 

the highest in the undergraduates (46.6%), followed by the post graduates 

(39.7%). Awareness was found to be the highest in graduates.   
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Table 17: Income wise classification of awareness of Copyright Law 

Awareness of 

copy right law 

Income Total 

Below Rs.5000 Rs.5000-10,000 Rs.10000-20000 Above Rs.20000 
Count Col % 

Count Col % Count Col % Count Col % Count Col % 

To some extent  59 15.9% 25 12.6% 20 16.8% 21 15.1% 125 15.1% 

To a large extent  46 12.4% 19 9.5% 16 13.4% 22 15.8% 103 12.4% 

To little extent 124 33.4% 55 27.6% 45 37.8% 55 39.6% 279 33.7% 

Not at all 142 38.3% 100 50.3% 38 31.9% 41 29.5% 321 38.8% 

Total 371 100.0% 199 100.0% 119 100.0% 139 100.0% 828 100.0% 

 

Awareness of copyright law was found to be the highest in the income slab of 

Rs. 20,000 and above (70.5%) and least in the income group of Rs. 5000-1000, 

(50.3%).  
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Table 18: Efficacy of Copyright Law to control Piracy 

Copy right law is enough to 

control digital piracy of music 

Total 

Count Col % 

Strongly disagree 66 8.0% 

Disagree 188 22.7% 

Neutral 188 22.7% 

Agree 300 36.2% 

Strongly agree 86 10.4% 

Total 828 100.0% 

 

Regarding the efficacy of Copyright law to control digital piracy, 46.8% 

[36.25% agreeing and 10.4% agreeing strongly] of the respondents were of the 

opinion that copyright law was enough to control piracy whereas 22.7% were 

neutral. 30.7% [8% disagreeing and 22.7% disagreeing strongly] felt that 

Copyright law was not sufficient to control digital piracy.  
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Role of enforcement agencies  

Table 19: Role of enforcement agencies 

Leniency by the law enforcement agencies 

has led to an increase in piracy 

Total 

Count Col % 

Strongly disagree 9 1.1% 

Disagree 64 7.7% 

Neutral 170 20.5% 

Agree 388 46.9% 

Strongly agree 197 23.8% 

Total 828 100.0% 

 

An overwhelming majority i.e. 70.7% (46.9% agreeing and 23.8% agreeing 

strongly) were of the opinion that leniency by law enforcement agencies has led 

to an increase in piracy. 20.5% were neutral in their response, while 8.8% (7.7% 

disagreeing and 1.1% disagreeing strongly) disagreed with the statement that 

leniency by law enforcement agencies had led to an increase in piracy.  
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Table 20: Cross classification between role of enforcement agencies and age  

 

Leniency by the law 

enforcement agencies 

has led to an increase 

in piracy 

Age Total Pearson 

Chi –

square 

   

P Value 15 -25 yrs 25- 35 yrs 
35 yrs and 

above No. % 

No. % No. % No. % 

Strongly disagree 7 1.1% 2 1.5% 0 .0% 9 1.1% 

16.258(a) .039 

Disagree 57 8.7% 7 5.3% 0 .0% 64 7.7% 

Neutral 125 19.0% 31 23.3% 14 37.8% 170 20.5% 

Agree 303 46.0% 66 49.6% 19 51.4% 388 46.9% 

Strongly agree 166 25.2% 27 20.3% 4 10.8% 197 23.8% 

Total 658 100.0% 133 100.0% 37 100.0% 828 100.0%   

 

The cross classification between the lax role of the enforcement agencies leading 

to piracy and age revealed that there is significant association between the two 

    - 16.25 and p value .03).  

Other factors such as gender, income, education, occupation were found not to 

have a significant association with the implementation of Copyright Law leading 

to increase in piracy.  
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Anti-big Business Attitude  

Table 21: Anti-big Business Attitude 

Music company over charge consumers for 

their copy righted works, leading to piracy. 

Total 

Count Col % 

Strongly disagree 35 4.2% 

Disagree 96 11.6% 

Neutral 126 15.2% 

Agree 369 44.6% 

Strongly agree 202 24.4% 

Total 828 100.0% 

 

Anti big business Attitude 69%, (44.6% agreeing and 24.4% strongly agreeing) 

of the respondents were of the opinion that music companies overcharge their 

customers leading to piracy, 15.2% were neutral in the response and only 15.8% 

(4.2% strongly disagreeing and 11.6% disagreeing ) disagreed.  
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Table 22: Age wise classification of Anti-big Business Attitude 

Music company over charge 

consumers for their copy righted 

works, leading to piracy. 

Age Total 

15 -25 yrs 25- 35 yrs 
35 yrs and 

above No. % 

No. % No. % No. % 

Strongly disagree 29 4.4% 5 3.8% 1 2.7% 35 4.2% 

Disagree 88 13.4% 6 4.5% 2 5.4% 96 11.6% 

Neutral 100 15.2% 20 15.0% 6 16.2% 126 15.2% 

Agree 292 44.4% 63 47.4% 14 37.8% 369 44.6% 

Strongly agree 149 22.6% 39 29.3% 14 37.8% 202 24.4% 

Total 658 100.0% 133 100.0% 37 100.0% 828 100.0% 

 

Surprisingly, those in the age group of 15-25 years had the lowest percentage 

[(67%) i.e., 44.4% agreeing and 22.6% agreeing strongly)] of respondents who 

were in agreement with the statement that music companies overcharge their 

customers. The majority of the respondents [76.7% (47.4% agreeing and 29.3% 

agreeing strongly)] who agreed with the statement that music companies 

overcharge their customers were found to be in the age group of 25-35 years.   
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Table 23: Gender wise classification of Anti-big Business Attitude 

Music company over charge consumers 

for their copy righted works, leading to 

piracy. 

Gender Total 

Male Female 
No. % 

No. % No. % 

Strongly disagree 26 5.3% 9 2.7% 35 4.2% 

Disagree 61 12.4% 35 10.4% 96 11.6% 

Neutral 86 17.5% 40 11.9% 126 15.2% 

Agree 196 39.8% 173 51.5% 369 44.6% 

Strongly agree 123 25.0% 79 23.5% 202 24.4% 

Total 492 100.0% 336 100.0% 828 100.0% 

 

In the gender-wise classification, more females (75% i., 51.5% + 23.5%) than 

males (64.8% i.e., 39.8 + 25.0%) were of the opinion that music companies 

overcharge their customers.  

 

 

Fig. 23 

0.00%

10.00%

20.00%

30.00%

40.00%

50.00%

60.00%

Strongly
disagree

Disagree Neutral Agree Strongly
agree

Male

Female



 
Chapter – 5              Piracy in Music- Empirical Evidence From the Filed   

204 
 

Table 24: Income wise classification of Anti-big Business Attitude 

Music company over 

charge consumers for their 

copy righted works, 

leading to piracy. 

Income Total 

Below Rs.5000 
Rs.5000- 10, 

000 

Rs.10000- 

20000 

Above 

Rs.20000 No. % 

No. % No. % No. % No. % 

Strongly disagree 13 3.5% 13 6.5% 6 5.0% 3 2.2% 35 4.2% 

Disagree 55 14.8% 21 10.6% 11 9.2% 9 6.5% 96 11.6% 

Neutral 55 14.8% 36 18.1% 18 15.1% 17 12.2% 126 15.2% 

Agree 161 43.4% 87 43.7% 56 47.1% 65 46.8% 369 44.6% 

Strongly agree 87 23.5% 42 21.1% 28 23.5% 45 32.4% 202 24.4% 

Total 371 100.0% 199 100.0% 119 100.0% 139 100.0% 828 100.0% 

 

In the income wise classification, those in the highest income group (Above Rs., 

20000) were found to be the most in agreement (79.2% 46.81% +32.4%) with 

the statement that music companies overcharge their customers which leads to 

piracy.   
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Table 25: Occupation wise classification of Anti-big Business Attitude 

Music company over 

charge consumers for 

their copy righted works, 

leading to piracy. 

Occupation Total 

Business Service Unemployed Student 

No. % 

No. % No. % No. % No. % 

Strongly disagree 6 3.9% 1 1.8% 0 .0% 28 4.6% 35 4.2% 

Disagree 15 9.7% 1 1.8% 0 .0% 80 13.2% 96 11.6% 

Neutral 24 15.6% 10 17.9% 2 18.2% 90 14.8% 126 15.2% 

Agree 74 48.1% 23 41.1% 5 45.5% 267 44.0% 369 44.6% 

Strongly agree 35 22.7% 21 37.5% 4 36.4% 142 23.4% 202 24.4% 

Total 154 100.0% 56 100.0% 11 100.0% 607 100.0% 828 100.0% 

 

In the occupation wise classification students (67.4% 44%+23.4%) were 

found to be least in agreement with the statement that music companies 

overcharge their customers.  
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5.4.6 Interviews 

During the course of the study ten singers were also interviewed. These included 

top level singers like Wahid Geelani, Ajaz Rah etc. and middle level singers 

such as Muneer Mujeeb. All the singers interviewed were unanimous in their 

renunciation of Copyright Law. They accepted piracy as an inevitable part of 

their profession. Any reliance on the police for the enforcement of their 

copyright claims was viewed by them as an exercise in futility. Speaking from 

their experience, a number of singers revealed that law enforcement agencies 

were not receptive to copyright enforcement claims and viewed them as trivial 

in nature. Therefore, the singers preferred not to report the violation of copyright 

to the police and instead tracked them on their personal level. These singers 

believed in self help and regularly checked out shops selling CD‟s to ensure that 

pirated CD‟s of their works are not sold. Surprisingly, the singers viewed 

downloading of their works on the internet as a positive development. They 

believed that it added to their popularity and were happy about the same.   

Interviews were also conducted with CD shop owners (selling mostly pirated 

CDs). Interviews were conducted with CD shop owners in Lalchowk area of 

Srinagar city. Pertinently, the shops selling pirated CDs are located on Court 

Road which is right under the nose of the District court of Srinagar city.  The 

shopkeepers revealed that their business was on the verge of extinction, courtesy 

free downloading via the Internet. They also revealed that the number of shop 

had dwindled from 40 to about 10, in the past ten years. According to them, 

mobile shops have now become the new havens of piracy. Downloading songs 

from the Internet and transferring them onto mobiles, pen-drives, memory cards 

etc. is the latest form in which piracy is thriving.   
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5.5 FINDINGS OF THE STUDY 

From the study, it is clear that the pirate in Srinagar city is most likely to be 

young, female, and aware about copyright law. The pirate knows that law 

enforcement agencies are lenient in enforcing copyright law. The pirate also 

believes piracy to be unethical and still indulges in it. The major factors which 

attract him/her towards unauthorized downloading are low prices and 

convenience of downloading. The findings of the study suggest that awareness 

of copyright law does not deter people from indulging in piracy. This, in turn 

would mean that campaigns aimed at creating awareness of Copyright law 

would not yield the desired results. Further, the study reveals a negative 

correlation between ethical orientation and piracy. A natural corollary of this is 

that, anti piracy campaigns focusing on appeals to ethics (such as a pirate is a 

thief) would prove infructuous in the efforts to curb piracy. The study also 

confirms that a sizeable chunk of the population is routinely engaged in 

unauthorized downloading. The study clearly points to the leniency of law 

enforcement agencies as a contributory factor in increasing piracy. This shows 

that popular practice and law are out of sync. The tension can be resolved by 

either stronger enforcement to make reality conform to the law or changing the 

law in order to adapt it to reality. It is submitted that the latter would be a more 

pragmatic solution. Therefore legalizing non commercial file sharing would be 

an effective solution to combat the menace of unauthorized downloading. It 

would decriminalize P2P users remunerate artists, and relieve the judicial system 

and the ISP from mass scale prosecution. 

.         
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here is no right without a remedy, more so in the field of copyright 

protection where the efficacy of the protection is directly dependent on the 

efficacy of the remedies available. These remedies are available to a copyright 

owner. The expression ‗owner of copyright‘ includes in addition to the original 

owner (1) an exclusive licensee  and (ii) in case of an  anonymous or 

pseudonymous work, the publisher of the work until the identity of the author is 

disclosed publicity
1
 (iii) a person deriving title from the original owner under a 

valid assignment
2
 or a bequest.

3
 

The remedies available for copyright infringement can be divided into three 

classes:  

a) Civil remedies: 

b) Criminal remedies; and  

c) Administrative remedies 

The civil remedies can be further divided into two groups:  

i) Injunctional remedies   

ii) Monetary remedies  

6.1 CIVIL REMEDIES  

6.1.1 Temporary injunction: A temporary injunction is merely provisional in 

nature and does not conclude a right; its effect and object is merely to preserve the 

property in dispute in status quo, until the hearing or further order, or to prevent 

future injury, leaving matters as far as possible in status quo, until the suit to all its 

bearing can be heard and determined.
4
 Usually, the prayer for grant of an 

                                                                   
1
  Section 54,Indian Copyright Act, 1957 

2
  Ibid., Section 18(2).  

3
  Ibid., Section 20.  

4
  Sir J.G. Woodroffe, Salil. K. R. Chowdhary, et al. (eds.) ―The Law Relating to Injunctions in India ‖ 

16(S.C. Sarkar, Kolkatta 2 edn., 1992).  

T 
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interlocutory injunction is made at a stage when the existence of the legal right 

asserted by the plaintiff and its alleged violation are both contested and uncertain 

and remain uncertain till they are established at the trial on evidence. The court, at 

this stage, acts on certain well settled principles of administration of this form of 

interlocutory remedy which is both temporary and discretionary.
5
   

…The Court will exercise its discretion in favour of the applicant only in strong 

cases. The plaintiff must make out a prima facie case in support of his application 

for interim injunction and must satisfy the court that his legal right has been 

infringed and in all probability will succeed ultimately in the action. This does not 

mean, however, that the court should examine in detail the facts of the case and 

anticipate or prejudice the verdict which might be pronounced after hearing of the 

suit or that the plaintiff should make out a case which would entitle him at all 

events to relief at the hearing.
6
 Since the Indian Courts have relied heavily on the 

decisions of the courts in the U.S. and the U.K., it would be pertinent to refer to 

the position in those countries.  

6.1.1.1 Position in the U.S. 

The overriding purpose of injunctive relief is to ensure that IPR infringements 

cease as soon as possible. However, necessary guarantees must be in place to 

safeguard the rights of defence of all parties. The 1976 Copyright Act specifically 

authorizes the use of injunctions and Courts have routinely awarded them, both in 

the form of preliminary injunctions during the pendency of the case or as 

permanent injunctions after a finding of infringement. 

Till the recent past, Courts in the U.S. granted injunctions as a matter of routine
7
. 

The Courts in the U.S have been very liberal in granting injunctions in copyright 

infringement case. However, the U.S Supreme Court mandated several 

procedural changes regarding the award of injunctions in EBay, Inc. v. Merc 

                                                                   
5
  Wander Ltd. v. Antox India P. Ltd [(1990) Supp SCC 726].  

6
  K.H. Mohammad Aboobacker v. Nanikram Maher Chand another (874-75) 1957 (11) Mad LJ. 573.  

7
  Nimmer & Nimmer, Quoted in Kathryn Judge, ―Rethinking Copyright Misuse‖, 57(3) Stanford Law 

Review 941(2004). 
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Exchange, L.L.C.
8
 This brought to an end the almost automatic process of 

granting injunctions in copyright infringement cases. 

In Ebay, Inc. v. Mercexchange, l.l.c., Merc Exchange, L.L.C., sued eBay, the 

Web-based auction site, for patent infringement after the parties were unable to 

reach a licensing agreement for Merc Exchange‘s ―Buy It Now‖ business method 

patent. A federal jury ruled that eBay had infringed Merc Exchange‘s patent, but 

the District Court denied the plaintiff‘s request for a permanent injunction.
9
 On 

appeal, the U.S. Court of Appeals for the Federal Circuit – the appellate Court 

tasked with review of patent cases across the country – reversed, applying the 

―general rule that Courts will issue permanent injunctions against patent 

infringement absent exceptional circumstances.‖
10

 The Court reasoned that the 

rule favoring permanent injunctive relief arose from the Patent Act‘s provision 

giving patent owners ―the right to exclude others from making, using, offering for 

sale, or selling‖ the invention.
11

 The Supreme Court disagreed by, making a 

distinction between the creation of the right to exclude and the provision of 

remedies when that right is violated.
12

 The Court found nothing in the Patent Act 

that would support the appellate Court‘s departure from the use of 

―well-established principles of equity‖ that apply in any case involving a request 

for an injunction, stating that ―a major departure from the long tradition of equity 

practice should not be lightly implied.‖
13

 In fact, the Court held, the Patent Act 

indicates that ―injunctive relief ‗may‘ issue only ‗in accordance with the 

principles of equity.‘
14

 Those principles, the Court noted, require a plaintiff 

seeking a permanent injunction to demonstrate: 

(1) that it has suffered an irreparable injury; 

(2) that remedies available at law, such as monetary damages, are inadequate 

                                                                   
8
  547 U.S. 388 (2006). 

9
  Merc Exchange, L.L.C. v. eBay, Inc., 275 F. Supp. 2d 695, 715 (E.D. Va. 2003). 

10
  Merc  Exchange, L.L.C. v. eBay, Inc., 401 F.3d 1323, 1339 (Fed. Cir. 2005). 

11
  Id. at 1338. 

12
  E Bay 2nc v. Mex exchange, UC, 547 

13
  Id. at 391. 

14
  Id. at 392 (citing 35 U.S.C. § 283 (2000). 
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to compensate for that injury; 

(3) that, considering the balance of hardships between the plaintiff and the 

defendant, a remedy in equity is warranted; and 

(4) that the public interest would not be disserved by a permanent injunction.
15

 

The Court thus reversed the longstanding practice of federal Courts regarding 

how to determine if injunctive relief is warranted in patent cases. While the 

Court‘s ruling in eBay arose from a patent case, the majority opinion specifically 

pointed to copyright law to support its holding. Its insistence that Courts rely on 

traditional equitable principles in rulings on injunctive relief in patent cases, the 

Court held, was consistent with its approach regarding injunctions in copyright 

cases: 

―Like a patent owner, a copyright holder possesses the right to exclude 

others from using his property. A copyright, like a patent, is at once the 

equivalent given by the public for benefits bestowed by the genius and 

meditations and skill of individuals and the incentive to further efforts for 

the same important objects. Like the Patent Act, the Copyright Act 

provides that Courts may grant injunctive relief on such terms as it may 

deem reasonable to prevent or restrain infringement of a copyright. And 

as in our decision today, this Court has consistently rejected invitations to 

replace traditional equitable considerations with a rule that an injunction 

automatically follows a determination that a copyright has been 

infringed.‖
16

 

In Winter v. Natural Resources Defense Council
17

 the Court re-examined the 

standard for injunctive relief in deciding whether the Ninth Circuit had properly 

upheld a preliminary injunction entered against the Navy over ecological 

concerns. In vacating the preliminary injunction, the Court reiterated its eBay 

holding that injunctions should be determined by balancing the equities of the 

individual case and emphasized the importance of the public interest in making 

                                                                   
15

  Id. at 391. 
16

  Id. at 392-93. 
17

  555 U.S. 7 (2008). 
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that determination. 

The Court criticized the District Court and Ninth Circuit Court‘s conclusion that a 

preliminary injunction could be granted ―based only on a ‗possibility‘ of 

irreparable harm‖ once the plaintiff had shown a strong likelihood of success on 

the merits of the case.
18

 That standard is too lenient, the Court held, and  

―is inconsistent with our characterization of injunctive relief as an 

extraordinary remedy that may only be awarded upon a clear showing that 

the plaintiff is entitled to such relief.‖
19

 

Instead, a plaintiff must ―demonstrate that irreparable harm is likely in the absence 

of an injunction.‖
20

 

The Court also made clear that Courts were to apply the four-factor test, with 

serious consideration of the third and fourth factors, in all cases involving 

injunctive relief, whether preliminary or permanent.
21

 ―A preliminary injunction 

is an extraordinary remedy never awarded as of right,‖ the Court said. ―In 

exercising their sound discretion, Courts of equity should pay particular regard for 

the public consequences in employing the extraordinary remedy of injunction.‖
22

 

In this case, the District Court and the Ninth Circuit Court had ―significantly 

understated‖ the burden the preliminary injunction would impose on the Navy 

and the injunction‘s ―consequent adverse impact on the public interest in national 

defense,‖
23

 the Court held. 

In Salinger v. Colting,
24

 famed author J.D. Salinger sued the author and publisher 

of a novel called 60 Years Later: Coming Through the Rye for copyright 

infringement, alleging that the book and a character in the book infringed 

Salinger‘s copyright in The Catcher in the Rye and its main character, Holden 

Caulfield. The defendants contended their book was a critical examination of the 

                                                                   
18

  Id. at 21. 
19

  Id. at 22. 
20

  Ibid.  
21

  Id. at 32. 
22

  Id. at 22 
23

  Id. at 24. 
24

  607 F.3d 68 (2d Cir. 2010). 
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literary classic that was protected by fair use. The Second Circuit Court ruled that 

eBay‘s four-factor test applied to copyright cases as well as patent cases and, as in 

this case, to preliminary as well as permanent injunctions. 

―Whatever the underlying issues and particular circumstances of the cases cited 

by the Court in eBay,‖ the Court held, ―it seems clear that the Supreme Court did 

not view patent and copyright injunctions as different in kind, or as requiring 

different standards.‖
25

 Furthermore, the Court saw little difference in reasoning 

when it came to preliminary rather than permanent injunctive relief, noting that in 

Winter, the Supreme Court applied eBay, which involved a permanent injunction, 

to a case involving a preliminary injunction.
26

 

Based on its reading of eBay and Winter, therefore, the Second Circuit found that 

the District Court must make four separate findings in deciding to grant a motion 

for a preliminary injunction in a copyright case. First, as in Rule 65, the plaintiff 

must establish the likelihood of success on the merits or sufficiently serious 

questions going to the merits to make them a fair ground for litigation.
27

 Second, 

the plaintiff must demonstrate ―that he is likely to suffer irreparable injury in the 

absence of an injunction,‖ and the Court must not presume irreparable harm or 

adopt a ―categorical‖ or ―general‖ rule regarding this factor.
28

 Instead, the Court 

must ―actually consider the injury the plaintiff will suffer if he or she loses on the 

preliminary injunction but ultimately prevails on the merits, paying particular 

attention to whether the remedies available at law, such as monetary damages, are 

inadequate to compensate for that injury.
29

 Third, the Court must ―consider the 

balance of hardships between the plaintiff and defendant and issue the injunction 

only if the balance of hardships tips in the plaintiff‘s favor. Finally, the Court must 

ensure that the ‗public interest would not be disserved‘ by the issuance of a 

                                                                   
25

  Id. at 78. 
26

  Id. at 78-79. 
27

  Id. at 79.  
28

  Id. 
29

  Ibid.  
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preliminary injunction.‖
30

 Salinger makes clear that the public has a stake in 

copyright cases even at the stage of a preliminary injunction. The public‘s interest 

in free expression is significant and is distinct from the parties. The examination 

of the public interest may not always come out in favor of the defendant, of 

course, as the Court noted: 

―The object of copyright law is to promote the store of knowledge 

available to the public. But to the extent it accomplishes this end by 

providing individuals a financial incentive to contribute to the store of 

knowledge, the public‘s interest may well be already accounted for by the 

plaintiff‘s interest.‖
31

 

Perfect 10 v. Google,
32

 involved an appeal of the denial of a preliminary 

injunction by the federal Court for the Central District of California to Perfect 10, 

a company operating a subscription only web site featuring photographs of nude 

models. Perfect 10 was involved in a long-running legal dispute with Google over 

the search engine‘s use of Perfect 10‘s copyrighted images. The Ninth Circuit had 

already denied a preliminary injunction to the plaintiff based on its ruling that 

Google‘s creation and display of thumbnail copies of Perfect 10‘s images were 

protected as fair use.
33

 On remand, Perfect 10 again moved for a preliminary 

injunction based on additional allegations of infringement arising from Google‘s 

caching feature and Blogger service, and from alleged deficiencies in Google‘s 

responses to takedown notices sent by Perfect 10 pursuant to the Digital 

Millennium Copyright Act.
34

 The District Court denied the injunction, and 

Perfect 10 appealed. The Ninth Circuit affirmed the District Court‘s judgment, 

repudiating its longstanding rule that a presumption of irreparable harm could be 

assumed upon a showing of a reasonable likelihood of success on the merits in a 

copyright infringement claim.
35

 The Court agreed with the reasoning of the 

                                                                   
30

  Id. a 79-80. 
31

  Ibid. 
32

  Perfect 10 v. Google, 653 F.3d 976 (9th Cir. 2011). 
33

  Perfect 10, Inc. v. Amazon.com, Inc., 508 F.3d 1146 (9th Cir. 2007). 
34

  Google, 653 F.3d at 978. See also 17 U.S.C. § 512 (2006). 
35

  Id. at 976, 981. 
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Second Circuit in Salinger that eBay ―effectively overruled‖
36

 the customary 

presumption of irreparable harm upon a showing of a reasonable likelihood of 

success in copyright infringement cases: 

―Nothing in the [Copyright Act] indicates congressional intent to 

authorize a major departure from the traditional four-factor framework 

that governs the award of injunctive relief, or to undermine the equitable 

principle that such relief is an extraordinary and drastic remedy that is 

never awarded as of right. We therefore conclude that the propriety of 

injunctive relief in cases arising under the Copyright Act must be 

evaluated on a case-by-case basis in accord with traditional equitable 

principles and without the aid of presumptions or a thumb on the scale in 

favor of issuing such relief.‖
37

 

The Ninth Circuit also held that the rule enunciated in eBay was applicable to 

preliminary as well as permanent injunctions,
38

 and proceeded to apply the new 

rule to Perfect 10‘s preliminary injunction motion. After dismissing the plaintiff‘s 

argument that the District Court should have presumed irreparable harm, it went 

on to rule that Perfect 10‘s offer of evidence for its claim of irreparable harm was 

not sufficient to show a causal connection between irreparable harm to its 

business and the operation of Google‘s search engine. ―Given the limited nature‖ 

of the plaintiff‘s evidence, the Court wrote, ―the District Court did not abuse its 

discretion in concluding that Perfect 10 failed to establish that Google‘s 

operations would cause it irreparable harm‖ and in denying the plaintiff injunctive 

relief.
39

 

A Court is more likely to overlook the third and fourth factors or subsume them 

into its analysis of the first part of the Salinger test when the infringement is 

willful, repeated or extensive. District Judge Kimba Wood found all three in 

Arista Records L.L.C. v. Lime Group L.L.C.,
40

 another in a long line of cases 

                                                                   
36

  Id. at 981. 
37

  Id. at 980-81. 
38

  Id. at 981. 
39

  Id. at 981-82. 
40

   2010 U.S. Dist. LEXIS 115675 (S.D.N.Y. Oct. 26, 2010). 
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involving third-party liability for widespread infringement due to peer-to-peer file 

sharing of copyrighted musical works. She had previously granted summary 

judgment to thirteen major record companies after finding the defendant liable for 

inducement of copyright infringement. Because Lime Wire had continued to 

allow – and to profit from – the use of its software for widespread infringement 

during the pendency of the case, the judge found that the plaintiffs were entitled to 

a permanent injunction before the damages phase of the case began. In granting 

the injunction, the judge found that each of the four Salinger factors weighed in 

the plaintiffs‘ favor. The judge found that the plaintiffs had suffered irreparable 

harm due to the widespread and viral nature of the infringement of their works due 

to the defendant‘s inducement and that no adequate remedy at law existed given 

the enormity of the likely damages award.
41

 Given that intentional inducement of 

infringement on a ―massive scale‖ was the basis of the defendant‘s business, the 

judge continued, the balance of hardships was ―wholly in plaintiffs‘ favor.‖
42

 

Finally, she wrote, the public interest would not be disserved, but rather would be 

served, by upholding copyright protections, which a permanent injunction would 

achieve in this case.  

6.1.1.2 Position in the United Kingdom 

In the United Kingdom, till 1975, the usual approach was to first consider whether 

the plaintiff has made out a prima facie case of his copyright infringement, taking 

account of the apparent merits of any defence that the defendant proposed to 

establish at the trial.
43

 If a prima facie case was established, the Court then 

considered whether the balance of convenience lay in favour of restraining the 

defendant until the trial or in leaving the plaintiff to recover damages at the trial 

for any infringements by the defendant in the intervening period.
44

 This approach 

                                                                   
41

  Id. at 11-16. 
42

  Id. at 16-17. 
43

  Hubbard v. Vosper 1023, 1 All E.R.(1972). 
44

  W.R. Cornish, (eds.) ―Intellectual Property: Patents, Copyrights, Trademarks & Allied Rights‖ 57 

(Universal Law Publishing Co., New Delhi, 2001). 
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was modified by the House of Lords in American Cynamid v. Ethicon.
45

 Though, 

the claim in the case was for an interlocutory injunction restraining infringement 

of a patent, yet the new principles laid therein were in no way confined to 

infringement of patents. Under the new approach, the plaintiff needs only to show 

that there is a serious question to be tried. This according to Lord Diplock means 

that the claim is not ―frivolous or vexatious‖ or ―disclosed no real prospect of [the 

plaintiff] succeeding in his claim for a permanent injunction at the trial‖. 

Thereafter, the Court should turn at once to the balance of convenience instead of 

assessing the relative merit by looking for a prima facie case. If it appears to the 

Court that the plaintiff could be adequately protected by damages at the trial and 

the defendant is in a position to pay them, then the plaintiff is less likely to 

succeed. However, if the damages are not adequate to compensate the plaintiff 

and the plaintiff gives an undertaking to pay damages to the defendant should he 

fail at the trial, the interlocutory injunction will be granted. In cases of doubt, the 

presumption is in favour of preserving the status quo. If the balance of 

convenience does not clearly point one way or the other, then the Court may take 

into account, the relative strength of each party‘s case as revealed by the affidavit 

evidence.
46

 

Thus the American Cynamid case does away with the requirement that the 

plaintiff has to establish a prima facie case. The burden on the plaintiff is a lesser 

one of showing an arguable case to be tried.
47

 

In the U.K, two new statutory provisions have been added which specifically deal 

with injunctions aimed at copyright infringement in the context of the Internet. 

These are Section 97A which has been added to the Copyright, Designs Act 1988 

and Section 17 of the Digital Economy Act 2010. 

 

                                                                   
45

  (1975), A.C.396. 
46

  W.R. Cornish, (eds.) ―Intellectual Property: Patents, Copyrights, Trademarks & Allied Rights‖ 57 

(Universal Law Publishing Co., New Delhi, 2001).  
47

  Garnett Kenin, James R. Jonaathan, et al. (eds.), ―Copinger and Skone James on Copyright‖ 

1021(Sweet and Maxwell, London, 1999).  
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Injunctions against service providers 

Section 97A of the Copyright, Designs and Patents Act (CDPA) 1988
48

 gives the 

Court power to grant an injunction against a service provider who has actual 

knowledge of another person using the service to infringe copyright. It provides 

that in determining whether a service provider has actual knowledge for the 

purpose of the section, a Court has to take into account all matters which appear 

to it, in the particular circumstances to be relevant. Amongst other things, regard 

shall be given to the fact as to whether or not a service provider has received a 

notice.  

Section 17 of the Digital Economy Act
49

 contains the power to make provision 

                                                                   
48

  The High Court (in Scotland, the Court of Session) shall have power to grant an injunction 

against a service provider, where that service provider has actual knowledge of another person 

using their service to infringe copyright. 

(2) In determining whether a service provider has actual knowledge for the purpose of this 

section, a Court shall take into account all matters which appear to it in the particular 

circumstances to be relevant and, amongst other things, shall have regard to – 

(a) Whether a service provider has received a notice through means of a contact made available in 

accordance with Regulation 6(1)(c) of the Electronic Commerce (EC Directive) Regulations 

2002 (SI 2001/2013); and 

(b) The extent to which any notice includes- 

(i) The full name and address of the sender of the notice; 

(ii) Details of the infringement in question. 

(3)  In this section "service provider" has the meaning given to it by Regulation 2 of the Electronic 

Commerce (EC Directive) Regulations 2002." 
49

  Section 17 of the Digital Economy Act :(1)The Secretary of State may by regulations make provision 

about the granting by a Court of a blocking injunction in respect of a location on the internet which the 

Court is satisfied has been, is being or is likely to be used for or in connection with an activity that 

infringes copyright.  

(2) ―Blocking injunction‖ means an injunction that requires a service provider to prevent its service 

being used to gain access to the location.  

(3) The Secretary of State may not make regulations under this section unless satisfied that—  

(a) The use of the internet for activities that infringe copyright is having a serious adverse effect on 

businesses or consumers,  

(b) Making the regulations is a proportionate way to address that effect, and  

(c) Making the regulations would not prejudice national security or the prevention or detection of 

crime.  

(4)The regulations must provide that a Court may not grant an injunction unless satisfied that the 

location is—  

(a) A location from which a substantial amount of material has been, is being or is likely to be 

obtained in infringement of copyright,  

(b) A location at which a substantial amount of material has been, is being or is likely to be made 

available in infringement of copyright, or  

(c) A location which has been, is being or is likely to be used to facilitate access to a location 

within paragraph (a) or (b).  

(5) The regulations must provide that, in determining whether to grant an injunction, the Court must 

take account of—  
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about injunctions preventing access to locations on the Internet. Section 17 

provides that the Secretary of State may by regulations make provision about the 

granting by a Court of a blocking injunction in respect of a location on the 

internet which the Court is satisfied has been, is being or is likely to be used for or 

in connection with an activity that infringes copyright. However, the Secretary of 

State may not make regulations unless he is satisfied that— 

(a) The use of the internet for activities that infringe copyright is having a 

serious adverse effect on businesses or consumers,  

(b) Making the regulations is a proportionate way to address that effect, and  

(c) Making the regulations would not prejudice national security or the 

prevention or detection of crime.  

Further, Section 17 provides that a Court may not grant an injunction unless it is 

satisfied that the location is a location from which a substantial amount of 

material has been, is being or is likely to be obtained in infringement of 

copyright, or a location which has been, is being or is likely to be used to 

facilitate the same. 

Thus under Section17 

 pre-emptive injunctions to block locations which have not yet been 

involved in any copyright infringement are possible  

 there is no need for whoever is operating the location to be themselves 

guilty of infringement: e.g. you tube might be able to use an e-commerce 

directive defence against any copyright suit, but that would not affect an 

injunction  

                                                                                                                                                                                                 
(a) Any evidence presented of steps taken by the service provider, or by an operator of the location, 

to prevent infringement of copyright in the qualifying material,  

(b) Any evidence presented of steps taken by the copyright owner, or by a licensee of copyright in 

the qualifying material, to facilitate lawful access to the qualifying material,  

(c) Any representations made by a Minister of the Crown,  

(d) Whether the injunction would be likely to have a disproportionate effect on any person's 

legitimate interests, and  

(e) The importance of freedom of expression. 
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 the service provider will almost always be entirely an innocent party and 

need have absolutely no knowledge of the copyright infringements in 

question 

Injunctions under Section 17of Digital Economy Act are quite a different from 

those under Section 97A of CDPA, for instance: 

 Section 97A requires that the service provider's service ―is being used‖ to 

infringe copyright (present tense), Section 17 works even if there has not 

yet been any infringement but it is likely to happen.  

 Section 97A requires that the service provider know about the 

infringement, Section 17 does not.  

 in Section 17, the location blocked may itself not be guilty of copyright 

infringement (it may merely be one that may be used to facilitate access to 

locations that are) – Section 97A may not be used to prevent access to sites 

that are not themselves infringing. 

In Twentieth Century Fox Film Corporation, Universal City Studios Productions 

LLLP, Warner Bros. Entertainment Inc., Paramount Pictures Corporation, 

Disney Enterprises, Inc., Columbia Pictures Industries, Inc. v. Newzbin Ltd.
50

 an 

UK High Court judge ruled that British Telecom (BT), the UK largest ISP, had to 

prevent its customers from accessing Newzbin 2, a website searching Usenet and 

providing links to lots of films, books and music - most of which infringed 

copyright.  

The case was brought to Court by six major film studios, including Warner 

Brothers, Disney and Fox against Newzbin for damages and an injunction to 

prevent it ―from including in its indices or databases entries identifying any 

material posted to or distributed through any Usenet group in infringement of 

copyright. According to Section 97A of the Copyright, Designs and Patents Act, 

UK Courts have the power to grant an injunction against an ISP if it had actual 

                                                                   
50

  [2010] EWHC 608 (Ch). 
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knowledge that someone had used its service to infringe copyright. The judge in 

this case rejected Newzbin‘s argument that it was merely providing search results. 

On the basis of a number of factors, including the focus on movies and games, a 

list headed ―Shows you are likely to see posted‖ (which included many films in 

copyright) and the way in which movies were categorized, the judge found that 

Newzbin were secondary copyright infringers for many reasons: authorisation, 

procurement, participation in a common design, making available and 

communication to the public. 

An injunction was granted that required Newzbin to filter any material that 

matched the studios' copyright works in a database that the studios supplied. 

What the studios had wanted was a much wider injunction, that covered all 

infringing material, whether or not it belonged to them. The judge refused to do 

so. 

The studios had tried to use Section 97A – a new power for the Courts to grant 

injunctions against service providers (like Newzbin) that had actual knowledge of 

infringement. The judge refused to make the order because: 

 the power is only exercisable on the application of the rights holders – yet the 

studios wanted an injunction preventing the infringement of copyright in 

works the copyright of which they did not own  

 a requirement of Section 97A is that the ISP has actual knowledge of the 

infringement – while Newzbin would know of many infringements, it could 

not possibly know about all of them  

 exactly what the rights of other rights holders might be to copyright is not 

known and so the injunction would be uncertain. 

The judge was quite clear that the injunction should go no further than he had 

indicated. The judge ordered BT to block its subscribers from using Newzbin.com 

even for legitimate purposes, and concluded that the intellectual property rights of 

the rights holders ―clearly outweighed‖ the freedom of expression rights of the 
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users of Newzbin.com, and ―even more clearly‖ those of the operators of 

Newzbin.com.  

BT also argued against blocking an entire website suggesting it would be more 

proportionate for the studios to provide a list of specific web-pages to be blocked 

but the argument was rejected by the Court.  

6.1.1.3 Position in the E.U. 

Directive 2004/48/EC on the Enforcement of Intellectual Property Rights 

(“IPRED”)  

Directive 2004/48/EC on the Enforcement of Intellectual Property Rights 

(―IPRED) requires EU Member States to make certain measures available to 

rights-holders, including the ability to apply for an (interlocutory or permanent) 

injunction intended to prevent an imminent infringement, or to forbid the 

continuation of the alleged infringement.
51

 It also specifies that these measures, 

like other procedures and remedies necessary to ensure the enforcement of the 

intellectual property rights covered by the IPRED, shall be fair and equitable and 

shall not be unnecessarily complicated nor costly, nor entail unreasonable 

time-limits nor unwarranted delays. They must also be effective, proportionate 

and dissuasive and should be applied in such a manner as to avoid the creation of 

barriers to legitimate trade and to allow the application of safeguards against their 

abuse.
52

 

Prior to the IPRED‘s adoption and implementation, the availability and use of 

injunctions had been shown to be insufficient or inadequate to protect intellectual 

property rights-holders in many cases. In practice, international smuggling of 

counterfeit products – and in particular the well-known technique of 

―route-breaking‖ – often allowed counterfeiters‘ identity to be hidden. The 

rights-holders in many cases had no opportunity to stop infringements in progress 

by means of an injunction against an intermediary service that the infringer was 

                                                                   
51

  See Articles 9 and 11. 
52

  See Article 3. 
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using. Consistent with Article 8(3) of Directive 2001/29/EC – which requires that 

rights-holders be able to apply for an injunction against intermediaries whose 

services are used by a third party to infringe a copyright or related right –, the 

IPRED made a major advance by allowing rights-holders to request injunctions 

against intermediaries, without any requirement that the intermediary necessarily 

be complicit in or culpable for the infringement. 

The Courts may also make the provisional measures referred to above subject to 

the payment into Court by the applicant of an adequate security deposit or an 

equivalent guarantee, intended to ensure that compensation is available, if 

required, for any prejudice suffered by the defendant. Indeed, the IPRED 

stipulates that, where the provisional measures are revoked or where they lapse 

due to an act or omission by the rights-holder, or where it is subsequently found 

that there has been no infringement or threat of infringement of an intellectual 

property right, the Courts shall have the authority to order the rights-holder, on 

request by the defendant, to pay the defendant appropriate compensation for any 

injury caused by those measures. 

In L’ Oréal SA v. eBay,
53

 the Court held that injunctions are not limited to 

measures which contribute to bringing infringements to an end but may also cover 

measures which contribute to preventing further infringements of that kind. 

On 10 February 2006, the Danish Supreme Court
54

 ordered an Internet Service 

Provider to cut off the Internet connections of customers who infringe copyright. 

As a result of the ruling, ISPs are required to act instantly upon notification that 

one of their customers is using their internet account to infringe copyright. 

On 29 June 2007, the President of the Brussels' Tribunal of First Instance ordered 

SA Scarlet (formerly Tiscali)
55

 to install filtering software to exclude infringing 

peer-to-peer files. Scarlet appealed on the grounds that the order violated a 

number of E.U. directives, as implemented in Belgian law and E.U.-protected 

                                                                   
53

  Case C-324/09. 
54

  TDC Totallosinger A/S v. IFPI Danmark, KODA, Nordic Copyright Bureau, Dansk Musiker 

Forbund, Dansk Artist Forbund, Danish Supreme Court, 10 February 2006, case N°. 49/2005. 
55

  SABAM v. S.A. Scarlet (anciennement Tiscali), Brussels Court of First Instance (TGI), 29 June 2007, 

N° 04/8975/A, available at: http://www.juriscom.net/documents/tpibruxelles20070629.pdf. 

http://www.juriscom.net/documents/tpibruxelles20070629.pdf
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fundamental rights. Given the nature of the appeal, the Court stayed the 

proceedings and referred the matter to the ECJ for a preliminary ruling, which 

overruled the Belgian Court's decision. The Court
56

 held that an injunction that 

requires active monitoring of all data relating to each customer would violate the 

fundamental rights  

 of the ISP concerned to conduct its business; 

 of users to receive or impart information; and 

 of users to protection of personal data 

On 25 October 2006, the Copenhagen City Court ordered the Internet service 

provider Tele2 to block its subscribers' access to the allegedly illegal Russian 

music service AllofMP3.com in a lawsuit initiated by IFPI Denmark on behalf of 

the Danish recording industry
57

. The online Russian music store was accused of 

selling music files far below the market price without being granted the necessary 

licenses from the right holders. 

6.1.1.4 Interlocutory injunction - Position in India  

In India, the Copyright Act 1957 expressly provides the remedy of interlocutory 

injunction against the infringement of copyright.
58

 This is granted under Order 

XXXIX, Rule 1 and 2 of the Civil Procedure Code. 

In Penguin Books Ltd. England v. M/s India Book Distributors,
59

 the Court made 

the following observation: 

―As most infringements of copyrights consist of a continuous process of 

successive infringing acts such as importation of infringing copies, as in 

this case, the most important remedy and in many cases the only effective 

one is injunction. ………In actions for infringement of copyright, 

damages are often not an adequate remedy since there are difficulties in 

both ascertaining and quantifying such damage as injury to the plaintiff‘s 

property, business and goodwill.‖
60

 

                                                                   
56

  51 ILM 382 (2012). (Visited on Oct. 28, 2013). 
57

  IFPI Denmark v Tele2, City Court of Copenhagen, 25 October 2006, Case N°. F1-15124/2006. 
58

  Section 55(1). Indian Copyright Act. 
59

  AIR 1985 Del 29. 
60

  Id. at 38. 
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Usually, the prayer for grant of an interlocutory injunction is at a stage when the 

existence of the legal right asserted by the plaintiff and its alleged violation are 

both contested and uncertain and remain uncertain till they are established at the 

trial on evidence. The Court, at this stage, acts on certain well settled principles of 

administration of this form of interlocutory remedy which is both temporary and 

discretionary.
61

 The object of the interlocutory injunction ―.....is to protect the 

plaintiff against injury by violation of his rights for which he could not adequately 

be compensated in damages recoverable in the action if the uncertainty were 

resolved in his favour at trial. The need for such protection must be weighed 

against the corresponding need of the defendant to be protected against injury 

resulting from his having been prevented from exercising his own legal rights for 

which he could not be adequately compensated. The Court must weigh one need 

against another and determine where the balance of convenience lies....The 

interlocutory remedy, is intended to preserve in status quo the rights of parties 

which may appear on a prima facie case. The Court also, in restraining a 

defendant from exercising what he considers his legal right but what the plaintiff 

would like to be prevented, puts into the scales, as a relevant consideration 

whether the defendant has yet to commence his enterprise or whether he has 

already been doing so in which latter case, considerations somewhat different 

from those that apply to a case where the defendant is yet to commence his 

enterprise, are attracted‖.
62

 

In granting or not granting an interim injunction, three factors are kept in view, 

namely the establishment of prima facie case, the balance of convenience between 

the parties, and whether if the interim injunction is not granted, it will cause 

irreparable injury to the applicants.
63

 

To find which way balance of convenience lies, it is the substantial mischief or 

injury likely to be caused to the party seeking the relief in case of refusal to 

                                                                   
61

  Wander Ltd. v. Antox India P. Ltd., 1990 Supp. SCC 726. 
62

  Id. at 731. 
63

  Bharat Law House v. Wadhwa & Co. Pvt. Ltd. AIR 1988 Del 68 at 70. 
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exercise the discretion which needs to be comparatively assessed with one that 

may be occasioned to the opposite side if the same is granted. The mere existence 

of a prima facie case is not enough to justify grant of discretionary relief of 

temporary injunction unless it is accompanied by balance of convenience in 

granting such a relief and there is likelihood of an irreparable loss being 

occasioned in the absence of grant thereof and further that the appellate Court 

would, normally, be not justified in interfering with the exercise of the discretion 

by the Court of first instance unless the discretion is shown to have been exercised 

arbitrarily, capriciously or perversely or by ignoring the settled principle of law 

regulating grant or refusal of interlocutory injunction.
64

 

In a suit for permanent injunction while the Court is considering an interlocutory 

application, the Court is not called upon to decide the real disputes between the 

parties. The Court is called upon to see whether the party who has approached the 

Court has a plausible case and whether there is possibility of such case succeeding 

at the trial. If that test is satisfied, then it is the duty of the Court to see whether the 

damages, the plaintiff is likely to suffer for the action of the defendants 

complained of, can be compensated in money and if so whether there is a standard 

for ascertaining such compensation. If such compensation can be ascertained and 

afforded in money, then the interlocutory order of injunction should normally be 

refused. But if, on the other hand, the Court is of the view that such compensation, 

cannot be ascertained and afforded in money then it is the duty of the Court to see 

the balance of convenience and inconvenience of the parties. If the balance of 

convenience is in favour of grant, then the Court shall normally issue an 

interlocutory order of injunction upon undertaking of the plaintiff to compensate 

the defendant against whom the order of injunction is passed if, at the trial, it is 

held that the plaintiff is not entitled to such permanent injunction. On the other 

hand, if it is found that the balance of convenience is against passing of such 

                                                                   
64

  Fritco-Lay India and Anr. v. Uncle Chipps Private Limited AIR 2000 Delhi 366, Bharat Law House 

v. Wadhwa & Co. Pvt. Ltd. and Ors. AIR 1998 Delhi 68, Lark Laboratories (India) Limited v. 

Medico Interpharma Limited 2002 (25) PTC 189(Guj). 
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order, the Court will normally refuse to pass interlocutory injunction. The 

aforesaid are broadly the principles on which the Court acts while exercising 

discretion in deciding an interlocutory application for temporary injunction made 

in a suit for permanent injunction.
65

 

6.1.2 Permanent Injunction 

If the plaintiff succeeds at the trial in establishing infringement of copyright, he 

will normally be entitled to a permanent injunction to restrain future 

infringements. A permanent injunction is only granted a) when some established 

legal right has been invaded, and b) when damage has accrued or must necessarily 

accrue from the act or omission complained of. Proof of actual damage, however, 

is not necessary but likelihood of damage must be established. There must have 

been – (a) a material injury to a clear legal right; and (b) damages must not be a 

sufficient compensation. 

The question whether an injunction ought to be granted permanently is one which 

is determined by reference to the circumstances and state of law existing at the 

date when the question falls to be determined and the Court‘s consideration is not 

confined to those circumstances existing at the date of writ. 

An important point to remember is that the injunction will be operative only 

during the unexpired term of copyright. The reason for this is obvious – once the 

copyright expires, the work will fall into public domain and copying it will be 

perfectly legal. An exception to this, it is submitted, would be an injunction for 

enforcement of moral right such as right to claim authorship. This is because these 

rights exist independently of the author‘s copyright.  

In circumstances where only part of a work been copied and that part can be 

separated from the work, injunction will be granted only against the objectionable 

part. But if such part cannot be separated from the original one, injunction would 

be granted against the whole work.  
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  Gramaphone Company of India Ltd. v. Shanti Film Corporation AIR 1997 Cal 63 at 74. 
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6.1.3 Judicial Approach towards Grant of Injunctions in India 

In Super Cassettes Industries ... v. Chanda Cassettes Pvt. Ltd. ...
66

, material facts 

as set out in the plaint unfolded that the appellant acquired copyright, for 

consideration, in literary, dramatic, musical works and sound recording of several 

cinematograph films. 

The respondents who were engaged in the business of production, manufacture 

and sale of sound recordings, etc. were prima facie found to have infringed the 

appellant's said copyright by making, producing and marketing the sound 

recordings containing, inter alia, the musical works of the appellant-company 

without a valid license, consent, permission or assignment. The trial Court while 

disposing of an application under Order XXXIX Rules 1 & 2 CPC and another 

application under Order XXXIX Rule 4 CPC, made by appellant and respondent 

respectively, vacated the ex parte ad interim injunction granted earlier in favor of 

the appellant. On appeal, the Delhi High Court held that the impugned order 

having been passed contrary to the settled principles of law was liable to be set 

aside. The Court observed that it being a case of infringement of copyright, ad 

interim injunction ought to have been continued pending disposal of the suit, 

particularly when a dishonest act of piracy was attributed to the respondent. 

In Muthooth Finance Ltd v. The Indian Performing Rights
67

, the Court was able to 

notice prima facie case which would entitle the plaintiff to have interim injunction 

pending the suit. Apart from that, balance of convenience was also in favour of the 

plaintiff. Hence the Division bench upheld the order of the Single Judge granting 

the injunction asked for.  

In Indian Performing Right Society ... v. Mr. Vishwanathan & Anr
68

 the plaintiff 

was a non-profit making body established on 23.08.1969 to monitor, protect and 

enforce the rights, interest and privileges of its members which consisted of 

authors, composers and publishers of literary and musical works, as well as on 
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  MIPR 2007 (1) 232. 
67

  2010 (42) PTC 752 (Mad). 
68

  CS (OS) No.2423/2007 8 November, 2011 HC, Del. 
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behalf of members of other sister societies who were owners of copyright in their 

literary and musical works.  

They alleged that defendants channeled musical and/ or literally works of the 

plaintiff or those of its sister copyright societies, by way of mechanical devices 

such as Radio, Cable TV and/or RA. systems within the hotel operated by the 

defendants without obtaining a license from the plaintiff Society and without 

paying the requisite royalties, thereby amounting to infringement of the plaintiff 

society's performing rights in the same.  

Holding the defendants guilty, the Court restrained them from infringing the 

plaintiff's copyright by communicating to the public the plaintiff's repertoire 

comprising of works of all its members, which it was authorized to administer in 

India, without obtaining a license from the plaintiff or doing any other act 

infringing the plaintiff's copyrights. The plaintiff was also held entitled for costs 

and punitive damages to the tune of Rs.1 lac. 

In Indian Performing Right Society ... v. Mr. R. Krishnamurthy & Anr
69

, the Court 

passed a decree of permanent prohibitory injunction restraining the defendants, its 

agents, employees and all others acting on its behalf from playing of music by live 

or any other means, or by way of mechanical devices at the hotel operated by the 

Defendants and /or channeling musical and/or literary works of the plaintiff or 

those of its sister copyright societies, by way of mechanical devices such as 

Radio, Cable TV and /or RA. Systems within the defendants' premises without 

obtaining a license from the plaintiff Society and without paying the requisite 

royalties, which thereby amounted to infringement of the plaintiff society's 

copyrights in the same. 

In Indian Performing Right Society ... v. Debashis Patnaik and Ors.
70

 the plaintiff 

was a non-profit making body established on 23
rd

 August, 1969 to monitor, 

protect and enforce the rights, interest and privileges of its members which 
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70
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consisted of authors, composers and publishers of literary and musical works, as 

well as, on behalf of members of other sister societies who were owners of 

copyright in their literary and musical works.  

The plaintiff succeeded in establishing that the defendant continued with its 

illegal activities of playing music at its hotel premises in violation of the copyright 

possessed by the plaintiff therein, without a license from the plaintiff and without 

making payment of the license fee.  

The Court held that the defendants persisted in their illegal and mala fide conduct 

and the plaintiff would be entitled to the injunction prayed for.  

In Sagarika Music Pvt. Ltd. & Ors. v. Dishnet Wireless Ltd. & Ors.,
71

 the Calcutta 

High Court passed an order of injunction directing the respondent ISPs to indicate 

to the plaintiff the address of the website owner/operator who was allegedly 

posting and playing songs in which the plaintiff claimed copyright. The Court 

also ordered blocking of the website in question. The Court made it clear that the 

order of blocking should be confined to the website only and should, otherwise, 

interfere with internet service. 

Later, Indian Music Industry (IMI), the umbrella organisation of the music 

industry along with Sagarika Music and Phonographic Performance Ltd won a 

crucial battle in its war against piracy with the Calcutta High Court directing 11 

Internet service providers (ISPs) to block illegal music websites. IMI, along with 

Sagarika Music and Phonographic Performance Ltd had moved the Calcutta High 

Court earlier in 2012 against 11 leading Indian ISPs. However, the ISPs failed to 

represent themselves in Court and an ex-parte order was passed directing them to 

block the websites that illegally allow the downloading of the songs, which result 

in piracy.
72

 

The Madras High Court issued a John Doe order on a suit filed by the city-based 

Copyright Labs for preventing piracy of Tamil Film 3 and a Telugu movie 
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Dammu. The Madras High Court had issued an interim injunction on March 29, 

2012 wherein the ISPs including MTNL, Bharti Airtel, Aircel Cellular, Hathway 

Cable and Datacom, Vodafone India, Idea Cellular, Reliance Communications 

and TATA Teleservices were directed against allowing infringement of copyright 

through the communication, duplication, downloading and uploading of content 

without a proper licence. As many as 26 websites including Daily motion, torrent 

and piratebay remained inaccessible to users.
73

 

However, the Court modified its earlier order and passed interim order granting 

the interim injunction only in respect a particular URL (universal resource 

locator) where the infringing content was kept and not in respect of entire website. 

It also directed that the ISPs be informed about the particulars of URL where the 

content of the movie was kept and on such receipt of particulars of URL, they 

(ISPs) take necessary steps to block such URLs within 48 hours.
74

 

It is submitted that the modification of its earlier order by the Court is in 

consonance with the principle of proportionality. It is therefore submitted, that the 

Courts should order blocking of specific web pages instead of entire websites.  

In the context of Internet piracy, it is imperative that an injunction should be 

available against intermediaries regardless of whether they can be held liable with 

respect to third party infringement. The non liability of an intermediary by virtue 

of falling into a safe harbour under Section 52(ii)(b) &Section 52(ii)(c) should not 

bar the availability of an injunction against such an intermediary if its services are 

used by a third party to infringe a copyright. Fortunately, such a scenario is 

already covered by the proviso to Section 55 which provides that: 

―If the defendant proves that at the date of the infringement he was not 

aware and had no reasonable ground for believing that copyright subsisted 

in the work, the plaintiff shall not be entitled to any remedy other than an 

injunction in respect of the infringement and a decree for the whole or part 
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  Vasudha Venugopal, ―Internet Users Enraged over Blocking of File-Sharing Sites‖ The Hindu (May 

19, 2012). 
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of the profits made by the defendant by the sale of the infringing copies as 

the Court may in the circumstances deem reasonable.‖ 

In other words, the remedy of injunction is available against an intermediary if its 

services are used by a third party to infringe a copyright irrespective of its own 

knowledge or awareness.  

Further, perusal of the case law reveals that in a large number of cases the 

defendants choose not to appear in the Court and decisions are given ex-parte.
75

 

Therefore, it is submitted that non compliance with an injunction should be 

treated as a criminal offence under the Act punishable with fine and ultimately 

with imprisonment.  

6.1.4 Damages 

Damages have been traditionally defined as ‗pecuniary compensation, obtainable 

by success in an action, for a wrong which is either a tort or a breach of contract‘
76

 

Thus, the traditional concept of damages is to compensate a claimant for loss and 

damage and can also be referred to as compensatory damages which are awarded 

to compensate a plaintiff for damages which he has suffered or is expected to 

suffer and to replace something that the plaintiff has lost or is expected to loose 

because of the wrongful act of the defendant. The primary purpose of the damages 

is to restore those losses to the plaintiff. In copyright cases, the measure of 

damage has been said to be the ‗depreciation caused by the infringement to the 

value of the copyright as a chose in action‘.
77

 Before coming to the Indian 

position on the point, it would be pertinent to examine albeit briefly, the position 

in the U.S and the U.K. 
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  Indian Performing Right Society ... v. Mr. Vishwanathan & Anr on 8 November, 2011, High Court 

Of Delhi : New Delhi + CS (OS) No.2423/2007, Microsoft Corporation v. Deepak Raval on 16 

June, 2006 Equivalent citations: MIPR 2007 (1) 72 Microsoft Corporation v. Ms. K. Mayuri And 

Ors. on 30 April, 2007 Equivalent citations: MIPR 2007 (3) 27, 2007 (35) PTC 415 Del, Indian 

Performing Right Society ... v. Mr. R. Krishnamurthy & Anr on 8 November, 2011 The High Court 

of Delhi at New Delhi C.S. (OS) No.2422 of 2007. 
76

  Re: Broome v. Cassel & Co. 1972 AC 1027. 
77

  Lord Wright MR in Sutherland v. Caxton (1936) Ch 323. 



 
Chapter –6     Remedies For Infringement of Copyright – An Overview   

233 
 

6.1.2.1 Position in the U.S. 

There are two general types of remedies for copyright infringement: the copyright 

owner may either recover his/her actual damages plus the additional profits of the  

The copyright owner recovers one award of statutory damages for each 

copyrighted work that is infringed by the defendant, and each statutory damage 

award may not be less than a statutorily fixed minimum amount.
78

 Thus, although 

the exact amount of statutory damages is set by the judge or jury,
79

 there is a floor 

below which a statutory damage award cannot fall.
80

 This floor is important 

because the Court has no choice but to award at least this amount in statutory 

damages, regardless of whether the plaintiff‘s damages are calculable and 

regardless of the actual amount of the plaintiff‘s loss.
81

 The present minimum 

statutory damage award is $750 per copyrighted work infringed.
82

  

U.S. copyright law leaves it to the discretion of the Courts to determine where in 

that range awards should be made. The only guidance that it provides is that 

award should be  an amount the Court ―considers just,‖
83

 and that the upper end 

of the spectrum—from $30,000 to $150,000 per infringed work—should be 

reserved for ―willful‖ infringers.
84

Although Congress intended this designation to 

apply only in ―exceptional cases,‖
85

 Courts have interpreted willfulness so 

broadly that those who merely should have known their conduct was infringing 

are often treated as wilful infringers.
86

 

                                                                   
78

  Id. & 504(c)(1) (2000). 
79

  Feltner v. Columbia Pictures Television, Inc., 523 U.S. 340, 355 (1998) (finding a Seventh 

Amendment right to a jury trial on the amount of statutory damages under copyright law). The 

Copyright Act of 1976 allows ―the Court‖ to fix statutory damages as it considers just, within the 

prescribed range. 17 U.S.C. and 504(c)(1). 
80

  17 U.S.C. & 504(c)(1). 
81

  Harris v. Emus Records Corp., 734 F.2d 1329, 1335 (9th Cir. 1984). 
82

  17 U.S.C. and 504(c)(1). 
83

  17 U.S.C. and 504(c) (2006). 
84

  Id. 
85

  See S. REP. NO. 94-473, at 144-45 (1975) (stating that enhanced damages should be available in 

―exceptional cases‖); H.R. REP. NO. 94-1476, at 162 (1975) (same). 
86

  See, e.g., Island Software & Computer Serv., Inc. v. Microsoft Corp., 413 F.3d 257, 264 (2d Cir. 

2005) (noting that constructive knowledge suffices to show willfulness). 
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In Microsoft Corporation v. G.D. Systems America Inc.
87

, damages to the tune of 

$3 lacs were awarded for infringement of copyright. In addition, the Court also 

awarded damages for trademark infringement under the Lanham Act holding that 

―willful blindness‖ could be a basis for award of Treble profits and unhesitatingly 

the Court trebled the Microsoft's lost profits by issuing an order awarding US $, 

3889,565.16. 

Again, in UMG Recordings, Inc. v. MP3.com, Inc.,
88

 a trial Court held that the 

defendant had willfully infringed copyrights by developing a database of music 

―ripped‖ from CDs the firm had purchased, after which the judge announced his 

intent to award statutory damages of $25,000 per infringed CD.
89

 Approximately 

4,700 CDs were at issue in the case, for a potential total award of over $118 

million—despite the absence of any evidence of actual harm to the plaintiffs or 

profits to the defendant.
90

 In another case, Elvin Feltner was initially held liable 

as a willful infringer for his station‘s unauthorized broadcast of television 

programs for which a Court awarded the copyright owner statutory damages of 

$20,000 per work, for a total award of $8.8 million.
91

 On appeal, Feltner argued 

that he had a right to a jury trial on the issue of statutory damages, and the 

Supreme Court agreed with him.
92

 On remand, Feltner got his jury trial, but the 

jury handed down an even larger statutory damage award of $72,000 per work for 

exactly the same acts of infringement, resulting in a total award of over $31 

million.
93

  

In a peer-to-peer (p2p) filesharing case, Capitol Records v. Thomas-Rasset,
94

 a 

jury awarded $80,000 per infringed song against an individual file-sharer, for a 
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  872 f. Supp. 1329. 
88

  2000 WL 1262568 (S.D.N.Y. 2000). 
89

  Id. at 1, 6 
90

  MP3.com eventually reached a settlement agreement with UMG, and the Court entered judgment in 

the amount of $53.4 million. See Amy Harmon, ―Deal Settles Suit Against MP3.com‖, New York. 

Times, Nov. 15, 2000. 
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  Columbia Pictures Television, Inc. v. Krypton Broadcasting of Birmingham, Inc., 106 F.3d. 288 (9th 

Cir. 1997), rev‘d, sub nom., Feltner v. Columbia Pictures Television, Inc., 523 U.S. 340 (1998). 
92

  Feltner, 523 U.S. at 342-45. 
93

  Columbia Pictures Television, Inc. v. Krypton Broad.  Inc., 259 F.3d 1186, 1189 (9th Cir. 2001). 
94

  579 F. Supp. 2d 1210 (D. Minn. 2008). 
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total award of over $1.92 million,
95

 despite the trial judge‘s recognition that 

actual damages were approximately $50.
96

 

The statutory damage regime of U.S. copyright law was originally intended to 

provide some meaningful compensation to copyright owners when it was difficult 

to prove actual damages or a defendant‘s profits. The compensatory purpose of 

statutory damages continues to be important, but, owing to the 1976 Act‘s 

creation of an enhanced level of authorized statutory damages for willful 

infringements, and the lack of principles to guide jury or judicial deliberations on 

statutory damages, awards have too often been arbitrary and inconsistent, and 

sometimes grossly excessive.
97

 

The Supreme Court of the United States of America in a decision in BMW of 

North America, Inc. v. Gore
98

 stated that the Due Process Clause permits the 

imposition of damage awards to ―punish unlawful conduct and deter its 

repetition,‖ but that such awards must be ―reasonably necessary‖ to vindicate the 

government‘s ―legitimate interests in punishment and deterrence.‖
99

 A damage 

award fails to meet this standard, and thus enters the ―zone of arbitrariness‖ that 

violates due process of law, when the award can fairly be deemed ―grossly 

excessive.‖
100

The Court then provided the following three guideposts for 

determining whether a punitive damage award is grossly excessive
101

. 

(i)  Reprehensibility: The Supreme Court held that 'perhaps the most important 

indicium of the reasonableness of a punitive damage award is a degree of 

                                                                   
95

  Id. at 1213. 
96

  See id. at 1227 (noting that ―Thomas allegedly infringed on the copyrights of 24 songs—the 

equivalent of approximately three CDs, costing less than $54‖). The trial judge vacated the statutory 

damage award, in part of concern that Congress may not have intended this sort of result.  
97

  Pamela Samuelson & Tara Wheatland, ―Statutory Damages in Copyright Law: A Remedy in need of 

Reform‖51(439)William and Mary Law Review  510 (2009).  

  See also J. Cam Barker, “Grossly Excessive Penalties in the Battle Against Illegal File-Sharing: The 

Troubling Effects of Aggregating Minimum Statutory Damages for Copyright Infringement‖ 

83(525) Texas Law Review 533 (2004) arguing that grossly excessive damages violate the due 

process clause of the U.S Constitution. 
98

  517 U.S. 559 (1996). 
99

  Id. at 568. 
100

  Id. 
101

  Id. at 574–85. 
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reprehensibility of the defendant's conduct.' In the case in hand, the Court 

noted that reprehensibility included economic torts which were present in 

the BMW case. It is also noted that conduct involving a substantial risk of 

bodily injury would be deemed more serious and more deserving of a 

sanction than pure economic torts. 

(ii)  Rationality in the award of damages: While emphasising that the primary 

goal in awarding punitive damages is to punish present conduct with the 

further objective of deterring future egregious conduct, the Court, however, 

drew a note of caution emphasising that the punitive damages must 

rationally relate to the award of compensatory damages. 

(iii) Imperative Criminal Penalty: the third guide post as indicated in the BMW 

case requires the Court to compare 'the punitive damages award' and the 

civil or criminal penalties that could be imposed for comparable 

misconduct. 

Further, the Supreme Court in State Farm Mutual Automobile Insurance Co. v. 

Campbell et al.,
102

 provided a further useful guideline while considering 

rationality of the punitive damages award, where it stated that single digit 

multipliers are more likely to comport with due process, while still achieving the 

state goals of deterrence and detribution, than awards in the range of 500:1 or in 

this case 145:1. 

6.1.2.2 Position in the United Kingdom 

Sections 96 and 97 of Copyright, Designs and Patents Act, 1988 (for short, 

'CDPA') are the relevant provisions. As per Section 96 of the said Act, an 

infringement of copyright is actionable by the copyright owner, which is the 

position in Indian law as well. Section 97 deals with damages and needs to be 

reproduced: 

Section 97(1) Where in an action for infringement of copyright it is shown that at 

                                                                   
102

  538 U.S. 408(2003). 
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the time of the infringement the defendant did not know, and had no reason to 

believe, that copyright subsisted in the work to which the action relates, the 

plaintiff is not entitled to damages against him, but without prejudice to any other 

remedy. 

(2) The Court may in an action for infringement of copyright having regard to all 

the circumstances, in particular to: 

a)  The flagrancy of the infringement, and 

b)  Any benefit accruing to the defendant by reason of the infringement, award 

such additional damages as the justice of the case may require. 

The general rule in this behalf is that the party coming to the Court alleging wrong 

done to it by the defendant has to prove the actual loss suffered as a result of the 

infringing act of the wrong-doer. Therefore, as per this normal rule for award of 

damages, the plaintiff is to either prove the extent of loss suffered or, conversely, 

the advantage gained by the defendant by his wrongful act at the cost of the 

plaintiff. Thus, in relation to 'economic' torts, the general rule is that the measure 

of the damages is to be, as far as possible, that sum of money which will put the 

injured party in the same position as he would have been in if he had not sustained 

the wrong. This principle was laid down by Lord Blackburn as far back in the year 

1880 in the case of Livingstone v. Rawyards Coal Co.
103

 and has been applied in 

awarding damages in the cases relating to infringement of intellectual property.
104

 

The true principle, which is to be applied for assessing the damages in such a case, 

has been stated in Meters Ltd. v. Metropolitan Gas Meters Ltd.
105

 in the following 

words: 

―There is one case in which I think the manner of assessing damages in the 

case of sales of infringing articles has almost become a rule of law, and 

that is where the patentee grants permission to make the infringing article 

at a fixed price - in other words, where he grants licenses at a certain 

                                                                   
103

  (1880) 4 App.Cas.25. 
104

  See General Tire v. Firestone (1975) 1 WLR 819. 
105

  (1911) 28 R.P.C. 157. 
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figure. Every one of the infringing articles might then have been rendered 

a non-infringing article by applying for and getting that permission.The 

Court then takes the number of infringing articles, and multiplies that by 

the sum that would have had to be paid in order to make the manufacture 

of that article lawful, and that is the measure of the damage that has been 

done by the infringement. The existence of such a rule shows that the 

Courts consider that every single one of the infringements was a wrong, 

and that it is fair - where the facts of the case allow the Court to get at the 

damages in that way - to allow pecuniary damages in respect of every one 

of them. I am inclined to think that the Court might in some cases, where 

there did not exist a quoted figure for a license, estimate the damages in a 

way closely analogous to this. It is the duty of the defendant to respect the 

monopoly rights of the plaintiff. The reward to a patentee for his invention 

is that he shall have the exclusive right to use the invention, and if you 

want to use it your duty is to obtain his permission. I am inclined to think 

that it would be right for the Court to consider what would have been the 

price which - although no price was actually quoted - could have 

reasonably been charged for that permission, and estimate the damage in 

that way. Indeed, I think that in many cases that would be the safest and 

best way to arrive at a sound conclusion as to the proper figure. But I am 

not going to say a word which will tie down future judges and prevent 

them from exercising their judgment, as best they can in all the 

circumstances of the case, so as to arrive at that which the plaintiff has lost 

by reason of the defendant doing certain acts wrongfully instead of either 

abstaining from doing them, or getting permission to do them rightly.‖
106

 

Thus, almost 100 years ago, in the aforesaid judgment Fletcher Moulton L.J., in a 

case which related to infringement of a patent, laid down the yardstick for 

measuring the damages thus: (no. of infringing articles) X (the sum that would 

have had to be paid in order to make the manufacture of that article lawful) 

For example, if the person committing infringement has sold 1000 articles and the 

royalty/license fee payable is Rs. 100/- per article, the infringer would have to pay 

damages to the tune of Rs. 1,00,000/-. 
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6.1.2.3 Award of Damages - Position in India  

Three kinds of damages are being awarded by Courts which include nominal 

damages, punitive damages and compensatory damages. Nominal damages are 

usually awarded where a legal right of the plaintiff is found to be infringed and 

there is, however, no proof of actual loss. There may be another situation where 

nominal damages may be awarded which is a case where loss is shown, but there 

is no evidence as to its exact quantum. The purpose of the award of nominal 

damages thus is vindicatory i.e. to mark the existence of the right in question as 

well as the fact of violation of such right of the plaintiff by the wrong doer who is 

the defendant. Thus a notional amount may be awarded as such damages so as to 

vindicate the stand of the plaintiff and the claim lodged by him.
107

 

The next kind of damages are in the nature of compensatory damages which are 

awarded to compensate a plaintiff for the loss suffered by him and to put him in 

the same position as if the tort has not been committed. Such a loss may be a 

pecuniary loss or an intangible loss which would be non-pecuniary. The 

intangible loss would include mental and emotional distress apart from other 

incidents where the award of damages is intended to compensate for such 

distress.
108

 

The third kind of damages are commonly known as punitive damages. Such 

damages can commonly be given in addition to compensatory damages. Punitive 

damages have been discussed later.  

Assessment of Damages 

The Indian Copyright Act does not have any provision for statutory damages. The 

... assessment of damages has to be based on cogent evidence which is placed on 

record. The burden of proving damages as well as the facts which caused the 

damages is upon the plaintiff who has to adduce the best evidence in support of 

his case. The onus on the plaintiff to prove damages is not rendered lighter 
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because the defendant does not appear and is ex parte or does not contest the case. 

So far as facts which are relevant are concerned, Section 12 of the Indian 

Evidence Act set out that any fact which enables the Court to determine the 

amount of damages which ought to be awarded is relevant.
109

  

The most material evidence which would enable a Court to arrive at a fair 

assessment of the gains which have accrued to a defendant by the acts complained 

of would be a true and fair rendition of accounts by a defendant who is engaged in 

the acts of infringement. However, a defendant who is indulging in such illegal 

activity would obviously not maintain correct accounts and in any case would not 

place the material in respect thereof before the Court. Therefore, it is left to the 

Court to ascertain the probable level of sales of the defendant by other modes.
110

 

It is submitted that the Indian Copyright Act has done well to avoid the adoption 

of statutory damages at the election of the right holder. Looking at its application 

in the American jurisprudence, awards have too often been arbitrary and 

inconsistent, and sometimes grossly excessive.
111

 

Exemplary/Punitive Damages 

The award of compensatory damages to a plaintiff is aimed at compensating the 

plaintiff for the loss suffered by him, whereas the punitive damages are aimed at 

deterring a wrong doer and the like minded from indulging in such unlawful 

activities. Whenever an action has criminal propensity also, the punitive damages 

are clearly called for, so that the tendency to violate the laws and infringe the 

rights of others with a view to make money is curbed. The punitive damages are 

founded on the philosophy of corrective justice and as such, in appropriate cases, 

these must be awarded to give a signal to the wrong doers that law does not take a 

breach merely as a matter between rival parties but feels concerned about those 
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110
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111

  UMG Recordings, Inc. v. MP3.com, Inc., 2000 WL 1262568 (S.D.N.Y. 2000) ;. Columbia Pictures 

Television, Inc. v. Krypton Broadcasting of Birmingham, Inc., 106 F.3d 284, 288 (9th Cir. 1997), 

Feltner v. Columbia Pictures Television, Inc., 523 U.S.340 (1998). 

http://www.indiankanoon.org/doc/1152738/


 
Chapter –6     Remedies For Infringement of Copyright – An Overview   

241 
 

also who are not a party to the lis but suffered on account of the breach.
112

  

The expression 'punitive' masks a variety of specific purposes that such damages 

are intended to actually serve, apart from the punishing element and the deterrent 

cause of award of such damages. Such damages have various other useful 

purposes which include, inter alia, retribution, deterrence, compensation, 

education and law enforcement. Some authors have suggested that such damages 

have the effect of deterring not only the defendant from repeating the offence, but 

also deter others from committing the same; preserving peace; inducing private 

law enforcement; compensating victims for otherwise uncompensable loss and 

the payments of the plaintiff's attorney's fees.
113

   

In Mathias v. Accor Economy Lodging, Inc.
114

 the factors underlying the grant of 

punitive damages were discussed and it was observed that one function of 

punitive damages is to relieve the pressure on an overloaded system of criminal 

justice by providing a civil alternative to criminal prosecution of minor crimes. It 

was further observed that the award of punitive damages serves the additional 

purpose of limiting the defendant's ability to profit from its fraud by escaping 

detection and prosecution. If a tortfeasor is caught only half the time he commits 

torts, then when he is caught he should be punished twice as heavily in order to 

make up for the times he gets away.  

In the United Kingdom, three common law categories have been identified where 

exemplary damages can be imposed. One of such categories is where the 

defendant's conduct is calculated to make profits for himself which may exceed 

compensation payable to the plaintiff. Thus exemplary damages are imposed to 

prevent unjust enrichment
115

. The criterion which are utilised for calculation of 

punitive damages include conduct of the defendant, relevance of the 

compensation amount, relevance of criminal liability, means of the parties and 
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113
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moderation of the award.
116

  

The practice of grant of exemplary damages needs to be strengthened particularly 

in those cases where flagrant infringement is found. Such an exercise of power is 

not to be fettered by any requirement that the plaintiff must show some particular 

benefit which has accrued to the defendant or that the plaintiff must satisfy the 

Court by leading evidence that he has suffered actual loss. In a case where the 

plaintiff proves such actual loss, he would be entitled to the same. However, even 

without such a proof, in case of flagrant infringement, the Court has the complete 

discretion to make such award of damages as may seem appropriate to the 

circumstances, so that it acts as deterrent. In some cases, it is not possible to prove 

the actual damages, namely, that there is a normal rate of profit or that there is a 

normal or establish licensed royalty. Yet, clearly, the damages have to be 

assessed.
117

 

6.1.2.3.1 Judicial Approach in India 

In Indian Performing Right Society ... v. Debashis Patnaik and Ors.
118

 the 

plaintiff was a non-profit making body established on 23
rd

 August, 1969 to 

monitor, protect and enforce the rights, interest and privileges of its members 

which consisted of authors, composers and publishers of literary and musical 

works, as well as on behalf of members of other sister societies who were owners 

of copyright in their literary and musical works.  

The plaintiff succeeded in establishing that the defendant continued with its 

illegal activities of playing music at its hotel premises in violation of the copyright 

possessed by the plaintiff therein without a license from the plaintiff and without 

making payment of the license fee.  

The Court held that the defendants persisted in their illegal and mala fide conduct 

                                                                   
116

  Mc Gregor, Harvey Martin, et al., ―Mc Gregor on Damages‖, 461-470 (Sweet & Maxwell, London, 

16
th
 edn., 1997). 
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and the plaintiff would be entitled to the injunction prayed for and the license fee 

for the period it continued to so act without license from the plaintiff and without 

payment of royalties. The license fee due to it for the period from 1st December, 

2002 to 30
th

 November, 2006 was Rs. 1,41,788.57/-. The Court passed a decree in 

favor of the plaintiff and against the defendants for the sum of Rs. 1,41,788.57/- 

towards the actual and compensatory damages suffered by the plaintiff . The 

claim of the plaintiff was that it was also entitled to a sum of Rs. 18,58,211.42/- as 

punitive damages. However, the Court was of the view that in the light of the legal 

principles which guide award of punitive damages, award of the claimed amount 

would be grossly disproportionate to the claim of compensatory damages and 

highly excessive. An award of Rs. 3,00,000.00/- as punitive damages to the 

plaintiff was held to be fair and justified. The plaintiff was held entitled to interest 

at the rate of 10% per annum on the decreed amounts from the date of decree till 

payment. The Court also held that the plaintiff would be entitled to cost of 

proceedings which were quantified at Rs. 50,000/-. 

Again in Mahendra & Mahendra Ltd. v. Ashwani Kumar,
119

 the plaintiff sought a 

permanent injunction restraining infringement of the plaintiff's copyright and 

trademark "Mahindra" including Mahendra and Mahendra coloured Wheel logo. 

The plaintiff had indicated that it had suffered tremendous losses which were well 

over Rs. 20 lacs. However, no evidence had been led by the plaintiff to indicate 

the amount of the loss or the extent of actual damages resulting to it. The Court 

was of the view that it would be sufficient if damages to the extent of Rs. 1 lakh 

were awarded in favor of the plaintiff and against the defendant. 

In Hero Honda Motors Ltd. v. Shree Assuramji Scooters
120

 the Court granted 

punitive damages of Rs. 5 lacs. The Court observed that the plaintiff had claimed 

token damages and compensation of Rs. 5 lacs as it was not possible to determine 

the exact nature of damages at the time of filing of the suit. The punitive damages 

were not specifically claimed. Defendant had further opted to not appear before 
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the Court and had stayed away from the proceedings. Consequently, it was 

successfully able to prevent the Court from having before it any evidence which 

would have been available, had its accounts been produced before the Court. In 

this case, the Court held that the plaintiff could not be prejudiced by the act of the 

defendant in staying away from the Court proceedings. In this background, the 

Court held that such defendant must suffer the consequences of damages, which 

would be awarded as stated and set out by the plaintiff. However, the Court issued 

a note of caution that the plaintiff could not be granted any irrational figure which 

may be claimed but while making the award of damages, it would be necessary to 

keep in mind the nature of deception alleged by the plaintiff which not only causes 

direct loss to the plaintiff, but also effects the reputation of the plaintiff by selling 

sub-standard goods and services in the market where the public may be deceived 

in buying the goods thinking the same to be that of the plaintiff. There is a larger 

public interest and purpose involved - to discourage such parties from indulging 

in such acts of infringement and deception and, thus, even if the same has a 

punitive element, it must be granted. Placing reliance on the principles laid down 

in the Time Incorporated case,
121

 it was further, stated that punitive damages 

should be really punitive and should not merely flee bite. The quantum thereof, 

should depend upon the flagrancy of the infringement. The Courts also 

recognized the effort which the plaintiff had to put in contesting the offending 

traders in the market who continued with their illegal conduct with impunity and 

without any remorse. Thereby the plaintiff was compelled to utilize energy, funds 

and resources for contesting such litigation which could have been otherwise 

utilized in business promotion and expansion activities. 

In Microsoft Corporation v. Deepak Raval
122

, the plaintiff satisfactorily proved 

that it had copyright in software and hardware as well as trademark right in 

Microsoft and the same was infringed by the defendent. The plaintiff produced 

PW-2, who was a Chartered Accountant. He gave a calculation of estimated 
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damages on the basis of license fee the plaintiff could have earned on the 

distribution of licensed copies of the plaintiff's software if the defendants had 

taken license from the plaintiff to sell the said software. The Court was of the 

opinion that damages were quantified in three categories viz., actual damages, 

damage to goodwill and reputation and exemplary damages. Further, the Court 

observed that on this basis, total damages worked out to Rs. 1,28,23,200/-. 

However, in the suit damages claimed were Rs. 5 lacs. Therefore, the Court had 

no option but to limit the claim of the plaintiff to Rs. 5 lacs. The plaintiff was also 

held to be entitled to costs. 

In Microsoft Corporation v. Ms. K. Mayuri and Ors, decided on 30 April, 2007
123

, 

the plaintiff filed a suit for infringement of copyright and trade mark and for the 

damages against the defendants. The Court held that the plaintiff had 

satisfactorily proved that it had copyright in its software and hardware as well as 

trade mark rights in Microsoft. Plaintiff also proved that the defendants have been 

infringing the copyright of the plaintiff as there was no license granted by the 

plaintiff to the defendants By copying the trade mark, Microsoft there was 

infringement of the plaintiffs trade mark as well. The Court held that the plaintiff 

was entitled to the award of compensatory damage, exemplary/punitive damages 

as well as damages on account of loss of reputation and damage to the goodwill 

because of sale of spurious and pirated goods by the defendants in the name of the 

plaintiffs company. 

It was averred by the plaintiff that on account of the defendant's copying and 

illegally dispatching copies of the plaintiff's computer programme, loss and 

damages incurred by the plaintiff ran into lacs and lacs of rupees and the damages 

were limited to Rs. 20 lacs in the suit, which included loss of business as well as 

loss of reputation and goodwill in the market. 

Instead of awarding the amount claimed, the Court was of the view that the 

amount claimed had to be scaled down and Rs. 5,00,000/- were awarded as 
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compensatory damages as it could be reasonably inferred that this much damages 

the plaintiff would have suffered in any case. 

Further, the plaintiff was also held to be entitled to the award of 

exemplary/punitive damages as well as damages on account of loss of reputation 

and damage to the goodwill because of sale of spurious and pirated goods sold by 

the defendants in the name of the plaintiff's company. The Court awarded a sum 

of Rs. 5,00,000/- as punitive damages. Total damages, when computed in this 

manner, amounted to Rs. 10,00,000/-. The plaintiff was also held to be entitled to 

costs. 

The time has come when the Courts dealing actions for infringement of 

trademarks, copyrights, patents etc. should not only grant compensatory damages 

but award punitive damages also with a view to discourage and dishearten law 

breakers who indulge in violations with impunity out of lust for money so that 

they realize that in case they are caught, they would be liable not only to 

reimburse the aggrieved party but would be liable to pay punitive damages also, 

which may spell financial disaster for them.
124

 

Clearly, the Courts in India have liberal been in imposing punitive damages, 

particularly in cases involving flagrant violations of copyright law. Fortunately, 

however, damages awarded have not been irrational or astronomical, but in 

consonance with the special socio-economic conditions prevailing in India.  

6.2 CRIMINAL REMEDIES 

The Copyright Act, 1957 has supplied the armoury of the copyright owner with the 

weapons of both civil and criminal remedies. While civil remedies have already 

been discussed, we may now turn our attention to criminal remedies. Copyright 

protection is not only the concern of the copyright holder but also of the society at 

large, though the immediate victim is the owner. Many a thing which has not been 

intended by the author could be disseminated in the society by copyright piracy. 

                                                                   
124

  Time Incorporated v. Lokesh Srivastava and Anr., 2005 (30) PTC 3 (Del). 
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He could be misquoted, quoted out of context with a view to distort the meaning, 

and thus mislead the society. Moreover, protection of the individual's right is in the 

public interest. If a man's right in relation to a subject in which society is also 

interested, is violated it should be possible for any citizen to turn the wheel of 

criminal law....
125

 

More than ever before, lawmakers and copyright owners are viewing copyright 

violations as just not lost profits or 'free riding' by consumers but rather as 

criminal acts posing a serious threat to financial stability, employment and 

creative innovation.
126

  

The Copyright Act, 1957 declares the infringement of copyright or any other right 

conferred under it as a criminal offence.
127

 Thus infringers of copyright can, in 

addition to civil proceedings, be subjected to criminal proceedings. These two 

remedies are distinct and independent and can be availed of simultaneously.
128

 

However, the courts are usually reticent in invoking criminal jurisdiction while a 

civil suit for infringement of copyright is pending. 

The advantages of criminal remedies are obvious. Infringement is likened to theft 

of intellectual property involved and the sanctions, fines in the first place and 

imprisonment in case of recidivism have, as all criminal sanctions are intended to 

have, a deterrent effect.
129

 Besides this, criminal proceedings are disposed off 

faster than civil proceedings. 

Criminal remedies, however, have their share of disadvantages. Firstly, a criminal 

proceeding does not enable the copyright holder to get an injunction. Secondly, 

there is a high burden of proof on the prosecution in criminal proceedings. The 

defendant must be shown to be guilty beyond reasonable doubt and not merely on 

                                                                   
125

  N.S. Gopalkrishnan, “Criminal Law and Intellectual Property: Current Practice”, 70(36) JILI 

64(1994). 
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  Karen J Bernstein, ―The Evisceration on Sentencing Guidelines under the No Electronic Theft‖ 27 

New Eng. J. on Crim. & Civ. Confinement 57 (2001). 
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  Section 63, Indian Copyright Act 1957. 
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  P. Narayana, “Copyright and Industrial Designs” 306 (Eastern Law House Pvt. Ltd., Kolkata, 3
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2002). 
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a balance of probabilities. Thirdly, in criminal proceedings, proof of mens rea in 

the defendant is essential. This would mean that the defendant either had 

knowledge or had reason to believe that he had committed an infringing act or 

other offence. Fourthly, a criminal proceeding may result either in imprisonment 

or fine, both of which would fail to compensate the copyright owner, at least 

monetarily. 

6.2.1 Essentials of Criminal Proceedings for Copyright Infringement 

In order to succeed in a criminal action against copyright infringement, it is 

essential to prove the following things: 

a) That the defendant infringed or abetted the infringement of 

i. Copyright in a work; or 

ii. Any other right conferred by the Copyright Act except the right to resale 

share in original copies conferred by Section 53 A. 

b) That the defendant did so knowingly. 

Unlike the U.S. Copyright Act, 1976, which requires proof of either a proscribed 

motive (commercial advantage or private financial gain), or proscribed effect,
130

 

the Indian Act postulates no such requirement. All that it says, is, that where the 

infringement has not been made for gain in the course of trade or business, the 

court may in its judgment record the reason for imposition of the sentence or fine 

as the case may be.
131

 

This proviso, it is submitted, is in direct contradistinction to the rationale 

underlying criminal penalties: to provide protection against pirates who are both 

financially irresponsible and transient in their business locations, making 

injunctions and civil damages futile. 

Criminally penalizing a person for infringement in which he might indulge for 

harmless fun, would stifle the creative process which copyright law aims to 
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promote. A civil remedy would serve the purpose in such cases. Sample this: a 

college student swapping music files with his friends can be held criminally liable 

for copy right infringement. This proviso stands like a Damocles sword on the 

very activities that copy right law aims to promote: the growth of learning and 

culture for public welfare. It is submitted that while protection of copy right is 

important, an overzealous approach can have devastating effect on the 

dissemination of information which is so essential for progress— both scientific 

and cultural. 

It is, thus submitted that this proviso which has the potential to turn an innocuous 

activity into a criminal offence should be deleted. 

a) Infringement 

Like a plaintiff in a civil action, the complaint in a criminal proceeding must 

establish infringement of copyright.  

b) Knowledge of Infringement 

Mens rea is an essential ingredient of the offence of infringement in a criminal 

proceedings. In Cherian P. Joseph v. Prabhakaran,
132

 it was held that clear and 

cogent proof of knowledge is necessary to establish the commission of the 

offence. In Gheru Lal v. State,
133

 Gyanendra Kumar J. observed that the bare 

perusal of Section 63 shows that the accused must have knowingly infringed the 

copyright. In order to prove that the accused had knowledge of infringement, 

production of the infringing copies would clearly be the best evidence. 

6.2.2 Sanctions 

The offence of infringement of copyright is punishable with imprisonment which 

may extend from a minimum period of six months to a maximum of three years 

and with a fine which shall not be less than Rs. 50,000 but which may extend to 
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Rs. 2 lac.
134

 Where the offence is repeated, the infringer shall be punished for the 

second and every subsequent offence, with imprisonment for a term which shall 

not be less than one year but which may extend upto three years and with fine 

which shall not be less than Rs. 1 lakh but which may extend upto Rs.2 lakhs.
135

 

The Act prescribes a lesser sentence of imprisonment and lower amount of fine 

where the infringement has not been made for gain in the course of trade or 

business.
136

 

6.2.3 Nature of the Offence of Copyright infringement  

There are three categories of offences which are created by Part II of Schedule I of 

the CrPC. The first category of the offences which prescribe the punishment of 

death, imprisonment for life, or imprisonment for more than seven years, are 

‗cognizable‘, ‗non-bailable‘ and triable by a Court of   Session. The second 

category of offences, which prescribe the punishment of imprisonment for three 

years and upwards, but not more than seven years, are ‗cognizable‘, 

‗non-bailable‘ and triable by a Magistrate of First Class. The third category of 

offences, which prescribe the punishment of imprisonment for less than three 

years or with fine only, are ‗non-cognizable‘, ‗bailable‘ and triable by any 

Magistrate.  

The question has come for consideration before the Courts is whether Copyright 

infringement is bailable or non- bailable offence. This would in turn depend upon 

whether it falls in the second or in the third category of offences postulated under 

Part II of Schedule I of the CrPC. The difficulty stems from the fact that Section 

63 of Copyright Act prescribes that the intentional infringement or abetment of 

infringement of Copyright in a work shall be punishable with imprisonment for a 

term which shall not be less than six months but which may extend to three years.  
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There is no clarity with regard to the ambit within which the offence of Copyright 

infringement which is punishable with ―imprisonment which may extend up to 

three years” falls i.e. it is unclear as to whether it falls in Category II or Category 

III of Part II of Schedule I of CrPC which in turn would determine whether 

Copyright infringement is a bailable or non-bailable offence. What has 

compounded the problem further are the conflicting decisions given by various 

High Courts in India. For example, the Gauhati High Court in Jitendra Prasad 

Singh v. State of Assam was of the view that the offence punishable under Section 

63 of the Act is non-bailable offence and therefore the provision of the Section 

438 of the Code of Criminal Procedure (which deals with anticipatory bail) would 

get attracted. The underlying basis for the decision rendered was that the 

punishment prescribed for a term 'which may extend to three years' would include 

in itself a term of imprisonment which can be for as long as three years.
137

 

The Andhra Pradesh High Court in Amarnath Vyas v. State of Andhra Pradesh
138

 

rejected decision of the High Court of Gauhati in Jitendra Prasad. In this case 

Amarnath Vyas had filed an application under Section 438 of the Criminal 

Procedure Code for anticipatory bail having regard to the accusation that he 

perpetrated the offence punishable under Section 63 of the Copyright Act. 

Initially the High Court dismissed the anticipatory bail on the ground that the 

offence alleged was bailable and no application for anticipatory bail could be 

maintainable as it could be provided only for non-bailable offences. The Public 

Prosecutor urged the High Court to reconsider its decision and hold that the 

offence of infringement of copyright is a non-bailable one. The main contention of 

the Public Prosecutor was that because the punishment prescribed under Section 

63 is a minimum sentence of six months and the maximum sentence, which may 

extend upto three years, it would fall within the domain of second category of Part 

II of schedule I. The Court in paragraph 8 of the judgment observed:  
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The expression 'punishment for a term which may extend to three years is 

certainly not similar to the expression 'punishment for three years and 

upwards.
139

 

In Suresh Kumar v. the Sub Inspector of Police
140 

the Kerala High Court was 

confronted with the question as to whether the offence of infringement of 

copyright was a cognizable offence. The judgment of the Court was that 

copyright is a cognizable offence, based on the premise that the punishment for 

the offence of infringement of copyright is imprisonment for three years. This is 

evident from the fact that at the very outset in paragraph 2, the learned judge has 

observed, 

Section 63, according to me, is clearly punishable with imprisonment for 3 

years and in these circumstances the offence has to be held to be 

cognizable.
141

 

This difference of opinion between the various High Courts merits a closer look 

at the interpretation of Section 63. 

At this juncture, it would be pertinent to refer to the judgment of the Supreme 

Court in Avinash Bhosale v. Union of India.
142

 The question before the Supreme 

Court in this case was whether the offence under Section 135(1)(ii) of the 

Customs Act of 1962  which is punishable with imprisonment for a term which 

may extent to three years or fine or with both  is bailable or non-bailable. The 

Supreme Court held that the offence punishable under Section 135 (1)(ii) of the 

Customs Act, 1962 (Act of 1962) is bailable.  

It is submitted that since Section 63 of the Copyright Act employs the same 

terminology as Section 135(1)(ii) of the Customs Act, therefore the decision of 

the Supreme Court in Avinash Bhosale v. Union of India,
143

 would also apply in 

case of Section 63 of the Copyright Act. 
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What lends further credence to this argument is that Section 64 of the Copyright 

Act specifically empowers a police officer not below the rank of Sub-Inspector to 

seize the infringing copies of any work. If the offence had been cognizable and 

non-bailable, there was no necessity to specifically authorize the police officer 

with the power of seizure. In Super Cassettee Cassetes Industries v. MySpace & 

Another
144

 the Delhi High Court observed: ―It is well settled canon of 

construction that the court should adopt the mode of construction which upholds 

the provisions of the Act and make them workable and the interpretation which 

makes any provision of the Act otiose must be eschewed.‖
145

 

In High Court of Gujarat and Anr. v. Gujarat Kishan Mazdoor Panchayat and 

Ors.
146

, the Supreme Court held that  'It is also a well-settled principle of law that 

an attempt should be made to give effect to each and every word employed in a 

statute and such interpretation which would render a particular provision 

redundant or otiose should be avoided."  It is submitted that if Section 63 is 

interpreted as implying that the offence punishable under it is non bailable, then 

such an interpretation will render Section 64 of the Copyright Act otiose or 

meaningless. The said interpretation thus leads the purpose of Section 64 as 

redundant. On the contrary, if the Section 63 is read as creating a bailable offence, 

both the provisions are rendered workable and meaningful. 

It is therefore submitted, that the doubts with regard to interpretation of Section 63 

should be removed by specifically declaring it to be a bailable offence.  

6.2.4 Special Powers of Police Officers 

Under Section 64,
147

 a police officer of the rank of a sub-inspector and above, 

even in case of threatened infringement, is given the power to seize without 

warrant, all infringing copies of the work, all plates and accessories for making 
                                                                   
144
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infringing copies, wherever found. All seized materials shall be produced before a 

magistrate as soon as practicable. The effect of this provision is that a threatened 

infringement can be nipped in the bud, even before the commission of an offence. 

The constitutional validity of Section 64 of the Copyright Act authorizing the 

police officers to conduct search without warrant was challenged in Girish 

Gandhi v. Union of India.
148

 According to the petitioner, since no procedure was 

laid in the Section, the power granted under the Section was arbitrary and hence 

violative of the constitutional right. Rejecting this contention, the Court observed: 

―Section 64 clearly mentions that police officer is to seize the material, if 

he is so satisfied. But what does the word "satisfaction" means. It is inborn 

that police officer will not act until and unless he has got some type of 

information on which information he is satisfied and his satisfaction shell 

be objective. It cannot be imagined that only because, Section 64 

empowers the police officer to seize the material to his satisfaction, that he 

would act malafide or arbitrary. If he does so, there are ample remedies 

available in the appropriate courts and aggrieved person is always free to 

safeguard his interest in this respect by resorting to the legal remedies. The 

power given to the police officer is not at all arbitrary.‖
149

 

It is submitted that Section 4 of the Cr. PC 1973 mandates the investigation of the 

offences under the Indian Penal Code and any other special legislation according   

to the procedure laid down under the Criminal Procedure Court (Cr PC). Only in 

cases, where there is an express procedure laid down in the special legislation, the 

application of the provisions of Cr. PC is exempted. This makes it clear that the 

police officer exercising the power under Section 64 of the Copyright Act is 

bound to follow the procedure under the Cr. PC in case of search and seizure 

without warrant. In this context as rightly concluded by the Court the section is 

constitutionally valid. 
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Further, to prevent the abuse of power by a police officer, the Act gives the right 

to any person having an interest in the material so seized to make an application to 

a Magistrate within 15 days of such seizure, for restoration of materials to him.
150

 

As discussed earlier, a criminal remedy can be simultaneously availed with a civil 

remedy. However the courts are usually reticent in invoking criminal jurisdiction 

while a civil suit for infringement of copyright is pending. The Bombay High 

Court followed this practice in Gulfam Exports and others v. Syed Hamid.
151

 In 

this case, the owner of the copyright filed a complaint in the magistrate's court in 

1991 alleging violation of copyright and after enquiry by the police, process was 

issued to the petitioner. The present petition was filed to quash the process on the 

ground that copyright was not registered and a civil suit was pending. Even after 

repeated notices, the respondent did not appear. After hearing the petitioner, the 

Court concluded that complaint must be quashed since the copyright was not 

registered, civil suit was pending and there was delay in filing a criminal case. It is 

submitted that the Court decided the case without taking into consideration the 

fact that registration is not mandatory for claiming Copyright protection under the 

Act.
152

 It also failed to recognize that no provision has been engrafted in this Act 

interdicting or inhibiting both civil and criminal actions being proceeded 

simultaneously before the competent forums
153

 

6.3 IMPORTATION OF INFRINGING COPIES  

The Copyright Amendment Act (2012) has repealed the earlier section. 

According to the new Section
154

 the Commissioner of customs may on the written 
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request of the owner of copyright treat infringing copies of the work imported into 

India as prohibited goods. The Copyright owner is also required to furnish details 

as to the time and place of arrival of such infringing goods into India. 

6.4 ENFORCEMENT 

The record in India in terms of the Courts improved in 2011, due to increasing 

numbers of cases in which imprisonment was imposed (the music industry 

reported just over 200 prison sentences in 2011). The industry also reported that 

from January to November 2011, 175 music piracy cases were settled through 

plea bargaining. These included awards totaling Rs. 42 lakhs (US$84,800) in two 

cases in Delhi, and a settlement for Rs. 32 lakhs (US$64,600) in one civil case. Of 

the criminal convictions, 84 resulted in fines, although most fines were in the 

US$500 to US$1,000 range. 

While the number of criminal convictions has gone up, the sheer number of piracy 

cases still pending (music piracy cases alone number more than 20,000) indicates 

that much more needs to be done to effect judicial reform and speed dockets. With 

respect to mobile device piracy, the Indian music industry is bringing to the police 

more than 200 mobile device piracy cases per month.  

Some industries experienced good support from Indian authorities, with law 

enforcement generally willing to conduct complaint-based raids e.g., running suo 

moto raids for the music industry. The music industry reported more than 1,400 

raids during 2011, more than 570 of which were suo moto raids, while the number 

of piracy cases remaining in litigation stands at approximately 20,000. The 
                                                                                                                                                                                                 

(2) The Commissioner, after scrutiny of the evidence furnished by the owner of the right and on being 

satisfied may, subject to the provisions of sub-section (3), treat infringing copies of the work as 

prohibited goods that have been imported into India, excluding goods in transit: 

Provided that the owner of the work deposits such amount as the Commissioner may require as 

security having regard to the likely expenses on demurrage, cost of storage and compensation to 

the importer in case it is found that the works are not infringing copies. 

(3) When any goods treated as prohibited under sub-section (2) have been detained, the Customs 

Officer detaining them shall inform the importer as well as the person who gave notice under 

sub-section (1) of the detention of such goods within forty-eight hours of their detention. 

(4) The Customs Officer shall release the goods, and they shall no longer be treated as prohibited 

goods, if the person who gave notice under sub-section (1) does not produce any order from a 

court having jurisdiction as to the temporary or permanent disposal of such goods within fourteen 

days from the date of their detention. 
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motion picture industry also reported good enforcement cooperation in some 

states such as Andhra Pradesh, and experienced some decline in DVD piracy at 

the street vendor level in certain cities such as Mumbai due to self-help 

enforcement activities by AACT and law enforcement. In 2011, AACT was 

involved in at least 376 raids, over 290 arrests, and seizures of over 730,000 pirate 

DVDs and 445 optical disc burners involving film industry products.
155

  

Indian Music Industry (IMI) has been closely working with IFPI to counter 

piracy. The IMI managed to close down five hundred sites. Most sites are based 

on servers in the USA.IMI sent notices to them in Nov 2004, which resulted in the 

immediate closure of 90% of those sites. 

From 2001 to 2004, IMI registered over 5500 cases, seized over 10 lakh music 

cassettes, and around 25 lakh CD‘s. The overall trend has been that the seizure of 

cassettes has decreased and seizure of CD's is increasing.
156

 Notwithstanding the 

measures taken, enforcement remains a problem in India due to the endemic 

delays in Court proceedings, the lack of trained prosecutors, problems with 

retaining evidence, and failure to investigate up the chain.  
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he Internet is celebrated as a great democratising medium that not only 

renders traditional individual gatekeepers, who controlled the access of 

information to traditional media, unnecessary but also allows for greater choice 

of information and generally a much increased availability of those. Looking at 

it from the perspective of the music industry, the high costs of establishing a 

distribution system and the control of distribution channels by the major music 

record companies had created considerable barriers to entering the music 

industry. In this situation, artists not contracted to a record company had almost 

no chance of competing against these conglomerates. Therefore, artists either 

remained independent and focused on small, niche markets, or signed long-term 

contracts with major labels in an attempt to break into mass markets. 

However, the Internet, coupled with the production of music in digital format 

has changed the dynamics of the music industry. It has given artists from around 

the world an unprecedented platform to reach music fans wherever they may be. 

Artists who could not otherwise find a way to make their music available can 

take advantage of the new ways to distribute music that the Internet offers. More 

and more business is being carried out electronically and music is being 

distributed electronically. With decreasing transaction and production costs, 

entry barriers to the music industry have been significantly lowered. The natural 

corollary of all this, has been that the traditional business model of the music 

industry is witnessing upheavel and restructuring.  

The music industry has grasped the opportunities of the digital world in a way 

few, if any, other businesses can claim to have done. There is a growing digital 

economy built around music. A huge variety of download stores, subscription 

services and streaming offerings are available. They provide music fans with 

access to millions of tracks from artists around the world. According to the IFPI 

T 
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report 2014, digital revenues to record companies grew by 4.3 percent globally 

in 2013 to touch $9 billion. Digital channels now account for an estimated 39 

per cent of record company revenues globally up from 29 percent in 2010. 

Download stores are a major contributor to digital revenues and account for 

most of the 450 licensed services worldwide offering upto 37 million songs. 

Clearly, the music industry has reinvented, restructured and remodelled its 

business model to adapt to the digital environment. Unfortunately, the same does 

not hold true for copyright law. The emerging digital scenario dictates pragmatic 

solutions and reconsideration of some of the 19
th

 century concepts in which the 

current legislation in this area is based. The Indian Copyright Act, as revealed by 

the study is still grappling with the issues generated by the digital revolution. 

While it has been quick to respond to some of the issues raised by the digital 

revolution, to other issues its response has been lackadaisical and to still others, 

its approach has ambiguous. Let us briefly evaluate the issues raised by the 

study, the responses, if any, and the lacunae in the approaches adopted so far.  

The amendment made to Section 18 of the Copyright Act gives equal rights to 

both the author of a literary or musical work (included in a cinematography film 

or sound recording) and assignee of copyright. However, this amendment leaves 

much to be desired. For example, it is not clear as to what is meant by equal 

rights. It is also vague with respect to royalties when ownership of the work is 

owned by different people. 

Digital Rights Management (DRM)   

Digital Rights Management (DRM) has been heralded as the technology which 

would protect intellectual property in the digital form. It is however, submitted 

that very often, before consumers acquire DRM-protected content, they are not 

fully aware of the specific uses the DRM system allows and prevents. Usually 

DRM providers do not reveal such information and the consumers in their 

ignorance do not ask for it.DRM contracts are simply a type of standard form of 
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contract. Therefore all the procedural safeguards available in the standard form 

of contracts should be extended to DRM contracts. Better still; a statutory duty 

should be imposed on the content providers to fully disclose the scope and 

characteristics of the DRM protection they use, for their content. This could 

ensure that the consumers make an informed decision about whether they want 

to buy the protected content or not. Also the statute should itself provide that in 

order to be valid, the terms and conditions of the DRM contract should be 

reasonable.  

From the study, it is quite evident that the Indian Legislature has framed the 

DRM provisions while being cognizant of its working in the West. Drawing on 

the American experience, a number of pitfalls have been avoided. For example, 

one very positive point in Section 65A is that it grants copyright owners 

protection only against copying of their digital works, unlike the DMCA (Digital 

Millennium Copyright Act), where the anticircumvention provisions grant the 

owners protection of both access control and copy control over digital works. 

The former can provide more protection than the latter- the notion of an ‗‗access 

right‘‘ has been at the heart of current DRM arguments as in the absence of 

access no possibility of fair-use arises. Access control therefore subverts any 

legally permitted use of the copyrighted work under the fair-use doctrine, thus 

compromising the societal benefits of intellectual property. It is therefore 

submitted, that the Indian provisions on DRM strike a better balance between 

the rights of the copyright holders on one hand and public interest on the other 

hand. 

The study also reveals that Section 65A does not, unlike its western counterparts 

outlaw manufacture, distribution or selling of technology that aims at 

circumvention of technological devices. It therefore follows that, anti-

circumvention technology is not per se prohibited but use of such technology 

with the intention to infringe that is prohibited. This again, is a welcome 

measure as it leaves room for utilisation of anti-circumvention technology for 
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fair-use purposes.  

From the study, it is also clear that in the U.S, companies have attempted to use 

anti-circumvention regulations in circumstances for which they were clearly not 

intended: throttling competition and choking innovation. The American 

experience with the working of DRM has perhaps prompted the Indian 

Legislature to predicate the protection of DRM on a finding of copyright 

infringement. Therefore, the Indian Copyright Act postulates that the 

technological measure must have been put in place for the purpose of 

safeguarding the rights conferred by the Copyright Act. This provision it is 

submitted, would again go a long way in checking the misuse of DRM 

provisions for purposes other than that for which it was intended. 

The analysis of Section 65 A also reveals that this Section will be attracted only 

when there is intention of infringing any of the rights conferred by the Copyright 

Act. By bringing in an element of mens rea, the legislature has raised the 

threshold quite high, which is rather a welcome step. Predictably, the word 

"intention" has not been defined. In defining the contours of what it means to 

'intentionally' infringe copyright for purposes of criminal liability, the Courts 

should, it is submitted, remember the intention of the legislature in enacting 

copyright law. Copyright is not about granting copyright holders monopoly over 

their works but promotion of knowledge and learning. Intellectual creation is a 

cumulative process – each creator of ‗new‘ intellectual property building on his 

predecessors. 

Again, one very positive element in the terminology employed by the Section is 

that it requires 'intention to infringe' rather than an 'intention to copy'. This 

would give a lot of leeway to anyone who only wishes to make fair-use of the 

copyrighted work but ends up infringing the copyright. For the lay person, 

knowing whether a particular use constitutes infringement can be extremely 

difficult. 
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Under the proviso to Section 65A(2), one person can be aided by another to 

facilitate circumvention for fair-use purposes. While this is laudable, yet one is 

constrained to say that the proviso has been ill-concieved. A duty is cast on the 

person facilitating circumvention to maintain a complete record of the person so 

facilitated. Sadly, the Act is silent on the consequences of non compliance with 

the requirements of the proviso (i.e. maintaining records) rendering it 

infructuous. Further, there is nothing in the language of the Section which bars 

dissemination of information pertaining to circumvention of technological 

measures by the person who has been himself facilitated. This would mean that 

such person (whose records are maintained) has to maintain records in respect of 

any person who has been facilitated by him. Clearly, such a record keeping, akin 

to an endless chain is unserving of any logical legal purpose. Thus it seems that 

the proviso is an ill conceived piece of legislation. 

Graduated Response  

Another copyright issue that has generated intense debate across the globe is the 

Graduated Response. It is submitted that the Graduated Response for dealing 

with copyright infringement is not appropriate in the Indian context. The 

inappropriateness stems from a number of reasons. For one, Right to Know is a 

necessary adjunct of Right to freedom of speech and expression guaranteed in 

India. Right to know flows directly from Article 19(1)(a) of the Indian 

Constitution. In today's world, 'right to know' would loose its meaning and 

relevance in the absence of access to the Internet. Therefore, attempts to 

terminate access to the Internet on the flimsy ground that the IP address has been 

used for copyright infringement would fall foul of Article 19 of the Indian 

Constitution. What further lends credence to this argument is that an IP address 

can be used by anyone to commit copyright infringement, then why penalise the 

subscriber alone who pays for the Internet connection. Moreso, in a country 

where joint families are still the norm especially in tier -1 and tier2 cities, not to 

talk of rural areas. The story would be equally true of cyber-cafes, universities 
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and other institutions providing Internet access as a part of their primary or 

secondary service. Their interest could be seriously jeopardised in the event of 

their access being terminated on the finding of copyright infringement from their 

IP addresses. What compounds the problem further is that hackers can easily 

break into a user's wireless hotspot and stream illegal content to a particular IP 

address using a different computer. Additionally, in a developing country like 

India, with limited households having broadband connections, Universities, 

Cyber Cafes and other institutions play a pivotal role in providing Internet 

access to the burgeoning population. Any measure that has ramifications on their 

working could prove suicidal for India's growth story which is being propelled 

by the IT-BPO industry. According to NASSCOM, the IT BPO industry has 

created direct employment of 2.2 million and indirect employment of 8 million. 

By 2020, figures are expected to go upto 10 million and 20 million respectively. 

In the BPO sourcing market, India‘s share is pegged at about 37 percent. This 

has been only possible due to the development of a set of factors unique to India, 

that multiply India‘s value proposition manifold. While the cost advantage is 

unparalleled, India also has the world‘s largest pool of employable talent. What 

is critical to the vast labour pool from a network of Tier II/III cities is basic 

computer skills and Internet access. Therefore, India needs to tread with care in 

attempting to penalise copyright violations by terminating access to the Internet. 

Any clampdown on the cyber cafes, universities in the guise of copyright 

enforcement will paralyse the digital revolution which has been at the forefront 

of India's growing economic clout, resulting in loss of employment and 

innovation. 

Right to Freedom of Speech and Expression v. Right to Property 

Right to freedom of speech and expression is guaranteed under Article 19(1) (a) 

of the Constitution. This freedom means the right to express ones convictions 

and opinions freely by word of mouth, writing, printing, picture, or in any other 

manner. It also means freedom to hold opinions without interference and to seek 
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and receive and impart information and ideas through any media and regardless 

of frontiers. Therefore, when a person is surfing online, he is exercising his right 

to freedom of speech and expression. Monitoring a person's online activities or 

putting restrictions on them, unless it comes within the grounds of restrictions 

under Article 19(2) would infract Article 19(1)(a) of the Constitution. What is a 

particularly disturbing aspect is, that under the 'Graduated Response', power is 

given to an ISP - a private entity to impose restrictions on the fundamental right 

of the citizens to freedom of speech and expression.  

Right to Privacy v. Right to Property  

The new strategies adopted by the music industry - the ―Three Strikes and you 

are out‖ approach (Graduated Response) and the slightly older one - of suing 

randomly selected individuals are hinged on a single lever- surveillance. Piracy 

surveillance has inverted the relationship between privacy and property, 

subordinating the protection of privacy to the protection of property. The use of 

piracy surveillance strategies, without conventional substantive and procedural 

due process constraints, has a harmful tendency to chill free expression in 

cyberspace.What compounds the problem further is that under the graduated 

response the power is given to an ISP, a private entity to monitor a user's online 

activities. This is clearly a serious infraction of the right to privacy. 

It is submitted that the protection of the fundamental right to property, which 

includes the rights linked to intellectual property, must be balanced against the 

protection of other fundamental rights such as the right to privacy. Courts must 

strike a fair balance between the protection of copyright and the protection of the 

fundamental rights of individuals who are affected by such measures. 

Importantly, under Article 21, the right to privacy is a fundamental right in 

India, whereas copyright law is the creation of an ordinary statute. A 

harmonious interpretation should be adopted to reconcile the two, but where this 

is not possible, it is the right to privacy that should prevail. 
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 It is hoped that the Indian Courts take a cue from the judgments of the ECJ and 

abandon the overzealous approach that has come to characterise copyright 

enforcement claims. There is a desperate need to maintain the balance between 

the property rights of a copyright holder with the privacy rights of an individual. 

Mobile Entertainment Ecosystem 

In the mobile entertainment ecosystem, the on deck model which predominates 

in India, is tilted in favour of the Telecom Companies who control the point of 

sale and dictate the pricing and revenue sharing. Music Companies receive only 

a meagre share in the revenue (TSPs take about 70%) which is a strong contrast 

to global norms, where content providers have a majority share. A move towards 

an Off-deck model would prove highly beneficial to Music Companies. 

Increased bandwidth availability and smart phone adoption will allow music 

companies to establish a ―direct to consumer model‖ for mobile content delivery 

based on music streaming services over data networks. 

Presently there is no regulatory framework for Application Services except the 

consumer protection issues addressed by TRAI through directions on provision 

of Application Services provided by licensed telecom service providers. 

Application Service Providers are not regulated or licensed and mainly they act 

as service partners of telecom service providers (TSPs). TSPs and ASPs enter 

into commercial agreements for provisioning of application services. There is no 

standard format for agreement and, telecom service providers, being the core of 

the application services value chain, usually dominate in finalising the terms and 

conditions of the agreement.  

It is submitted that there is a dire need for bringing Application Services under 

the regulatory framework. The TSPs who currently control issues relating to 

pricing, revenue sharing, also play a pivotal role in formulating the terms and 

conditions of the commercial agreements, with content providers/ copyright 

owners pushed to the sidelines. This needs to be reworked so that content 
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providers/ copyright owners get their due.  

The study also reveals that the Internet continues to be Copyright law‘s most 

obscure and esoteric areas. Severe and sudden, as the Internet has been in its 

impact, the study has sought to examine whether Copyright law is sufficiently 

flexible to accommodate these new technologies within the existing regime or is 

there a need for an alternative protective mechanism. The study reveals that the 

Indian Copyright law in its present form leaves much to be desired. For 

example, amendments made to the Copyright Act in 2012 have added two 

clauses to Section 52 i.e. Section 52(ii) (b) & (c). These provisions have been 

introduced to address the issue of liability of ISPs. However, these provisions 

are significantly lacking in their scope, clarity and nature. For example,the words 

used in Section 51(ii)(c) are ―person responsible‖ which presumably means an 

intermediary. Further, it refers to two things which might nail an ISP. First, is 

'awareness,' which, it is submitted turns on actual knowledge of copyright 

infringement. The second is 'reasonable grounds for believing ' which, it is 

submitted refers to constructive knowledge of copyright infringement. This 

criteria of 'reasonable grounds for believing' lacks sufficient clarity. For 

example, if an intermediary is aware that it services could be used for infringing 

copyright, would it mean that ―it had reasonable grounds for believing".  If 

such a construction is adopted then a duty would be incumbent on the ISP to 

actively monitor its users for copyright infringement. Such a proposition, 

besides, being onerous and a practical impossibility would also be in direct 

contradiction with both the DMCA and the EC directives which specifically 

absolve an ISP from any duty to monitor. Moreover, the existence of a general 

duty to monitor content matter is rejected in practically all the jurisdictions 

studied, with respect not only to transmission and network access (mere conduit) 

activities, but also to the hosting of information.  

Imposition of such a duty on the ISP to monitor its customers would, it is 

submitted, violate the right to privacy of such customers. Pertinently, the right to 
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privacy is a fundamental right guaranteed under Article 21 of the Constitution.  

It is also submitted that the adoption of a seemingly vague criteria ―reasonable 

grounds for believing‖ is deliberate. By this, the legislature has left the field 

open for judicial manouvering in individual cases. Thus, precision has been 

sacrificed at the altar of practicality. 

Notice and Takedown (NTD) Regime  

The proviso to Section 51(ii)(c) contemplates a notice and takedown (NTD) 

regime which has become commonplace in copyright legislations across the 

globe. The Indian NTD regime, however is a poor replica of its global 

counterparts. For one, it has potentially chilling effects on freedom of speech 

and expression. Whenever an ISP receives a notice, it will, in all probability be 

inclined to remove or block access to the notified content, without bothering to 

check the veracity of the claim. The consequences of non compliance with the 

notice can prove fatal to the survival of an ISP. On the other hand, blocking 

access to the notified content is almost a risk free proposition for the ISP. 

Secondly, NTD can result in indiscriminate censorship. The scheme envisaged 

under the NTD visualises an ISP in the position of a judge who is called on to 

pronounce upon the validity of a copyright claim. What is more disturbing about 

such a scenario is that copyright infringement claims are enmeshed in legal 

technicalities and ISPs are novices at such tasks. Thus the NTD places on the 

ISPs a responsibility which they are ill-equipped to handle. 

There is a plethora of evidence available globally which reflects the misuse of 

the NTD regime. NTD regimes present a frightening scenario as power is given 

to ISPs to takedown content in respect of which a complaint has been received 

irrespective of how ill-founded the copyright claim is. What complicates the 

matter further, in the Indian context is the absence of any counter notice 

provisions in the Indian Copyright Act. In such a scenario, the chances of 
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frivolous and ill founded notices being served on ISPs are exponentially higher. 

Thus, a citizen can be deprived of his right to freedom of speech and expression 

on the flimsiest of grounds. 

The Right to freedom of speech and expression is a fundamental right 

guaranteed under Article 19(1)(a) of the Indian Constitution. No doubt, the right 

to freedom of speech and expression is not absolute but subject to reasonable 

restrictions. The phrase 'reasonable restriction' connotes that the limitation 

imposed on a person in enjoyment of the right should not be arbitrary or of an 

excessive nature, beyond what is required in the interests of the public. The 

word 'reasonable' implies intelligent care and deliberation,  that is the choice of a 

course which reason dictates. Legislation which arbitrarily or excessively 

invades the right cannot be said to contain the quality of reasonableness. Giving 

power to ISPs to deprive a citizen of his right to freedom of speech and 

expression without proper safeguards is unreasonable and arbitrary, hence 

violative of Article 19(1)(a). 

Furthermore, if a copyright infringement claim turns out to be false, a general 

remedy available to an aggrieved person is under Section 60 of the Copyright 

Act. It is submitted that the remedy provided under Section 60 is inefficacious, 

dilatory and time consuming. A separate provision should be incorporated in the 

Copyright Act which would penalise serving of notices on ISPs based on 

unfounded and frivolous claims of copyright. This, it is submitted would ensure 

that a provision that can have potentially devastating effects on the freedom of 

speech and expression is invoked with care and caution. 

Pertinently, no time frame is provided either in the Copyright Act or the rules 

framed there under within which an ISP is obligated to remove the content in 

respect of which a complaint is received. Under the Information Technology 

(Intermediaries guidelines) Rules, 2011 an ISP is required to act within 36 

hours. It is doubtful that Rules framed under the IT Act would be applicable to 
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the Copyright Act in view of Section 81 of the Information Technology Act 

discussed earlier. 

Another issue which lacks clarity is the interplay between the main part of 

Section 51(c) and its proviso. According to the proviso to Section 51(ii)(c),if the 

person responsible for storage of content does not receive the Court order within 

21 days from the date of receipt of written complaint, directing him to continue 

the takedown of allegedly infringing material, he may restore access to the 

notified content. The word used in the Section is 'may' which means that no 

obligation is imposed on the ISP to restore access to the content in respect of 

which a complaint is received. Assuming that on failure of the complainant to 

furnish a Court order within the time framework provided by the Act, the ISP 

restores access to the allegedly infringing material, what would happen later if a 

suit is brought by the complainant against the ISP alleging violation of 

copyright. Can the complainant rely on the original complaint that he made to 

the ISP to show that the ISP had actual knowledge of the infringement? In such 

a scenario, would the ISP would come within the mischief contemplated by the 

main body of Section 51(ii)(c).Alternately, can the ISP contend that the failure 

of the complainant to get the Court order within the stipulated 21 days period, 

entitles it to restore access to the notified content without jeopardising its right to 

fall within the safe harbour provided by the main body of Section 51(ii)(c).In 

other words, can the ISP argue that the failure to furnish a Court order within the 

statutory period of 21 days, would result in forfeiture of the complainant's right 

to contend that the ISP had actual knowledge of the infringement(actual 

knowledge being based on the notice served by the complainant). 

That said, the chances of an ISP restoring access to content in respect of which a 

complaint is received are dismal. To safeguard its own interest, an ISP's 

approach would border on over cautiousness. The only casualty here, would be 

the freedom of speech and expression of the common citizen. 
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Injunctions 

In the context of Internet piracy, it is imperative that an injunction should be 

available against intermediaries regardless of whether they can be held liable 

with respect to third party infringement. The non liability of an intermediary by 

virtue of falling into a safe harbour under Section 52(ii)(b) &Section 52(ii)(c 

should not bar the availability of an injunction against such an intermediary if its 

services are used by a third party to infringe a copyright. Fortunately, such a 

scenario is already covered by the proviso to Section 55 which provides that 

―if the defendant proves that at the date of the infringement he was not 

aware and had no reasonable ground for believing that copyright 

subsisted in the work, the plaintiff shall not be entitled to any remedy 

other than an injunction in respect of the infringement and a decree for 

the whole or part of the profits made by the defendant by the sale of the 

infringing copies as the Court may in the circumstances deem 

reasonable.‖ 

In other words, the remedy of injunction is available against an intermediary if 

its services are used by a third party to infringe a copyright irrespective of its 

own knowledge or awareness. 

It is submitted that the Courts ordering the blocking of entire websites instead of 

specific webpages fail to maintain the balance between the right to property and 

right to freedom of speech and expression. Such orders are in violation of the 

principle of proportionality. It is therefore suggested that Courts should order 

blocking of specific webpages rather than blocking of entire websites.  

Further, perusal of the case law reveals that in a large number of cases the 

defendants choose not to appear in the Court and decisions are given ex-parte. 

Therefore, it is submitted that non compliance with an injunction should be 

treated as a criminal offence under the Act punishable with fine and ultimately 

with imprisonment.  
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It is submitted that the Indian Copyright Act has done well to avoid the adoption 

of statutory damages at the election of the right holder. Looking at its 

application in the American jurisprudence, awards have too often been arbitrary 

and inconsistent, and sometimes grossly excessive. 

Courts in India have liberal been in imposing punitive damages, particularly in 

cases involving flagrant violations of copyright law. Fortunately, however, 

damages awarded have not been irrational or astronomical, but in consonance 

with the special socio-economic conditions obtaining in India.  

Further, the study reveals that the proviso to Section 63 criminalises even a non 

commercial infringement. This proviso, it is submitted, is in direct 

contradistinction to the rationale underlying criminal penalties: to provide 

protection against pirates who are both financially irresponsible and transient in 

their business locations, making injunctions and civil damages futile. 

Criminally penalizing a person for infringement in which he might indulge for 

harmless fun, would stifle the creative process which copyright law aims to 

promote. A civil remedy would serve the purpose in such cases. This proviso 

stands like a Damocles sword on the very activities that copy right law aims to 

promote: the growth of learning and culture for public welfare. It is submitted 

that while protection of copy right is important, an overzealous approach can 

have devastating effect on the dissemination of information which is so essential 

for progress— both scientific and cultural. It is therefore, submitted that this 

proviso which has the potential to turn an innocuous activity into a criminal 

offence should be deleted. 

From the study, it is also evident that there is no clarity with regard to the ambit 

within which the offence of Copyright infringement which is punishable with 

―imprisonment which may extend up to three years” falls i.e. it is unclear as to 

whether it falls in Category II or Category III of Part II of Schedule I of CrPC 

which in turn would determine whether Copyright infringement is a bailable or 
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non-bailable offence. What has compounded the problem further are the 

conflicting decisions given by various High Courts in India. It is therefore, 

submitted that the controversy should be set at rest and doubts with regard to 

interpretation of Section 63 should be removed by specifically declaring it to be 

a bailable offence. 

 From the study, it is clear that the pirate in Srinagar city is most likely to be 

young, female, and aware about copyright law. The pirate knows that law 

enforcement agencies are lenient in enforcing copyright law. The pirate also 

believes piracy to be unethical and still indulges in it. The major factors which 

attract him/her towards unauthorized downloading are low prices and 

convenience of downloading. Thus, the findings of the study suggest that 

awareness of copyright law does not deter people from indulging in piracy. This, 

in turn would mean that campaigns aimed at creating awareness of Copyright 

law would not yield the desired results. Further, the study reveals a negative 

correlation between ethical orientation and piracy. A natural corollary of this is 

that, anti piracy campaigns focusing on appeals to ethics (such as a pirate is a 

thief) would prove infructuous in the efforts to curb piracy. The study also 

confirms that a sizeable chunk of the population is routinely engaged in 

unauthorized downloading. The study clearly points to the leniency of law 

enforcement agencies as a contributory factor in increasing piracy. This shows 

that popular practice and law are out of sync. The tension can be resolved by 

either stronger enforcement to make reality conform to the law or changing the 

law in order to adapt it to reality. It is submitted that the latter would be a more 

pragmatic solution. Therefore legalizing non commercial file sharing would be 

an effective solution to combat the menace of unauthorized downloading.  

SUGGESTIONS  

Keeping in view the findings of the study, the following steps need to be taken 

to restore the balance between the rights of the copyright owners and the rights 
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of the public. 

1. All the procedural safeguards which are available in a standard form of 

contract should be extended to DRM contracts. 

2. The proviso to Section 65(A) should be deleted. 

3. The Graduated Response to copyright infringement currently in vogue in 

various nations across the globe is ill suited to India and should in no case 

be extended to India. 

4. A regulatory framework needs to be formulated for application services. 

5. In the mobile music ecosystem, there should be a shift towards the ‗off 

deck model‘.       

6. In the notice and take down regime incorporated in the Copyright Act, 

safeguards such as ‗counter notice‘ provisions should be incorporated. 

7. A separate provision should be incorporated in the Copyright Act which 

would penalise serving of notices on ISPs based on unfounded and 

frivolous claims of copy right.  

8. A timeframe needs to provided within which an ISP would remove the 

content in respect of which a complaint is received. 

9. In keeping with the principle of proportionality, Courts should order 

blocking of specific webpages rather than blocking of entire websites.  

10. Damages awarded by the Courts in copyright claims should not be 

irrational or astronomical (as in the U.S) but in consonance with the 

special socio-economic conditions obtaining in India.  

11. The proviso to Section 63, which has the potential to turn an innocuous 

activity into a criminal offence should be deleted. 

12. Copyright infringement under Section 63 should be categorically 

declared as a bailable offence. 
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As revealed by the study, the digital age requires a fundamental rethinking of 

copyright law. The study points to the widespread nature of unauthorized 

downloading. Unarguably, unauthorized downloading has turned into a 

ubiquitous activity. The study also reveals that regressive measures have been as 

exercise in futility. Neither technological approaches like DRM, Internet 

filtering nor legal strategies like mass scale legal suits against file shares, or 

awareness campaigns have yielded any tangible effects. Therefore legalizing 

non commercial file sharing would be an effective solution to combat the 

menace of unauthorized downloading. It would decriminalize P2P users 

remunerate artists, and relieve the judicial system and the ISP from mass scale 

prosecution. 

The logical question that follows is how can this be done. It is submitted that we 

could have a consortium of all the content creators whether music composers, 

lyricists, singers etc like we have the Indian Performing Right Society. Digital 

music files on the Internet would be available for downloading free from all 

restrictions. However, each file would be tagged and tracked. Analogous to the 

electric meters that measures our consumption of electricity, we could have 

hackers monitoring the number of times, a particular musical composition is 

downloaded. Copyright holders would receive royalties in proportion to the 

usage of their copyright works i.e. the more a particular file is downloaded, the 

more would be remuneration of the concern artist. 

Consumers would be charged a flat rate. In other words, each broadband user 

will pay a small fee along with his/her monthly Internet service provider bill. 

The ISP will collect the fee and distribute it to a consortium comprised of music 

composers, lyrists, etc and distribute the collected fees to them in proportion to 

which their works are downloaded. 

Thus, it is submitted that when content is available free from any restrictions at a 

small fee, pirates would be effectively put out of business.   
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Questionnaire 

Music is generally considered as a common property which must be easily accessible 

to all without any hindrance whatsoever. But people generally have less idea the 

proprietary value of the music under law. It is protected under copyright law as other 

copyright works like books, paintings, cinematographic films etc., because of its 

economic value. This questionnaire is the part of research work undertaken by the 

researcher to assess and evaluate the use of music in our day to day life and the 

manner we employ to access it in the present day era. The information shall be kept 

confidential and the names of the respondents shall not be disclosed by the researcher. 

The respondents are, therefore, humbly requested to help the researcher in evaluating 

the same by respondents appropriately to the questions given as under:    

1. Name :____________________________________________________________ 

2. Age :_____________________________________________________________ 

3. Gender : Male___________ Female_______________ 

4. Education : Under Graduate/Graduate/Post Graduate 

5. Occupation : Business/Service/Unemployed/Student 

6. Place of Residence :_________________________________________________ 

7. Whether living in Srinagar  Yes/No 

8. Income Per Month :  

a) Below Rs.5,000   b) Rs.5,000-Rs.10,000.     

c) Rs.10,000-Rs.20,000  d) More than Rs.20,000 

9. Listening to music is a common practice, Do you consider it: 

a) Very good  b) Good  c) Bad    

d) Worst    e) Neither good nor bad 

10.Do you have any interest in listening to music: 

a) Considerable interest      b) Moderate interest     c) Some interest      

d) Little interest       e) No interest  

11. If Yes, which type of music do you like: 

a) Compact Discs (Cds).   b) Downloading from the internet   

c) Both a and b      d) Radio    e) Other (Specify) 

 



12. If you download music from the internet, how often do you do so? 

a) Very frequently (At least once daily).  

b) Frequently (At least once a week) 

c) Occasionally (At least once a month)  

d) Rarely (Once in six months or less) 

e) Very Rarely (Once in year or less)    

f) Never 

13. How important are the following things to you: 

a) Sound Quality of the music:  

i) Very Important  ii) Important  iii) Moderately Important 

iv) Of little importance  v) Unimportant 

b) Convenience of downloading (Speed etc):   

i) Very Important  ii) Important  iii) Moderately Important

 iv) Of little importance v) Unimportant 

c) Price of the music:   

i) Very Important  ii) Important  iii) Moderately Important 

iv) Of little importance v) Unimportant 

14. Do you like to download music for free? 

 Always 

 Sometimes 

 Rarely 

 Never  

15. If download of music is available both for free, as well as, for payment, how likely 

are you to go payment?  

a) Extremely unlikely 

b) Unlikely  

c) Neutral 

d) Likely 

e) Extremely Likely 



16. Your friends may be downloading unauthorized music, how likely are you to do 

the same  

a) Extremely unlikely 

b) Unlikely 

c) Neutral 

d) Likely 

e) Extremely likely 

17. If you like to share unauthorized music offered by your friends, is it because: 

a) It is cheap and convenient 

b) There is a huge variety of music available. 

c) Rare songs are available 

d) It gives a feeling of being a part of a group 

18. Has file-sharing of digital music affected your choice to purchase CDs:  

a) Largely 

b) Totally 

c) To some extent 

d) Not at all 

18. Are you aware of Copyright 

a) Very aware 

b) Totally aware 

c) To some extent 

d) Not at all 

 

 Strongly 

Disagree 

Disagree Neutral Agree Strongly 

Agree 

19. Digital music ought to be available 

through file-sharing 

     

20. Music companies overcharge 

consumers for their copyrighted works, 

leading to piracy, 

     

21. If original (i.e. authorized) music is 

made available at nominal price, people 

would pay for it. 

     



 Strongly 

Disagree 

Disagree Neutral Agree Strongly 

Agree 

22. The Internet facilities provided by the 

Institutions (e.g. Universities etc) for 

research etc. are used for downloading 

pirated music. 

     

23. Buying or downloading pirated music is 

unethical (It is wrong). 

     

24. Buying and downloading music is 

legally permissible without any 

limitation: 

     

25. Free downloading of music should be 

allowed by law. 

     

26. Copyright law is enough to control 

digital piracy of music: 

     

27. Those who indulge in music piracy 

need to be punished: 

     

28. Leniency by the law enforcement 

agencies has led to an increase in 

piracy: 

     

29. If the law enforcement agencies 

implement the copyright laws strictly, it 

will decrease the piracy: 

     

30. The turbulent conditions in Kashmir 

has led to an increase in piracy of 

music. 

     

31. Unauthorised downloading of music is 

good as it enables more people to listen 

to music who would otherwise not be 

able to buy it. 

     

32. The negative impact, if any, of 

unauthorised downloading on the music 

     



 Strongly 

Disagree 

Disagree Neutral Agree Strongly 

Agree 

industry or artists is acceptable as they 

are already rich. 

33. Unauthorised downloading is quite 

prevalent in the city: 

     

34. Unauthorised downloading causes 

substantial losses to the 

singers/musicians/artist etc. 

     

35. The negative impact, if any, of 

unauthorised downloading on the music 

industry or artists is acceptable as it 

makes the artists more popular: 

     

 

 

35. Any Comments: 

……………………………………………………………………………………….... 

………………………………………………………………………………………… 

 

 

 

 

 

 

 


