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The Islamic banks need to remove the grievances on them and gain 
support of their customers. There were presumptions that the issues were 
due to the customers’ lack of understanding. Hence, there was need to 
identify the actual root causes of the issues and the factors that had been 
impeding the customers’ understanding. The issue of the grievances could 
be attended by improving the customers’ decision making with the use of 
information systems. Yet, such systems need to hold the information on the 
banking products. The information on the Islamic banking products could 
be modelled in form of a domain ontology. The objectives of this research 
were to ascertain the real issues of the grievances on the Islamic banks, 
the effect of lack of understanding of the product on the grievances, and 
then build a domain ontology on the Islamic banking products which is 
capable to facilitate customers’ informed decision making and innovation 
of new products. The research was done qualitatively to identify the 
issue of the customers’ grievances by identifying the factors that are 
causing the grievances and also the factors that have been hindering 
the understanding. Among the factors that had hindered the customers’ 
understanding was due to the distinct concepts and terminologies, 
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predominant use of Arabic terms, variation of practices by different 
banks and also the diverse Shariah concepts adopted by products of 
similar nature. With the use of software engineering approach, the 
research studied the characteristics of the Islamic banking products to 
design an ontology on the Islamic banking products. The conceptualised 
ontology includes knowledge on the prevailing Islamic banking Shariah 
concepts and contracts, the commercial banking processes and others. It 
also defined the roles played by the bank and its customers respectively 
according to the different Shariah concepts. The ontology was evaluated 
with the use of competency questions related to the information needed 
for decision making and interviews were conducted with customers, 
non-customers and also the bank staff. With such ontology, the 
customers will be supported to make informed decision making which 
would satisfy their need and the banks may innovate more new products. 
These would eventually remove the grievances in the long run.
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The transformation government (t-government) or Government 2.0 
was initiated by the UK in 2006 to enhance and restructure the flaws in 
e-government with three characteristic themes of citizen-centric in (i) 
service delivery; (ii) shared services culture and (iii) professionalism. 
The aim of t-government is to transform public services for the benefit 
of citizens, businesses, taxpayers and frontline staff. The tgovernment 
requires a citizen centric perspective that takes into account of the 
citizens’ needs and concern contrary to the traditional approach where 
systems designers view the citizens’ needs from the perspective of the 
government and ignoring the citizens’ perspectives due to constraints 
of cost.  One concern of citizen centricity revolves around the issue of 
trust in e-government in upholding citizen’s privacy. The effectiveness 
of t-government that uphold citizens’ rights to privacy is enshrined 
in the delivery process, and that citizens’ views and perceptions of 
privacy contribute to informing that process. Currently, the citizen-
centric perspective of privacy requirement is not well understood. 
To fill this gap, this research undertook a study with the objectives of 
(i) To investigate the availability and the content of privacy policy in 
e-government websites (ii) To investigate citizen’s privacy perception 
through their privacy concern and willingness to participate in public 
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opinion platform (iii) To investigate citizen’s privacy requirement’s 
and need through their privacy preferences (iv) To propose citizen-
centric privacy requirements engineering framework by facilitating 
citizen engagement in fulfilling citizen privacy requirements. A multi-
stakeholder perspective inquiry of citizens’ privacy concern though 
survey on citizens’ perception of personal and sensitive information 
among the common citizens and a focus group interview with a group 
of participatory citizens from the professionals was conducted. From 
the data analysis, two important results were obtained. The first is the 
citizen-centric preference set based on the information classification 
of personal and sensitive information and the second is the sensitivity 
scale of privacy related information. These two results are configured 
into a reference table and sensitivity classification tools respectively 
and integrated in a citizen-centric privacy requirements engineering 
framework which was verified by a group of experts.  The framework 
can be applied to determine citizen centric privacy preference in the 
requirements of t-government engineering process and the tool could be 
use as classifying method to classify sensitive and personal information 
for system design.  


