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Abstract—In this paper, we present an overview of the JPWL 
standardization activity. JPWL is an extension of JPEG 2000 
for the efficient transmission of JPEG 2000 images over an 
error-prone wireless network. More specifically, JPWL 
supports a set of tools for error protection and correction, 
including Forward Error Correcting codes (FEC), Unequal 
Error Protection (UEP), data partitioning and interleaving. 

I. INTRODUCTION 

The transmission of image and video content over 
wireless networks is becoming ubiquitous. Wireless 
networks are characterized by the frequent occurrence of 
transmission errors, which put strong constraints on the 
transmission of digital imagery. Given its high compression 
efficiency, JPEG 2000 is a very appealing solution in 
wireless multimedia applications.  

For these reasons, JPEG launched in 2002 a new activity 
referred to as Wireless JPEG 2000 or JPWL [1][2]. JPWL is 
currently a Final Draft International Standard and is expected 
to become an International Standard in 2006. In this paper, 
we give an overview of JPWL and present two use cases.  

The goal of JPWL is to extend the baseline specification 
in order to allow for the efficient transmission of JPEG 2000 
image data over an error-prone wireless transmission 
environment. More specifically, JPWL supports tools and 
methods to protect the codestream against transmission 
errors, such as the ones in [3][4][5]. It also defines means to 
describe the sensitivity of the codestream to transmission 
errors, and to describe the locations in the codestream of 
residual transmission errors. JPWL is notably addressing the 
protection of the image header, Forward Error Correcting 
(FEC) codes, Unequal Error Protection (UEP), data 
partitioning and interleaving. 

JPWL is not linked to a specific network or transport 
protocol, but provides a generic solution for the robust 
transmission of JPEG 2000 codestreams over error-prone 
networks. While the main target of JPWL is wireless 
applications, the same tools can also be employed in other 
error-prone applications.  

II. JPWL OVERVIEW 

The main functionalities of the JPWL system are: to 
protect the codestream against transmission errors, to 
describe the degree of sensitivity of different parts of the 
codestream to transmission errors, and to describe the 
locations of residual errors in the codestream.  

An example of a JPWL system is illustrated in Figure 1. 
At the transmission side, a JPWL encoder consists of three 
modules running concurrently: a JPEG 2000 baseline 
encoder compressing the input image, a generator of the 
error sensitivity description, and a processor applying the 
error protection tool. The result is a JPWL codestream robust 
to transmission errors. At the receiving side, a JPWL decoder 
is also composed of three modules: a processor for correcting 
errors, a generator of the residual errors description and a 
JPEG 2000 baseline decoder. 
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Figure 1.  JPWL system description: encoder and decoder. 

The JPWL syntax defines four new marker segments: 
Error Protection Capability (EPC), Error Protection Block 
(EPB), Error Sensitivity Descriptor (ESD), and Residual 
Error Descriptor (RED). They are described in more details 
hereafter. 

A. Error Protection Capability (EPC) 

The EPC marker segment indicates which JPWL 
normative and informative tools are used in the codestream. 
More specifically, EPC signals whether the three other 
normative marker segments defined by JPWL, namely ESD, 
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RED, and EPB, are present in the codestream. Its syntax is 
illustrated in Figure 2.  

Furthermore, EPC signals the use of informative tools 
which have been previously registered with the JPWL 
Registration Authority (RA). Upon registration, each tool is 
assigned an ID, which uniquely identifies it. These 
informative tools allow for error resilience and/or error 
correction, and include techniques such as error resilient 
entropy coding, FEC codes, UEP, data partitioning and 
interleaving. EPC may also contain parameters relative to 
these informative tools. Therefore, this syntax allows for a 
flexible use of existing tools and the rollout of new ones in 
the future. 

 
EPC LEPC 

ID(1) LID
(1) PID

(1) 

ID(2) LID
(2) PID

(2) 

ID(n) LID
(n) PID

(n) ... 

DL PEPCPCRC 

 
Figure 2.  Syntax for the EPC marker segment. 

EPC is a unique marker and LEPC is the length of the 
marker segment. PCRC are parity check bits to verify that the 
EPC marker segment is not corrupted. DL indicates the total 
data length the EPC marker segment is referring to. PEPC 
signals the presence of the ESD, RED and EPB marker 
segments, and the use of informative techniques in the 
codestream. ID(i) is the identification number issued by the 
RA for tool i, PID

(i) contains parameters for tool i, and LID
(i) is 

the length of LID
(i) + PID

(i) in bytes. 

B. Error Protection Block (EPB) 

The primary function of EPB is to protect the Main and 
Tile-part headers. However, it can also be used to protect the 
remaining of the bitstream. The EPB marker segment 
contains information about the error protection parameters 
and redundancy data used to protect the codestream against 
errors [3]. Its syntax is shown in Figure 3.  

 
EPB LEPB 

EPB Data 

DEPB LDPEPB PEPB 

 
Figure 3.  Syntax for the EPB marker segment. 

EPB is a unique marker and LEPB is the length of the 
marker segment. DEPB specifies the usage of EPB. LDPEPB is 
the length of the data to be protected by the redundant 
information carried within the current EPB marker segment. 
PEPB allows changing the error correcting code used in the 
remaining data. Finally, EPB Data contains the data to 
perform error correction, typically redundancy bits. 

C. Error Sensitivity Descriptor (ESD) 

The ESD marker segment contains information about the 
sensitivity of codestream to errors. This information can be 
exploited when applying UEP techniques. Straightforwardly, 
more powerful codes are used to protect the most sensitive 
portion of the codestream. This information can also be used 
for selective retransmissions as proposed in [5]. More 
specifically, a larger number of retransmissions are 
attempted for the most critical parts of the codestream. 
Finally, the information carried in ESD could also be used 
for other non-JPWL applications such as efficient rate 
transcoding or smart prefetching. Its syntax is given in 
Figure 4.  

ESD LESD ESD Data PESD CESD 

 
Figure 4.  Syntax for the ESD marker segment. 

ESD is a unique marker and LESD is the length of the 
marker segment. CESD specifies which component the ESD 
data is referring to. PESD describes the usage of ESD. For 
instance, ESD can use a byte-range mode, a packet mode or 
a packet-range mode. Also, error sensitivity data can be 
expressed in different ways, such as relative values, Mean 
Square Errors (MSE) or Peak-Signal-Noise-Ratio (PSNR). 
Finally, ESD Data contains the record of error sensitivity 
data itself. 

D. Residual Error Descriptor (RED) 

The RED marker segment signals the presence of 
residual errors in the codestream. Indeed, a JPWL decoder 
may fail to correct all the errors in a codestream. RED allows 
signaling the location of such residual errors. This 
information can then be exploited by a JPEG 2000 decoder 
in order to better cope with errors. For instance, the decoder 
could request retransmission, conceal the errors or discard 
the corrupted information. Its syntax is given in Figure 5.  

RED LRED RED Data PRED 

 
Figure 5.  Syntax for the RED marker segment. 

RED is a unique marker and LRED is the length of the 
marker segment. PRED specifies the usage of RED. In 
particular, RED can use a byte-range mode, a packet mode 
or a packet-range mode. Finally, RED Data contains the 
record of residual error data itself. 

III. CASE STUDY: EPB FOR UNEQUAL ERROR PROTECTION 

In this first case study, we consider the use of EPB to 
apply UEP on a JPEG 2000 codestream. For instance, it is 
possible to take advantage of the ESD information in order to 
select the most appropriate technique for protecting different 
parts of the codestream. UEP can be applied in two ways, 
either inside the codestream thanks to the flexible structure 
of EPB, or by separating the codestream in different parts, 
each of them being protected differently and sent to different 
error prone environments. 



The following example explains how to realize UEP with 
EPBs. The Main and Tile-part headers can be protected 
using EPBs. Additional EPBs are inserted in the Tile-part 
header to protect data packets. It is important to note that the 
resulting protected stream still complies with JPEG 2000 
syntax. EPB parameters are protected using one of the 
default error correction codes, while the data to be corrected 
uses the code described in the EPB parameters set. 

As an application, let us consider the image 'Woman' 
with three different layers for an overall rate of 0.5 bpp. The 
application of UEP is illustrated in Figure 6.  
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Figure 6.  Layers and UEP for test image ‘Woman’. 

Applying an overall protection rate R=2/3 for both Equal 
Error Protection (EEP) and UEP with Reed Solomon (RS) 
codes over a Binary Symmetric Channel (BSC) channel for 
500 trials gives the results presented in Figure 7.  RS(30,20) 
was used for the three layers of EEP case and RS(50,20), 
RS(30,20) and no protection were respectively used for the 
UEP case. These error correction codes not being part of the 
JPWL predefined codes, they have to be indicated in the 
EPC descriptor. 

 

Figure 7.  PSNR results for EEP and UEP on ‘Woman’. 

It can be observed that as soon as the Bit Error Rate 
(BER) of the channel is above the EEP code capacity, EEP 
performance quickly degrades, whereas for UEP the stronger 
protection level provided by upper layer code allows for an 
acceptable PSNR up to BER=10-2.  

Visual results at BER=10-2 are proposed in Figure 8. It 
illustrates the dramatic impact of bit errors for EEP 
(PSNR=18.83 dB) when compared to UEP 
(PSNR=26.95dB). 

 

Figure 8.  Visual results for EEP and UEP on ‘Woman’ at BER=10-2. 

IV. CASE STUDY: INTERLEAVING FOR TRANSMISSION 

OVER WLAN 

In this second case study, we study the use of data 
interleaving for the transmission of JPEG 2000 codestreams 
over Wireless LAN (WLAN). 

The transmission characteristics of the WLAN 
environment generally require a strong protection method to 
be adopted on the transmitted codestreams. Burst errors tend 
to appear on the received signal. From the point of view of 
overlying protocols, this results in a probability of packet 
loss which can be quite high and variable in time. It is well 
known that data interleaving associated with channel coding 
is an optimum strategy for protecting video transmission 
over nonstationary channels [4]. Since data interleaving can 
only be applied before channel coding, and the syntax of the 
codestream has to be preserved, a symmetric de-interleaving 
strategy must be applied before the transmission. When we 
apply this concept to the data protection strategy used in 
JPWL, it is equivalent to the computation of the parity bytes 
of RS codes employing codewords which are not formed by 
consecutive data, but rather result from a periodic sampling 
of the codestream [6]. Moreover, depending on the 
codestream size and channel characteristics, it may be more 
convenient to interleave among a set of consecutive 
codestreams, as illustrated in Figure 9. In order to assess the 
performance of this method, a reference 2048x1080 (2K) 
video sequence has been compressed according to the Digital 
Cinema (DC) specifications [7], and prepared in Motion 
JPEG 2000 format for transmission. The compressed video 
sequence has then been JPWL-encoded using the basic 
RS(37,32) error correction code.  

In a first set of simulations, we adopted a Gilbert-Elliot 
(GE) discrete channel model, characterized by the presence 
of error bursts. Figure 10(a) shows the achieved PSNR 
performance for an interleaving depth of a single frame 
(intra-frame interleaving). As expected, the performance gain 
with respect to the absence of interleaving is evident. The 



same figure also shows the achieved performance for an 
interleaving depth of 2, 6 and 10 frames (inter-frame 
interleaving). As shown, the interleaving performance is 
substantially identical when different interleaving depths are 
observed. This behavior can be explained considering that 
the interleaving depth is already large enough to prevent the 
error bursts from exceeding the error correction capability of 
the adopted RS code, also in the single frame case. 

In a second set of simulations, we adopted a different 
model for the transmission channel. It consists in partitioning 
the compressed video sequences into packets of fixed length, 
with a certain probability of packet loss. If a packet is lost, it 
is replaced by a random sequence of bytes, thus simulating 
the behavior of a transmission protocol (such as, for 
example, UDP) over a noisy discrete channel. Figure 10(b) 
shows the obtained results. With a packet length of up to 
64kB, the performance of the interleaved configurations is 
basically the same; there is, however, a difference with 
respect to a packet length of 100kB. This value does not 
represent a typical case, because some of the most common 
protocols do not allow for such a large dimension of packets 
(e.g., the maximum length for a UDP packet is 64kB). 
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Figure 9.  (a) Intra-frame mode: RS parity bytes are computed for a 
message word of ki nonconsecutive data bytes, i.e. interleaved data bytes. 

(b) Inter-frame mode: parity bytes are computed for a message word 
composed of bytes interspersed within Nf frames. Note how, in both cases, 
the syntax of the JPEG2000 codestream is not modified and fully complies 

with the standard. 
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Figure 10. Average PSNR performance for transmission over a packet-loss 
channel. (a) Results obtained for different values of the interleaving depth, 

plotted in terms of the equivalent BER of the GE channel. (b) Results 
obtained for different protocol packet lengths (the interleaving is performed 

over a single frame), plotted in terms of the packet loss probability.


