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In this thesis, we study the access point allocation problem in indoor environment and security issues in the
wireless Internet-access mesh network (WIMNET). WIMNET is composed of multiple access points (APs) as
wireless routers that are distributed in the service area, to expand the coverage area that is usually limited into a
small space by a single AP in a conventional wireless LAN.

First, we formulate the AP allocation problem in indoor environments for WIMNET with one GW case and
multiple GW cases, and prove the NP-completeness of its decision version. Then, we present a two-stage heuristic
algorithm for each case of this problem. We verify the effectiveness of our approach through extensive
simulations using the WIMNET simulator, which has been developed in our group to simulate least functions for
wireless communications of hosts and APs that are required to calculate throughput and delay. As the simulated
instance, three network topologies have been tested for one GW case, where all the results meet the lower bounds
in terms of the number of allocated APs, and the network simulation results show the significant performance
improvement over manual AP allocations. For multiple GW case, two topologies have been examined, where all
the results meet the lower bounds with the best throughput among feasible found solutions. Finally, we survey
security issues in WIMNET, and summarize them with future studies.

In our future works, for the AP allocation problem in WIMNET, we will evaluate the performance of our
proposal in more practical network topologies for WIMNET such as stations, shopping malls, and large buildings.
We will also consider the effect of indoor environments more precisely in our model. Furthermore, we will apply
our approach to the design of real wireless mesh networks and evaluate their performance. For security issues, we

will focus on the authentication problem of nodes to enhance the reliability of communications in WIMNET.
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KL TlX, #EEoERERSINTZT 7 2 AR A+ (Access Point : AP) THik&En 5,
A Y2y PU—27 WIMNET (Wireless Internet-access Mesh NETwork) TOAPEIE 7 /L2 Y
ALDEEEFEEL L TIT>TWAH. WIMNETIE, K2 X F THEAA ¥ —Fy N7 7 & RAHEE
BELT, 5BOEEMYFHFEIN TS, WIMNETTIE, AP MO~V F Ky ZHlEICED 7F—
F7 x4 (Gateway : GW) fEHTA ¥ —3 vy MIEHTHZ L0, GWHHITDOAPHEREY »
7 COIREEBIEDIERR, AP HGWE TOAPH Y & 7 T Ol IELE DGR3 PEREIR N O EK &
5. ZHUHAPHMY v TORIEOIENIE, HRT 4 — RIZBIT 5, APOMEY) e fid & 2 A
AR &EIRD.

AREmICTIE, 9, WIMNETA E & L TRE I N5 ENEREAZHE LEAPEREMED EX L& 1T
STW5D. BRNRETIE, BESTERR SR D EHESORENRKE WD, TEBRE LIZE{a
ETNVEBRMNT 5 L TAPHIY v 7 OFHliZ1T> TWb. Z LT, AP, AP DIE(E AL,
AP - R A MELEE 72 SICBT IS0k E &, 2 A MMl X OMEEMERER KL 72 0 O RS
BOBREREZIT> TS, 20O LT, AKREBEONPEEMEDIE 217> T\ 5.

WIZ, GWR1I2ODHA, BELY, EEOHAEOAPEEMEICHT It 2—U AT v 7T )LITY X
LDOREEITH>TVD. GWRIDDEAIZIX, GWDIEIL, BIEZ F/NE T HAPH Y > 7 ZIEKBIN
T5HZET, APELEZTT> TS, GWORIEEOSHAIZIX, W57 4 — REGWEICYE D%, 1
FIVTAPIREZITO) 7T Y AL E LTS, IBET LTV ZLOFNIZIE, Hxlexy NU—2 bR
BYEEBEBLIEVI 2L —Ta VEITWY, SROKBMHEEZRLTNS.

HERA Yy v axy NT—=271%, 5%, TOEENRRWVICHIRFINLI Ry T =27 HIFTHY,
KX, ZORMEHEFTOLOICEZER AP BET LTV ALIHET HRET RERREZHT T
Wa LLEXY, RSk, WL (L%) OFMICET D EHETD.





