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ABSTRACT
Today many web-based applications developed to be accessible
via the internet. The problem that often occurs is commonly
found on web application vulnerabilities. Many application
developers often ignore security issues when developing
applications that can cause substantial losses if a hacker manages
to gain access to the system. A hacker can replace web pages,
obtain sensitive information, or even take over control of the
website.

For that reason there is a need for applications that can help
developers to overcome these problems. This application is
expected to detect the vulnerabilities that exist on a website.

Existing processes include: The process of crawling to get the
whole link from target websites, attacking process is useful for
testing the attacks, and the last is the process of displaying a
report about the security hole on the website. This application is
developed using Microsoft Visual C # 2010.

Based on the results of tests made on this application, it can be
concluded that the application can detect vulnerabilities in the
website and report any form of link that has a security hole on
the website.
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1. INTRODUCTION
System security is a priority for a web administrator and web
developer. But in fact web developers still prefer the design and
interesting topics to increase the traffic on the website. Safety on
the website is often overlooked. Though the website application
security is the most important because of the presence of
vulnerabilities on the website then the website will be attacked
by hackers [3].
The purpose of such attacks include: extract data from websites
such important credit card information / customer data, defacing
the website, or even a hacker to take control of the websites
server.
Based on the 2009 report from WASC (Web Application Security
Consortium), an organization that conducts research in the field
of web application security, attacks on the application site is
increasing every year. In the report mentioned that until the end
of 2009, 87% of the total existing websites still have
vulnerability that can be fatal to the application site [6]. The

impact of the vulnerability is not only detrimental to the
developer but also detrimental to the user. Application on the
website easily attacked because applications usually have
different flaws and easily exploited. To help web developers in
addressing these issues, it would require an application Web
Application Security Scanner to detect security holes in the
website and produce a report that provides a security hole on the
website automatically [5].

2. WEBSITE APPLICATION
2.1 Website Application Layer
Application layer is the layer that connects a website to its users
around the world [1]. At this layer there is a database containing
sensitive information like credit card number, name, address,
birthdate, financial records, trade secrets, medical data, and
more.
At this layer is usually the main attack for hackers who have a
variety of purposes, such as information theft, damage the
website, or even take over control of the website. This layer was
attacked because it is the weakest layer than other layers. The
rapid development of technology can make more complex the
application layer. There will be lots of bugs and the possibility of
security holes that can be exploited by hackers to get into the
system.
From the report WASC (Web Application Security Consortium),
said that currently 75% of cyber attacks in the world begins at
the application layer and can adversely impact on the website [6].

2.1.1 Website Application Security
Web application security is a way to protect the site from the
application layer attacks that can cause losses to a variety of
individual and corporate [7].

2.1.2 Website Application Security Scanner

Web Application Security Scanner is the software that
automatically searches for vulnerabilities that exist on the
website. This software does not access the source code in
carrying out its action, but using the Black Box [5].
Black Box is a step in which the application will perform
experiments to attack and then capture the response of the
attempted attacks have been carried out, after which the
application will process and evaluate the response to a report in
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the form of an overview of security loopholes that exist on the
website.
This method is commonly known as Penetration Testing.
These applications are generally divided into three stages in
carrying out its action, namely Crawling Component, Component
Attack, and Analysis Modules [5].
• Crawling Component, which is popular with the term Web

Crawler, the website will index the links on the website.
This step can be performed by various methods, depending
on the needs of application users.

• Attack Component, in which the application will start
automatic attempted attacks on a link that has been indexed.

• Analysis Modules in which the application will evaluate the
responses provided by the website and create reports of
website security picture.

2.2 Web Crawler
Web crawlers are also commonly known as the Spider Web. This
method collects all the information on web pages. Web Crawler
log every link on the website pages visited, and then browse
through these links one by one. In its implementation, there are
various methods of web crawlers that are used as required [7].
The methods commonly used on the Web Crawler are:
• BFS (Breadth First Search)

Search based on the breadth of website information, on the
implementation uses queue as the storage of the URL

• DFS (Depth First Search)
Search depth information on the website, on the
implementation uses stack as the storage of the URL

A Web crawler process generally begins with providing the
initial set of URLs as the beginning of a search into a queue.
Priority of the criteria can be applied to reorder the list of URLs
in the queue. Furthermore Crawler downloads pages by URL
from the queue. Once deposited into the collection, obtained
parsed pages to get the out-going link and subsequently inserted
into the queue. The process continues until the queue is empty or
if the stop condition has been fulfilled. Figure 1 shows a generic
web crawler algorithm.

Figure 1 Generic Web Crawler Algorithm

2.3 File Inclusion
File Inclusion is a method for attacker to insert malicious code
into a site that has security holes, where penetration is done by
two ways:
• Local File Inclusion (LFI)
• Remote File Inclusion (RFI)

2.3.1 LFI (Local File Inclusion)
Local File Inclusion is a web application flaws that led to an
attacker could exploit the Web Server by accessing the directory
and execute the command in web server other than root. [2].
Local File Inclusion closely related to the Directory Traversal.
LFI performed locally from the web server. LFI normally occurs
due to the variables during of website creation is poorly
controlled thus allowing an attacker to access the folder directly.
Functions which could lead to Local File Inclusion (LFI) on the
website are:
• include ();
• include_once ();
• require ();
• require_once ();

With the condition in the php configuration on the server:
• allow_url_include = on
• allow_url_fopen = on
• magic_quotes_gpc = off

Example code:
<? php
$ page = $ _GET ['page'];
include ($ page);
?>
If the function is accessed by the LFI methods of:
• http://victim.com/index.php?page=../../../../../../../etc/passwd

It will display the contents of / etc / passwd, where '.. /' is a
method to move one folder up from the current folder.
Development of the LFI method is Remote Connect-Back Shell,
where an attacker gains a shell of the target server and the
attacker could perform a variety of linux commands on the
existing system.

2.3.2 RFI (Remote File Inclusion)
Remote File Inclusion is the type of attack that allows an attacker
to insert file from outside of server. These attacks have a harmful
impact because the file is inserted in the form of shell [2]. By
utilizing this Shell a hacker can gain access to the system that
perform various activities such as viewing directory, change the
page (defacing) or steal sensitive information from existing files
in the system. Here's an example of writing in the RFI website:
• http://deddie.com/page.php?page=http://site.attacker/kode.tx

t

If the site does not have good control in the the variables $ page,
then the contents of “kode.txt” will be displayed in the browser.
The contents of the kode.txt can be modified by an attacker to
install the backdoor shell on the target system.
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Typically the attacker will try to use the Remote File Inclusion
first to penetrate in the website, but if the attacker knew that a
form of penetration that he did fail (usually due to
“allow_url_include = off” in the php.ini), will pursue an attack
by a method in which the page Local File Inclusion inserted on
the same server.
File Inclusion form of attack is high risk, because the attacker
could gain shell access, and ultimately affect Local Exploitation
in which the attacker gains full access rights to the system.

3. DESIGN
The design of this scanner security system applications are:
starting the process of crawling to get a website structure,
conduct experiments attacks on the pages that have security
holes, and displays the results of security holes reports from the
website.
The design of the application security scanner can be seen in
figure 2.

Figure 2 Design of thr Application Security Scanner

3.1 Crawling Process
Crawling process is a process where the software scans the
response from the server to get the links on the website. process
is performed recursively, allowing the software to index the
entire link from the website. The system provides additional
features that allow users to see the crawling process, log, and the
structure of the crawled website, and see a link that is ignored.
Crawling process can be seen in Figure 3.

Figure 3 Crawling Process Diagram

3.2 Enqueue URL
Enqueue URL process used in the crawling process is not
obtained directly insert a link to the Queue. The initial steps of
this process are performed by checking whether the protocol was
obtained from a valid link. This is done because there are
different styles of writing on any web developer to create a
website. Differences in writing style makes the software must
create an additional process that links can be changed to a valid
link before it is inserted into the Queue.
In the Enqueue URL process also checking whether the link is
still to be obtained in the same website. It aims to restrict the
software to be in the process of crawling, do not crawl links from
different websites. Flowchart of this process can be seen in
Figure 4.
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Figure 4 Flowchart of Enqueue URL Process

3.3 Attacking using LFI & RFI
Attacking Process is a process in which the experiments will be
conducted attacks on the link that has been obtained from the
crawling process. The result of this process is to detect whether
the link has a security holes, and then will make a report about
the security holes of the website.
In this process, the software will try to attack using the LFI and
RFI method. Flowchart to show the LFI and RFI can be seen in
Figure 5.

Figure 5 Flowchart of LFI and RFI method

4. IMPLEMENTATION
In this section will describe the implementation of application
security scanner.

The first time when running the application, the user is asked to
perform global configuration settings as shown in figure 6.

Figure 6 Global Configuration

The main process starts from the crawling process on the website
that has been conditioned to have security holes. The first step is
to get all the links that exist in the target website by crawling
process, which can be seen in Figure 7.

Figure 7 Crawling Process
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The next process is to perform database modification of the LFI
and RFI database. LFI database modifications can be seen in
figure 8, while the RFI database modifications can be seen in
Figure 9.

Figure 8 LFI database modifications

Figure 9 RFI database modifications

In the attacking process, testing is done by changing the
configuration of LFI column for testing using localhost. Then the
application will try to open a file passwords.txt located in
XAMPP folder by using the string root as a marker.
In the RFI testing, trying to open the address "http://google.com"
using "Google <title> <title>" string, as a marker of security
holes. Configuration is shown in figure 10.

Figure 10 Configuration of LFI and RFI test.

The results of the attack can be seen in Figure 11.

Figure 11 Result of Attacking Process.

In the figure 10 shows that there are security holes in the LFI and
RFI. For those reasons, the testing will proceed with trying to
manually request the link. In this test uses link
"http://localhost/pengujian/deddie/?page=../../../../xampp/passwor
ds.txt." to prove the security holes that exist. The results of this
test can be seen in Figure 12.

Figure 12 Result of LFI Test

RFI test by doing manually in the browser request to prove the
validity of the application. Link that selected for testing was
"http://localhost/pengujian/deddie/?page=http://google.com". The
results of the RFI test can be seen in Figure 13.

Figure 13 Result of RFI Test

5. CONCLUSION
• The crawling process can affect the outcome of the report is

generated; this is because the link that will be processed on
the next stage (Attacking) is a link that has been obtained in
the process of crawling.

• In the field testing LFI vulnerability allows an attacker to
open any file by simply entering the URL path. When the
website was found loopholes in this section attacker could
potentially get the contents of sensitive files, which usually
are targeted is a file containing the configuration of the web
server.

• In testing the security gap in the field of RFI, can be seen that
on a website that has this vulnerability could inject a file
from another website. This would allow an attacker to inject
php shell to the target website. Where the php shell, the
attacker can mess up the contents of the website, it can even
take over control of the target website.
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